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1. Introduction

<Introduction part >

2. Reason for Change

ECMA documents on NGCN are republished by ETSI. While either could be referenced, other documents reference the ETSI version, and it is proposed to be consistent.
3. Conclusions

Reference [20] is converted to an ETSI reference, and a version number included.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.525 version 1.0.0.
* * * First Change * * * *
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4.2
Access network interconnection

NGCN sites may be connected to any IP-connectivity Access Network (IP-CAN) valid for TISPAN NGN using a Customer Network Gateway (CNG), as defined in ETSI ES 282 001 [2] or connected to an NGN core network via an edge router of the enterprise.

Connection to an IP-CAN includes the case where the NGCN site incorporates a CNG as defined in ETSI TS 185 003 [15], connected to a DSL-based access network (see figure 4.1) as well as the case where the NGCN site comprises a corporate LAN with one or more edge routers playing the role of a CNG connected to access nodes in the operator's access network (see figure 4.2).

NOTE 1:
Use of the "SIP Proxy/B2BUA" function within the CNG, as defined in ETSI TS 185 003 [15], is not applicable to the present release of the present document.

NOTE 2:
Within an NGCN site, the CNG functionality may be collocated with an NGCN host or a stand-alone equipment unit.

Towards an access network, the NGCN site acts as a UE. For further details see clause 7.

Towards the IM CN subsystem, the entry point / exit point entity is dependent on the approach adopted and is described further in clause 6.

An NGCN connects a multiplicity of endpoints to the network, each of which may be an IP device or a legacy phone. The NGN does not need to have any knowledge on the individual endpoints connected to the NGCN.

With the subscription based approach, for each NGCN site, the User Profile Server Function (UPSF) stores a single public user identity and a single associated user profile enabling triggering of network-based services beyond those provided by the NGCN itself. A set of telephone numbers and/or SIP URIs are also associated with each NGCN site. The former could be expressed in the form of number ranges and the latter using wildcards in the user or host part.
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Figure 4.1: DSL access
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Figure 4.2: Corporate LAN access

Identifiers based on private numbers shall be handled in accordance with ETSI TR 102 634 [20].

6.1.14
Private network traffic

Private network traffic can be distinguished from public network traffic by the addition of a P-Private-Network-Indication header field as specified in draft-vanelburg-dispatch-private-network-ind [31].

NOTE:
Procedures for use of the P-Private-Network-Indication header field within the NGN require further study and are not covered in this release. Where an explicit indication of private network traffic is required within the NGN, then the P-Private-Network-Indication header field is expected to be used.

The NGN will handle the P-Private-Network-Indication header field in accordance with its trust domain specification.

The NGCN site can include a P-Private-Network-Indication header field as specified in draft-vanelburg-dispatch-private-network-ind [31] in an initial request or standalone request, with a valid private network identification for its use.

The NGN can include a P-Private-Network-Indication header field as specified in draft-vanelburg-dispatch-private-network-ind [31] in an initial request or standalone request to the NGCN site, with a valid private network identification for its use.

For transactions relating to private network traffic, the NGCN site may include and receive tel URIs (and their SIP equivalents) specifying Private Numbering Plan (PNP) numbers in accordance with ETSI TR 102 634 [20].

6.2.14
Private network traffic

Private network traffic can be distinguished from public network traffic by the addition of a P-Private-Network-Indication header field as specified in draft-vanelburg-dispatch-private-network-ind [31].

NOTE:
Procedures for use of the P-Private-Network-Indication header field within the NGN require further study and are not covered in this release. Where an explicit indication of private network traffic is required within the NGN, then the P-Private-Network-Indication header field is expected to be used.

The NGN will handle the P-Private-Network-Indication header field in accordance with its trust domain specification.

The NGCN site can include P-Private-Network-Indication header field as specified in draft-vanelburg-dispatch-private-network-ind [31] in an initial request or standalone request, with a valid private network identification for its use.

The NGN can include P-Private-Network-Indication header field as specified in draft-vanelburg-dispatch-private-network-ind [31] in an initial request or standalone request to the NGCN site, with a valid private network identification for its use.

For transactions relating to private network traffic, the NGCN site may include and receive tel URIs (and their SIP equivalents) specifying PNP numbers in accordance with ETSI TR 102 634 [20].
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