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1. Introduction
This P-CR proposes the addition of message formats for ProSe procedure in the EPC-level ProSe Discovery Protocol over the PC3 interface to TS 24.334.

2. Reason for Change
SA2 ProSe TS 23.303 has introduced signaling procedures between the ProSe Function and UE to manage EPC-level ProSe discovery in subclause 5.5. The details of the protocol and message contents for those procedures need to be specified in Stage 3 by CT1. 

3. Proposal

It is proposed to agree the following additions to TS 24.334.
* * * First Change * * * *
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10.2.4.6
Semantics of < UE_REGISTRATION_REQUEST >

The <UE_REGISTRATION_REQUEST> element contains one or more of the following elements:

1) One or more <UE-register-request> element which contains transactions sent from the UE to the ProSe Function to register the UE. Each < UE-register-request > consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1;

b)
a <UE-identity> element containing the parameter defined in subclause 11.3.2.2; and

c)
a <WLAN-link-layer-ID> element containing the parameter defined in subclause 11.3.2.6.

10.2.4.7
Semantics of < UE_REGISTRATION_RESPONSE>

The <UE_REGISTRATION_RESPONSE> element contains one or more of the following elements:

1) One or more <response-register> element which contains transactions sent from the ProSe Function to the UE as a response to the UE_REGISTRATION_REQUEST message if the ProSe Funcion accepts the request. Each <response-register> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; and

b)
a <EPC-ProSe-User-ID> element containing the parameter defined in subclause 11.3.2.7.

2) One or more <response-reject> element which contains transactions sent from the ProSe Function to the UE as a response to the UE_REGISTRATION_REQUEST message if the ProSe Funcion cannot accept the request. Each <response-reject> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; and

b)
a <PC3-EPC-control-protocol-cause-value> element containing the parameter defined in subclause 11.3.2.5.

10.2.4.8
Semantics of < APPLICATION_REGISTRATION_REQUEST >

The <APPLICATION_REGISTRATION_REQUEST> element contains one or more of the following elements:

1) One or more <application-register-request> element which contains transactions sent from the UE to the ProSe Function to activate EPC-level ProSe discovery for a specific application. Each < application-register-request > consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1;

b)
a <EPC-ProSe-User-ID> element containing the parameter defined in subclause 11.3.2.7.

c)
an <application-identity> element containing the parameter defined in subclause 11.3.2.3; and

d)
an <Application-Layer-User-ID> element containing the parameter defined in subclause 11.3.2.4.

10.2.4.9
Semantics of < APPLICATION_REGISTRATION_RESPONSE >

The <APPLICATION_REGISTRATION_RESPONSE> element contains one or more of the following elements:

1) One or more <response-register> element which contains transactions sent from the ProSe Function to the UE as a response to the APPLICATION_REGISTRATION_REQUEST message if the ProSe Funcion accepts the request. Each <response-register> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; and

b)
an <allowed-range> element containing the parameter defined in subclause 11.3.2.8.

2) One or more <response-reject> element which contains transactions sent from the ProSe Function to the UE as a response to the APPLICATION_REGISTRATION_REQUEST message if the ProSe Funcion cannot accept the request. Each <response-reject> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; and

b)
an <PC3-EPC-control-protocol-cause-value> element containing the parameter defined in subclause 11.3.2.5.

10.2.4.10
Semantics of < PROXIMITY_REQUEST >

The <PROXIMITY_REQUEST> element contains one or more of the following elements:

1) One or more <proximity-request> element which contains transactions sent from the UE to the ProSe Function to request to be alerted when it enters in proximity with a targeted UE. Each < proximity-request > consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1;

b)
a <EPC-ProSe-User-ID-A> element containing the parameter defined in subclause 11.3.2.7;

c)
an <application-identity> element containing the parameter defined in subclause 11.3.2.3; 

d)
an <Application-Layer-User-ID-A> element containing the parameter defined in subclause 11.3.2.4;

e)
an <Application-Layer-User-ID-B> element containing the parameter defined in subclause 11.3.2.4;

f)
a <range-class> element containing the parameter defined in subclause 11.3.2.10;

g)
a <UE-A-Location> element containing the parameter defined in subclause 11.3.2.11;

h)
a <time-window> element containing the parameter defined in subclause 11.3.2.9; and

i)
a <WLAN-indication> element containing the parameter defined in subclause 11.3.2.12.

10.2.4.11
Semantics of < PROXIMITY_REQUEST_RESPONSE >

The <PROXIMITY_REQUEST_RESPONSE> element contains one or more of the following elements:

1) One or more <response-accept> element which contains transactions sent from the ProSe Function to the UE as a response to the PROXIMITY_REQUEST message if the ProSe Funcion accepts the request. Each <response-register> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1.

2) One or more <response-reject> element which contains transactions sent from the ProSe Function to the UE as a response to the PROXIMITY_REQUEST message if the ProSe Funcion cannot accept the request. Each <response-reject> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; and

b)
an <PC3-EPC-control-protocol-cause-value> element containing the parameter defined in subclause 11.3.2.5.
10.2.4.12
Semantics of < PROXIMITY_ALERT >

The <PROXIMITY_ALERT> element contains one or more of the following elements:

1) One or more <proximity-alert> element which contains transactions sent from the ProSe Function to the (UE A) and optionally to targeted (UE B) to alert them that they have entered in proximity. Each <proximity-alert> consists of:

a) a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1.

b) an <application-identity> element containing the parameter defined in subclause 11.3.2.3; 

c) an <Application-Layer-User-ID-A> element containing the parameter defined in subclause 11.3.2.4;

d) an <Application-Layer-User-ID-B> element containing the parameter defined in subclause 11.3.2.4; and

e) an <assistance-information> element containing the parameter defined in subclause 11.3.2.13.

10.2.4.13
Semantics of < UE_DEREGISTRATION_REQUEST >

The <UE_DEREGISTRATION_REQUEST> element contains one or more of the following elements:

1) One or more <UE-deregister-request> element which contains transactions sent either from the UE to the ProSe Function or from the ProSe Function to the UE to deregister the UE. Each < UE-deregister-request > consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; 

b)
b)
a <EPC-ProSe-User-ID> element containing the parameter defined in subclause 11.3.2.8. and

c)
an <PC3-EPC-control-protocol-cause-value> element containing the parameter defined in subclause 11.3.2.6.

10.2.4.14
Semantics of < UE_DEREGISTRATION_RESPONSE >

The <UE_DEREGISTRATION_RESPONSE> element contains one or more of the following elements:

1) One or more <UE-deregister-response> element which contains transactions sent either from the UE to the ProSe Function or from the ProSe Function to the UE to complete the UE deregistration. Each < UE-deregister-response > consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1.
10.2.4.15
Semantics of < CANCEL_PROXIMITY_REQUEST >

The <CANCEL_PROXIMITY_REQUEST> element contains one or more of the following elements:

1) One or more <cancel-proximity-request> element which contains transactions sent from the UE to the ProSe Function to request cancellation of an ongoing proximity request. Each < cancel_proximity-request > consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1;

b)
a <EPC-ProSe-User-ID-A> element containing the parameter defined in subclause 11.3.2.7;

c)
an <application-identity> element containing the parameter defined in subclause 11.3.2.3; and

d)
an <Application-Layer-User-ID-B> element containing the parameter defined in subclause 11.3.2.4;

10.2.4.16
Semantics of < CANCEL_PROXIMITY_RESPONSE >

The <CANCEL_PROXIMITY_RESPONSE> element contains one or more of the following elements:

1) One or more <cancel-proximity-responset> element which contains transactions sent from the ProSe Function to the UE as a response to CANCEL_PROXIMITY_REQUEST message. Each < cancel_proximity-response > consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1;

10.2.4.17
Semantics of < PROXIMITY_REQUEST_VALIDATION >

The <PROXIMITY_REQUEST_VALIDATION> element contains one or more of the following elements:

1) One or more <proximity-request-validation> element which contains transactions sent by the ProSe Function to the targeted UE (UE  B) to request confirmation of permission for proximity request. Each <proximity-request-validation> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; and

b)
an <application-identity> element containing the parameter defined in subclause 11.3.2.3.

10.2.4.18
Semantics of < PROXIMITY_REQUEST_VALIDATION_RESPONSE>

The <PROXIMITY_REQUEST_VALIDATION_RESPONSE> element contains one or more of the following elements:

1) One or more <response-accept> element which contains transactions sent from the UE to the ProSe Function as a response to the PROXIMITY_REQUEST_VALIDATION message if the application in the UE accepts the request. Each <response-accept> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1.

2) One or more <response-reject> element which contains transactions sent from the UE to the ProSe Function as a response to the PROXIMITY_REQUEST_VALIDATION message if the application in the UE does not accept the request. Each <response-reject> consists of:

a)
a <transaction-ID> element containing the parameter defined in subclause 11.3.2.1; and

b)
an <PC3-EPC-control-protocol-cause-value> element containing the parameter defined in subclause 11.3.2.5.
* * * Next Change * * * *

11
General message format and information elements coding
11.1
Overview
This subclause contains general message format and information elements coding for the messages used in the procedures described in the present document.
11.2
ProSe direct discovery message formats

11.3
EPC-level ProSe discovery message formats

11.3.1
Data types format in XML schema

To exchange structured information over the transport protocol, XML text format/notation is introduced.

The corresponding XML data types for the data types used in ProSe messages are provided in Table 11.3.1.

Table 11.3.1: Primitive or derived types for ProSe Parameter Type

	ProSe Parameter Type
	Type in XML Schema

	Integer
	decimal

	String
	string

	Boolean
	boolean

	Binary
	hexBinary

	Date and Time
	dateTime


For complex data types described in subclause 11.2.2, an XML "complexType" can be used. 

Message construction shall be compliant with XML: W3C Recommendation: XML Schema Part 2: Datatypes [7] 
11.3.2 Information elements in EPC-level ProSe Discovery messages

11.3.2.1 
Transaction ID

This parameter is used to uniquely identify a PC3 Control Protocol for EPC-level ProSe Discovery transaction when it is combined with other PC3 Control Protocol for EPC-level ProSe Discovery transactions in the same transport message. The UE shall set this parameter to a new number for each outgoing new discovery request. The transaction ID is an integer in the 0-255 range.
11.3.2.2
UE Identity

This parameter is used to indicate the requesting UE’s identity and is set to the IMSI. The IMSI consists of three parts:


MCC: 3-digit integer;


MNC: 2- or 3-digit integer; and


MSIN:10-digit or shorter integer. 

11.3.2.3
Application Identity

This parameter is used to identify the particular application that triggers the UE_REGISTRATION_REQUEST message. The format of the Application Identity consists of two parts:


OS ID: operating system identifier. The format of the OS ID is a Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [8];

OS App ID: a string containing the OS specific application identifier. 

NOTE: 
Further definition of the format of OS App ID is beyond the scope of this specification.
11.3.2.4
Application Layer User ID
This parameter is used to carry an Application Layer User ID that identifies the user in the context of specific application. It is encoded as a bit string.

11.3.2.5
PC3 EPC Control Protocol cause value
This parameter is used to indicate the particular reason why a UE_REGISTRATION_REQUEST or APPLICATION_REGISTRATION_REQUEST messages from the UE have been rejected by the ProSe Function. It is an integer in the 0-255 range encoded as follows:


0: Reserved

1: Invalid application


2: UE authorisation failure

3: Invalid Message Format

4: Application not registered


5: Range class not allowed for this application


6: Proximity detection unlikely within requested time window


7: Targeted user not registered for this application


8: Proximity validation rejected by B-side


9: Application disabled temporarily


9-255: Unused

11.3.2.6
WLAN Link Layer ID
This parameter is used to carry WLAN link layer identifier.
11.3.2.7
EPC ProSe User ID
This parameter is used to carry a EPC ProSe User ID. It is a bit string coded as specified in 3GPP TS 23.003 [4].
11.3.2.8
Allowed Range
This parameter is used to carry set of range classes allowed for an application. It is an integer in the 0-255 range encoded as follows:


0: Reserved

1: 50m

2: 100m


3: 200m


4: 500m


5: 1000m



6-255: Unused 

11.3.2.9
Time Window

This parameter is used to specify a time interval in minutes during which a proximity request is valid. The Time Window is an integer in the range of 1 – 1440 minutes.

11.3.2.10
Range Class

This parameter is used to carry a range class for a specific proximity request. It is selected from the the set of allowed range classes carried in the Allowed Range parameter.

11.3.2.11
UE Location

This parameter is used to carry the UE location with the best known accuracy (e.g. Cell ID or geo-location coordinates). The UE Location is set to the cell identity part of the Evolved Cell Global Identifier, as described in 3GPP TS 36.331 and obtained from the lower layers of the UE. The value of UE Location is coded as a hexabinary value with fixed length of 28 bits.

11.3.2.12
WLAN Indication

This parameter is used to carry an indication whether the searching UE wishes to engage in WLAN direct discovery and communication subsequent to successful proximity detection. It is a Boolean value coded as follows:

False
the searching UE does not wishes to engage in WLAN direct discovery and communication subsequent to successful proximity detection
True
the searching UE wishes to engage in WLAN direct discovery and communication subsequent to successful proximity detection
11.3.2.13
Assistance Information

This parameter is used to carry information for expediting WLAN direct discovery and communication. The content of this parameter depends on the WLAN technology.
Wi-Fi Peer-to-Peer (P2P) specification [aa] defines an architecture and set of protocols that facilitate direct discovery and communication using the IEEE 802.11 technology [bb]. To assist WLAN direct discovery and communication as required by the Wi-Fi P2P technology [aa] the Assistance Information includes the following parameters.
-
SSID: The SSID to use for Wi-Fi P2P operation. To be compliant with the Wi-Fi P2P specification [aa] the SSID should be in the form "DIRECT-ab" where a, b are two random characters.

-
WLAN Secret Key: The pre-shared key to be used by UEs to secure their Wi-Fi P2P communication. This is used by UEs as the Pairwise Master Key (PMK).

-
Group Owner indication: If set, the UE should implement the Group Owner (GO) functionality specified in the Wi-Fi P2P specification [aa]. The UE implementing this functionality essentially becomes an AP that transmits Beacons with the P2P Information Element and accepts associations from other Wi-Fi P2P devices or from legacy Wi-Fi devices (those not implementing the Wi-Fi P2P functionality). If not set, the UE should behave as a Wi-Fi P2P client that attempts to discover and associate with a GO.

-
P2P Device Address of self: This is the WLAN Link Layer ID to be used by UE to advertise itself. A UE implementing the Group Owner and indicates the WLAN Direct device from which the GO should accept WLAN association requests. Association requests from all other WLAN devices should be rejected by GO.

-
P2P Device Address of peers: This is the WLAN Link Layer ID to be used by UE to discover peer UEs. A UE implementing the Group Owner should accept WLAN association requests only from devices that are in this list.

-
Operation channel: The channel on which Wi-Fi P2P discovery and communication should take place.

-
Validity time: The time period during which the content provided in the assistance information is valid
* * * End of Changes * * * *

