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1.
Background

The TS 24.237 subclause 5.6 describes the general behaviour of the ATCF. The subclause contains a list of actions and sometimes a reference to other relevant procedures that the ATCF shall follow.

One of the references is a reference to in 3GPP TS 24.229 [2], subclause 5.7.5.1. The subclause 5.7.5.1 describes the general procedure for an AS performing 3rd party call control acting as a B2BUA over the ISC reference point.

Sometimes the procedure in TS 24.229 subclause 5.7.5.1 differentiates between an AS acting as a routeing B2BUA and an AS acting as an initiating B2BUA. This makes the reference to subclause 5.7.5.1 ambiguous and will result in different implementation that will cause interoperability problems.

This document intends to analyse whether the reference to subclause 5.7.5.1 is needed at all.

2.
Analysis

Reference in TS 24.237:

a.
map the message header fields from a SIP message received in one dialog to related SIP message sent in the correlated dialog managed by ATCF as specified for an AS in 3GPP TS 24.229 [2], subclause 5.7.5.1;

b.
pass signalling elements as specified for an AS in 3GPP TS 24.229 [2], subclause 5.7.5.1; and

ANALYSIS: 
The references talks about "map the message header fields from a SIP message" and "pass on signalling elements" hence everything that talks about mapping and passing on signalling elements in subclause 5.7.5.1 should be analysed everything else can be regarded as not applicable.
Content of the subclause 5.6 in TS 24.237:
5.6
Access Transfer Control Function (ATCF)"
To be compliant with access transfer in this document, the ATCF shall:

1)
provide the proxy role as defined in 3GPP TS 24.229 [2], with the exceptions and additional capabilities as described for the ATCF in subclause 6.5, subclause 6A.3, subclause 7.5, subclause 8.4, and subclause 12.7.2.4;

2)
provide the B2BUA functionality with the exceptions and additional capabilities as described for the ATCF in subclause 12.7.2.2. When providing the B2BUA functionality, the ATCF shall provide the UA role as defined in 3GPP TS 24.229 [2] and additionally shall:

a.
map the message header fields from a SIP message received in one dialog to related SIP message sent in the correlated dialog managed by ATCF as specified for an AS in 3GPP TS 24.229 [2], subclause 5.7.5.1;
b.
pass signalling elements as specified for an AS in 3GPP TS 24.229 [2], subclause 5.7.5.1; and

c.
transparently forward received Contact header field, P-Asserted-Identity header field and, if available, the Privacy header field.

The following procedures apply to all procedures at the ATCF:

1)
if it has been decided to anchor the media in ATGW according to operator policy, and a SIP message including an SDP offer or answer is received:

NOTE:
At this point, ATCF interacts with ATGW to provide information needed in the procedures below, and to request the ATGW to start forwarding the media(s) from the remote UE to the local UE. The details of interaction between ATCF and ATGW are out of scope of this document.

a.
upon the received message with an SDP offer or answer included is sent by the served UE within the dialog, replace the SDP in the received SIP message with updated SDP provided by ATGW, which contains the ATGW IP addresses and ports; and

b.
upon the received message with an SDP offer or answer included is sent by the remote UE within the dialog, replace the SDP in the received SIP message with updated SDP provided by ATGW, which contains the ATGW IP addresses and ports; and

2)
the ATCF also handles SDP media description conflicts according to subclause 6A.5.

Content of the subclause 5.7.5.1 in TS 24.229:

5.7.5
Application Server (AS) performing 3rd party call control

5.7.5.1
General
The AS performing 3rd party call control acts as a B2BUA. There are two kinds of 3rd party call control:

-
Routeing B2BUA: an AS receives a request, terminates it and generates a new request, which is based on the received request.

-
Initiating B2BUA: an AS initiates two requests, which are logically connected together at the AS, or an AS receives a request and initiates a new request that is logically connected but unrelated to the incoming request from the originating user (e.g. the P-Asserted-Identity of the incoming request is changed by the AS). AS can initiate additional requests and associate them with a related incoming request.
ANALYSIS:
The above text describes the difference between the routeing and initiating B2BUA. Not relevant for this discussion.
RESULT:
No action needed.
When the AS acting as an initiating B2BUA receives a request and initiates a new request that is logically connected but unrelated to the incoming request from the originating user, the AS can include an original dialog identifier in the Route header field for the S-CSCF that it learned from the incoming request, per service logic needs.

NOTE 1:
If the AS does not include the original dialog identifier in an initiated request, the S-CSCF can apply the default handling procedure relating to the incoming request if after a certain time no 1xx response is sent by the AS to the incoming request or if the AS forwards a 408 (Request Timeout) response or a 5xx response received from downstream as a response to the the incoming request. To avoid the application of the default handling procedure by the S-CSCF when the AS is waiting for a SIP response for an initiated request, the AS can generate a SIP provisional response to the incoming request.

ANALYSIS:
The above paragraph is specific to ISC reference procedures and not relevant for this discussion.

RESULT:
No action needed.
If the AS requires knowledge of the served user the AS shall determine the served user according to the applicable procedure in subclause 5.7.1.3A.
ANALYSIS: 
The above paragraph does not talk about mapping or passing on signalling elements and is not relevant for this discussion!

RESULT:
No action needed.
When the AS receives a terminated call and generates a new call, and dependent on whether the service allows the AS to change the P-Asserted-Identity for outgoing requests compared with the incoming request, the AS will select appropriate kind of 3rd party call control.
ANALYSIS:
 The above statement talks about a terminated call and is not relevant for this discussion!
RESULT:
No action needed.
The B2BUA AS will internally map the message header fields between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and are outside the scope of the present document.
ANALYSIS:
The above paragraph seems relevant and does not make the reference from TS 24.237 ambiguous since it is valid for both types of B2BUA. 

RESULT:
A similar (but shorter) statement could be included in 24.237
The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem.

ANALYSIS:
 The above statement talks about registration and is not relevant for this discussion.
RESULT:
No action needed.
For standalone transactions, when the AS is acting as a Routeing B2BUA, the AS shall copy the remaining Route header field(s) unchanged from the received request for a standalone transaction to the new request for a standalone transaction.
ANALYSIS:
This statement is not relevant, but makes the reference from TS 24.237 ambiguous since it is only valid for a routeing B2BUA.

RESULT:
No action needed.
When the AS receives a Replaces header field within an initial request for a dialog, the AS should check, whether the AS acts as a routeing B2BUA for the dialog identified in the Replaces header field. The AS should:

- 
if the AS acts as routeing B2BUA for the dialog indicated in the Replaces header field, include in the forwarded request a Replaces header field, indicating the dialog on the outgoing side that corresponds to the dialog identified in the received Replaces header field; or

-
if the AS does not act as a routeing B2BUA for the dialog indicated in the Replaces header field, include in the forwarded request the Replaces header field as received in the incoming request.

ANALYSIS:
These statements are relevant, but ambiguous since it describes different behaviour depending on type of B2BUA. 
ACTION:
The actions when AS does not act as a routeing B2BUA seems to be the correct statement.

The expected behaviour for ATCF can be included in 24.237 as part of a general statement.
When the AS receives a Target-Dialog header field within an initial request or a standalone transaction for a dialog,the AS shall:

- 
if the AS acts as routeing B2BUA for the dialog indicated in the Target-Dialog header field, include in the forwarded request a Target-Dialog header field, indicating the dialog on the outgoing side that corresponds to the dialog identified in the received Target-Dialog header field.

ANALYSIS:
This statement is relevant, but ambiguous since it is only valid for a routeing B2BUA. However, it seems not to be the expected behaviour in ATCF. The expected behaviour is to pass on the received Target-Dialog header field.

ACTION:
The expected behaviour for ATCF can be included in 24.237 as part of a general statement.
When the AS acting as a routeing B2BUA receives an initial request for a dialog or a request for a standalone transaction, the AS shall:

-
store the value of the "orig-ioi" header field parameter received in the P-Charging-Vector header field if present; and

-
remove the "orig-ioi" header field parameter from the forwarded request.

NOTE 2:
Any received orig-ioi parameter will be a type 3 orig-ioi. The orig-ioi identifies the network operator from which the request was sent.

ANALYSIS:
The 1st bullet is not relevant to the discussion. The 2nd bullet may be relevant but is not the expected behaviour in ATCF and should not be part of TS 24.237. 
ACTION:
No action (a general statement that mandates forwarding of received header fields in TS 24.237 would cover the expected behaviour in ATCF).
When an AS acts as a routeing B2BUA and the received Contact header field contains a media feature tag indicating a capability for which the Contact URI can be used by the remote party, the AS shall transparently forward the Contact header field. When transparently forwarding a received Contact header field of a dialog-forming request, the AS shall include its own URI in a Record-Route header field in order to ensure that it is included on the route of subsequent requests.

NOTE 3:
One example of such a media feature tag is the isfocus media feature tag where the URI in the Contact header field is used by conference services to transport the temporary conference identity that can be used when rejoining an ongoing conference.

ANALYSIS:
These statements are relevant, but ambiguous since it is only valid for a routeing B2BUA. 

RESULT:
This is the expected behaviour in ATCF. The bullet 2) c) in TS 24.237 subclause 5.6 already cover this. No action needed.
When the AS acting as a routeing B2BUA generates a response to an initial request for a dialog or a request for a standalone transaction, the AS shall insert a P-Charging-Vector header field containing the "orig-ioi" header field parameter, if received in the request, a type 3 "term-ioi" header field parameter and the "icid-value" header field parameter. The AS shall set the type 3 "term-ioi" header field parameter to a value that identifies the service provider from which the response is sent, the "orig-ioi" header field parameter is set to the previously received value of "orig-ioi" header field parameter and the "icid-value" header field parameter is set to the previously received value of "icid-value" header field parameter in the request. Any values of "orig-ioi" or "term-ioi" header field parameter received in any response that is being forwarded are not used.

ANALYSIS:
These statements are relevant but completely wrong since it describes the use of IOI type 3 values but ambiguous since it is only valid for a routeing B2BUA.

ACTION:
No action (a general statement that mandates forwarding of received header fields in TS 24.237 would cover the expected behaviour in ATCF anyway)

The AS shall transparently pass supported and unsupported signalling elements (e.g. SIP headers, SIP messages bodies), except signalling elements that are modified or deleted as part of the hosted service logic, or based on service provider policy.
ANALYSIS:
The above statement seems relevant and does not cause ambiguity since it is valid for both types of B2BUA.

RESULT:
Insert this statement in TS 24.237.
If resource priority in accordance with RFC 4412 [116] is required for a dialog, then the AS shall include the Resource-Priority header field in all requests associated with that dialog.

ANALYSIS:
The above statement is not relevant since it does not talk about mapping and passing on signalling elements. 

RESULT:
No action since the expected behaviour to pass on a Resource-Priority header field would be covered by a general statement anyway.
3.
Conclusion

When going through the ANALYSIS and RESULT statements it seems like the following 2 statements would cover all that is needed in ATCF:

"The B2BUA AS will internally map the message header fields between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and are outside the scope of the present document."

"The AS shall transparently pass supported and unsupported signalling elements (e.g. SIP headers, SIP messages bodies), except signalling elements that are modified or deleted as part of the hosted service logic, or based on service provider policy."

Further, the reference to subclause 12.7.2.2 could be more general by changing the reference to 12.7.2.

This would result in the following update of the TS 24.237 subclause 5.6.

5.6
Access Transfer Control Function (ATCF)"
To be compliant with access transfer in this document, the ATCF shall:

1)
provide the proxy role as defined in 3GPP TS 24.229 [2], with the exceptions and additional capabilities as described for the ATCF in subclause 6.5, subclause 6A.3, subclause 7.5, subclause 8.4, and subclause 12.7.2.4;

2)
provide the B2BUA functionality with the exceptions and additional capabilities as described for the ATCF in subclause 12.7.2. When providing the B2BUA functionality, the ATCF shall provide the UA role as defined in 3GPP TS 24.229 [2] and additionally shall:

a.
internally map the message header fields from a SIP message received in one dialog to related SIP message sent in the correlated dialog managed by ATCF;

b.
transparently pass supported and unsupported signalling elements (e.g. SIP headers, SIP messages bodies); and
c.
transparently forward received Contact header field, P-Asserted-Identity header field and, if available, the Privacy header field.
The following procedures apply to all procedures at the ATCF:

1)
if it has been decided to anchor the media in ATGW according to operator policy, and a SIP message including an SDP offer or answer is received:

NOTE:
At this point, ATCF interacts with ATGW to provide information needed in the procedures below, and to request the ATGW to start forwarding the media(s) from the remote UE to the local UE. The details of interaction between ATCF and ATGW are out of scope of this document.

a.
upon the received message with an SDP offer or answer included is sent by the served UE within the dialog, replace the SDP in the received SIP message with updated SDP provided by ATGW, which contains the ATGW IP addresses and ports; and

b.
upon the received message with an SDP offer or answer included is sent by the remote UE within the dialog, replace the SDP in the received SIP message with updated SDP provided by ATGW, which contains the ATGW IP addresses and ports; and

2)
the ATCF also handles SDP media description conflicts according to subclause 6A.5.
