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1. Introduction
This discussion paper describes the impact analysis on the current CT1 specifications (TS 24.229 and TS 24.604) due to reference update from RFC 4244 to RFC 7044 and the proposed changes based on the analysis.
2. Changes from RFC 4244 to RFC 7044
The changes from RFC 4244 to RFC 7044 are summarized in clause 16 of RFC 7044. The summaries are listed below.
The functional changes between RFC 4244 and RFC 7044:
1. Added header field parameters to capture the specific method by which a target is determined to facilitate processing by users of the History-Info header field entries.  A specific header field parameter is captured for each of the target URIs as the target set is determined (per Section 16.5 of [RFC3261]). The header field parameter is used in both the History-Info and the Contact header fields.
2. Added a way to indicate a gap in History-Info by adding a certain values of the Privacy header field, the entries are anonymized.
3. Rather than recommending that entries be removed in the case of certain values of the Privacy header field, the entries are anonymized.
4. Updated the security section to be equivalent to the security recommendations for other SIP header fields inserted by intermediaries.
5. Removed Appendix B ("Voicemail") since a separate call flow document is being published as a companion to this document.
Normative changes on UAC behavior:
6. Inclusion of option tag by UAC has changed from SHOULD to MUST.
7. Inclusion of hi-target-entry along with hi-index has changed from MAY/RECOMMEND to MUST/MUST.
8. Behavior surrounding the addition of hi-target-entry based on a 3xx response has changed from MAY/SHOULD to MUST.
Normative change on UAS behavior:
9. Inclusion of hi-entry in response has changed from SHOULD to MUST.
Normative changes on proxy/redirect server behavior:
10. Inclusion of the History-Info header field when forwarding the request has changed from SHOULD to MUST.
11. Association of Reason with timeout/internal reason has changed from MAY to MUST.
12. Inclusion of hi-index has changed from RECOMMENDED to MUST.
13. Inclusion of hi-entries in the response has changed from SHOULD to MUST.
3. Impact analysis on TS 24.229 and TS 24.604
Table 3.1 lists the summary of changes from RFC 4244 to RFC 7044 and the proposals for TS 24.229 and TS 24.604 whether to adopt each change or not. Basically, if there is no impact on procedure or signalling on 3GPP entities due to a change, it is proposed to adopt the change into these specifications. If there is an impact, the impact is analyzed and necessary updates are proposed in subclause 3.x.

Table 3.1: Changes from RFC 4244 to RFC 7044 and proposals
	Changes from RFC 4244 to RFC 7044
	Proposal 
	Detail

	
	In TS 24.229
	In TS 24.604
	

	1
	Functionality
	Added optional header field parameters ("mp"/"rc"/"np").
	Support
(Optional)
	Not support
	See subclause 3.1.1.

	2
	
	Added a way to indicate a gap in History-Info.
	Support
	Support
	See subclause 3.1.2.

	3
	
	Rather than recommending that entries be removed in the case of certain values of the Privacy header field, the entries are anonymized.
	Adopt
	Adopt
	See subclause 3.1.3.

	4
	
	Updated the security section (TLS has changed MUST to RECOMMENDED).
	Adopt
	Adopt
	See subclause 3.1.4.

	5
	
	Removed Appendix B ("Voicemail").
	None
	None
	See subclause 3.1.5.

	6
	UAC

Behaviour
	Inclusion of option tag by UAC has changed from SHOULD to MUST.
	Adopt
	Adopt
	See subclause 3.2.1.

	7
	
	Inclusion of hi-target-entry along with hi-index has changed from MAY/RECOMMEND to MUST/MUST.
	Adopt
	Adopt
	See subclause 3.2.2.

	8
	
	Behavior surrounding the addition of hi-target-entry based on a 3xx response has changed from MAY/SHOULD to MUST.
	Adopt
	Adopt
	See subclause 3.2.3.

	9
	UAS

Behaviour
	Inclusion of hi-entry in response has changed from SHOULD to MUST.
	Adopt
	Adopt
	See subclause 3.3.1

	10
	proxy/
redirect server
behaviour
	Inclusion of the History-Info header field when forwarding the request has changed from SHOULD to MUST.
	Adopt
	Adopt
	See subclause 3.4.1

	11
	
	Association of Reason with timeout/internal reason has changed from MAY to MUST.
	Adopt
	Adopt
	See subclause 3.4.2

	12
	
	Inclusion of hi-index has changed from RECOMMENDED to MUST.
	Adopt
	Adopt
	See subclause 3.4.3

	13
	
	Inclusion of hi-entries in the response has changed from SHOULD to MUST.
	Adopt
	Adopt
	See subclause 3.4.4


3.1. Functional changes
3.1.1. Change No.1
The change No.1 indicates that the new three optional hi-target-params ("rc", "mp", and "np") have been added in RFC 7044.
"rc":
The hi-targeted-to-URI represents a change in Request-URI, while the target user remains the same.
"mp":
The hi-targeted-to-URI represents a user other than the target user associated with the Request-URI in the incoming request that was retargeted.
"np":
The hi-targeted-to-URI represents that there was no change in the Request-URI.
3.1.1.1. Impacts on TS 24.229

The definition of the "mp" parameter equivalent to that of RFC 7044 is already specified within TS 24.229 and also a major capability regarding "mp" parameter is already specified with blank reference in the current annex A of TS 24.229. 
The reference for the "mp" parameter is proposed to be updated to RFC 7044. And the capability name "delivery of Request-URI targets to user agents?" corresponding with this parameter is proposed to be renamed to more suitable one representing "mp" parameter. The status of this capability is proposed to be changed from optional for an AS to optional for other entities, same as History-Info header field itself.
It is questionable whether the additional procedure regarding two other optional parameters ("rc" and "np") are needed for 3GPP use cases or not. However, it is natural to specify the other parameter as optional capabilities same as "mp" parameter considering alignment with IETF specification. Therefore it is proposed to add new optional major capabilities for each optional parameter (i.e. "rc" and "np") in annex A of TS 24.229.
3.1.1.2. Impacts on TS 24.604

For diversion use case, any optional parameters are not needed, thus it is proposed to add no change into the existing AS procedures, unless any operators see a need to adopt these parameters for CDIV.
3.1.2. Change No.2
The change No.2 indicates that when the gap is detected, the new way to indicate a gap by adding an index of "0" has been added in RFC 7044, although RFC 4244 already specifies the detection of the gap.
3.1.2.1. Impacts on TS 24.229
The detailed procedures to detect the gap are not described in the current TS 24.229 although the procedure is specified in RFC 4244; therefore, in order to adopt this change into TS 24.229, there is no need to add anything except for updating the reference to RFC 7044, since additional descriptions beyond the RFC 7044 are not needed.
3.1.2.2. Impacts on TS 24.604

Same as TS 24.229.
3.1.3. Change No.3

The change No.3 indicates that the procedure applying privacy to the hi-entry has been changed from recommending either removing or anonymizing the hi-entry to only anonymizing the hi-entry.
3.1.3.1. Impacts on TS 24.229

The IBCF procedures to either remove or anonymize the hi-entries at the trust domain boundary are currently specified in subclause 5.10.8 of TS 24.229 as follows:
If a Privacy header field with a value different from "none" is received the IBCF shall:
1)
if "header" privacy is requested as specified in RFC 3323 [33]:
…
-
according to local policy either remove the History-Info header field or anonymize each entry in the History-Info header field;
…
3) if "history" privacy is requested in the Privacy header field as specified in RFC 4244 [66] according to local policy either remove the History-Info header field or anonymize each entry in the History-Info header field;

4) if privacy is requested within the History-Info header field as specified in RFC 4244 [66] according to local policy either remove or anonymize every entry that contains the privacy parameter "history"; and
As removed in RFC 7044, it is proposed to remove the option for the IBCF to remove the hi-entries (or all the hi-entries) when the privacy is requested.
3.1.3.2. Impacts on TS 24.604

In TS 24.604, no procedure at the trust domain boundary with regard to the History-Info header field is specified although the procedure is specified in RFC 4244; therefore, in order to adopt this change into TS 24.604, there is no need to add anything except for updating the reference to RFC 7044.

3.1.4. Change No.4
The change No.4 indicates that the use of TLS has changed from MUST to RECOMMENDED.

3.1.4.1. Impacts on TS 24.229

The security mechanism specific to the History-Info header field is not specified in the current TS 24.229; therefore, in order to adopt this change into TS 24.229, no additional text is needed except for updating the reference to RFC 7044.
3.1.4.2. Impacts on TS 24.604

Same as TS 24.229.
3.1.5. Change No.5

The change No.5 indicates that the appendix B which describes an example call flow of Voicemail has been removed. This change does not have any impact on the procedures and the header field definitions; therefore, there is no impact on the TS 24.229 and TS 24.604.

3.2. Changes for UAC behavior
3.2.1. Change No.6
The change No.6 indicates that inclusion of "histinfo" option tag has changed from SHOULD to MUST.
3.2.1.1. Impacts on TS 24.229

In TS 24.229, no detailed procedure with regard to the setting of the "histinfo" option tag is described; therefore, in order to adopt this change into TS 24.229, there is no need to add anything except for updating the reference to RFC 7044, since additional descriptions beyond the RFC 7044 are not needed.
3.2.1.2. Impacts on TS 24.604

Same as TS 24.229.
3.2.2. Change No.7
The change No.7 indicates that inclusion of hi-target-entry along with hi-index has changed from SHOULD to MUST. This means that when an entity supporting History-Info header field sends a request, then the entity MUST include hi-target-entry and hi-index. For the first hi-entry the hi-index MUST be set to 1. For each forward hop (i.e., each new level of indexing), the last integers of the hi-indexes of the new requests MUST be generated starting at 1 and incrementing by 1.
3.2.2.1. Impacts on TS 24.229
The detailed procedure to include hi-target-entry and hi-index is not described; therefore, in order to adopt this change into TS 24.229, there is no need to add anything except for updating the reference to RFC 7044.
3.2.2.2. Impacts on TS 24.604

The AS procedure to set hi-target-entry and hi-index is already specified in 4.5.2.6.2.2 of TS 24.604 as followings:
The AS shall include or modify the following header fields with the specified values:
…
b)
The History-Info header field - two hist-info entries that shall be generated.
…
The Index shall be set or incremented according to the Basic Forwarding rules specified in subclause 4.3.3.1.3. "Indexing in the History-Info Header" of IETF RFC 4244 [3].
According to the current TS 24.604, when the communication diversion services are invoked, the History-Info header field shall be included and hi-index is set or incremented according to RFC 4244. In order to adopt this change into TS 24.604, there is no need to add anything except for updating the reference to subclause 10.3 of RFC 7044.
3.2.3. Change No.8

The change No.8 indicates that behaviour around addition of hi-target entry based on a 3xx response has changed from MAY/RECOMMEND to MUST/MUST.
According to RFC 7044, when an entity supporting History-Info header field sends a request after receiving 3xx response with a Contact header field, the entity set a Request-URI derived from the received Contact header field then set a new hi-entry derived from Request-URI.
3.2.3.1. Impacts on TS 24.229

The procedure to add hi-target entry based on a 3xx response is not described in TS 24.229, although the procedure is specified in RFC 4244; therefore, in order to adopt this change into TS 24.229, there is no need to add anything except for updating the reference to RFC 7044, since additional descriptions beyond the RFC 7044 are not needed.
3.2.3.2. Impacts on TS 24.604

The change mentioned above is already supported in TS 24.604 (i.e. The procedure to invoke Communication Deflection, when 302 response is received is already specified in subclause 4.5.2.6.3.). There is no need to add anything except for updating the reference to RFC 7044.
3.3. Change for UAS behavior

3.3.1. Change No.9
The change No.9 indicates that inclusion of hi-entry in response has changed from SHOULD to MUST.
3.3.1.1. Impacts on TS 24.229

The procedure regarding hi-entry in response is not described in TS 24.229 although the procedure is specified in RFC 4244; therefore, in order to adopt this change into TS 24.229, there is no need to add anything except for updating the reference to RFC 7044, since additional descriptions beyond the RFC 7044 are not needed. 
3.3.1.2. Impacts on TS 24 604
Same as TS 24.229.
3.4. Changes for proxy/redirect server behavior
3.4.1. Change No.10

The change No.10 indicates that inclusion of the History-Info header field when forwarding the request has changed from SHOULD to MUST. 
3.4.1.1. Impacts on TS 24.229

The impact is same as change No.7.
3.4.1.2. Impacts on TS 24.604
The impact is same as change No.7.
3.4.2. Change No.11
The change No.11 indicates that association of Reason with timeout/internal reason has changed from MAY to MUST. 
According to RFC 7044, an entity MUST add hi-entry with a Reason header field in the "headers" component of the hi-targeted-to-uri when the request timeouts or internally retargeted.
3.4.2.1. Impacts on TS 24.229
The procedures to associate a Reason with timeout/internal reason are not specified in the current TS 24.229 although the procedure is defined from RFC 4244; therefore, in order to adopt this change into TS 24.229, there is no need to add anything except for updating the reference to RFC 7044, since additional descriptions beyond the RFC 7044 are not needed.
3.4.2.2. Impacts on TS 24.604
The AS procedures to set Reason header field in escaped form with timeout/internal reason is not described in TS 24.604. However, the parameters and header fields those are added or modified in a diversion AS is specified in Table 4.5.2.6.2.4 of TS 24.604 as below:
	
	HOP 1
	HOP 2
	HOP 3
	HOP 4
	HOP 5

	Number Information:

P-Asserted-Identity

Request URI


	A

B
	A

C


	A

D


	A

E


	A

F



	hi-entry
	
	B
	C
	B
	C
	D
	B,

C
	D
	E
	B,

C,

D
	E
	F

	Information added:

hi-targeted-to-uri

Reason header (NOTE 2)

cause-param (NOTE 3)

Privacy

Hi-index (NOTE 1)
	
	B

V

W

index 1
	C

U

index 2
	No changes 
	V

W


	D

U

index 3 
	No changes 
	V

W


	E

U

index 4
	No changes 
	V

W


	F

U

index 5

	U = Value for the cause-param parameter as specified in 4.5.2.6.2.2 and 4.5.2.6.2.3 

V = Value in accordance with the rules in RFC 4244 [3].

W = privacy value (history) or (none) or no entry.

NOTE 1:
The hi-index field shall be set or incremented according to the basic forwarding rules as specified in subclause 4.3.3.1.3 of RFC 4244 [3].

NOTE 2: 
The encoding of the reason header and the contained protocol-cause parameter are specified in RFC 3326 [24]. It is embedded in the hi-targeted-to-uri of the history info header in escaped format according to the rules in RFC 4244 [3].

NOTE 3:
The cause-param is specified in RFC 4458 [14]. It is embedded in the hi-targeted-to-uri of the history info header in non-escaped format according to the rules in RFC 4458 [14].


The setting of hi-entry with a Reason header in escaped format is already supported in TS 24.229. There is no need to add anything except for updating the reference to RFC 7044.
3.4.3. Change No.12
The change No.12 indicates that inclusion of hi-index has changed from RECOMMENDED to MUST.
3.4.3.1. Impacts on TS 24.229

The impact is same as changes No.7.
3.4.3.2. Impacts on TS 24.604
The impact is same as changes No.7.
3.4.4. Change No.13

The change No.13 indicates that inclusion of hi-entries in the response has changed from SHOULD to MUST.
3.4.4.1. Impacts on TS 24.229
The impact is same as changes No.9.
3.4.4.2. Impacts on TS 24.604
The impact is same as changes No.9.

4. Conclusion
The summary of proposed changes to TS 24.229 and TS 24.604 are followings:

Summary of the proposed change to TS 24.229:
· The reference for "mp" parameter is updated to RFC 7044. Renamed the capability name "delivery of Request-URI targets to user agents?" corresponding with this parameter to more suitable one. And the status of this capability is changed to optional.
· Added two major capabilities regarding optional parameters (i.e. "rc" and "np").
· Removed the option for IBCF to remove the hi-entries (or all the hi-entries) when the privacy is requested.
Summary of the proposed change to TS 24.604:
· There is no need to add any description except for updating the reference to RFC 7044.
Related CRs for TS 24.229 and TS 24.604 are proposed in this meeting.
