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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Fixed Broadband Access network: Fixed broadband access network is a type of high-speed Internet access for multi-service broadband packet networking. The fixed broadband access system is specified by the Broadband Forum in BBF TR-058 [11], BBF TR-059 [12], BBF TR-101 [13], BBF TR-134 [14], BBF WT-145 [15], BBF WT-146 [17], and BBF TR-203 [16].
UE reflective QoS function: A UE function that supports reflective QoS for uplink traffic over a fixed broadband access network as specified in 3GPP TS 23.139 [2].
Non-seamless WLAN offload (NSWO): NSWO is a capability of a UE supporting routing specific IP flows over the WLAN access without traversing the EPC as defined in 3GPP TS 23.139 [2].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.303 [4] subclause 3.1 apply:

Home Agent (HA)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [cd] subclause 3.1 apply:

Alternative NAI
***** Next change *****
4.3
UE – EPC Network Protocols

4.3.1
Trusted and Untrusted Accesses

When interworking with Fixed Access Broadband, the UE-EPC Network protocols related to trusted and untrusted access procedures specified in 3GPP TS 24.302 [3] is applied, with the following clarification applicable to subclause 5.2.3.2.3, item 2.b):
-
if an EAP-request/Identity is received and the EAP-request/Identity does not include one or more of realms and/or PLMN identities of service providers (encoded in accordance with IETF RFC 4284 [ab]), then the UE shall request a list of realms and/or PLMN identities of service providers interworking with that WLAN by sending the EAP-Response/Identity message including as identity the alternative NAI.

4.3.2
IP Mobility Mode Selection

When interworking with Fixed Access Broadband, the UE-EPC Network protocols related to IP Mobility Mode Selection procedures specified in 3GPP TS 24.302 [3] is applied.

4.3.3
Authentication and Authorization 

When interworking with Fixed Access Broadband, the UE-EPC Network protocols related to Authentication and Authorization procedures specified in 3GPP TS 24.302 [3] is applied.
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