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	Reason for change:
	After approval of TS 24.229 CR#4806 and TS 23.167 CR#0257, when UE non-detectable IMS emergency call to default PSAP is detected in P-CSCF, in systems based on TS 24.008, if the CS domain is selected and a dialled number is available, the P-CSCF no longer has an option to send 380 response triggering UE to send CS EMERGENCY SETUP message to the default PSAP.

The reasons are:

-
if a Contact header field with an emergency service URN is not included, the UE performs a normal CS call using CS SETUP message; and
-
P-CSCF including a Contact header field with an emergency service URN is defined only if the type of emergency service can be deduced from the Request-URI received from the UE (i.e. Request-URI identifies an emergency service of a PSAP other than the default PSAP).

TS 23.167 contains related stage-2 requirement in subclause 7.1.2:

7.1.2
Non UE detectable Emergency Session

...

In the case that the P‑CSCF detects that this is a request to establish an emergency session, based upon operator policy (e.g., checking access type):

-
the P‑CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection then the UE shall:

...

-
for systems based on TS 24.008 [13], if the CS domain is selected, attempt an emergency call (i.e. TS 12, see TS 22.003 [26]) if:

-
a dialled number is not available; or

-
an emergency service information is included by the P-CSCF with no emergency subservice type or a emergency subservice type (see TS 24.229 [19]) that maps into an emergency service category for the CS domain;

-----------------------

In addition, note that according to TS 23.167 support for emergency calls is specified for other IP-CANs without CS domain:
The solution for emergency sessions in the IMS fulfils the emergency principles and requirements of TS 22.101 [8], TS 22.228 [27] and the following architectural requirements:

1.
Void.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access, I-WLAN access and a nomadic access.

However, TS 24.229 CR#4444 allows for P-CSCF configurations that are not configured to detect an type of emergency service to send 380 response without Contact header field indicating the network detected type of emergency service. If the UE selects an IP-CAN for a subsequent request for emergency services, the UE's request may be routed to an incorrect PSAP.
The Contact can include emergency URNs that are known as country-specific emergency URNs, which are exemplified as follows:
EXAMPLE:
urn:service:sos.country-specific.xy.567 can identify a type of emergency service identified by an emergency number 567 in a country identified by "xy" ISO 3166-1 alpha-2 code as specified in ISO 3166-1 [207].

Populating a 380 response's Contact header field with a country-specific URN enables a subsequent emergency call request message to be routed to the correct PSAP using the correct teleservice, regardless of the UE selecting CS or PS domain. 
In particular, a US receiving a 380 response with Contact header field set to urn:service:sos.country-specific.de.110 or urn:service:sos.country-specific.at.133 respectivelly will use TS 11 + CS SETUP with dialed numbed, if the UE selects the CS domain. If the UE selects the PS domain, the request will be routed to the same PSAP.


	
	

	Summary of change:
	If the type of emergency service is not deduced from the Request-URI received from the UE, the P-CSCF includes a Contact header field with "urn:service:sos". Otherwise the P-CSCF includes a Contact header field with "urn:service:sos.fire", "urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.marine", "urn:service:sos.mountain", or an emergency URN with another emergency subservice type. Only the Rel-9's P-CSCF response with an emergency URN with another emergency subservice type will trigger a TS 11 at the UE when the UE selects the CS domain. When the UE selects the PS domain, the INVITE will be routed to the same and correct PSAP.


	
	

	Consequences if not approved:
	When UE non-detectable IMS emergency call to default PSAP is detected in P-CSCF, the P-CSCF cannot send 380 response triggering a UE, if the CS domain is selected by the UE and a dialled number is available at the UE and in systems based on TS 24.008, to send CS EMERGENCY SETUP message to default PSAP.
When a UE receives a 380 response without a Contact header field, and select the PS domain, then the value of the second INVITE's R-URI is undetermined:

When an initial request for a dialog or a standalone transaction, or an unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 is initiated:

-
[..]; or

-
upon reception of a 380 (Alternative Service) response [..] and the 380 (Alternative Service) response does not contain a Contact header field containing a service URN with a top-level service type of "sos";

the Request-URI of the initial request [..] shall include one of the following service URNs; "urn:service:sos", "urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain". [..]
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	Other comments:
	The Rel-10 and higher mirrors are different de to the state of the baseline.


***** First change *****
5.2.10.4
General treatment for all dialogs and standalone transactions excluding the REGISTER method - non-emergency registration

If the P-CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user, and the request is not understood from saved or included information to relate to private network traffic (see subclause 5.2.6.3), the P-CSCF shall inspect the Request-URI independent of values of possible entries in the received Route header fields for emergency service identifiers. The P-CSCF shall consider the Request URI of the initial request as a emergency service identifier, if it is an emergency numbers or an emergency service URN from the configurable lists that are associated with:

-
the country of the operator to which the P-CSCF belongs to;

-
for inbound roamers , the country from which the UE is roaming from. The P-CSCF determines the country to which the UE is belonging to based on the content of the P-Assserted-Identity header field which contains the home network domain name in a SIP URI belonging to the user; and

-
the country of roaming partners, if the request originates from a different country then the country of the network to which the P-CSCF belongs to. Access technology specific procedures are described in each access technology specific annex to determine from which country and roaming partner the request was originated. If the country from which the request originates can not be determined all lists are associated.

If the P-CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in the associated lists, the P-CSCF shall:
0A)
determine the geographical location of the UE. Access technology specific procedures are described in each access technology specific annex:

a)
if the UE is roaming and the P-CSCF is in the home operator's network, or the SDP of the request describes CS media (see 3GPP TS 24.292 [8O]), then the P-CSCF:
I)
shall reject the request by returning a 380 (Alternative Service) response to the UE;

II)
if:

-
support for the 3GPP IM CN subsystem XML body as described in subclause 7.6 in the Accept header field is not indicated, the P-CSCF shall assume that the UE supports version 1 of the XML Schema for the 3GPP IM CN subsystem XML; or
-
if both the "sv" and "schemaversion" parameters are present, then the P-CSCF shall ignore the value of the "schemaversion" parameter;
III)
shall include in the 380 (Alternative Service) response:

-
a Content-Type header field with the value set to associated MIME type of the 3GPP IM CN subsystem XML body as described in subclause 7.6.1;

-
a P-Asserted-Identity header field set to the value of the SIP URI of the P-CSCF included in the Path header field during the registration of the user whose UE sent the request causing this response (see subclause 5.2.2.1);
-
a Contact header field with an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]. The emergency service URN includes a sub-service type if deduced from the Request-URI received from the UE; and

IV)
shall include an IM CN subsystem XML body with the following elements:

a)
an <ims-3gpp> element with the "version" attribute set to "1" and with an <alternative-service> child element, set to the parameters of the alternative service:
i)
a <type> child element, set to "emergency" (see table 7.7AA) to indicate that it was an emergency call;

ii)
a <reason> child element, set to an operator configurable reason; and

iii)
an <action> child element, set to "emergency-registration" (see table 7.7AB) if the P-CSCF is accordingly configured by the operator; and
b)
if the UE is roaming and the P-CSCF is in the same network where the UE is roaming, or the UE is not roaming, then the P-CSCF, depending on operator policies, shall either:
I)
apply items of bullet a) of bullet 0A); or

II)
continue with the next steps; and
NOTE 1:
Roaming is when a UE is in a geographic area that is outside the serving geographic area of the home IM CN subsystem.

NOTE 2:
Emergency service URN in the request-URI indicates for the network that the emergency call attempt is recognized by the UE.

1)
include in the Request-URI an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], if necessary. If information on the type of emergency service is known include a sub-service type. The entry in the Request-URI that the P-CSCF includes shall be:

-
as received from the UE in the Request-URI in accordance with RFC 5031 [69]; or

-
as deduced from the Request-URI received from the UE; and

1A) execute the procedure described in subclause 5.2.6.3.3, subclause 5.2.6.3.7, subclause 5.2.6.3.11 and subclause 5.2.7.2, as appropriate except for:

a) 
verifying the preloaded route against the received Service-Route header field; and

b)
routing to IBCF.

When executing the referenced procedures, P-CSCF shall additionally:

a)
remove all Route header fields;

b)
select an E-CSCF and add a Route header field with the URI of the selected E-CSCF; and

NOTE 3:
It is implementation dependant as to how the P-CSCF obtains the list of E-CSCFs.

c)
if the request is from a UE that is not considered as priviledged sender and if the alternative identity of the originator of the request was not identified (see subclause 5.2.6.3.1): 

i)
if the P-Asserted-Identity header field in the request to be sent contains a SIP URI and if a tel URI belongs to the set of implicitly registered public user identities that contains the SIP URI, add a second P-Asserted-Identity header field that contains the first tel URI of the implicitly registered public user identities; and

ii)
if the P-Asserted-Identity header field in the request to be sent contains a tel URI, add a second P-Asserted-Identity header field that contains the first SIP URI of the implicitly registered public user identities that contains the tel URI; and

2)
if the request contains a Contact header field containing a GRUU the P-CSCF shall save the GRUU received in the Contact header field of the request and associate it with the UE IP address and UE port such that the P-CSCF is able to route target refresh request containing that GRUU in the Request-URI. The UE port used for the association is determined as follows:

-
if IMS AKA or SIP digest with TLS is being used as a security mechanism, the UE protected server port for the security association on which the request was received; or

-
if SIP digest without TLS is being used as a security mechanism, the UE unprotected port on which the request was received.

If the P-CSCF:

-
does not receive any response to the initial request for a dialog or standalone transaction or an unknown method (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an initial request for a dialog or standalone transaction or an unknown method, the P-CSCF shall select a different E-CSCF that has not been tried before for this initial request for the dialog or standalone transaction (including its retransmissions), and forward the request. If all E-CSCFs have been tried before for this initial request for the dialog or standalone transaction (including its retransmissions), the P-CSCF shall reject this request by returning a 380 (Alternative Service) response to the UE as described in items I), II), III) and IV) within bullet 0A);

-
receives:

1)
any 4xx response other than a 480 (Temporarily Unavailable) response;

2)
any 5xx response;

3)
any 6xx response,


and the entry in the Request-URI as received from the UE is not in accordance with RFC 5031 [69], then the P-CSCF shall reject this request by returning a 380 (Alternative Service) response to the UE as described in items I), II), III) and IV) within bullet 0A).

If the P-CSCF receives from the IP-CAN (e.g. via PCRF) an indication that the requested resources for the multimedia session being established cannot be granted and the entry in the Request-URI as received from the UE is not in accordance with RFC 5031 [69], then the P-CSCF shall:

-
send a CANCEL request to cancel the request forwarded to the selected E-CSCF; and

-
reject this request by returning a 380 (Alternative Service) response to the UE as described in items I), II), III) and IV) within bullet 0A).

When the P-CSCF receives a target refresh request for a dialog with the Request-URI containing a GRUU the P-CSCF shall:

-
obtain the UE IP address and UE port associated to the GRUU contained in the Request-URI and rewrite the Request-URI with that UE IP address and UE port; and

-
perform the steps in subclause 5.2.6.4 for when the P-CSCF receives, destined for the UE, a target refresh request for a dialog.

***** Next change *****
5.2.10.5
Abnormal cases

If the IM CN subsystem to where the P-CSCF belongs to is not capable to handle emergency sessions or due to local policy does not handle emergency sessions or only handles certain type of emergency session request or does not support emergency sessions for either the geographical location of the UE is located or the IP-CAN to which the UE is attached, or the SDP of the request describes CS media (see 3GPP TS 24.292 [8O]), the P-CSCF shall not forward the initial request for a dialog or standalone transaction or an unknown method. The P-CSCF:

I)
shall respond to the initial request for a dialog or standalone transaction or an unknown method with a 380 (Alternative Service) response;

II)
if:

-
support for the 3GPP IM CN subsystem XML body as described in subclause 7.6 in the Accept header field is not indicated, the P-CSCF shall assume that the UE supports version 1 of the 3GPP XML Schema for the IM CN subsystem XML; or
-
if both the "sv" and "schemaversion" parameters are present, then the P-CSCF shall ignore the value of the "schemaversion" parameter;
III)
shall include in the 380 (Alternative Service) response:

-
a Content-Type header field with the value set to associated MIME type of the 3GPP IM CN subsystem XML body as described in subclause 7.6.1; and

-
a P-Asserted-Identity header field set to the value of the SIP URI of the P-CSCF included in the Path header field during the registration of the user whose UE sent the request causing this response (see subclause 5.2.2.1);
-
a Contact header field with an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]. The emergency service URN includes a sub-service type if deduced from the Request-URI received from the UE; and

IV)
shall include an IM CN subsystem XML body with the following elements:

a)
an <ims-3gpp> element with the "version" attribute set to "1" and with an <alternative-service> child element, set to the parameters of the alternative service;

i)
a <type> child element, set to "emergency" (see table 7.7AA) to indicate that it was an emergency call;

ii)
a <reason> child element, set to an operator configurable reason; and

iii)
an <action> child element, set to "emergency-registration" (see table 7.7AB) if the P-CSCF is accordingly configured by the operator.

NOTE 1:
Emergency service URN in the request-URI indicates for the network that the emergency call attempt is recognized by the UE.

NOTE 2:
Some networks only allow session requests with a Request-URI containing an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69].

***** Next change *****
B.2.2.6
Emergency service

Emergency bearers are defined for use in emergency calls in GPRS and core network support of these bearers is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency bearers, the UE shall use these bearers for both signalling and media on emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted. Additionally where the UE is in state GMM-REGISTERED.LIMITED-SERVICE and GMM-REGISTERED.PLMN-SEARCH, a normal ATTACH has been attempted and it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, the procedures for emergency calls without registration apply, as defined in subclause 5.1.6.8.2.

When activating a PDP context to perform emergency registration, the UE shall request a PDP context for emergency bearer services as defined in 3GPP TS 24.008 [8]. The procedures for PDP context activation and P-CSCF discovery, as described in subclause B.2.2.1 of this specification apply accordingly.

In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN. 

NOTE 1: 
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table B.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table B.2.2.6.1: Mapping between type of emergency service and emergency service URN

	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


If the IP-CAN did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the USIM then:

-
if the UE is in the HPLMN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table B.2.2.6.1; and 

-
if the UE is in the VPLMN, the UE shall select "urn:service:sos". 

If the IP-CAN provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:

-
if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the USIM for the dialled number; or 

-
if the UE is able to derive identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the USIM for the dialled number, 

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table B.2.2.6.1.

NOTE 2:
How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from the access network, is implementation dependent.

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;
-
the value of the Contact header field is a service URN; and

-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B], else the UE determines that "emergency service information" as described 3GPP TS 23.167 [4B] is not included.

If the "emergency service information is included" as described 3GPP TS 23.167 [4B]:
1)
if the URN in the Contact header field matches an emergency service URN in table B.2.2.6.1, then the type of emergency service is the value corresponding to the matching entry in table B.2.2.6.1; and

2)
if the URN in the Contact header field does not match any emergency service URN in table B.2.2.6.1, then the type of emergency service is not identified.
NOTE 3:
In bullet 2), the URN in the Contact header field either contains "no emergency subservice type" as described in 3GPP TS 23.167 [4B] triggering an emergency call, or contains an "emergency subservice type that does not map into an emergency service category for the CS domain" as described in 3GPP TS 23.167 [4B] triggering a normal call when the dialled number is available or triggering an emergency call when the dialled number is not available.

NOTE 4:
If the emergency service URN in the Contact header field contains an "emergency subservice type that does not map into an emergency service category for the CS domain" and a UE receiving the 380 (Alternative Service) response selects the CS domain in accordance with subclause 5.1.3.1, the UE attempts to trigger a normal call when the dialled number is available (see 3GPP TS 23.167 [4B]). Any service URN with a top-level service type of "sos" as specified in RFC 5031 [69], where the URN is not one of "urn:service:sos", "urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain", is an example of an "emergency subservice type that does not map into an emergency service category for the CS domain".
***** Next change *****
L.2.2.6
Emergency service

Emergency bearers are defined for use in emergency calls in EPS and core network support of these bearers is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency bearers, the UE shall use these EPS bearer contexts for both signalling and media for emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted. Additionally where the UE is in state EMM-REGISTERED.LIMITED-SERVICE and EMM-REGISTERED.PLMN-SEARCH, a normal ATTACH has been attempted and it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, the procedures for emergency calls without registration apply, as defined in subclause 5.1.6.8.2.
When activating a EPS bearer context to perform emergency registration, the UE shall request a PDN connection for emergency bearer services as described in 3GPP TS 24.301 [8J]. The procedures for EPS bearer context activation and P-CSCF discovery, as described in subclause L.2.2.1 of this specification apply accordingly.
In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.
NOTE 1:
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table L.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table L.2.2.6.1: Mapping between type of emergency service and emergency service URN

	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


If the IP-CAN did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the USIM then:

-
if the UE is in the HPLMN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table L.2.2.6.1; and

-
if the UE is in the VPLMN, the UE shall select "urn:service:sos".

If the IP-CAN provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:

-
if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the USIM for the dialled number; or

-
if the UE is able to derive identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the USIM for the dialled number, 

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table L.2.2.6.1.

NOTE 2:
How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from the access network, is implementation dependent.

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and

-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B], else the UE determines that "emergency service information" as described 3GPP TS 23.167 [4B] is not included.

If the "emergency service information is included" as described 3GPP TS 23.167 [4B]:
1)
if the URN in the Contact header field matches an emergency service URN in table L.2.2.6.1, then the type of emergency service is the value corresponding to the matching entry in table L.2.2.6.1; and

2)
if the URN in the Contact header field does not match any emergency service URN in table L.2.2.6.1, then the type of emergency service is not identified.
NOTE 3:
In bullet 2), the URN in the Contact header field either contains "no emergency subservice type" as described in 3GPP TS 23.167 [4B] triggering an emergency call, or contains an "emergency subservice type that does not map into an emergency service category for the CS domain" as described in 3GPP TS 23.167 [4B] triggering a normal call when the dialled number is available or triggering an emergency call when the dialled number is not available.

NOTE 4:
If the emergency service URN in the Contact header field contains an "emergency subservice type that does not map into an emergency service category for the CS domain" and a UE receiving the 380 (Alternative Service) response selects the CS domain in accordance with subclause 5.1.3.1, the UE attempts to trigger a normal call when the dialled number is available (see 3GPP TS 23.167 [4B]). Any service URN with a top-level service type of "sos" as specified in RFC 5031 [69], where the URN is not one of "urn:service:sos", "urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain", is an example of an "emergency subservice type that does not map into an emergency service category for the CS domain".
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