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1. Introduction
The W2 interface specification between the UE and the eP-CSCF.
2. Reason for Change
Specify the W2 interface – general part.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.371.
* * * Next Change * * * *
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5
Functional entities

5.2
WIC (WebRTC IMS Client)
A WebRTC IMS Client (WIC) establishing the service control signalling path over W2 interface, that is compliant with this specification shall implement the role of WIC capabilities defined in subclause 6.2, subclause 7.2 and subclause 8.2.

5.3
WWSF (WebRTC Web Server Function)
The WebRTC Web Server Function (WWSF) is the initial point of contact in the Web that controls access to the IMS communications services for the user. The W1 interface between WIC and the WWSF is not specified in this release of this document, but in order to allowe the WIC to access the IMS, the WWSF shall implement the functions defined in subclause 6.3 and subclause 8.3.
5.4
eP-CSCF (P-CSCF enhanced for WebRTC)
The eP-CSCF shall provide the P-CSCF role as defined in 3GPP TS 24.229 [3], with the exceptions and additional capabilities as described in subclauses 6.4, subclauses 7.4 and subclauses 8.4.
The protocol between the WIC and the eP-CSCF can be based on SIP or not.
