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1. Discussion
CT1 has discussed C1-141221 and C1-141051 during CT1#86bis analysing the protocol options for EPC-level ProSe discovery over PC3. This contribution proposes to introduce the EPC-level ProSe discovery to TS 24.334 based on using the SIP protocol.

2. Proposal
It is proposed to agree on the following procedures for the specification of the EPC-level ProSe discovery over PC3:
2.1
Registration procedures
· The registration procedures within EPC-level ProSe discovery are implemented with the SIP REGISTER request according to RFC 3261 and the registration event package according to RFC 3680.
· The registration process is the following:
· The ProSe function acts as a SIP registrar. The UE uses a temporary public user identity (SIP URI) generated from the IMSI and issues the REGISTER request to the ProSe function.
· The ProSe function registers the temporary public user identity and reserves an EPUID. The EPUID is returned to the UE in the P-Associated-URI header field of the 200 OK response of the REGISTER request. The temporary public user identity is not used in subsequent transactions.
· The ProSe Function issues a third-party REGISTER request to the App Server informing the App Server about the UE’s registration state. Depending on the protocol selection on the PC2 reference point, some other alternative may be used.
· The UE subscribes to the reg event package at ProSe Function to learn about network-initiated deregistration events at ProSe Function.
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1. UE A constructs a SIP REGISTER request according to RFC 3261. The Request-URI is filled with an FQDN of ProSe Function A. The To and the From header field are set to a temporary public user identity derived from the IMSI as defined in 3GPP TS 23.003. The body of the REGISTER request includes the Application ID and ALUID_A. If UE A intends to use EPC support for WLAN direct discovery and communication and if it uses a permanent WLAN Link Layer ID, the body of the REGISTER request also includes UE A's permanent WLAN Link Layer ID (WLLID_A). ProSe Function A generates an EPC ProSe Subscriber ID for UE A (EPUID_A), stores the EPUID_A together with user's IMSI.

2. ProSe Function A may interact with the HSS in order to authenticate the user and check whether the user is authorised for ProSe. Alternatively, all user settings related to authentication and authorisation for ProSe may be configured locally in ProSe Function A, in which case the interaction with the HSS is not needed. ProSe Function A uses EPUID_A to retrieve user’s profile, checks that the requested application is on the stored list of authorised Application IDs.
3. ProSe Function A sends a third-party REGISTER request to the App Server. The Request-URI is filled with an FQDN of the App Server derived from the Application ID, the From header field includes PFID_A, the To header field contains ALUID_A. Depending on the protocol selection on the PC2 reference point, some other alternative may be used.
4. If the App Server accepts the request, it stores ALUID_A and EPUID_A together with the PFID_A. The App Server sends a 200 OK response to ProSe Function A confirming the REGISTER request.
5. ProSe Function A responds to UE A by sending a 200 OK response indicating that the registration was successful. The reserved EPUID_A is included in the P-Associated-URI header field. The body of the 200 OK response includes the Allowed Range parameter.
6. UE A subscribes to the reg event package for the EPUID_A registered at ProSe Function A to learn about network-initiated reregistration events at ProSe Function A via sending a SUBSCRIBE (Event: reg) request.
7. ProSe Function A confirms the subscription by sending a 200 OK response.
8. Prose Function A issues the immediate NOTIFY request to UE A informing UE A about the successful registration.
9. UE A confirms the notification by sending a 200 OK response.
2.2
UE-initiated deregistration procedures
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1. UE A constructs a SIP REGISTER request and sends it to ProSe Function A including an Expires:0 header field to indicate deregistration.
2. ProSe Function A confirms the deregistration by sending a 200 OK response.
2.3
Network-initiated deregistration procedures
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1. Prose Function A constructs a NOTIFY request for the registration event package to UE A informing UE A about network-initiated deregistration. 
2. UE A confirms the network-initiated deregistration by sending a 200 OK response.

2.4
Proximity Request and Alert
· A new SIP event package (Event: epcprose) is defined for Proximity Request and Alert on the PC3 reference point. The state represented by the event package is the proximity of two particular UEs. The Notifier generates a (final) NOTIFY request when the two UEs enter into proximity. The Notifier does not reveal the actual location of the UE(s).
· The presence event package (RFC 3856) can be used on the PC6 reference point to exchange the UE’s current location information between the different ProSe functions. The NOTIFY request carries the location information encoded in a PIDF-LO object specified in RFC 4119. Appropriate filtering that limit the number of asynchronous location notifications can be applied as specified in RFC 6447.

Proximity Request:
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1. UE A generates a SIP SUBSCRIBE request (1c) for the epcprose event package and sends it to ProSe Function A. The From header field includes ALUID_A, the To header field includes ALUID_B, the Expires header field includes the window parameter. The EPUID_A, Application ID, Range, A's location, [WLAN indication]) are embedded in the body of the SUBSCRIBE request. If required, prior to subscribing to the epcprose event, both UEs subscribe (1a, 1b) to watcher information (presence.winfo template package according to RFC 3857) to monitor the state of their own presence subscriptions.
2. ProSe Function A sends a Map Request (ALUID_A, ALUID_B) message to the App Server, requesting that it provides EPUID_B. ProSe Function A stores ALUID_A and ALUID_B until the execution of the Proximity Alert procedure, the Proximity Request Cancellation procedure or until the expiry of the time window during which the request is valid.
3. The App Server checks user B's application-specific ProSe permissions, confirms that user A is allowed to discover user B, and sends a Map Response (EPUID_B PFID_B) message to ProSe Function A indicating user B's EPC ProSe Subscriber ID (EPUID_B) as well as the ProSe Function ID of ProSe Function B (PFID_B), ProSe Function A stores the EPUID_B and PFID_B until the execution of the Proximity Alert procedure, the Proximity Request Cancellation procedure or until the expiry of the time window during which the request is valid.

4. ProSe Function A generates a SIP SUBSCRIBE request for the presence event package (RFC 3856) to monitor the location of UE B and sends it to ProSe Function B. The From header field includes EPUID_A, the To header field includes EPUID_B, the Expires header field includes the window parameter. UE A's location and [WLAN indication] are embedded in the body of the SUBSCRIBE request. The body of the SUBSCRIBE request also includes a filter according to RFC 6447 to specify the location update periodicity, trigger or both.
5. Based on EPUID_B received in the previous step, ProSe Function B retrieves subscriber B's record. ProSe Function B may request UE B's last known location via the HSS (step 5a). Based on the last known location of UE B obtained via the HSS and UE A's location and time window provided by ProSe Function A in step 4, ProSe Function B may determine that the users are unlikely to enter proximity within the requested time window and rejects the request by sending a SIP NOTIFY request in step 5b (Event:presence, Subscription-State:terminated) to terminate the subscription. After ProSe Function A receives this NOTIFY request, it also terminates UE A’s subscription to the epcprose event package (5c). Remaining steps of the procedure are skipped.
6. ProSe Function B generates a watcherinfo notification (6a) to UE B according to RFC 3857 informing UE B about UE A’s subscription for the presence event package. Depending on pre-authorized settings or previous authorizations, UE B may need to authorize UE A’s subscription. UE B approves or declines UE A’s subscription by sending a SIP PUBLISH request (RFC 3903) including an approve/decline authorization setting in the body of the PUBLISH request. In case UE B is also interested to receive Proximity Alerts when UE A comes into proximity, UE B can generate a SIP SUBSCRIBE request (6b) for the epcprose event package and send it to ProSe Function B.
7. ProSe Function B requests location reporting on UE B from SLP B (7a). ProSe Function B provides UE B's current location (if known) to Prose Function A via a SIP NOTIFY request (Event: presence) (7b). The location information is encoded in a PIDF-LO object specified in RFC 4119. The WLAN Link Layer ID of UE B (WLLID_B) is included in the presence information if UE A has requested EPC support for WLAN direct discovery and communication in step 1 and if UE B uses a permanent WLAN Link Layer ID. No other presence information is provided.
8. ProSe Function A requests location reporting on UE A from SLP A (8a). ProSe Function A may generate a SIP NOTIFY request (Event:epcprose) (8b) to UE A informing UE A about UE B being outside of the Range parameter specified by UE A. This information can be encoded as an Event header field parameter (“out_of_proximity”) or in the body of the NOTIFY request.
Proximity Alert:
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1. -    3. The location of UE B is reported to ProSe Function B, which forwards it to ProSe Function A.

4. ProSe Function A detects that the two UEs are in proximity based on the requested discovery range class (4a) and alerts UE A by sending a NOTIFY request (Event: epcprose) to UE A (4b). This information can be encoded as an Event header field parameter (“in_proximity”) or in the body of the NOTIFY request. The optional WLAN Assistance Information is also embedded in the body of the NOTIFY request. UE A confirms the notification by sending a 200 OK response (4c). ProSe Function A cancels location reporting on UE A from SLP A (4d).
5. ProSe Function A terminates UE A’s presence subscription at ProSe Function B (5a). ProSe Function B confirms the subscription cancellation by sending a 200 OK response (5b). ProSe Function B cancels location reporting on UE B from SLP B (5c).
2.3
Proximity Request Cancellation
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1. UE A decides to cancel its previous Proximity Request and generates a SIP SUBSCRIBE request (1a) including an Expires:0 header field for the epcprose event package and sends it to ProSe Function A. The From header field includes ALUID_A, the To header field includes ALUID_B. ProSe Function A confirms the cancellation by sending a 200 OK response (1b).
2. ProSe Function A generates a SIP SUBSCRIBE request (2a) for the presence event package with Expires:0 header field to cancel the presence subscription at ProSe Function B. The From header field includes EPUID_A, the To header field includes EPUID_B. ProSe Function B confirms the cancellation by sending a 200 OK response (2b).
3. ProSe Function A cancels location reporting on UE A from SLP A.
4. ProSe Function B cancels location reporting on UE B from SLP B.
5. ProSe Function B issues a final SIP NOTIFY request (5a) (Event:presence, Subscription-State:terminated) indicating the subscription has been terminated. ProSe Function A confirms the notification by sending a 200 OK response (5b).
6. ProSe Function A issues a final SIP NOTIFY request (6a) (Event:epcprose, Subscription-State:terminated) indicating the subscription has been terminated. UE A confirms the notification by sending a 200 OK response (6b).
