
3GPP TSG CT WG1 Meeting #87
C1-141814
Phoenix (AZ), USA, 19-23 May 2014

Source:
Deutsche Telekom

Title:
Pseudo-CR on Note Removal for TS 24.525
Spec:
3GPP TS 24.525 V0.0.0

Agenda item:
12.31
Document for:
Agreement
1. Introduction
ETSI E2NA have agreed to transfer Business Trunking related specifications to 3GPP. Early drafts of these specifications have been provided for CT1#86bis.

2. Reason for Change

The current early Draft of 3GPP TS 24.525 contains several Notes referencing to older 3GPP Releases which need to be removed from the specification text.
3. Conclusions

Without this pCR, TS 24.525 contains Notes linking to Release 9 or 10, respectively while the specification itself is only valid from Release 12.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.525 V0.0.0.
1st change

6.1.4.3
NGCN considered as privileged sender and trusted by NGN
For a request originated in a trusted NGCN and entering the NGN over the Gm reference point, the procedures specified in TS 124 229 [18] for a privileged sender apply.

When the request needs to be presented as originated from a particular NGCN user, the NGCN site can provide the NGCN user identifier in the P-Preferred-Identity header field or in the P-Asserted-Identity header field.

As aliases are not managed by the NGN, it is up to the NGCN site to provide two Asserted-Identity header fields, one containing a SIP URI and the other containing a TEL URI, in order to provide alias identities for the calling party (see TS 181 019 [1]).

When a P-Preferred-Identity is received and is part of the implicit registration set, the P-Served-User is set to the
P-Preferred-Identity.

When no P-Preferred-Identity is received or when a received P-Preferred-Identity is not part of the implicit registration set, the P-CSCF includes a P-Served-User header field set to the default identity received in the P-Associated-URI header field during registration. 

If one or two P-Asserted-Identity are received from the NGCN site, the P-CSCF passes them on unchanged..

If no P-Asserted-identity is received the P-CSCF includes a P-Asserted-Identity header field with a value copied from the P-Served-User.

If the Privacy header field with value "id" is received in a request from the NGCN site, the P-CSCF retains the header field when passing on the request.

NOTE:
The above procedures do not preclude that the NGN may host a service on behalf of the NGCN that may perform further translations on the P-Asserted-Identity header field. For example in order to cope with NGCN sites that do not deliver the NGCN user identifier in a P-Preferred-Identity or P‑Asserted-Identity header field, an AS playing the role of a business trunking application on the originating side can decide to override the P-Asserted-Identity with the contents of the From header field, if consistent with the range of identities assigned to the NGCN or NGCN site and with the policy agreed between the NGN operator and the enterprise. If the From header field contained a SIP URI, the AS can also include a second
P-Asserted-Identity header field with a TEL URI if possible. This enables the NGCN user identifier to be sent to the destination in the form of an asserted identity.

The NGCN site may receive a connected party identity in the P-Asserted-Identity header field in an 18x or 2xx final response. The identity will be accompanied by a Privacy header field set to "id" if its presentation is restricted.


Next change

6.1.5.3
NGCN considered as privileged sender and trusted by NGN
For a request terminated in a trusted NGCN and leaving the NGN over the Gm reference point, the procedures specified in TS 124 229 [18] for a privileged sender apply.

The NGCN site may receive a calling party identity in the P-Asserted-Identity header field in a request from the NGN. The identity will be accompanied by a Privacy header field set to "id" if its presentation is restricted.


If a P-Asserted-Identity header field is present in the response from the NGCN, the P-CSCF shall retain this identity when passing on the response. As aliases are not managed by the NGN, it is up to the NGCN site to provide two P-Asserted-Identity header fields, one containing a SIP URI and the other containing a TEL URI, in order to provide alias identities for the calling party (see TS 181 019 [1]).

NOTE:
If there is no P-Asserted-Identity in the response, the P-CSCF will not add one.

If the Privacy header field with value "id" is received in a response, the P-CSCF retains it when passing on the response.

Next change

6.1.15
P-CSCF and IP-CAN redundancy

TS 124 229 [18], clause 9 describes several methods enabling a UE to obtain a list of IP addresses or the SIP server domain name of the P-CSCF. The addressing material acquired through these methods should be used to build a SIP URI corresponding to the P-CSCF. Once the SIP URI of the P-CSCF is obtained, RFC 3263 [25] procedures as specified in TS 124 229 [18], clause E.2.2.1 should be applied to obtain from the DNS the IP address of the P-CSCF, including backup addresses for use in case of failure of the preferred choice.

An NGCN site may decide to perform multiple registrations for the same Address of Records through different
P-CSCFs or from different local network interfaces attached to different IP-CANs. In this case, as specified in TS 124 229 [18], clause 5.1.1.2.1, the following settings apply to the REGISTER request header fields:

1) the contact header shall include a "+sip.instance" header field parameter containing the instance ID associated to the NGCN site and a "reg-id" header field parameter as described in RFC 5626 [29];
2) the "outbound" option-tag shall be included in the Supported header field.

As specified in TS 124 229 [18], clause 5.1.2A.1.1, the NGCN site shall then include an "ob" SIP URI parameter in the Contact header field of the initial request, except REGISTER.
A load distribution or a load balancing strategy can be applied when sending an initial request to the NGN. The load distribution strategy can use a round-robin algorithm. A load balancing strategy can make use of the actual load of the P-CSCFs if this information is made available by the DNS.

If for an AOR multiple registrations through different P-CSCF instances according to RFC 5626 [29] are performed and an initial request except REGISTER, fails as specified in RFC 3263 [25], clause 4.3 or if the P-CSCF does not respond to keep alive messages, the NGCN site can attempt to send that request to another P-CSCF where it is registered.

NOTE:
Load balancing or load distribution for terminating request across multiple P-CSCFs as specified in TS 124 229 [18], clause 6.1 can be achieved by applying appropriate policies at the S-CSCF when multiple registrations exist. These policies are implementation specific.

Last change

6.2.4.1
General

The procedures for handling of requests to or from an NGCN especially applying to identities are very different depending on whether the NGCN is part of the same trust domain for asserted identities as the NGN or not. To highlight those differences two separate clauses describe the procedure for:

· an NGCN not trusted by NGN;

· an NGCN trusted by NGN.

Trust domain for asserted identity is defined in RFC 3324 [22]. To be meaningful in a particular domain it requires the definition of a Spec(T) that specifies the requirements that all entities in the trust domain need to comply with. The Spec(T) to be used should be covered in the SLA.

A request will be identified in the IBCF as coming from an NGCN site relating to a particular enterprise by means of appropriate security associations required by the network domain security requirements specified in TS 187 003 [16].

In case no business trunking applications are provided, the "intelligent routeing function" as defined in clause 5.3.1 just offers originating transit functionality in the NGCN originating case (figure 5.1). 
Depending on the agreements between NGN an NGCN, originating business trunking applications are to be provided to the NGCN (e.g. those specified in TS 181 019 [1]). In this case an AS needs to be invoked by the intelligent routeing function to perform the originating business trunking application, which may be realised by the IBCF forcing the CSCF routeing capabilities to treat the NGCN originated request as an originating request, reacting on enterprise specific data of the originating NGCN in the UPSF
NOTE:
TS 123 228 [17] defines in clause 14.4 the capability of an IBCF to indicate whether an incoming SIP request is to be handled as an originating request by subsequent nodes in the IMS (e.g. by inserting the "orig" parameter, defined in TS 124 229 [18], clause 7.2A.6 and intended to tell the S-CSCF that it has to perform the originating services instead of terminating services and to tell the I-CSCF that it has to perform originating procedures).





