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* * * 2nd change * * *

Supplementary Services Overview
[bookmark: _Supplementary_Service_Configuration][bookmark: _Toc366584158]Supplementary Service Configuration
For supplementary service configuration, the UE and IMS core network must support XCAP at the Ut reference point as defined in 3GPP TS 24.623 [28].
The home operator can configure the UE with an XCAP Root URI as specified in 3GPP TS 24.623 [28]. If the UE has not been configured with an XCAP Root URI, then the UE must construct an XCAP root URI as defined in 3GPP TS 23.003 [2].
As XCAP User Identity (XUI) the UE must use the default public user identity received in P‑Associated‑URI header in 200 OK for REGISTER. 
Note:	When not registered with IMS, a UE can use the default public user identity received during the last successful registration as in Section 2.2.1 in this document.
The UE must configure settings of one supplementary service only per XCAP request. If the supplementary service to be configured contains a <ruleset> element with multiple <rule> elements as defined in RFC 4745 [73] (e.g. as for Communication Diversion (CDIV), Communication Barring (CB)), then the UE must modify at most one <rule> element of the supplementary service per XCAP request.
When modifying a supplementary service, and if there is an existing <rule> element containing the matching <conditions> element, the UE must modify the child elements of the existing <rule> element. Otherwise, if no matching <rule> element is found, the UE must insert a new <rule> element with a rule ID different from any existing rule ID in the XML document.
When deactivating a <rule> element  for a supplementary service, and if there is a <rule> element element containing the matching <conditions> element, without <rule-deactivated> condition, the UE must insert the <rule-deactivated> condition in the <conditions> element of the <rule> element.

* * * 3rd change * * *

[bookmark: _Ad-Hoc_Multi_Party][bookmark: _Toc366584159]Ad-Hoc Multi Party Conference
[bookmark: _Toc366584160]Communication Waiting
[bookmark: _Toc366584161]Message Waiting Indication
[bookmark: _Toc366584162]Originating Identification Restriction
[bookmark: _Toc366584163]Terminating Identification Restriction
[bookmark: _Toc366584164]Communication Diversion 
UE and IMS core network must support the SIP procedures in 3GPP TS 24.604 [20] for Communication Diversion (CDIV). The CDIV Notification (CDIVN) service is not required. For CDIV service activation, deactivation, and interrogation (XCAP operations), the UE and IMS core network must support the XML rules for Call Forwarding Unconditional and the conditions and actions listed in Table 2.2. UE and IMS core network shall support the XML rules as described in 3GPP TS 24.604 [20] section 4.9.1. It is recommended that a UE should support the History-Info header for presentation of diverting parties.
Note 1:	Support of subscription options and other conditions and actions are out of scope of the document.
	Type
	Parameter

	Condition
	busy

	Condition
	media (supported media types: audio, audio AND video) 

	Condition
	no-answer

	Condition
	not-registered

	Condition
	not-reachable (Note 2)

	Condition
	rule-deactivated

	Action
	target

	Action
	NoReplyTimer


Table 2.2 Supported conditions and actions in CDIV
Note 2:	The GSM version of Communication Forwarding on Not Reachable (CFNRc) implies diversion when the user is not registered in the CS core or cannot be reached. To mimic this behaviour, it is recommended that an UE activates both the CFNRc (CDIV using condition not-reachable) and the Communication Forwarding on Not Logged-in (CFNL) (CDIV using condition not-registered) to the same target.
In addition to the requirements in section 2.3.2, when configuring settings for the Communication Diversion supplementary service the UE must configure only one of the following in an XCAP request:
· Communication diversion supplementary service activation, no-reply-timer or both.
· For the communication diversion services supported in this PRD, elements of one <rule> element  for communication diversion supplementary service only.

[bookmark: _Communication_Barring][bookmark: _Toc366584165]Communication Barring 
UE and IMS core network must support the SIP procedures in 3GPP TS 24.611 [26]. For service activation, deactivation, and interrogation (XCAP operations), the UE and IMS core network must support the XML rules for Barring of All Incoming Calls, Barring of All Outgoing Calls and the conditions listed in Table 2.3. UE and IMS core network shall support the XML rules as described in 3GPP TS 24.611 [26] section 4.9.1.3.
Note:	Support of other conditions is out of scope of the document.
	Condition

	roaming

	international

	International-exHC

	Rule-deactivated


Table 2.3 Supported conditions in CB
[bookmark: _Call_Set-up_Considerations][bookmark: _Bearer_Management][bookmark: _Emergency_Service][bookmark: _Toc366584166]In addition to the requirements in section 2.3.2, when configuring settings for the Communication Barring supplementary service the UE must modify only one of the following in an XCAP request:

· Incoming communication barring supplementary service activation
· Outgoing communication barring supplementary service activation
· For the communication barring services supported  in this PRD, elements of one <rule> element for communication barring supplementary service only.
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