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1. Introduction

This paper discusses protocol options for EPC-level Discovery over PC3.
PC3 procedures for EPC-level Discovery can be divided in two categories:
· Network-initiated procedures (Proximity Alert, Network-initiated Deregistration);

· UE-initiated procedures (all other).

This is different from ProSe Direct Discovery for which the PC3 procedures seem to be all UE-initiated.
The main challenge regarding the protocol selection is how to support Network-initiated procedures efficiently.

We consider the following options for PC3 procedures for EPC-level Discovery:

1) HTTP based PC3 with SMS Push to enable NW-initiated procedures;

2) SMS-only based PC3 procedures;

3) SIP-based procedures.

1.1 HTTP-based with SMS Push
In this option all PC3 procedures for EPC-level Discovery described in TS 23.303 are HTTP-based. Only for two procedures (Proximity Alert and NW-initiated Deregistration) the ProSe Function uses an SMS Push in order to trigger the UE to connect to it via PC3 and complete the procedure using HTTP.
It should be noted that in absence of subsequent WLAN direct discovery and communication the size of the Proximity Alert message is relatively small and can fit in a single SMS, which makes the subsequent connection via HTTP a bit redundant.
Similar comment applies to the NW-initiated deregistration, which carries only a Cause value that might as well be provided in the SMS itself (instead of using SMS Push for triggering HTTP to just provide the Cause value).

In case of subsequent WLAN direct discovery and communication the Proximity Alert is bigger in size because it needs to convey the Assistance Information that is used to enable WLAN direct discovery and communication. The content and size of this information depends on the underlying WLAN technology.

1.2 SMS-only
Even in cases where Proximity Alert contains the Assistance Information, the latter should still be limited in size. For instance, for the specific case of Wi-Fi Peer-to-Peer (a.k.a. WiFi Direct) technology, TS 23.303 Annex A describes the Assistance Information in terms of two MAC addresses (self and peer), a pre-shared key and a couple of other indications (operation channel, group owner designation, validity timer). Even if this information does not fit a single SMS, it is unlikely that it will exceed 2 or 3 concatenated SMSs.
This means that, even in case the Proximity Alert carries Assistance Information, the overall message could still be delivered via concatenated SMSs, instead of using SMS Push + HTTP.

Assuming that the NW-initiated procedures can be performed by SMS only (i.e. concatenated SMSs), the question arises as to whether there is a need for HTTP at all. Namely, even the UE-initiated procedures might as well be performed via SMS. The most sizeable message in the UE-initiated PC3 procedures for EPC-level Discovery is the Proximity Request (EPUID_A, Application ID, ALUID_A, ALUID_B, window, Range, A's location, [WLAN indication]).

A quick evaluation of the parameter size points again to an overall message size that should easily fit within 2 or 3 SMSs. As a consequence, it should be possible to use SMS for both UE- and NW-initiated procedures.
It should be noted that the current Stage-2 text refers to PC3 as an “over IP” interface, which would strictly speaking preclude the use of an SMS-only option (at least in its SMS-over-NAS variant). It is our view though that it should be possible to modify this kind of statements in Stage-2 text if Stage-3 determines that the SMS-only option has significant advantages.
1.3 SIP-based procedures
This is another valid option that has the benefit of re-using SIP capabilities to enable NW-initiated procedures. This option is discussed in detail in C1-141051.
2. Proposal
It is proposed to discuss the protocol options for PC3 procedures for EPC-level Discovery and select one. This paper isfocused in particular on aspects such as support for network-initiated procedures and the message size. Other aspects (such as security or any need to harmonise the PC3 protocol choice with ProSe Direct Discovery) have not been considered.
Assuming that the protocol for EPC-level Discovery for PC3 interface is selected in this meeting, Intel will be happy to provide the related CRs for CT1#87.

=======================================================================
ANNEX: TS 23.303 excerpts with relevant procedures
Copied below for illustration are two NW-initiated EPC-level Discovery procedures (Proximity Alert and NW-initiated Deregistration) and the “most sizeable” UE-initiated PC3 procedure (Proximity Request).
############################# PROXIMITY ALERT ########################

When the UEs enter into proximity, the network triggers the Proximity Alert procedure, as illustrated in Figure 5.5.7-1.
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Figure 5.5.7-1: Proximity Alert

1-3.The location of UE B is reported to ProSe Function B, which forwards it to ProSe Function A.

4.
ProSe Function A detects that the two UEs are in proximity based on the requested discovery range class and alerts UE A by sending a Proximity Alert (ALUID_B, Assistance Information) message. ALUID_B is the Application Layer User ID of user B. The message optionally includes Assistance Information for WLAN direct discovery and communications with UE B. ProSe Function A cancels location reporting on UE A from SLP A.

5.
ProSe Function A also requests ProSe Function B to send a Proximity Alert (ALUID_A, Assistance Information) message to UE B. ALUID_A is the Application Layer User ID of user A. The message optionally includes Assistance Information for WLAN direct discovery and communication with UE A. ProSe Function B cancels location reporting on UE B from SLP B.

NOTE 1:
The WLAN interface in the UE need not be turned on before step 6 in Figure 5.5.7-1.

NOTE 2:
The assistance information is designed to expedite WLAN direct discovery and communication. The content of the assistance information depends on the technology used on the WLAN direct link. All the content in the assistance information is dynamically generated by ProSe Function A, with the exception of WLLID_B in case UE B supports only permanent WLLID.

############################# NW-INITIATED DEREGISTRATION ########################

Depicted in Figure 5.5.8.2-1 is the procedure for network-initiated deregistration for ProSe.
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Figure 5.5.8.2-1: Network-initiated deregistration for ProSe
1.
At any time the ProSe Function may decide to deregister the UE by sending a UE Deregistration Request (EPUID, cause) message.

2.
UE acknowledges the deregistration request by sending a UE Deregistration Response message.

############################# PROXIMITY REQUEST ########################

In order to request that it be alerted when it enters proximity with user B, UE A triggers the Proximity Request procedure, as illustrated in Figure 5.5.5-1.
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Figure 5.5.5-1: Proximity Request

1.
UE A sends a Proximity Request (EPUID_A, Application ID, ALUID_A, ALUID_B, window, Range, A's location, [WLAN indication]) message to ProSe Function A. The Application ID parameter identifies the 3rd party App Server platform. ALUID_A and ALUID_B are the Application Layer User IDs for users A and B, respectively. The window parameter indicates the time period during which the request is valid. Range is a requested range class for this application chosen from the set of allowed range classes. A's location is the current location of UE A with the best accuracy known by UE A. UE A may optionally request EPC support for WLAN direct discovery and communication with UE B by adding the WLAN indication.

2.
ProSe Function A sends a Map Request (ALUID_A, ALUID_B) message to the App Server, requesting that it provide the EPC ProSe Subscriber ID for the targeted user B. ProSe Function A stores the Application Layer User IDs (ALUID_A and ALUID_B) until the execution of the Proximity Alert procedure described in clause 5.5.7, the Proximity Request Cancellation procedure described in clause 5.5.9 or until the expiry of the time window during which the request is valid.

3.
The App Server checks user B's application-specific ProSe permissions, confirms that user A is allowed to discover user B, and sends a Map Response (EPUID_B PFID_B) message to ProSe Function A indicating user B's EPC ProSe Subscriber ID (EPUID_B) as well as the ProSe Function ID of ProSe Function B (PFID_B), ProSe Function A stores the EPUID_B and PFID_B until the execution of the Proximity Alert procedure described in clause 5.5.7, the Proximity Request Cancellation procedure described in clause 5.5.9 or until the expiry of the time window during which the request is valid.

4.
ProSe Function A propagates the Proximity Request (EPUID_B, EPUID_A, window, A's location, [WLLID_A]) message to ProSe Function B, indicating a location update periodicity, trigger or both. A's location is the current location of UE A provided in step 1 expressed in in GAD shapes defined in TS 23.032 [3]. WLAN indication is included if UE A has requested EPC support for WLAN direct discovery and communication in step 1.

5.
Based on EPUID_B received in the previous step, ProSe Function B retrieves subscriber B's record. ProSe Function B may request UE B's last known location via the HSS (step 5a). Based on the last known location of UE B obtained via the HSS and UE A's location and time window provided by ProSe Function A in step 4, ProSe Function B may determine that the users are unlikely to enter proximity within the requested time window and rejects the request by sending a Proximity Request Reject message towards UE A with an appropriate cause value (steps 5b and 5c), in which case the remaining steps of the procedure are skipped.

6.
Depending on UE B's ProSe profile, UE B may be asked to confirm permission for the proximity request (e.g. user B may have temporarily disabled the ProSe function on UE B).

7.
ProSe Function B requests location reporting on UE B from SLP B and acknowledges the proximity request to ProSe Function A and provides UE B's current location (if known). The WLAN Link Layer ID of UE B (WLLID_B) is included if UE A has requested EPC support for WLAN direct discovery and communication in step 1 and if UE B uses a permanent WLAN Link Layer ID.

8.
ProSe Function A requests location reporting on UE A from SLP A. If UE A's current location is available and if UE B's location was included in step 7, ProSe Function A may decide to cancel the Proximity Request procedure if it determines that the UEs are unlikely to enter proximity within the requested time window. Otherwise ProSe Function A acknowledges the proximity request to UE A.
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