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1.
Introduction

This document discusses the support of the CLUE for telepresence in IMS and the underlying SCTP protocols on decomposed gateways such like MRFC/MRFP and also IMS-ALG/IMS-AGW.

2.
Discussion

2.1
Background

The IETF CLUE protocol [draft-ietf-clue-framework-14] enables communication of information about multiple media streams so that a sending system and receiving system can make reasonable decisions about transmitting, selecting and rendering the media streams. It provides metadata about the media through a series of attributes that describe spatial information, audio channel format, language and view etc. 

In the IETF the CLUE protocol is carried over an SCTP connection that is established via SIP/SDP signalling. Thus the CLUE protocol is carried over its own transport channel and is not encapsulated in SIP or SDP. 

In the 3GPP IMS_TELEP work, there are currently discussions on how to utilising the CLUE protocol to establish IM session supporting telepresence.
However up to now support of CLUE on decomposed gateways, e.g. MRFC/MRFP, is still an open issue that is addressed in TR 24.803. Decomposed gateways separate functionality roughly in terms of delegating application logic to the MGC (here as MRFC or IMS-ALG, same in the following text) and transport to the MG (here as MRFP or IMS-AGW, same in the following text). The decision as to what media streams are established and released is left up to the MGC. As CLUE is closely related to the selection and description of media streams it could be assumed that the MGC is the proper place to originate/terminate the CLUE protocol. However this is complicated by the fact that the MG is typically responsible for terminating bearer level application protocols such as BFCP, MSRP etc. H.248 provides a number of techniques to support such a configuration. The bearer level application protocols may be carried in (back-hauled) H.248 messages to the MGC for processing through the MGC Controlled Bearer Level ALG package [ITU-T H.248.78]. The MG may apply MG level processing through the use of the MG located Bearer Level ALG [Draft ITU-T H.248.78 Rev.] however this is typically applied to signalling address information only.

A further consideration is that CLUE could potentially be used in several different network configurations/network scenarios.

Note: In the figures below it mentions H.225/H.245 signalling terminated at the MGC, which is used in H.323 conference systems. The H.245 signalling may alternatively be terminated at the MG level. The examples here are just for information on the different interworking possibilities.
Scenario 1: CLUE Aware Interworking

This scenario is where the gateway originates and terminates CLUE signalling and provides application level decisions as to what is sent in the CLUE messages. In this scenario the gateway acts as a back-to-back user agent. If CLUE signalling is received at the MG it is backhauled across H.248 and sent to the far end via the MG. However the MGC sends and receives the CLUE messages and applies any necessary application logic. A common example would be decomposed multipoint control unit (MCU). 
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Figure 1 – CLUE Aware interworking

Scenario 2: CLUE aware interworking / Call Control interworking

This scenario is similar to scenario 1 however in this case the gateway interworks between call/session control protocols. The difference is that the gateway backhauls CLUE messages across H.248 on one side of the gateway only. On the other side the CLUE messages are sent directly out to the remote end from the MGC.

Note: Figure 2 is to illustrate the possibility for H.245 transmission of CLUE. In the case that SCTP transport is used this would likely be signalled from the MG.
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Figure 2 – CLUE aware interworking / Call Control interworking

Scenario 3: Interworking CLUE to non-CLUE

In this scenario only one side of the gateway is involved in CLUE signalling. In the figure below CLUE signalling is shown as being backhauled across H.248. The CLUE signalling is originated/termination at the MGC. The MGC applied the interworking logic. Another variant is where the CLUE signalling is sent/received at the MGC level.
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Figure 3 – Interworking CLUE to non-CLUE

Scenario 4: CLUE pass-through

In this scenario the gateway is a pure transport gateway, for example IMS-AGW in IMS. CLUE as an application level passes through the MG unchanged however the underlying transport, i.e. SCTP streams may change.


[image: image4]
Figure 4 – CLUE pass through

2.2
Problem

In Scenarios 1 to 3 where H.248 back-haul is used it would appear that the MGC Controlled Bearer Level ALG package “mcbalg” [ITU-T Recommendation H248.78] could be used to simply carry the CLUE messages. However there are several complications due to the underlying transport being defined as SCTP.

Until recently SCTP was not defined for the carriage of bearer level application protocols such as CLUE, BFCP, MSRP etc. H.248 modelling assumed that there would be a single bearer level application protocol per H.248 Stream, i.e. one application per transport connection. However with the introduction of SDP support for STCP [draft-ietf-mmusic-sctp-sdp] it is now possible to support several application protocols over one transport connection in the form of different channels. 

These SCTP channels are uni-directional in nature meaning that at least a pair of channels is needed to support an application protocol. This is an important consideration for H.248 where the local and remote descriptors are used to identify the sending and receiving directions.

The above presents several issues to the use of the mcbalg package for carrying application protocols using SCTP in this manner. The main issue is the scope of H.248 streams.

Stream scope: Currently the lowest level that H.248 Signals and events (and statistics) may be applied to is the Stream level.  The StreamID can be used by H.248 signals and events to uniquely identify which transport instance in the Termination the application protocol message belongs to. [draft-ietf-mmusic-sctp-sdp] makes no limitation to the number of instances of an application level protocol per SCTP association, i.e. there may be multiple channels used for the support of CLUE (or any other transport protocol). Nor does it specify exactly which SCTP stream an application protocol belongs to. This causes issues for H.248 MGCs. There are currently no methods to identify that signals or events are related to a particular SCTP channel or application protocol instance. The MGC cannot indicate which channel a “Send bearer level message” should apply to nor can it indicate which channel/s a “Detect bearer level message” shall apply to. For bearer detection it can indicate a “protocol filter” however this would be insufficient where there are multiple channels with the same protocol. A further deficiency is that CLUE is unlikely to be assigned a well-known port so another way to identify CLUE needs to be defined. This is issue is also problematic for other H.248 sub-series Recommendations such as [ITU-T H.248.69] for MSRP and [ITU-T H.248.2] for T.38 if they would utilize an SCTP transport.

A further issue with the use of the mcbalg package for sending CLUE messages is that CLUE messages may be quite large and exceed the MTU of the underlying H.248 protocol stack, causing segmentation.

The use of SCTP is also problematic in Scenario 4 where no back-hauling occurs. The use of [ITU-T H.248.78] would not be applicable in this scenario. However the issue regarding the scope of streams still applies. For example: An MG contains two Terminations both containing an H.248 stream using an SCTP transport with a number of channels and application protocols. H.248 uses StreamIDs on Terminations to indicate the connection between them. However SCTP channels are a level below Streams and thus there is no mechanism to define the connection between SCTP channels on two H.248 terminations. There are currently no rules in place with regards to channel allocation so it cannot be assumed that there is a one to one mapping of the channels.
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 Figure 5 SCTP Channel mapping

2.3
Potential actions

There are a number of actions than can be taken with regards to the support of CLUE and SCTP on H.248 gateways, e.g. 1) Modification of draft-ietf-mmusic-sctp-sdp to only allow one application protocol per SCTP association and allow the negotiation of the SCTP streamIDs used for an application protocol; 2) Update ITU-T H.248.78 to support H.248 back-haul of application protocols running over SCTP channels; 3) Update ITU-T H.248.SCTP that support of SCTP on H.248 controlled media gateways; 4) Update for application level protocols (T.38/MSRP/etc.). This paper does not go to the details on these potential directions. 

Note: The potential actions are based on [draft-ietf-mmusic-sctp-sdp]. There are a number of issues regarding SCTP channel protocol specifications which are related to the RTCWEB usage of SCTP (i.e. IETF drafts [draft-ietf-rtcweb-data-channel] and [draft-ietf-rtcweb-data-protocol]. Discussions in the IETF are ongoing and the results of discussion will have an impact on the resultant H.248 protocol solution.

3 Proposal

It is proposed to consider these above issues in order to facilitate the definition for CLUE and SCTP support in IMS decomposed gateways, and keep close relationship with IETF and ITU-T relevant groups on the progress of the above areas.
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