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3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ANDSF
Access Network Discovery and Selection Function

DDF
Device Description Framework

DIDA
Data IDentification in ANDSF
DM
Device Management
DS
Differenciated Services
FQDN
Fully Qualified Domain Name
IARP
Inter-APN Routing Policy
IFOM
IP Flow Mobility 
ISMP
Inter-System Mobility Policy
ISRP
Inter-System Routing Policy

MAPCON
Multi Access PDN Connectivity
MO
Management Object

OMA
Open Mobile Alliance
OS
Operating System
OSAppId
Operating System specific Application Identifier

OSId
Operating System Identifier
RSSI
Receive Signal Strength Indicator
ToS
Type of Service
UE
User Equipment
UUID
Universally Unique IDentifier
WLANSP
WLAN Selection Policy
WNDS
WiMAX Network Discovery and Selection

***** Next change *****
4.1.5
ISRP

The ISRP information consists of a set of one or more ISRP rules. Each ISRP rule contains indication on traffic distribution for UEs that are configured for IFOM, MAPCON or non-seamless WLAN offload.

Each ISRP rule has a PLMN leaf and an optional Roaming leaf. Roaming and PLMN leaves are used by the UE to determine if an ISRP rule is valid, see subclause 5.7.60 and 5.7.61. At any point in time there shall be at most one ISRP rule used for routing, and, that ISRP rule is referred to as the 'active' ISRP rule. There can be multiple valid ISRP rules at the same time. If UE is roaming, the valid ISRP rules received from the Visited ANDSF take precedence over the ISRP rules received from the Home ANDSF. 

An ISRP rule can contain one or more flow distribution containers. These are ForFlowBased for IFOM service, ForServiceBased for MAPCON and ForNonSeamlessOffload for Non-seamless WLAN offload. A UE evaluates only the supported flow distribution containers of the 'active' ISRP rule. A flow distribution container can have one or more flow distribution rules. 

A flow distribution rule can have a validity condition defined by the RoutingCriteria node. The validity of the flow distribution rule takes into account ValidityArea and TimeOfDay where each existing non-empty node must match in order to make the rule valid. In addition, this flow distribution rule without any validity conditions is considered valid, i.e. validity condition is fulfilled. A flow distribution rule is applied only if the validity condition is fulfilled and if the flow distribution rule is contained by the 'active' ISRP rule. A flow distribution rule has a number of results (e.g. preferred access technology and restricted access technology) defined in the RoutingRule node to be used whenever the flow distribution rule is applied. Each flow distribution rule has also a mandatory node identifying the data traffic (e.g. based on APN or IP flow description) to which the results contained in RoutingRule node apply.

If there are no results for an 'active' ISRP rule, it is implementation dependent how UE performs network selection for the class of traffic to which the results apply.

In addition to conditions, results and traffic class, there is a rule priority that shall be set for each flow distribution rule. The rule priority is encoded in RulePriority leaf, and it enables the UE to determine which flow distribution rule, out of potentially several flow distribution rules, contained in every supported flow distribution container of the 'active' ISRP rule, it should apply to an IP flow matching the data traffic description of the multiple flow distribution rules. The ISRP rule consists of one or more flow distribution container. Each flow distribution container is applicable for either IFOM, MAPCON, or non-seamless WLAN offload. The scope of the RulePriority extends across all supported flow distribution containers belonging to the 'active' ISRP rule. If the same flow matches multiple flow distribution rules, then the flow distribution rule with the highest RulePriority is applied for the IP flow.

If a flow matches multiple flow distribution rules with the same highest priority, the selection of the flow distribution rule for routing of that flow is implementation dependent. If there are applied multiple flow distribution rules within the 'active' ISRP rule and they refer to the same access technology but different access networks and the UE is not able to have connection to all of them at the same time, the selection of the access network is implementation dependant.

The UE configured for IFOM or MAPCON or non-seamless WLAN offload or any combination of these capabilities, may initiate the provision of ISRP information from the ANDSF, using a client initiated session containing a generic alert. When requesting ISRP, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision-multiple-if", the "LocURI" element (inside the "Source" element) shall be set to the address of the ANDSF Management Object as specified by OMA-TS-DM_Protocol-V1_2 [5A] and the "Data" element is not included.

If the UE indicated support for ISRP rules based on Application Identifers (DIDA) in DevCapability, then when the ANDSF server provides an ISRP rule containing an App-ID interior node, the ANDSF server sets the OSId leaf contained in the App-ID interior node to the value of one of the OSId leaves contained in the UE_Profile interior node.
The UE shall ignore any node which is a child of the ISRP rule and is not supported by the UE.

The UE shall ignore any flow distribution rule containing a node not supported by the UE.

***** Next change *****
5.4.8
<X>/Policy/<X>/PrioritizedAccess/<X>/
SecondaryAccessId

The SecondaryAccessId leaf represents a secondary access network identifier.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace

-
Values: <HESSID>

The SecondaryAccessId contains an identifier for a specific radio access network. Only HESSID for WLAN radio access network is contained in this leaf. The SecondaryAccessId leaf may only be present when the corresponding AccessId leaf for a WLAN radio access network is present. The format of the HESSID is defined by IEEE Std 802.11u [17].

***** Next change *****
5.4.35
<X>/Policy/<X>/ValidityArea/WLAN_Location/<X>/HESSID

The HESSID leaf indicates the HESSID for a particular WLAN location condition for the ISMP rule.

-
Occurrence: ZeroOrOne

-
Format: chr
-
Access Types: Get, Replace

-
Values: <HESSID>

The format of the HESSID is defined by IEEE Std 802.11u [17].
***** Next change *****
5.5.3
<X>/DiscoveryInformation/<X>/AccessNetworkType

The AccessNetworkType leaf represents the type of an access network.

-
Occurrence: One

-
Format: int
-
Access Types: Get, Replace
-
Values: <Access network type>

The value of AccessNetworkType indicates the type of the network for which discovery assistance information is provided. Possible values are specified in table 5.5.3.1.


	
	

	
	

	
	

	
	

	
	

	
	

	
	


Table 5.5.3.1: Possible values for the AccessTechnology leaf

	Value
	Description

	0
	Reserved

	1
	3GPP 

	2
	Reserved

	3
	WLAN

	4
	WiMAX 

	5-255
	Reserved


***** Next change *****
5.5.29
<X>/DiscoveryInformation/<X>/AccessNetworkArea
/WLAN_Location/<X>/HESSID

The HESSID leaf indicates the HESSID for a particular Home WLAN Specific Identifier location description.

-
Occurrence: ZeroOrOne

-
Format: chr
-
Access Types: Get, Replace

-
Values: <HESSID>

The format of the HESSID is defined by IEEE Std 802.11u [17].

***** Next change *****
5.6.26
<X>/UE_Location/WLAN_Location/<X>/HESSID
The HESSID leaf indicates the HESSID for a particular WLAN network related location of the UE.

-
Occurrence: ZeroOrOne

-
Format: chr
-
Access Types: Get

-
Values: <HESSID>

The format of the HESSID is defined by IEEE Std 802.11u [17].

***** Next change *****
5.9.43
<X>/IARP/<X>/ForNonSeamlessOffload/<X>/IPFlow/<X>/
EndSourceIPaddress

The EndSourceIPaddress leaf indicates the last IP source address of the IP source address range of the IP flow description. The source address refers to the IP address of the data packets destined for the UE.
-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>.

This leaf can be present only if the leaf <X>/IARP/<X>/ ForNonSeamlessOffload /<X>/IPFlow/<X>/StartSourceIPaddress is present. The absence of this leaf indicates that the IP source address range of the IP flow described by the rule is equal to the address contained in <X>/IARP/<X>/ ForNonSeamlessOffload /<X>/IPFlow/<X>/StartSourceIPaddress. When representing the IP source address range with more than one IP address, the values of this leaf and the corresponding <X>/IARP/<X>/ ForNonSeamlessOffload /<X>/IPFlow/<X>/StartSourceIPaddress leaf are set as defined in subclause 5.9.42.
The value of this leaf is an IPv4 address if the AddressType leaf value of the same rule is equal to IPv4. The value of this leaf is an IPv6 address if the AddressType leaf value of the same rule is equal to IPv6.

The UE ignores an IPFlow instance with a EndSourceIPaddress leaf without a correspondent StartSourceIPaddress leaf. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.
***** Next change *****
6.3.12
<X>/NetworkList/<X>/ FrequencyInfo/<X>DuplexMode

The DuplexMode leaf is the duplex mode supported by the network. The DuplexMode can be TDD, FDD or hybrid FDD (HFDD)

-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace

- 
Values: <Duplex mode>

The value of the DuplexMode shall be used as specified in Table 6.3.12.1.


	* 
	* 

	* 
	* 
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	* 
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	* 

	* 
	* 

	* 
	* 


Table 6.3.12.1: Values of DuplexMode
	Value
	Description

	0
	Reserved

	1
	TDD

	2
	FDD

	3
	HFDD

	4-255
	Reserved


***** Next change *****
C.3.3
ANDSF MO configuration

Figure C.3.3.1 shows the IARP policy in the ANDSF MO configured by the H-ANDSF. IARP flow distribution rules for HPLMN are shown in figure C.3.3.2.
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Figure C.3.3.1: IARP configured by H-ANDSF
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Figure C.3.3.2: IARP flow distribution rules for HPLMN

IARP InterAPNRouting flow distribution rules for roaming scenario are shown in figure C.3.3.3.
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Figure C.3.3.3: IARP InterAPNRouting flow distribution rules for roaming
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