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	Reason for change:
	TS 24.607 describes in Section 4.3.1.1 OIP Provision/withdrawal that the OIP service shall be withdrawn at the subscriber's request or for administrative reasons.

Due to this requirement it is seen that without OIP no identity shall be passed towards the terminating user.

Such an assumption must be made due to the fact that specific user like an annymous hotline where counselling happen. For such services it is important that no identity information is passed towards the terminating entity.

Within the procedural description this is only an optionality which is not binding and is not really implemented within Application servers.

Therefore it is proposed to change the wording of the text in subsection  4.5.2.9 Actions at the AS serving the terminating UE to a mandatory behaviour. (..., the Application Server shall may as a network option anonymize the contents of the From header).

Such a behaviour makes the handling easier, thus the content of the From header will be overwritten in each case even if the content is already anonymous. Checking the content is not needed. The result will be in any case the same.
The next proposed change is to clarify a behavior which is already used within the CS/PSTN world. Whith providing two identities it is needed to either choose one which shall be presented towards the user display or present all available identities.

22.081 defines "If for the line identity of the calling party or the connected party additional line identification is received (additional calling party/connected party number) in a PLMN this additional line identification shall be used for the presentation purpose of the line identification presentation services."

Within ISUP the "additional calling party identification" is represented by the Generic Number Parameter with qualifier "Additional Calling Party Number". This ISUP parameter corresponds to the SIP From header. It will be mapped to the From header within MGCF interworking  (see interworking rules in 24.163).

- GSM UNI protocol (24.008) supports just transmission of one calling party identification (Calling Party BCDNumber parameter in SETUP), this is different from the ISDN access protocol (DSS.1) which allows to provide a sequence of Calling Party Numbers.

If the calling party (within any network) has provided an additional calling party number which is allowed to be forwarded by the originating network (no screening option) for an incoming call to a VoLTE subscriber a behaviour as follows should apply:

a) T-ADS results in CS Domain: call is offered via GSM MSC and 2/3G RAN, CLI standards 22.081 applies
The UE will receive just the additional calling party (with parameter Calling Party BCDNumber) and will display this number

b) T-ADS results in PS Domain: call is offered via IMS and 4G RAN
The UE shall receive information which results in display of the same number as for the GSM case (a)

When choosing one identity to present the preference should be the From header due to the fact that either the from header is screened by the network and contains the same information as the P-Asserted-Identity or it has more information included directly from the other peer. Such information will be not screened due to the special arrangement option which is used especially for PBX users to provide their extension.

Within the PSTN in each case the additional information was displayed or both.

To have the same user experience it is proposed to clarify the text for the OIR Service.

To reflect that if both identities are available then the From header should be presented as minimum.

A further proposal which is not reflected but for discussion is to add an operator option to the AS to delete the P-Asserted-Identity to provide only if the networkprovider prefers to present the From header to the user.

	
	

	Summary of change:
	Clarification of presentation options within an end device.

	
	

	Consequences if not approved:
	Wrong implementation of feature and different user behaviour between CS/PSTN and IMS.
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1st change
4.5.2.9
Actions at the AS serving the terminating UE
If a terminating user does not subscribe to OIP service, an AS shall remove any P‑Asserted‑Identity or Privacy header fields included in the request. Additionally, the Application Server shall anonymize the contents of the From header by setting it to a default non significant value. As a network option, if the terminating user has an override category, the AS shall send the P‑Asserted‑Identity headers and remove the Privacy header fields. In this case the contents of the From header shall not be anonymized.
When the Privacy header field is set to "id", with the exception of the cases listed above, the AS should not remove this Privacy header entry.

NOTE:
The priv-value "id" in the Privacy header will be used by the terminating UE to distinguish the request of OIR by the originating user.

If the request includes the Privacy header field set to "header" the AS shall anonymize the contents of all headers containing private information in accordance with IETF RFC 3323 [6] and IETF RFC 3325 [7].

If the request includes the Privacy header field set to "user" the AS shall remove or anonymize the contents of all "user configurable" headers in accordance with IETF RFC 3323 [6] and IETF RFC 3325 [7]. In the latter case, the AS may need to act as transparent back‑to‑back user agent as described in IETF RFC 3323 [6].
2nd change
4.5.2.12
Actions at the terminating UE
A terminating UE shall support the receipt of one or more P‑Asserted‑Identity header fields in SIP requests initiating a dialog or standalone transactions, each one containing a public user identity of the originating user. Receipt of a user-provided identity within the From header field of the request shall be supported by the UE. The UE may present the information provided in P-Asserted-Identity header fields to the user. If no P-Asserted-Identity header fields are present, the UE may present the information provided in the From header field to the user.
NOTE 1:
If no P‑Asserted‑Identity header fields are present, but a Privacy header field was present, then the one or more identities can have been withheld due to presentation restriction.

NOTE 2:
If neither P‑Asserted‑Identity header fields nor a Privacy header field are present, then the network‑provided identities can lack availability (due to, for example, interworking with other networks), or the user can be without a subscription to the OIP service.

NOTE 3:
A user‑provided identity can also be available, within the From header field of the request. Presentation of the identity within the From header field if no P-Asserted-Identity header fields are present is restricted if a Privacy header field with priv-value "user" is present.
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