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5.7.5
<X>/ISRP/<X>/ForFlowBased/<X>/IPFlow
The IPFlow node indicates the flow description for a particular flow distribution rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

An empty IPFlow node indicates the match-all flow description.

If the flow distribution rule contains more than one instance of the <X>/ISRP/<X>/ForFlowBased/<X>/IPFlow/<X> node (i.e. flow description), the UE shall consider the flow distribution rule if at least one of the flow descriptions as described in subclause 5.7.6 matches the traffic.

NOTE:
The terminology used for the source and destination IP address and port numbers is based on the terminology defined for traffic selectors as defined in the RFC 6088 [2x]. Therefore source and destination IP address and port number refer to the source and destination fields of downlink packets addressed to the UE.
***** Next change *****
5.7.36
<X>/ISRP/<X>/ForNonSeamlessOffload/<X>/IPFlow
The IPFlow node indicates the flow description for a particular flow distribution rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

An empty IPFlow node indicates the match-all flow description. 

If the flow distribution rule contains more than one instance of the <X>/ISRP/<X>/ForNonSeamlessOffload/<X>/IPFlow/<X> node (i.e. flow description), the UE shall consider the flow distribution rule if at least one of the flow descriptions as described in subclause 5.7.37 matches the traffic.

NOTE:
The terminology used for the source and destination IP address and port numbers is based on the terminology defined for traffic selectors as defined in the RFC 6088 [2x]. Therefore source and destination IP address and port number refer to the source and destination fields of downlink packets addressed to the UE.
***** Next change *****
5.9.5
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow
The IP Flow node indicates the flow description for a particular flow distribution rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

If the flow distribution rule contains more than one instance of the X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X> node (i.e. flow description), the UE shall consider the flow distribution rule if at least one of the flow descriptions as described in subclause 5.9.6 matches the traffic.
NOTE:
The terminology used for the source and destination IP address and port numbers is based on the terminology defined for traffic selectors as defined in the RFC 6088 [2x]. Therefore source and destination IP address and port number refer to the source and destination fields of downlink packets addressed to the UE.
***** Next change *****
5.9.33
<X>/IARP/<X>/ForNonSeamlessOffload/<X>/IPFlow
The IPFlow node indicates the flow description for a particular flow distribution rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

An empty IPFlow node indicates the match-all flow description. 

If the flow distribution rule contains more than one instance of the <X>/IARP/<X>/ForNonSeamlessOffload/<X>/IPFlow/<X> node (i.e. flow description), the UE shall consider the flow distribution rule if at least one of the flow descriptions as described in subclause 5.9.37 matches the traffic.
NOTE:
The terminology used for the source and destination IP address and port numbers is based on the terminology defined for traffic selectors as defined in the RFC 6088 [2x]. Therefore source and destination IP address and port number refer to the source and destination fields of downlink packets addressed to the UE.
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