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Introduction

In CRs 0041 to 0045 to TS 24.623, a simple mechanism is provided to address the Frequent and Serious Mis-Operation (FASMO) of an end user being unable to configure any of their provisioned Supplementary Services in their subscription if just one (or more) Supplementary Service requested to be updated is either not provisioned or is provisioned but has some operator defined constraints associated with a setting e.g. a target address of a CDIV or CB supplementary service may have an operator constraint to prevent the target address being set to a premium rate number (a common operator mechanism for combatting fraud).

The provided mechanism has had considerable debate already in the GSMA IREG RILTE group, therefore, this paper provides a summary of the discussion that took place there with an aim to answering questions on the provided mechanism and possibly to save some duplicate discussion (hope springs eternal!).

Discussion summary from GSMA IREG RILTE

The following problems were identified in relation to the above:

· Problem 1: The Ut interworking of a UE with the network has to be flexible enough to cope with the following:

· Not all operators provision the same subset of supplementary services for their subscribers
· Not all subscribers of a given operator are provisioned with the same subset of supplementary services
· The subset of supplementary services for a given subscriber can change over time (e.g. tariff change, additional tariff options being booked, etc). Thus, a one-time check is insufficient.

· Problem 2: Ut/XCAP allows two methods to deactivate a CDIV or barring rule, both of which need to be accommodated for:

· (a) include the “rule-deactivated” condition in the rule definition; or

· (b) remove the entire rule from the XML document.

· Problem 3: Provisioning of a supplementary service does not imply that all sub‑services of that supplementary service are all provisioned e.g. CDIV can be provisioned but selected conditions and actions are not.

· Problem 4: Even if a supplementary service is provisioned for the subscriber, there can be more detailed constraints set by the XCAP server and operator policy e.g. CDIV target is prohibited from being an international destination or premium rate number.

The following solutions were analysed by GSMA IREG RILTE to the above identified problems:

1. Read-before-write

· Description:

· UE to read XML (HTTP GET) for all services before an attempt to change or delete it (HTTP PUT / DELETE)

· If service is not included in the XML from the network: assume service is not provisioned
· Race condition exists, due to the read/write not being an atomic operation.
· Conclusion: Inappropriate.

· Does not solve problems #2, #3 and #4

2. One configuration change per XCAP request

· Description:

· UE to change only one service or sub-service at a time, using “node selectors” according to IETF RFC 4825 [1]

· Network response should indicate lack of support (HTTP failure / XCAP conflict report)

· Conclusion: Preferred solution, albeit some small changes required.
· May be inefficient in terms of signalling, however, Ut interface usage will be low anyhow and typically subscribers change only one service at a time anyway (similar to supplementary service settings management in CS domain).

3. XCAP Server Capability check

· Description:

· UE to query XCAP server capability according to IETF RFC 4825 [1]

· Network to provide the Server Capabilities

· Conclusion: Inappropriate.

· Reflects the TAS server capabilities rather than those of an individual subscription.

· Is specified only for sub-services of the Communication Forwarding service and Communication Barring service and even then is limited in that no UE handling/analysis is actually specified anywhere (e.g. 3GPP TS 24.623 [2]).

4. XCAP Service Capability XML as defined in release 9 and onwards

· Description:

· UE to use the XCAP Service Capability XML to determine whether or not particular IMS Supplementary Services and any sub-services thereof are provisioned for the user.

· Conclusion: Inappropriate

· The service capability XML is defined only for Call Forwarding and Call Barring supplementary services, therefore, a UE cannot detect the full set of services provisioned in the network (e.g. OIR, TIR, CW).

· The service capability XML as defined in for Call Forwarding (3GPP TS 24.604 [3]) and Call Barring (3GPP TS 24.611 [4) supplementary services cannot be used even for those services due to:

· Not covering the case of "no condition" in an XML rule e.g. Communication forwarding unconditional cannot be indicated in the service capability XML;

· Not covering the cases where the service provider sets more detailed constraints on the CDIV "target" i.e. allow only international destinations, excluding premium numbers etc. Such capabilities cannot be provided to the UE. It is impossible to indicate in the service capability XML whether a particular combination of "conditions" are allowed.

· Lack of any specification (including in 3GPP TS 24.623 [2]) of a UE to read the service capability XML and take any appropriate action e.g. how a UE shall react if a service is known as not-provisioned.

5. Analysis of a detailed conflict report in an HTTP 409 (Conflict) response

· Description:

· UE to change one or several service settings at once per XCAP request.

· Network to provide a detailed conflict report in an HTTP 409 (Conflict) response, as defined in IETF RFC 4825 [1]

· Conclusion: In appropriate

· Conflict report is optional according to IETF RFC 4825 [1] (support is specified only as a “should”) and thus is not a reliable mechanism.

· The content of the “phrase” attribute that may be included in the HTTP 409 (Conflict) response is not standardized and thus cannot be unambiguously interpreted by a UE.

6. Network to ignore Ut/XCAP change

· Description:

· Network to silently ignore Ut/XCAP changes when a service or sub-service is not provisioned.

· Conclusion: Inappropriate

· User will be mis-led i.e. led to believe supplementary service config has been accepted and the supplementary service is activated.

· New principle on network side; not covered and described in 3GPP TSs: service in status “provisioned but not acted upon” or “not provisioned but silently supported / ignored”.

7. Ask 3GPP to provide a new, complete solution to the problem 

· Description:

· Liaise with 3GPP to highlight the problems and specify a solution

· Conclusion: Inappropriate (at least on its own)

· Operators are deploying VoLTE now, so need a more immediate solution to at least cover a basic handling.

Conclusion

As can be seen above, Solution #2 was favoured and GSMA IREG RILTE approved a CR to IR.92 to implement this. However, the following still needs to be considered in 3GPP:

· XCAP server handling

· What error should be returned?
· Proposal is for HTTP 409 (Conflict).
· What should the XCAP server do with the configuration settings that it can apply?

· Proposal is to explicitly state that the XCAP server should not apply any configuration changes if an error is found as it is impossible to return both an ACK and a NACK for the same HTTP request (in line with the conclusion to the considered Solution #6 i.e. not to mis‑lead the end user).

· Common IMS considerations

· IR.92 compliant UEs will only ever send configuration for one supplementary service per XCAP request, so then can determine for which Supplementary Services settings have and have not been accepted. But what about non-IR.92 compliant UEs e.g. fixed-line, cable, etc?

· Proposal is not to limit non-IR.92 UEs to sending one configuration for one supplementary service per XCAP request, due to possible backward compatibility issues and unknown network signalling increase. Instead, it is proposed for the UE to retry configuration for one supplementary service per XCAP request if receiving an error for a previous XCAP request that contained configuration for multiple supplementary services.
