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5.1
Access network discovery and selection procedures

5.1.1
General

If PLMN selection specified in 3GPP TS 23.122 [4] is applicable (e.g., at switch on, recovery from lack of coverage, or user selection of applicable access technology), the PLMN selection to select the highest priority PLMN according to these specifications is performed before any access network discovery. For WLAN access, PLMN selection function is specified in subclause 5.2.3.x.
In the access network discovery procedure the UE may get from the ANDSF information on available access networks in its vicinity. The UE may obtain this information by querying the ANDSF, and may use this information when determining the presence of operator preferred access networks. Determination of the presence of access networks requires using radio access specific procedures, which are not further described here.

The UE can first select an access network and then determine the presence of this access network, or first determine the presence of several access networks and then select between them. If a higher priority access network has been found connected to the same PLMN or a higher priority PLMN, the UE will then attempt to attach via that network.

***** Next change *****
5.2
EPC network selection

5.2.1
General

The following EPC network selection procedures are defined:

1)
WiMAX specific;

2)
EPC network selection via cdma2000® HRPD access is given in 3GPP TS 23.122 [4] with any exceptions detailed in subclause 5.3.4.

3)
EPC network selection via WLAN access shall follow the procedures defined for PLMN selection given in subclause 5.2.3.x. When the UE is connected to EPC through untrusted WLAN access, the tunnel is set-up with the ePDG (as described in clause 7 of this document) or with the HA (as described in 3GPP TS 24.303 [11]); and

4)
Generic EPC network selection for other access technologies not listed above.

The UE can utilize information received from ANDSF to which EPCs an access network is connected as described in 3GPP TS 24.312 [13]. Additionally, any technology specific means can be employed to acquire such information, but these are out of scope of this specification.

NOTE: There are no specific EPC network selection procedures specified for emergency access in this version of the specification.
***** Next change *****
5.2.3
Access technology specific EPC network selection procedures
5.2.3.x
EPC network selection procedures for WLAN

5.2.3.x.1
UE selection modes

There are two modes of network selection, namely, manual PLMN selection and automatic PLMN selection.

5.2.3.x.2 
Manual PLMN selection mode procedure
Editor's note: Manual PLMN selection mode procedure is FFS.

5.2.3.x.3 
Automatic PLMN selection mode procedure
In case of automatic PLMN selection mode for WLANs that UE shall select and attempt to authenticate with an available and allowable PLMN. For WLANs that:
1)
together with the UE support IEEE Std 802.11-2012 [y], the UE shall send an ANQP request to each selected WLAN. If the WLAN supports advertisement of PLMNS, it shall send back an ANQP response to the UE including the Supported PLMNs list for WLAN access. If the UE receives a ANQP response where the "Info ID" is not "3GPP Cellular Network information" the behaviour of the UE is outside the scope of this specification; and
2)
do not support IEEE Std 802.11-2012 [y], but supports IEEE 802.1x authentication, the UE shall request for a list of supported PLMNs by issuing an EAP-Response/Identity message to the WLAN including as identity the alternative NAI defined in 3GPP TS 23.003 [3].
Based on the results of Items 1) - 2) above, the UE shall choose an available and allowable PLMN in the following order:
a)
If the "prefer 3GPP RPLMN" indicator is available and set to prioritise RPLMN and the active WLANSP rule is provided by the 3GPP RPLMN, then: 
Editor's note:
The definition of prefer 3GPP RPLMN indicator is FFS.
i)
If the UE is EPS attached or GPRS attached (see 3GPP TS 23.122 [4]) to a visited PLMN and the UE is:

i1)
not provided with a list of available PLMN ID(s) , e.g. based on the results of Items 1) - 2), the UE shall use the PLMN identity of the RPLMN or an equivalent PLMN (see 3GPP TS 24.301 [10] or 3GPP TS 24.008 [46]) that is stored in the ME in the creation of the decorate NAI (see 3GPP TS23.003 [3])
i2)
is provided with a list of available PLMN ID(s) served by the access network, e.g. based on the results of Items 1) - 2), and the current RPLMN or an equivalent PLMN is contained in the list of available PLMN ID(s), the UE shall use the PLMN identity of the RPLMN or an equivalent PLMN (see 3GPP TS 24.301 [10] or 3GPP TS 24.008 [46]) that was provided as a result of Items 1) – 2) in the creation of the decorate NAI (see 3GPP TS23.003 [3]);
ii)
If the UE is not attached to any PLMN, the UE shall perform PLMN selection as described in Item b) below.
b)
If the condition defined in step a) is not satisfied or no PLMN is selected in steps a), the UE selects the PLMN over WLAN access in the order of a prioritized service providers list defined in the following order:
i)
HPLMN (if the "Operator Controlled EHPLMN PSPL" data file is not present, or is empty); 
ii)
If the "Operator Controlled EHPLMN PSPL" data file is present and contains at least one entry the highest EHPLMN that is available; or
iii)
If the "Operator Controlled VPLMN PSPL" is available, then PLMN in priority order
Editor's note:
The definition of Operator Controlled EHPLMN PSPL and Operator Controlled VPLMN PSPL are FFS.
Editor's note:
If need to define the User Controlled PSPL is FFS.
Editor's note:
If no PLMN is selected, the UE behaviour is FFS.
***** Next change *****
6.8.2.2.4
UE using information provided by ANDSF
6.8.2.2.4.1
General
Network detection and selection shall take into account the access network specific requirements and the UE's local policy, e.g. user preference settings, access history, etc, along with the information provided by the ANDSF when selecting an access network. The local policy and the information provided by the ANDSF shall be used by the UE in an implementation dependent way to limit the undesired alternating between access systems, e.g. ping-pong type of inter-system changes. However, the use of such information from the ANDSF shall not be in contradiction to functions specified in 3GPP TS 23.122 [4], 3GPP TS 25.304 [14] and 3GPP TS 36.304 [16].
If the UE is roaming in a VPLMN, the UE may receive Inter-system mobility policies or Access network discovery information or ISRP or combinations of these from H-ANDSF or V-ANDSF or both. The UE may also receive the IARP from H-ANDSF. If IARP is received from V-ANDSF, the UE shall ignore it. The formats of the Inter-system mobility policies, Access network discovery information, IARP and ISRP are defined in 3GPP TS 24.312 [13].

The maximum number of sets of Inter-system mobility polices or Access network discovery information or ISRP or IARP or combinations of these that the UE may keep is implementation dependent. However, the UE shall retain at least one set of Inter-system mobility policies and one set of Access network discovery information from the same ANDSF. In addition, a UE supporting IFOM, MAPCON, or non-seamless WLAN offload shall retain at least one ISRP rule from the same ANDSF. Additionally, a UE shall retain at least one set of IARP from the same ANDSF.
If a UE supporting IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these featureshas ISMP and ISRP available, then ISRP shall be used for the routing of IP traffic. The relation between ISRP and user preferences is described in subclause 5.4.2.
For a UE with IFOM, MAPCON or non-seamless WLAN offload (or any combination of these capabilities) enabled, if ISMP, ISRP and IARP are available, then IARP and ISRP shall be used. In this case, the UE shall first apply IARP followed by ISRP as follows:

-
If non-seamless WLAN offload is selected by IARP then the IP flow is routed to the non-seamless WLAN offload and ISRP shall not be used for the routing of IP traffic.

-
If a certain APN is selected by IARP then the IP flow is routed to the PDN connections corresponding to this APN. If there is a ForFlowBased ISRP rule matching the IP flow after the APN is selected, then the UE shall use the ForFlowBased ISRP rule matching the IP flow to select the access for this IP flow.
-
If neither certain APN nor non-seamless WLAN offload is selected by IARP, then ISRP shall be used for the routing of IP traffic.
The relation between IARP and user preferences is described in subclause 5.4.2.
For a UE not supporting any of IFOM, MAPCON or non-seamless offload capabilities or with all those capabilities disabled, if ISMP and ISRP are available, the ISMP shall be used.
This information shall be deleted if there is a change of USIM. This information may be deleted when UE is switched off.
***** Next change *****
6.8.2.2.4.2
Use of Inter-system Mobility Policy
If more than one set of Inter-system mobility policies is available in the UE, the UE shall only use one set of Inter-system mobility policies at any one time. If available, the inter-system mobility policy of the RPLMN takes precedence. For example, when roaming, the Inter-system mobility policy from V-ANDSF of the RPLMN, if available, takes precedence over the Inter-system mobility policy from H-ANDSF. When applying the Inter-system mobility policy the following requirements apply:-

-
the requirements on periodic network reselection as described in subclause 5.3.4 of the present specification; 

-
the PLMN selection rules specified in 3GPP TS 23.122 [4] and in subclause 5.2.3.x;

-
the selection rules specified in 3GPP2 C.P0016-D [23a]; and

-
the 3GPP RAT selection, cell selection and reselection rules specified in 3GPP TS 25.304 [14], 3GPP TS 36.304 [16] and 3GPP TS 45.008 [16a].
***** End of change *****
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