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* * * 2nd change * * *
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AP
Authentication Proxy

AS
Application Server

AUID
Application Unique ID

HTTP
HyperText Transfer Protocol

ISDN
Integrated Services Digital Network

MIME
Multipurpose Internet Mail Extensions 
NAF
Network Application Function

NGN
Next Generation Network

ODB
Operator Determined Barring
PSTN
Public Switched Telephone Network

TLS
Transport Layer Security

UE
User Equipment

URI
Uniform Resource Identifier

XCAP
XML Configuration Access Protocol

XML
eXtended Markup Language
XUI
XCAP User Identifier
* * * 3rd change * * *
5.3.1.2
Manipulating supplementary services
When the XCAP client intends to manipulate a resource list, it shall generate an HTTP PUT, HTTP GET or 
HTTP DELETE request in accordance with IETF RFC 4825 [8] and the supplementary services application usage specified in clause 6.
If the XCAP client receives a HTTP 403 (Forbidden) response to an HTTP PUT, HTTP GET or HTTP DELETE request, the XCAP client should not retry to manipulate the supplementary service settings via XCAP for a certain time period.
NOTE 1:
If the UE is not configured for supplementary service management as specified in 3GPP TS 24.167 [xx], the UE can use another mechanism or domain (if available) to manipulate the supplementary services configuration settings (e.g. CS domain).

NOTE 2:
The certain time period that the XCAP client does not retry the manipulation of supplementary services settings via XCAP depends on the type of terminal that implements the XCAP client (e.g. XCAP clients residing on mobile terminals can retry after a power-off/power-on or after detection of a change of USIM/ISIM).
* * * 4th change * * *
5.3.2.x
User not allowed to manipulate settings via XCAP
If the username identified by the XCAP User Identifier (XUI) in the HTTP PUT, HTTP GET or HTTP DELETE request, is not allowed to manipulate settings via XCAP, then the XCAP server shall respond with a HTTP 403 (Forbidden) response.    
NOTE:
If the UE is not configured for supplementary service management as specified in 3GPP TS 24.167 [xx], it is expected that operators do not configure their XCAP servers to return the HTTP 403 error response code for any other reason than specified above.
* * * End of changes * * *
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