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***** Next change *****
4.4
Coding requirements


A user agent that wishes to use the ECT service (to act as a transferor):

-
Shall support the REFER method as a client as specified in RFC 3515 [2].

-
Shall support the Referred-By header as specified in RFC 3892 [3]. 
-
Shall support the Target-Dialog header field as specified in RFC 4538[yy].
A user agent that is the transferred party in a communication transfer (acts as the transferee):

-
Shall support the REFER method as a server as specified in RFC 3515 [2] and updated by RFC 6665 [xx].

-
Shall support the Referred-By header as specified in RFC 3892 [3].

-
Shall support Replaces header field as a client as specified in RFC 3891 [4].
-
Shall support the Target-Dialog header field as specified in RFC 4538[yy].
A user agent that is the transfer target in a communication transfer:

-
May support the Referred-By header as a server as specified in RFC 3892 [3].

-
May support the Replaces header as a server as specified in RFC 3891 [4].
***** Next change *****
4.5.2.1
Actions at the transferor UE
A UE that has initiated an emergency call, shall not perform any transfer operation involving the dialog associated with the emergency call.

A UE that initiates a transfer operation shall:

-
Issue a REFER outside an existing dialog, where:

a)
The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

b)
The Refer-To header field shall indicate the public address of the transfer Target. 

c)
In case of Consultative transfer, the transferor UE has a consultation communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

d)
The Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user".

e)
The Target-Dialog header field identifies the dialog to be transferred.
In case of Assured transfer, the UE may include an Expires header field parameter in the Refer-To URI of the REFER Request.

NOTE 1:
The value of the Expires header field indicates the maximum duration of the transfer attempt. If the transfer does not succeed within this duration, the UE will receive a NOTIFY request indicating the transfer failure.

In case of Consultative and Assured transfer, after the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog.
In case of Assured transfer, while the transfer attempt is not completed (i.e. the UE did not receive a NOTIFY request indicating the end of the transfer operation), the UE may request to terminate the transfer attempt by sending a REFER request in the in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field; and
-
The Refer-To header field shall indicate the public address of the transfer Target and shall contain the method parameter set to "CANCEL".
In case of Assured transfer, when the UE receives a NOTIFY request indicating that the transfer attempt failed, the UE may decide to retrieve the original communication by sending a re-INVITE message in the original SIP dialog.
NOTE 2:
if the user requests the retrieval of the original communication while the transfer attempt has not been completed, the UE needs first to request the termination of the transfer attempt before retrieving the original communication via re-INVITE.
***** Next change *****
4.5.2.4.1.2.1
REFER request received on a separate dialog

In order to know whether ECT service applies on a REFER request sent by the served user, the following criteria shall apply before the ECT logic is executed:
-
the REFER request's Request-URI (transferee) is targeted at the same UE instance that is involved in the dialog;
-
the REFER request's Refer-To header contains a URI so that the method constructed from the URI according to RFC 3261 [6] is equal to INVITE; and
-
the Target-Dialog header field identifies an existing dialog towards the transferee identified by the Request-URI.
***** End of changes *****
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