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4.2.1
General description

The Explicit Communication transfer (ECT) service provides a party involved in a communication to transfer that communication to a third party.

There are three actors active in a transfer, they are acting in the following roles:
transferor:
the party that initiates the transfer of the active communication that it has with the transferee;

transferee:
the party which stays in the communication which is transferred;

transfer target:
the party which the communication is transferred to and which replaces the transferor in the communication.

There are two initial situations possible in which transfer shall be possible:

-
the transferor has no ongoing consultation communication with the transfer target (Blind/Assured transfer), then after its transfer request:
a)no further action is possible for the transferor when the transfer is invoked (Blind transfer); or
b)the transferor can request to retrieve the initial communication during or in case of failure of the transfer operation. The transferor can also specifies the maximum duration for the transfer attempt (Assured transfer); or
-
the transferor has a consultation communication with the transfer target (Consultative transfer).

The transferor AS takes care that it remains in the signalling path even after the communication is transferred, this allows:

-
Classical charging models.

-
Anonymization of the transfer target.
***** Next change *****
4.5.2.1
Actions at the transferor UE
A UE that has initiated an emergency call, shall not perform any transfer operation involving the dialog associated with the emergency call.

4.5.2.1.1 
Sending of the transfer request
A UE that initiates a transfer operation shall:

-
issue a REFER request in the original communications dialog, where:

a) the request URI shall contain the SIP URI of the transferee as received in the Contact header field.

b) the Refer-To header field shall indicate the public address of the transfer target. 

c) in case of Consultative transfer, the transferor UE has a consultation communication with the transfer target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter; and
d) the Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user".
If Assured or Blind transfer is requested, the UE may include an Expires header field parameter in the Refer-To URI of the REFER request.

NOTE:
The value of the Expires header field indicates the maximum duration of the transfer attempt. If the transfer does not succeed within this duration, the UE will receive a NOTIFY request indicating the transfer failure as defined in RFC3261 [6].
If the UE supports "Assured transfer" option, it shall check this option is supported by the AS as described in subclause 4.9.
4.5.2.1.2 
Transfer operation progress
After the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE will get notifications of how the transferee's communication setup towards the transfer target is progressing according to RFC 3515 [2].
For assured transfer, the UE shall not end the SIP dialog related to the initial communication.
The UE may request to terminate the transfer attempt by sending a REFER request in the original communications dialog, where:

-
the request URI shall contain the SIP URI of the transferee as received in the Contact header field; and
-
the Refer-To header field shall indicate the public address of the transfer target and shall contain the method parameter set to "CANCEL".

4.5.2.1.3
 Transfer operation termination
When the transfer operation ends, the transferor UE receives a NOTIFY request with a Subscription-State value set to "terminated".
If the UE receives a NOTIFY request indicating that the transferee and the transfer target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog. 



If the UE receives a NOTIFY request indicating that the transfer attempt failed and the Assured Transfer is considered supported by the AS according to the procedure of subclause 4.9, the UE may decide to retrieve the original communication by sending a re-INVITE message in the original SIP dialog.

***** Next change *****
4.5.2.4.1.2.2A
Procedures for call transfer with 3PCC

When a REFER request is received that invokes the call transfer service (see subclause 4.5.2.4.1), the AS shall follow procedures specified in 3GPP TS 24.628 [10] for special REFER request handling using 3PCC procedures.

If the received REFER request contains an Expires header field parameter in the Refer-To URI, the AS shall start a timer set to the value received in the Expires header field when the INVITE request is sent towards the transfer target, as requested by the received REFER request. If this timer expires before the transfer attempt is completed, the AS shall send a CANCEL request towards the transfer target according to RFC 3261 [4].

For Blind and Assured transfer, if required by local policy to do so, the AS shall connect a media server to the transferee UE in order to provide in-band announcement about the progress of the communication establishment with the transfer target.

If the transfer attempt fails:

-
the AS shall not terminate the SIP dialog with the transferor; and

-
if a re-INVITE is received in the initial dialog with the transferor, the AS shall apply the relevant procedures of 3GPP TS 24.229 [1].

***** Next change *****
4.9
Service configuration


Explicit Communication Transfer document is a subtree of the simservs document specified in 3GPP TS 24.623 [5]. As such, Explicit Communication Transfer document uses the XCAP application usage in 3GPP TS 24.623 [5].

In addition to the considerations and constraints defined by the simservs document 3GPP TS 24.623 [5], we define the additional constraints and considerations for the Communication Transfer subtree:

Data semantics: The semantics of the explicit communication transfer XML configuration document is specified in subclause 4.9.1.
Information of which of the above mentioned conditions the user is allowed to use can be obtained from the network by using the schema defined in subclause 4.9.1.1

4.9.1
Supported Conditions for Explicit Communication Transfer

For interrogation of the supported conditions that can be used in the network the Ut interface should be used.

The supported conditions for communication transfer are configured with a list of condition capability elements. These capability elements are read only and indicate which capabilities related to communication transfer the network has provisioned for a user.

The UE may use ut interface to know whether or not, the Assured Transfer is supported by the AS.
The <serv-cap-assured-transfer> element is an optional element that can be used to enable the transferor UE to be informed that the "Assured Transfer" option is supported by the AS and display this possibility to the UE.

4.9.1.1
XML schema for indication of supported conditions and actions

?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"  targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" elementFormDefault="qualified" attributeFormDefault="unqualified">

   <xs:annotation>

      <xs:documentation xml:lang="en">

      This schema defines elements that are used to inform the UE which conditions the 

      network support.

      </xs:documentation>

   </xs:annotation>

   <xs:include schemaLocation="XCAP.xsd"/>

   <xs:element name="communication-transfer-serv-cap" substitutionGroup="ss:absService">

      <xs:complexType>

         <xs:complexContent>

            <xs:extension base="ss:simservType">

               <xs:sequence>

                  <xs:element name="serv-cap-conditions" minOccurs="0">

                     <xs:complexType>

                        <xs:sequence>

                           <xs:element name="serv-cap-assured-transfer" type="ss:provisioned-type" 

                              minOccurs="0"/>

                        </xs:sequence>

                     </xs:complexType>

                  </xs:element>

               </xs:sequence>

            </xs:extension>

         </xs:complexContent>

      </xs:complexType>

   </xs:element>

</xs:schema>

4.9.1.2 Service capability request example

1.
HTTP GET request (UE to AP)

The UE wants to retrieve the supported conditions and actions for communication transfer from the AS.

The UE repeats the HTTP GET request including the Authorization header.

Table 4.9.1.2-1: HTTP GET request (UE to AP)

GET /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-transfer-serv-cap HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org

Date: Mon, 11 Nov 2013 10:50:36 GMT

Authorization: Digest realm="xcap.mnc012.mcc345.ipxuni.3gppnetwork.org", nonce="47364c23432d2e131a5fb210812c", username="sip:user1@home1.net", qop=auth-int,
uri="/simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-transfer-serv-cap", response="2c8ee200cec7f6e966c932a9242554e4", cnonce="dcd99agsfgfsa8b7102dd2f0e8b1", nc=00000001

X-3GPP-Intended-Identity: "sip:user1@home1.net"

2.
HTTP GET request (AP to AS)

The AP forwards the HTTP GET request to the AS.

Table 4.9.1.2-2: HTTP GET request (AP to AS)

GET /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-transfer-serv-cap HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org

Via: HTTP/1.1 ap.home1.net

Date: Mon, 11 Nov 2013 10:50:38 GMT

X-3GPP-Asserted-Identity: "sip:user1@home1.net"

3.
HTTP 200 (OK) response (AS to AP)

The AS returns the supported conditions and actions for communication transfer. 

The <serv-cap-assured-transfer> child element of the <serv-cap-conditions> element describes that the Assured transfer retrieval option is allowed to be used by the user.

Table 4.9.1.2-3: HTTP 200 (OK) response (AS to AP)

HTTP/1.1 200 OK

Date: Mon, 11 Nov 2013 10:50:40 GMT

Etag: "eti87"

Content-Type: application/xcap-el+xml; charset="utf-8"

Content-Length: (...)

  <communication-transfer-serv-cap active="true">

    <serv-cap-conditions>

       <serv-cap-assured-transfer provisioned="true"></serv-cap-assured-transfer>

    </serv-cap-conditions>

</communication-transfer-serv-cap>

4.
HTTP 200 (OK) response (AP to UE)

The AP routes the HTTP 200 (OK) response to the UE.

Table 4.9.1.2-4: HTTP 200 (OK) response (AP to UE)

HTTP/1.1 200 OK

Via: HTTP/1.1 ap.home1.net

Date: Mon, 11 Nov 2013 10:50:42 GMT

Authentication-Info: nextnonce="e966c32a924255e42c8ee20ce7f6"

Etag: "eti87"

Content-Type: application/simservs+xml; charset="utf-8"

Content-Length: (...)

(...)
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