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	Reason for change:
	There have been a demand that some operators would like to hide their network topology from other operators in case of interconnection. The IMS Stage 2 states the network configratin hiding as described in TS 23.228 subclause 4.14.

Brief extract taken from TS 23.228 (V12.2.0) 4.14 Border Control concepts

Based on operator preference, border control functions may be applied between two IM CN subsystem networks or between an IM CN subsystem network and other SIP based multimedia network. These functions are provided by the IBCF and include:

- Providing network configuration hiding to restrict the following information from being passed outside of an operator's network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network, etc;

Based on the Stage 2, the Stage 3 provides the THIG capability in the IBCF as specified in TS 24.229 subclause 5.10.4. However, for the topology hiding purpose, the B2BUA behaviour is generally used in commercial. So, it is proposed to introduce the B2BUA topology hiding functionality as a small enhancement.
Considering CT1#84bis discussion: There are several implementations for years regarding the B2BUA, therefore certain implementation of B2BUA should not be standardized in this document. That would be reasonable. However, current specification has no statement for that and leads to misunderstanding. Therefore it is needed to indicate the B2BUA behaviour is out of scope of this specification.

	
	

	Summary of change:
	New NOTE was added in subclause 5.10.1. That indicates a possibility of the network topology hyding due to B2BUA behavior of IBCF, authough that is out of scope of this specification.

	
	

	Consequences if not approved:
	Actually, operators could use the B2BUA behaviour in the IBCF. If not approved, implicit topology hiding could be happened and it causes an interoperability problem / misunderstanding between operators. To avoid that, the B2BUA toplogy hiding functionality is stated explicitly.
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1st change
5.10.1
General

As specified in 3GPP TS 23.228 [7] border control functions may be applied between two IM CN subsystems or between an IM CN subsystem and other SIP-based multimedia networks based on operator preference. The IBCF may act both as an entry point and as an exit point for a network. If it processes a SIP request received from other network it functions as an entry point (see subclause 5.10.3) and it acts as an exit point whenever it processes a SIP request sent to other network (see subclause 5.10.2).

The functionalities of the IBCF are entry and exit point procedures as defined in subclause 5.10.2 and subclause 5.10.3 and additionally can include:

-
network configuration hiding (as defined in subclause 5.10.4);

NOTE X:
Possibly the B2BUA behavior of IBCF could also hyde the network configuration, although the B2BUA behaviour beyond that defined in subclause 3.1 is out of scope of this specification.
-
application level gateway (as defined in subclause 5.10.5);

-
transport plane control, i.e. QoS control (as defined in subclause 5.10.5);

-
screening of SIP signalling (as defined in subclause 5.10.6);

-
inclusion of an IWF if appropriate;

-
media transcoding control (as defined in suclause 5.10.7); and
-
privacy protection (as defined in subclause 5.10.8).
NOTE 1:
The functionalities performed by the IBCF are configured by the operator, and it is network specific.
The IBCF shall log all SIP requests and responses that contain a non-empty P-Debug-ID header field based on local policy.

When an IBCF acting as an exit or an entry point receives a SIP request, the IBCF may reject the SIP request based on local policy by sending an appropriate SIP 4xx response.

NOTE 2:
The local policy can take bilateral agreements between operators into consideration.

NOTE 3:
Some SIP requests can be rejected by an AS instead of the IBCF according to local policy.
The IBCF, acting as B2BUA, which is located between visited network and home network shall preserve the dialog identifier, i.e. shall not change the Call-Id header field value, the "tag" header field parameter value of the From header field in any SIP INVITE request and any SIP response to the SIP INVITE request, and shall preserve the "tag" header field parameter value of the To header field, in any SIP response to the SIP INVITE request.

NOTE 4:
The IBCF can identify whether it is located between visited network and home network based on local configuration.
If the IBCF has verified that an initial INVITE request is for a PSAP callback, then depending on local policy it may include a Priority header field with a "psap-callback" header field value in the INVITE request.

NOTE 5:
The means for the IBCF to verify that a request is for a PSAP callback is outside the scope of this specification.
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