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1st change
5.7.1.4
User identify verification at the AS

The procedures at the AS to accomplish user identity verification are described with the help of figure 5-1.

NOTE:
Different means can be used to represent or transport the credentials. Such mechanisms are subject to operator policy and can e.g. include the P-Asserted-Identity header field, the Authorization header field or other mechanisms not specified by 3GPP TS 24.229.

When the AS receives a SIP initial or standalone request, excluding REGISTER request, that does not contain credentials, the AS shall:

a)
if a Privacy header field is present in the initial or standalone request and the Privacy header field value is set to "id" or "user", then the user and the request are considered as anonymous, and no further actions are required. The AS shall consider the request as authenticated;

b)
if there is no Privacy header field present in the initial or standalone request, or if the Privacy header field contains a value other than "id" or "user", then the AS shall check for the presence of a P-Asserted-Identity header field in the initial or standalone request. Two cases exist:

i)
the initial or standalone request contains a P-Asserted-Identity header field. This is typically the case when the user is located inside a trusted domain as defined by subclause 4.4. In this case, the AS is aware of the identity of the user and no extra actions are needed. The AS shall consider the request as authenticated.

ii)
the initial or standalone request does not contain a P-Asserted-Identity header field. This is typically the case when the user is located outside a trusted domain as defined by subclause 4.4. In this case, the AS does not have a verified identity of the user. The AS shall check the From header field of the initial or standalone request. If the From header field value in the initial or standalone request is set to "Anonymous" as specified in RFC 3261 [26], then the user and the request are considered as anonymous and no further actions are required. If the From header field value does not indicate anonymity, then the AS shall challenge the user by issuing a 401 (Unauthorized) response including a challenge as per procedures described in RFC 3261 [26]; and
c)
if the request includes a P-Served-User header field, based on the content of this header field, verify that this UE performing the functions of an external attached network operating in static mode is a valid user and insert a P-Asserted-Identity header field identifying the enterprise user.
When the AS receives a SIP initial or standalone request that contains credentials but it does not contain a P-Asserted-Identity header field the AS shall check the correctness of the credentials as follows:
a)
If the credentials are correct, then the AS shall consider the identity of the user verified, and the AS shall consider the request as authenticated;
b)
If the credentials are not correct, the AS may either rechallenge the user by issuing a 401 (Unauthorized) response including a challenge as per procedures described in RFC 3261 [26] (up to a predetermined maximum number of times predefined in the AS configuration data), or consider the user as anonymous. If the user is considered anonymous, the AS shall consider the request as authenticated.
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Figure 5-1: User identity verification flow at the AS

next change

5.7.1.X
Support of IMS Business Trunking for static mode of operation
For a terminating request, the AS supporting IMS Business Trunking for static mode of operation shall identify the particular UE performing the functions of an external attached network operating in static mode the enterprise user belongs to, and also the P-CSCF(s) or the IBCF(s) serving the UE performing the functions of an external attached network operating in static mode, and shall forward the INVITE request towards the UE performing the functions of an external attached network operating in static mode. Therefore, the AS supporting IMS Business Trunking for static mode of operation shall create a route to the UE performing the functions of an external attached network operating in static mode by adding the routing information to the UE performing the functions of an external attached network operating in static mode in a Route header field. 
NOTE 1:
The routing information for the UE performing the functions of an external attached network operating in static mode needs to be provisioned in the UE performing the functions of an external attached network operating in static mode’s profile  in the AS supporting IMS Business Trunking for static mode of operation. This information contains, dependent on the chosen deployment method, either the S-CSCF or Transit Function, the P-CSCF or IBCF and the UE performing the functions of an external attached network operating in static mode.
NOTE 2:
Inserting the route to the UE performing the functions of an external attached network operating in static mode in a Route header field will not allow to trigger any AS after the AS supporting IMS Business Trunking. Hence this AS has to be last in the chain of iFCs.
Editor’s note: [BusTI-CT, CR 4698] It is FFS whether in certain scenarios another AS needs to be the last AS to be triggered (e.g. the SCC AS) in order to allow all desired services.
end of changes
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