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***** Next change *****
5.2.8.1.2
Release of an existing session

Upon:

1)
receipt of an indication that the radio/bearer resources are no longer available for a media negotiated in a session (e.g. an Rx interface message from PCRF) and if, within an operator defined time after the reception this indication, the P-CSCF does not receive:
-
a SIP message removing the media for which resources are no longer available; and
-
a SIP message with the same SDP as the last SDP signaled in this session;

2)
receipt of an indication that the signalling bearer is no longer available (e.g. an Rx interface message from PCRF); or
3)
detecting that the SDP offer conveyed in a SIP response contained parameters which are not allowed according to the local policy (as specified in the subclause 6.2);

the P-CSCF shall release the respective dialog by applying the following steps:

1)
if the P-CSCF serves the calling user of the session, then the P-CSCF shall generate a BYE request destined for the called user based on the information saved for the related dialog, including:

-
a Request-URI, set to the stored Contact header field provided by the called user;

-
a To header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a From header field, set to the From header field value as received in the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the calling to the called user, incremented by one;

-
a Route header field, set to the routeing information towards the called user as stored for the dialog;

-
a Reason header field that contains:

-
a 503 (Service Unavailable) response code, if radio/bearer interface resources are no longer available; or
-
a 503 (Service Unavailable) response code, if the signalling bearer is no longer available; or
-
a 488 (Not Acceptable Here) response code, if a SDP offer conveyed in a SIP response contained parameters which are not allowed according to the local policy;

-
further header fields, based on local policy; and
-
send the generated BYE requests towards the called user;
2)
if the P-CSCF serves the calling user of the session and upon detecting that the SDP offer conveyed in a SIP response contained parameters which are not allowed according to the local policy (as specified in the subclause 6.2), then the P-CSCF shall generate an additional BYE request destined for the calling user based on the information saved for the related dialog, including:

-
a Request-URI, set to a contact address obtained from the stored Contact header field if provided by the calling user. If the stored Contact header field contains either a public or a temporary GRUU, the P-CSCF shall set the Request-URI either to:

a)
the stored UE IP address and the UE port associated with the respective GRUU, if the stored Contact header field contains either a public or a temporary GRUU and the bidirectional flow as defined in RFC 5626 [92] is not used for this session; or

b)
the UE IP address and UE port associated with the bidirectional flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92];

-
a To header field, set to the From header field value as received in the initial INVITE request;

-
a From header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the called to the calling user, incremented by one;

-
a Route header field, set to the routeing information towards the calling user as stored for the dialog;

-
a Reason header field that contains a 488 (Not Acceptable Here) response code;
-
further header fields, based on local policy; and

-
send the BYE request either:

a)
to the contact address indicated in the Request-URI, if the dialog being released did not use the bidirectional flow to send the requests to the UE as defined in RFC 5626 [92]; or
b)
over the same flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92];
3)
If the P-CSCF serves the called user of the session, then the P-CSCF shall generate a BYE request destined for the calling user based on the information saved for the related dialog, including:

-
a Request-URI, set to the stored Contact header field provided by the calling user;

-
a To header field, set to the From header field value as received in the initial INVITE request;

-
a From header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the called to the calling user, incremented by one;

-
a Route header field, set to the routeing information towards the calling user as stored for the dialog;

-
a Reason header field that contains:

-
a 503 (Service Unavailable) response code, if radio/bearer interface resources are no longer available; or
-
a 488 (Not Acceptable Here) response code, if SDP payload contained parameters which are not allowed according to the local policy;
-
further header fields, based on local policy; and

-
send the generated BYE requests towards the calling user;
4)
if the P-CSCF serves the called user of the session and upon detecting that the SDP offer conveyed in a SIP response contained parameters which are not allowed according to the local policy (as specified in the subclause 6.2), then the P-CSCF shall generate an additional BYE request destined for the called user based on the information saved for the related dialog, including:

-
a Request-URI, set to a contact address obtained from the stored Contact header field if provided by the called user. If the stored Contact header field contains either a public or a temporary GRUU, the P-CSCF shall set the Request-URI either to:

a)
the stored UE IP address and the UE port associated with the respective GRUU, if the stored Contact header field contains either a public or a temporary GRUU and the bidirectional flow as defined in RFC 5626 [92] is not used for this session; or

b)
the UE IP address and the UE port associated with the bidirectional flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92];

-
a To header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a From header field, set to the From header field value as received in the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the calling to the called user, incremented by one;

-
a Route header field, set to the routeing information towards the called user as stored for the dialog;

-
a Reason header field that contains a 488 (Not Acceptable Here) response code;

-
further header fields, based on local policy; and

-
send the BYE request either:

a)
to the contact address indicated in the Request-URI, if the dialog being released did not use t the bidirectional flow to send the requests to the UE as defined in RFC 5626 [92]; or
b)
over the same flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92].
Upon receipt of the 2xx responses for the BYE requests, the P-CSCF shall delete all information related to the dialog and the related multimedia session.
***** Next change *****
6.1.1
General

The "integration of resource management and SIP" extension is hereafter in this subclause referred to as "the precondition mechanism" and is defined in RFC 3312 [30] as updated by RFC 4032 [64].
In order to authorize the media streams, the P-CSCF and S-CSCF have to be able to inspect SDP message bodies. Hence, the UE shall not encrypt SDP message bodies.

During the session establishment procedure, and during session modification procedures, SIP messages shall only contain an SDP message body if that is intended to modify the session description, or when the SDP message body is included in the message because of SIP rules described in RFC 3261 [26].
NOTE 1:
A codec can have multiple payload type numbers associated with it.
In order to support accurate bandwidth calculations, the UE may include the "a=ptime" attribute for all "audio" media lines as described in RFC 4566 [39]. If a UE receives an "audio" media line with "a=ptime" specified, the UE should transmit at the specified packetization rate. If a UE receives an "audio" media line which does not have "a=ptime" specified or the UE does not support the "a=ptime" attribute, the UE should transmit at the default codec packetization rate as defined in RFC 3551 [55A]. The UE will transmit consistent with the resources available from the network.

For "video" and "audio" media types that utilize the RTP/RTCP, the UE shall specify the proposed bandwidth for each media stream utilizing the "b=" media descriptor and the "AS" bandwidth modifier in the SDP.

For "video" and "audio" media types that utilize the RTP/RTCP, in addition to the "b=AS" parameter, the UE may specify the "b=TIAS", and "a=maxprate" parameters in accordance with RFC 3890 [152]. The value of the parameter shall be determined as described in RFC 3890 [152]. The value or absence of the "b=" parameter(s) may affect the assigned QoS which is defined in 3GPP TS 29.213 [13C].

If a UE receives a media line which contains both a=ptime and a=maxprate, the UE should use the a=maxprate value, if this attribute is supported.

If multiple codecs are specified on the media line, "a=maxprate" (or "a=ptime" if "a=maxprate" is not available or not supported) should be used to derive the packetization time used for all codecs specified on the media line. Given that not all codecs support identical ranges of packetization, the UE should ensure that the packetization derived by "a=maxprate" (or "a=ptime" if "a=maxprate" is not available or not supported) is a valid packetization time for each codec specified in the list.
If the media line in the SDP message body indicates the usage of RTP/RTCP, and if the UE is configured to request an RTCP bandwidth level for the session is different than the default RTCP bandwidth as specified in RFC 3556 [56], then in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 [56] to specify the required bandwidth allocation for RTCP. The bandwidth-value in the b=RS: and b=RR: lines may include transport overhead as described in subclause 6.1 of RFC 3890 [152].
For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in or 3GPP 29.213 [13C].

NOTE 2:
In a two-party session where both participants are active, the RTCP receiver reports are not sent, therefore, the RR bandwidth modifier will typically get the value of zero.

If an in-band DTMF codec is supported by the application associated with an audio media stream, then the UE shall include, in addition to the payload type numbers associated with the audio codecs for the media stream, a payload type number associated with the MIME subtype "telephone-event", to indicate support of in-band DTMF as described in RFC 4733 [23].
The UE shall inspect the SDP message body contained in any SIP request or response, looking for possible indications of grouping of media streams according to RFC 3524 [54] and perform the appropriate actions for IP-CAN bearer establishment for media according to IP-CAN specific procedures (see subclause B.2.2.5 for IP-CAN implemented using GPRS).

In case of UE initiated resource reservation and if the UE determines resource reservation is needed, the UE shall start reserving its local resources whenever it has sufficient information about the media streams, media authorization and used codecs available.

NOTE 3:
Based on this resource reservation can, in certain cases, be initiated immediately after the sending or receiving of the initial SDP offer.

In order to fulfil the QoS requirements of one or more media streams, the UE may re-use previously reserved resources. In this case the UE shall indicate as met the local preconditions related to the media stream, for which resources are re-used.

If the SDP is affected due to a rejected IP-CAN bearer or a released IP-CAN bearer then the UE shall:

1)
update the session according to RFC 3264 [27B] and set the ports of the media stream(s) for which IP-CAN resource was rejected or released to zero in the new SDP offer;
2)
release the session according to RFC 3261 [26];

3)
cancel the session setup or the session modification according to RFC 3261 [26]; or

4)
reject the session setup or the session modification according to RFC 3261 [26].

If the SDP is affected due to a modified IP-CAN bearer, and the desired QoS resources for one or more media streams are no longer available at the UE due to the modification, then the UE shall:

1)
update the session according to RFC 3264 [27B] and set the ports of the media stream(s) for which IP-CAN resource was modified to zero in the new SDP offer;
2)
release the session according to RFC 3261 [26];

3)
cancel the session setup or the session modification according to RFC 3261 [26];
4)
reject the session setup or the session modification according to RFC 3261 [26]; or

5)
send a SIP UPDATE or a reINVITE for the session according to RFC 3264 [27B] after the IP-CAN resources are re-established.

NOTE 4:
The UE can use one IP address for signalling (and specify it in the Contact header field) and different IP address(es) for media (and specify it in the "c=" parameter of the SDP).

If the UE wants to transport media streams with TCP and there are no specific alternative negotiation mechanisms defined for that particular application, then the UE shall support the procedures and the SDP rules specified in RFC 4145 [83].
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