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	Services like RCS (Rich Communication Suite) may use OPTIONS request for capability discovery 
For example, of the UE supports RCS-e services, anyone (e.g Call center,…)  can get relevant information about reachability of remote end users / capacities of remote end user terminal and to use these informations for spam, which may threaten RCS-e service adoption and success. Indeed, spamers may use the fact the UE is supporting some media like image share to present advertising informtion to the user..
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	Addition of a feature allowing to screen information contained in the 200 OK (OPTIONS) response so that to hide information on the UE capabilities for some OPTIONS sources.
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***** Next change *****
4.4b
Screening of 200 (OPTIONS) response content
Some services may use OPTIONS request to discover the UE capabilities. According to RFC 3261 [4], a UE receiving an OPTIONS request generates the same SIP response as if the request was an INVITE request. If a 200 (OK) response is sent, it will contain an SDP description of the UE media capabilities as well as a Contact header filed containing the supported media feature tags. This feature may be used by malicious entities to get relevant information about the reachability means and the capabilities of the user and, thus, to maliciously use this information; for spamming for example. 

Screening the content of the 200 (OK) response allows to avoid delivering some information on the UE (and therefore on the user) to certain originators of OPTIONS requests.
***** Next change *****
4.7.2.9.10
Screening of 200 (OPTIONS) response content
When an OPTIONS request is received, the AS shall:

1)
identify the served user as specified in 3GPP TS 24.229 [1];

2)
identify the originator of the OPTIONS request by the URI present in the P-Asserted-Identity header field of the request if present and otherwise by the URI present in the From header field of the request; and
3)
if screening is required, by configuration data, act as a routing B2BUA according to 3GPP TS 24.229 [1]. Then: 

-
Upon receipt of any response different from 200 (OK) response, the AS shall generate the same response according to the procedures for a routeing B2BUA specified in subclause 5.7.5.1 of 3GPP TS 24.229 [1].

-
Upon receipt of a 200 (OK) response, the AS shall generate a 200 (OK) response according to the procedures for a routeing B2BUA specified in subclause 5.7.5.1 of 3GPP TS 24.229 [1] without the information for which screening is required by the configuration data. 
NOTE 1:
The configuration data can be set the user or by the operator and can include the identity of the served user and/or the identity of the originator, How the user can configure the screening of its destined OPTIONS requests is out of the scope of this specification. Such configuration can for example be performed through a web portal.
NOTE 2:
Screening of UE capabilities from the 200 (OK) response to an OPTIONS request can cause the originator not to attempt a session using the screened capabilities. 
