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1
Introduction
For calls originating with a non-roaming user, an Operator Determined Barring (ODB) server in the originating home network identifies calls that are to be barred and rejects them. The originating home network is currently assumed to have all the information for rejecting calls in this case.
An open issue exists to meet the requirement that when the calling user is roaming and makes a call that turns out to be an address to be barred within the visited network. This discussion document addresses that issue.

2
Implementation in the CS domain

In the CS domain, where a user is roaming, and the call is destined for a destination in the visited country, their services are provided by the visited network with the home network never been traversed, and as a result the implementation of ODB is provided in the visited network, and the visited network is assumed to know the charged rate for visited network addresses. As such, premium rate numbers and other addresses to be barred can be barred in the visited network.
There are no requirements for barring special addresses in networks outside the home network and the visited network of the calling user.

3
Current proposals

Two mechanisms have been proposed for ODB handling where the calling user is roaming, and the destination address is one that is located in the visited country of the calling user, and is potentially to be barred:

1. the originating visited network, before it reaches the originating home network (and the ODB server located there), includes information about whether the address contained in the Request-URI could be one that falls into a barring category. For example, it consists of an indication of the form: "If this call, as identified by the Request-URI, is made in the visited country, then it will be a premium rate number". The implementation is assumed to be at either the P-CSCF or an IBCF in the originating visited network. The ODB server then bars the call.
2. the ODB server when reached includes an indication to be passed in the direction of the destination indication that if certain charging criteria are matched, then the call should be rejected. For example it consists of an indication of the form: "If this call would be charged by you as a premium rate number, then reject the call and do not route it onwards". The implementation needs to be in some entity in the terminating network, possibly a dedicated AS, which could be routed to with filter criteria matching this new indication. Where RAVEL scenarios apply, then the use case could also be implemented using the TRF in the originating visited network. As the rejection passes back through the ODB server, it could be logged there if some identifiable reason is included as to the cause of rejection.
Both mechanisms require interoperator agreements to deal with the visited network use cases. Existence of legacy networks which do not support the ODB solution selected, and also the possibility of different charging regimes, mean that making the solution mandatory for one side conveys no benefit.

4
Interworking with CS
For the second mechanism, where the call is terminated in the CS domain, there is no equivalent CS mode signalling to this, and therefore the ODB issues have to be resolved in the IMS before the CS domain is reached.

Our proposal in relation to this is to impose a restriction that calls subject to ODB should be routed within IMS (i.e. not be passed to the CS domain), until the ODB issues associated with that call are resolved. 

At the moment the only defined outside home country use case (confirmed in an LS by SA1) is the one where the call is routed to the visited country. Therefore, for this use case, this would result in the call being routed from the originating home network back to the network where the roaming user is, in order to locate an MGCF, rather than finding an MGCF in the home country. It would perform this action anyway if RAVEL was in place and enacted by the originating home network. Implementation of the service could then be in a BGCF, MGCF or TRF in the network of the visited network operator.
Where an agreement to support ODB does not exist with the terminating network, but where an agreement to support both RAVEL and ODB does exist with the calling visited network, adds the possibility that the home network could invoke RAVEL even if this was not explicitly indicated by the calling visited network.

In many ways we see these requirements as an advantage rather than as a constraint.

5
Other identified issues

5.1
Charging scenarios
Both mechanisms only work for charges that are accrued by the originating user. More complex charging scenarios involving charges accrued by the destination user or other entities are not covered, but are defined in 3GPP TS 22.115 subclause 4.3.1.1.
Caveats should probably be introduced into the ODB text specifying those charging constraints.

5.2
Enterprise networks

No discussions have occurred on how an overlay of business trunking could impact ODB. Concentrating on subscription-based business trunking, most scenarios will involve a fixed enterprise network, but nothing in the business trunking specifications prevents that enterprise being a roaming user. Any entity where the enterprise is located on a large moving object (think cruise ship) could fall into this class. This needs more study.
Further, a call as a hosted enterprise service could well originate from a roaming user, with the caller acting as an enterprise user. The Request-URI could well be in a private numbering plan. If the call is broken out of the enterprise network by the hosted enterprise server in the home network, then the first mechanism cannot deal with any charging policies of the home network, because it has no mechanism for recognising the private numbering plan.
6
Conclusion
This document addresses the open issues regarding the proposing second mechanism. Those issues have been resolved in this document. 

Further the second mechanism is readily extendible to scenarios involving other destination countries (other than the originating visited network) which have addresses to be barred, but which the first mechanism does not.
