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	Reason for change:
(

	IANA is in the process of registering  the 3GPP MIME types defined for XML schemas for 24.237 and 24.337. During the related expert review questions came up on a number of issues on the 24.337 MIME types. Additionally, based on CT1 internal discussions, some changes are needed to the registration templates. In order to shorten the registration process, it is proposed to address the commentes received on 24.337 MIME types immediately on the 24.237 MIME types as well.

The issues are on all of the MIME types:

Registration:> Encoding considerations : 7bit

IANA: This needs to be 8bit if utf-16 media types are not allowed and binary if they are.
Resolved:Based on recent discussions in CT1, the encoding should be "binary" for all XML schemas, as this allows for the most flexibility.
--------

Registration

> Security considerations :

> Same as general security considerations for application/xml as 

> specified in section 10 of IETF RFC 3023. In addition, this content 

> type provides a format for exchanging information in SIP, so the 

> security considerations from IETF RFC

> 3261 apply.

IANA comment:

This is useful information but not sufficient. Security considerations are supposed to:

(1) State whether or not the media type contains active or executable

    content. If the media type does contain executable content explain

    what measures have been taken to insure that it can be executed

    safely, e.g. a sandbox, safe operation set, signed content, etc.

(2) State whether or not the information contained in the media type

    needs privacy or integrity services.

(3) If the answer to (2) is yes, elaborate on any privacy or integrity

    services the media type itself provides.

If I'm reading the specification correctly, this media type is used as a container for three different things:

(1) A list of parameter state values to be provided

(2) Playback state parameter values

(3) A replication request.

Tampering with or providing invalid values for any of these could a variety of failure conditions, including but not limited to causing the playback operation to misbehave or fail. The security measures needed to provide appropriate protection should be noted.

Additionally, all of these seem to allow for essentially arbitrary content from other XML namespaces, which possibly could include active content. If that is true it needs to be noted.

(see summary of change below on how this is proposed to be resolved)

---

> Interoperability considerations :

This doesn't match what is in the document either.


(this needs further discussion within 3GPP and IANA)

 

	
	

	Summary of change:
(

	On the encoding issue:

indicate "binary".

On the security concerns it is proposed to add information reflecting:

- the information transported in the media type does not include active or executable content.

- the privacy and integrity protection of the parameter are ensured by the underlaying SIP/IMS/IUT security architecture which is necessary to provide the IUT service (see 3GPP TS 24.337 and 3GPP TS 24.229).

On the interoperability concerns it is not clear what the IANA comments are pointing at – further discussion in the meeting is needed.

These changes are proposed to be done for all XML Schemas defined in TS 24.237.

DIFFERENCES BETWEEN RELEASES

As more MIME types were introduced within different releases, the set of mirror CRs to which this CR belongs to, applies the following changes in the following manner:

· MSC server assisted mid-call feature from Rel-9 onwards

· state-and-event-info from Rel-10 onwards

· SRVCC enhancement from Rel-10 onwards

· CS to PS SRVCC information from Rel-11 onwards

· access transfer events from Rel-11



	
	

	Consequences if 
(

not approved:
	No IANA registration of these codepoints possible and therefore not possible to use the related (sub-)features at all, due to missing protocol elements.
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***** Change MSC Server assised mid-call feature*****
D.1.3
IANA registration template

Editor’s note: The MIME type "application/vnd.3gpp.mid-call+xml" as defined in this subclause is to be registered in the IANA registry for Application Media Types based upon the following template.

MIME media type name:

application

MIME subtype name:

vnd.3gpp.mid-call+xml

Required parameters: 

None

Optional parameters: 

"charset"
the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in IETF RFC 3023 [21].

Encoding considerations:

binary.
Security considerations: 

Same as general security considerations for application/xml as specified in section 10 of IETF RFC 3023 [21]. In addition, this content type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 [19] apply.

The information transported in this MIME media type does not include active or executable content.

Mechanisms for privacy and intregrity protection of protocol parameters exist and can be requested if desired. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS24.229 [7].

Interoperability considerations:

Same as interoperability considerations as specified in section 3.1 of IETF RFC 3023 [21].

Published specification: 

3GPP TS 24.237 "IP Multimedia Subsystem (IMS) Service Continuity", version 9.1.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media: 

Applications support the service continuity as described in the published specification.

Intended usage: 

COMMON

Additional information:

1.
Magic number(s): none

2.
File extension(s): none

3.
Macintosh file type code: none

4.
Object Identifiers: none
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