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	Reason for change:
(
	#Corresponding discussion paper(C1-130347) was presented before.

IMS dangling session where NW thinks that the session is still alive but the UE thinks that the session is already ended causes serious negative impact as it possibly leads to overcharging to the user. 

IMS dangling session can occur in following scenarios. 

-
Scenario1 : The UE sends BYE but the message was not delivered to the IMS due to loss of coverage.

-
Scenario2 : The UE sends BYE but the message was not delivered to the IMS due to some network problem

For scenario1, the EPC based solution can resolve the issue, where by eNodeB detecting and indicating the loss of coverage to EPC, PCRF can send session abort request to P-CSCF and effectively P-CSCF can realize that the session is ended. 

For scenario2, the session timer solution (RFC4028) can resolve the issue on one condition that UE has to support this extension. 
Excerption from section 5.2.7.2 in TS24.229

NOTE 1:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it. 
However, TS24.229 defines that the support of session timer extension is optional. This means there is still such case where operator may overcharge the user when the UE does not support the extension. 

Therefore, this proposes another way to avoid the overcharging for the case that UEs do not support the extension.

	
	

	Summary of change:
(
	If operator policy requires the AS to check whether a session is still alive the AS shall send an UPDATE request to the UE periodically.
Practically, keeping the session state updated depends on service logic where an operator may need to keep the session state for specific service more often than other; therefore, AS is chosen for facilitating such capability. 

The AS discard all information pertaining to the dialog, if the request to check whether the session is still alive as described in subcaluse 5.7.5.2.2 times out, upon reception of 408, or upon reception of 481. It is believe that no additional description needed to TS24.229 since it is stated in RFC3261.

The UE responds with other than 408 or 481, or within transaction timer for the session to be alive. It is believe that no additional description needed to TS24.229 since it is stated in RFC3311 and RFC3261. 
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	When IMS dangling session happens, operator ends up overcharging the user.
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***** Next change *****
5.7.5.2.2
Subsequent requests

The AS may require the periodic refreshment of the session to avoid hung states in the AS, if:
-
the operator policy or service logic requires the AS to check whether the session is still alive; or
-
the AS detects that periodic refreshment specified in RFC4028[58] is not used for the session.
If the above conditions are met, the AS shall send an UPDATE request periodically that relates to an INVITE dialog to a served public user identity, applying the procedure described in subcaluse 5.7.3. The UPDATE request shall not contain SDP offer.
NOTE 1: The exact timing of sending the UPDATE request is left to network configuration.
NOTE 2: The AS can detect that periodic refreshment specified in RFC4028[58] is not used for the session upon receiving INVITE or UPDATE request and 2xx response to the INVITE or UPDATE request without Session-Expires header field.

