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****************** change 1 ******************

A.2.2
Key required to interpret signalling flows
The key to interpret signalling flows specified in 3GPP TS 24.228 [3] subclauses 4.1 and 4.2 applies with the additions specified below:

-
tel:+1-237-555-1111 represents the public user identity of SC UE A.

-
tel:+1-237-555-2222 represents the public user identity of UE B.

-
sip:sccas1.home1.net represents the Internet host of SCC AS.
-
sip:pstops.transfer@sccas1.home1.net represents the PS to PS STI.
- 
sip:domain.xfer@sccas.home1.net representing the static STI.

-
#### represents the contents in the headers are not shown and does not impact the implementation of the flows.
-
sip:home1.net represents the home network domain name of the SC UE A.
-
sip:additional.session.xfer@sccas.home1.net represents the additional transferred session SCC AS URI.
-
sip:additional.session.xfer.pscssrvcc@sccas.home1.net represents the additional transferred session SCC AS URI for PS to CS SRVCC.
-
tel:+1-237-888-9999
represents the STN-SR owned by ATCF.

-
sip:reg@atcf.visited2.net;lr represents the ATCF URI for originating requests.

-
sip:termsdgfdfwe@atcf.visited2.net represents the ATCF URI for terminating requests.

-
sip:atcf.visited2.net represents the ATCF management URI.

-
sip:sti-sr@atcf.visited2.net represents the STI-rSR owned by ATCF.

-
sip:AUT-STI1@sccas.home1.net represents the ATU-STI for PS to CS SRVCC.

-
sip:cs2ps@sccas1.home1.net represents the ATU-STI for  CS to PS SRVCC.
-
sip:termpdfjkghlj@msc123.visited2.net;lr represents the MSC URI for terminating requests.

-
sip:msc123.visited2.net represents the MSC management URI.
-
sip:eatf1.visit1.net represents the EATF URI.
-
sip:ecscf.visit1.net represents the E-CSCF URI.
Each signalling flow table contains descriptions for headers where the content of the header is new to that signalling flow, as is already performed in 3GPP TS 24.228 [3].

However, 3GPP TS 24.228 [3] includes extensive descriptions for the contents of various headers following each of the tables representing the contents of the signalling flows. Where the operation of the header is identical to that shown in 3GPP TS 24.228 [3], then such text is not reproduced in the present document. 

Additional text may also be found on the contents of headers within 3GPP TS 24.228 [3] in addition to the material shown in the present document.

In order to differentiate between messages for SIP and media, the notation in figure A.2-1 is used.
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Figure A.2-1: Signalling flow notation
****************** change 2 ******************

A.3.2
Signalling flows for multiple registration for service continuity
The signalling flows shown in figure A.3.2-1 gives an example when a UE connects to different IP-CAN respectively and performs multiple registrations. In this example the UE also supports the Controller UE procedures for IUT transfer. In this example the SCC AS receives the registration state information that it needs to implement SCC specific requirements from the third-party SIP REGISTER request.
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Figure A.3.2-1 Signalling flows for multiple registrations

1.
SIP REGISTER request (UE to P-CSCF#1)-See example in table A.3.2-1

UE sends the SIP REGISTER request via the IP-CAN#1.

NOTE 1:
For clarity, the unprotected SIP REGISTER request via the IP-CAN#1 is not shown in this example.
Table A.3.2-1SIP REGISTER request (UE to P-CSCF#1)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>; reg-id=1; +sip.instance="< urn:gsma:imei:90420156-025763-0 >";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";+g.3gpp.accesstype="cellular1";expires=600000
Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.home1.net", response="6629fae49393a05397450978507c4ef1"

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=2468; port-s=1357

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Require: sec-agree

Proxy-Require: sec-agree

CSeq: 2 REGISTER

Supported: path, outbound, gruu
Content-Length: 0

2.
SIP REGISTER request (P-CSCF#1 to I-CSCF)-See example in table A.3.2-2


After performing the DNS query, the P-CSCF#1 forwards the SIP REGISTER request towards I-CSCF. The P-CSCF adds a Path header field with a flow token and includes the 'ob' parameter

Table A.3.2-2 SIP REGISTER request (P-CSCF#1 to I-CSCF)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info:

Path: <sip:VskztcQ/S8p4WPbOnHbuyh5iJvJIW3ib@pcscf1.visited1.net;lr;ob>

Require: path

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"
From: 

To: 

Contact: 

Call-ID: 

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.home1.net", response="6629fae49393a05397450978507c4ef1", integrity-protected="yes"
CSeq: 

Supported:
Content-Length: 

3.
SIP REGISTER request (I-CSCF to S-CSCF)


The I-CSCF forwards the SIP REGISTER request to the S-CSCF.

4.
SIP 200 (OK) response (S-CSCF to I-CSCF)-See example in table A.3.2-4


The S-CSCF sends a SIP 200 (OK) response to the I-CSCF indicating that Registration was successful. AS the URI in the first Path header field has an "ob" URI parameter, it include a Require header field with the option-tag "outbound".
Table A.3.2-4: SIP 200 (OK) response (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Path: <sip:term@pcscf1.visited1.net;lr;ob>

Service-Route: <sip:orig@scscf1.home1.net;lr>

From: 

To: 
Call-ID: 

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;
pub-gruu=" sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6"
;temp-gruu="sip:tgruu.7hs==jd7vnzga5w7fajsc7-ajd6fabz0f8g5@example.com;gr"
;+sip.instance="< urn:gsma:imei:90420156-025763-0 >"+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";+g.3gpp.accesstype="cellular1"
;expires=600000
CSeq: 
Supported: path, outbound

Require: outbound

Date: Wed, 11 July 2001 08:49:37 GMT

P-Associated-URI: <sip:user1_public2@home1.net>, <sip:user1_public3@home1.net>, <sip:+1-212-555-1111@home1.net;user=phone>

Content-Length: 

5-6.
SIP 200 (OK) response (I-CSCF to UE)


The I-CSCF forwards the SIP 200 (OK) response to the UE via P-CSCF#1.

7.
SIP REGISTER request (S-CSCF to SCC AS)-See example in table A.3.2-7


After UE successfully registered in the IM CN subsystem, the S-CSCF sends a third party SIP REGISTER request to the SCC AS based on the initial filter criteria it received.
Table A.3.2-7: SIP REGISTER request (S-CSCF to SCC AS)

REGISTER sip: sccas.home1.net /2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG499ffhy

Max-Forwards: 70



From: <sip:scscf1.home1.net>; tag=538ya

To: <sip:user1_public1@home1.net>

Call-ID: 1asdaddlrfjflslj40a222
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Contact: <sip:scscf1.home1.net>; expires=600000

CSeq: 87 REGISTER

Content-Type: multipart/mixed;boundary="boundary1"

Content-Length: (…)
--boundary1
Content-Type: message/sip
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Path: <sip:VskztcQ/S8p4WPbOnHbuyh5iJvJIW3ib@pcscf1.visited1.net;lr;ob>

Require: path

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"
From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>; reg-id=1; +sip.instance="< urn:gsma:imei:90420156-025763-0>";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";+g.3gpp.accesstype="cellular1";expires=600000

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.home1.net", response="6629fae49393a05397450978507c4ef1"

CSeq: 2 REGISTER

Supported: path, outbound, gruu
Content-Length: 0

--boundary1
Content-Type: message/sip
SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Path: <sip:term@pcscf1.visited1.net;lr;ob>

Service-Route: <sip:orig@scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>;tag=3ec1
Call-ID: apb03a0s09dkjdfglkj49111

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;

pub-gruu="sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6"

;temp-gruu="sip:tgruu.7hs==jd7vnzga5w7fajsc7-ajd6fabz0f8g5@example.com;gr"

;+sip.instance="< urn:gsma:imei:90420156-025763-0>";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal"+g.3gpp.accesstype="cellular1"
;expires=600000

Supported: path, outbound

Require: outbound

Date: Wed, 11 July 2001 08:49:37 GMT

P-Associated-URI: <sip:user1_public2@home1.net>, <sip:user1_public3@home1.net>, <sip:+1-212-555-1111@home1.net;user=phone>

CSeq: 2 REGISTER

Content-Length: 0

--boundary1--
8.
SIP 200 OK response (SCC AS to S-CSCF)


The SCC AS generates the SIP 200 (OK) response to the third party SIP REGISTER request. 

9.
UE connects to a new IP-CAN

The UE connects to a new IP-CAN and will perform the registration via the new IP-CAN.

10.
SIP REGISTER request (UE to P-CSCF#2)- See example in table A.3.2-10

UE sends the unprotected SIP REGISTER request via the new IP-CAN to P-CSCF+2 which in this example is a different one with previous registration.
Table A.3.2-10: SIP REGISTER request (UE to P-CSCF#2)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8

Max-Forwards: 70

P-Access-Network-Info: IEEE-802.11b
From: <sip:user1_public1@home1.net>;tag=2hiue
To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:eee];comp=sigcomp>; reg-id=2;
+sip.instance="< urn:gsma:imei:90420156-025763-0>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";+g.3gpp.accesstype="wlan2";expires=600000

Call-ID: E05133BD26DD

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:registrar.home1.net", response=""

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=1234; port-s=5678
Require: sec-agree

Proxy-Require: sec-agree 

CSeq: 1 REGISTER

Supported: path, outbound, gruu
Content-Length: 0

11-12.
SIP REGISTER request (P-CSCF#2 to S-CSCF)

The P-CSCF forwards the SIP REGISTER request towards S-CSCF via I-CSCF. Likewise in message #2, P-CSCF#2 adds a Path header field with flow token and 'ob' parameter.

13-15.
SIP 401 (Unauthorized) response (S-CSCF to UE)

The authentication challenge is sent in the SIP 401 (Unauthorized) response towards the UE.
16-18.
SIP REGISTER request (UE to S-CSCF)

The UE sends the protected SIP REGISTER request towards S-CSCF using contact#2.
19-21.
SIP 200 (OK) response (S-CSCF to UE)

The S-CSCF sends a SIP 200 (OK) response towards the UE indicating that registration was successful.

22.
SIP REGISTER request (S-CSCF to SCC AS)

The S-CSCF sends a third party SIP REGISTER request to the SCC AS based on the initial filter criteria it received.
Table A.3.2-22: SIP REGISTER request (S-CSCF to SCC AS)

REGISTER sip: sccas.home1.net /2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG499ffhy

Max-Forwards: 70
From: <sip:scscf1.home1.net>; tag=538ya
To: <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b
Call-ID: 1asdaddlrfjflslj40a222
Contact: <sip:scscf1.home1.net>; expires=600000

CSeq: 87 REGISTER

Content-Type: multipart/mixed;boundary="boundary1"

Content-Length: (…)

--boundary1
Content-Type: message/sip
REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69
P-Access-Network-Info: IEEE-802.11b
Path: <sip:VskztcQ/S8p4WPbOnHbuyh5iJvJIW3ib@pcscf1.visited1.net;lr;ob>

Require: path

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"
From: <sip:user1_public1@home1.net>;tag=2hiue
To: <sip:user1_public1@home1.net>
Contact: <sip:[5555::aaa:bbb:ccc:eee];comp=sigcomp>;reg-id=2;+sip.instance="< urn:gsma:imei:90420156-025763-0>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";+g.3gpp.accesstype ="wlan2";expires=600000
Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.home1.net", response="6629fae49393a05397450978507c4ef1"

CSeq: 3 REGISTER

Supported: path, outbound, gruu
Content-Length: 0

--boundary1
Content-Type: message/sip
SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Path: <sip:term@pcscf1.visited1.net;lr;ob>

Service-Route: <sip:orig@scscf1.home1.net;lr>
From: <sip:user1_public1@home1.net>;tag=2hiue
To: <sip:user1_public1@home1.net>;tag=2da87

Call-ID: apb03a0s09dkjdfglkj49111
Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;

pub-gruu="sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6"

;temp-gruu="sip:tgruu.7hs==jd7vnzga5w7fajsc7-ajd6fabz0f8g5@example.com;gr"

;+sip.instance="<urn:gsma:imei:90420156-025763-0>";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";+g.3gpp.accesstype="wlan2"
;expires=600000

Supported: path, outbound

Require: outbound

Date: Wed, 11 July 2001 08:49:37 GMT

P-Associated-URI: <sip:user1_public2@home1.net>, <sip:user1_public3@home1.net>, <sip:+1-212-555-1111@home1.net;user=phone>

CSeq: 3 REGISTER

Content-Length: 0

--boundary1--
23.
SIP 200 (OK) response (SCC AS to S-CSCF)


The SCC AS generates the SIP 200 (OK) response to the third-party SIP REGISTER request.
****************** change 3 ******************

A.3.3
Signalling flows for registration with SRVCC enhancements

The signalling flows shown in figure A.3.3-1 gives an example flow for UE registration when ATCF is invoked.
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Figure A.3.3-1 registration with SRVCC enhancements

1.
SIP REGISTER request (UE to P-CSCF) - see example in table A.3.3-1

UE sends the unprotected SIP REGISTER request to P-CSCF.

Table A.3.3-1: SIP REGISTER request (UE to P-CSCF)

REGISTER sip:home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>;tag=2hiue

To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:eee];comp=sigcomp>;+sip.instance="<urn:gsma:imei:90420156-025763-0>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Call-ID: E05133BD26DD

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:home1.net", response=""

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=1234; port-s=5678

Require: sec-agree

Proxy-Require: sec-agree 

CSeq: 1 REGISTER

Supported: path, gruu

Content-Length: 0

2.
SIP REGISTER request (P-CSCF to ATCF) - see example in table A.3.3-2

The P-CSCF forwards the SIP REGISTER request towards ATCF.

Table A.3.3-2: SIP REGISTER request (P-CSCF to ATCF)

REGISTER sip:home1.net SIP/2.0

Path:
 <sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:reg@atcf.visited2.net;lr>

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="12345"

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Max-Forwards: 69

P-Access-Network-Info: 

From: 

To: 

Contact: 
Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 


Route:
ATCF URI for originating requests (as configured in P-CSCF).
3.-4.
SIP REGISTER request (ATCF towards S-CSCF) - see example in table A.3.3-3

The ATCF decides to include itself for sessions created using this registration and forwards the SIP REGISTER request along the Route header fields.

Table A.3.3-3: SIP REGISTER request (ATCF towards S-CSCF)

REGISTER sip:home1.net SIP/2.0
Feature-Caps: *;+g.3gpp.atcf="<tel:+1-237-888-9999>"; +g.3gpp.atcf-mgmt-uri = "<sip:atcf.visited2.net>";+g.3gpp.atcf-path="<sip:termsdgfdfwe@atcf.visited2.net>";+g.3gpp.mid-call;+g.3gpp.srvcc-alerting
Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:icscf.home1.net;lr>

P-Visited-Network-ID: 

P-Charging-Vector: 

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Contact: 
Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 


Path:
ATCF URI for terminating requests followed by P-CSCF URI for terminating requests. ATCF URI for terminating requests uniquely identifies registration path (or registration flow, if multiple registration mechanism is used).

Feature-Caps:
The header field contains:

-
g.3gpp.atcf feature-capability indicator indicating that the ATCF role is supported by this URI;

-
g.3gpp.atcf-mgmt-uri feature-capability indicator indicating the management URI of the ATCF for receiving SIP MESSAGE requests containing SRVCC related information and the g.3gpp.atcf-path feature-capability indicator. The value of the g.3gpp.atcf feature-capability indicator contains the STN-SR allocated by ATCF. The value of the g.3gpp.atcf-mgmt-uri feature-capability indicator contains the ATCF management URI. The value of the g.3gpp.atcf-path feature-capability indicator is the ATCF URI for terminating requests;

-
g.3gpp.mid-call indicating that all MSC servers, which can be involved in the SRVCC procedures and which are in the same network as the ATCF, support the MSC server assisted mid-call feature; and
-
g.3gpp.srvcc-alerting indicating that all MSC servers, which can be involved in the SRVCC procedures and which are in the same network as the ATCF, support the SRVCC for calls in alerting phase.

Route:
URI of the entry point of the home network of the UE.
5-8.
SIP 401 (Unauthorized) response (S-CSCF to UE)

The authentication challenge is sent in the SIP 401 (Unauthorized) response towards the UE.

9.
SIP REGISTER request (UE to P-CSCF) - see example in table A.3.3-9

UE sends the protected SIP REGISTER request to P-CSCF.

Table A.3.3-9: SIP REGISTER request (UE to P-CSCF)

REGISTER sip:home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8

Max-Forwards: 70

P-Access-Network-Info: 

From: 

To: 

Contact: 
Call-ID: 

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:home1.net", response="6629fae49393a05397450978507c4ef1"

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=1234; port-s=5678

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Require: 

Proxy-Require: 

CSeq: 2 REGISTER

Supported: 

Content-Length: 

10.
SIP REGISTER request (P-CSCF to ATCF) - see example in table A.3.3-10

The P-CSCF forwards the SIP REGISTER request towards ATCF.

Table A.3.3-10: SIP REGISTER request (P-CSCF to ATCF)

REGISTER sip:home1.net SIP/2.0

Path:
 <sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:reg@atcf.visited2.net;lr>

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="12345"

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Max-Forwards: 69

P-Access-Network-Info: 

From: 

To: 

Contact: 
Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 


Route:
ATCF URI for originating requests (as configured in P-CSCF).
11-12.
SIP REGISTER request (ATCF towards S-CSCF) - see example in table A.3.3-11

The ATCF decides to include itself for sessions created using this registration and forwards the SIP REGISTER request.

Table A.3.3-11: SIP REGISTER request (ATCF towards S-CSCF)

REGISTER sip:home1.net SIP/2.0
Feature-Caps: *;+g.3gpp.atcf="<tel:+1-237-888-9999>" ;+g.3gpp.atcf-mgmt-uri= "<sip:atcf.visited2.net>";+g.3gpp.atcf-path="<sip:termsdgfdfwe@atcf.visited2.net>";+g.3gpp.mid-call;+g.3gpp.srvcc-alerting
Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:icscf.home1.net;lr>
P-Visited-Network-ID: 

P-Charging-Vector: 

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Contact: 
Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 


Path:
ATCF URI for terminating requests followed by P-CSCF URI for terminating requests. ATCF URI for terminating requests uniquely identifies registration path (or registration flow, if multiple registration mechanism is used). 

Feature-Caps:
The header field contains 
-
g.3gpp.atcf feature-capability indicator indicating that the ATCF role is supported by this URI;

-
g.3gpp.atcf-mgmt-uri feature-capability indicator indicating the management URI of the ATCF for receiving SIP MESSAGE requests containing SRVCC related information and the g.3gpp.atcf-path feature-capability indicator. The value of the g.3gpp.atcf feature-capability indicator contains the STN-SR allocated by ATCF. The value of the g.3gpp.atcf-mgmt-uri feature-capability indicator contains the ATCF  management URI. The value of the g.3gpp.atcf-path feature-capability indicator is the ATCF URI for terminating requests.
-
g.3gpp.mid-call indicating that all MSC servers, which can be involved in the SRVCC procedures and which are in the same network as the ATCF, support the MSC server assisted mid-call feature.
-
g.3gpp.srvcc-alerting indicating that all MSC servers, which can be involved in the SRVCC procedures and which are in the same network as the ATCF, support the SRVCC for calls in alerting phase.

Route:
URI of the entry point of the home network of the UE.
13.-14.
SIP 200 (OK) response (S-CSCF to ATCF)

The S-CSCF sends a SIP 200 (OK) response towards the UE indicating that registration was successful.

15.-16.
SIP 200 (OK) response (ATCF to UE)

The ATCF sends a SIP 200 (OK) response towards the UE indicating that registration was successful.

Table A.3.3-15: 200 OK response to the REGISTER request (ATCF towards UE)

SIP/2.0 200 OK

Feature-Caps: *;+g.3gpp.atcf="<tel:+1-237-888-9999>"

Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Service-Route: <sip:orig@scscf1.home1.net;lr>

P-Charging-Vector: 

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Max-Forwards: 66

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Supported: 

Content-Length: 


Feature-Caps:
The header field contains g.3gpp.atcf feature-capability indicator indicating that the ATCF role is supported. 

17.
SIP REGISTER request (S-CSCF to SCC AS) - see example in table A.3.3-17

The S-CSCF sends a third party SIP REGISTER request to the SCC AS based on the initial filter criteria it received.

Table A.3.3-17: SIP REGISTER request (S-CSCF to SCC AS)

REGISTER sip: sccas.home1.net /2.0

Via: SIP/2.0/TCP scscf1.home1.net;branch=z9hG499ffhy

Max-Forwards: 70
From: <sip:scscf1.home1.net>; tag=538ya
To: <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Call-ID: 1asdaddlrfjflslj40a222

Contact: <sip:scscf1.home1.net>; expires=600000

CSeq: 87 REGISTER

Content-Type: multipart/mixed;boundary="boundary1"

Content-Length: (…)

--boundary1
Content-Type: message/sip
REGISTER sip:home1.net SIP/2.0

Feature-Caps: *;+g.3gpp.atcf="<tel:+1-237-888-9999>" ;+g.3gpp.atcf-mgmt-uri= "<sip:atcf.visited2.net>";+g.3gpp.atcf-path="<sip:termsdgfdfwe@atcf.visited2.net>";+g.3gpp.mid-call;+g.3gpp.srvcc-alerting
Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi="12345"

Via: SIP/2.0/UDP icscf.visited2.net:5060;branch=z9hG4bKnas8866; SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Max-Forwards: 66

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>;tag=2hiue
To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:eee];comp=sigcomp>;+sip.instance="<urn:gsma:imei:90420156-025763-0>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Call-ID: E05133BD26DD

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:home1.net", response=""

Require: sec-agree
Proxy-Require: sec-agree
CSeq: 2 REGISTER
Supported: path, gruu

Content-Length: 0

--boundary1
Content-Type: message/sip
SIP/2.0 200 OK

Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Via: SIP/2.0/UDP icscf.visited2.net:5060;branch=z9hG4bKnas8866; SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Service-Route: <sip:orig@scscf1.home1.net;lr>

From: <sip:user1_public1@home1.net>;tag=2hiue

To: <sip:user1_public1@home1.net>;tag=2da87

Call-ID: E05133BD26DD

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;+sip.instance="<urn:gsma:imei:90420156-025763-0>";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

 ;pub-gruu="sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6"

 ;temp-gruu="sip:tgruu.7hs==jd7vnzga5w7fajsc7-ajd6fabz0f8g5@example.com;gr";expires=600000

Supported: path, gruu

P-Associated-URI: <sip:user1_public2@home1.net>, <sip:user1_public3@home1.net>, <sip:+1-212-555-1111@home1.net;user=phone>

CSeq: 2 REGISTER

Content-Length: 0

--boundary1--
18.
SIP 200 (OK) response (SCC AS to S-CSCF)


The SCC AS generates the SIP 200 (OK) response to the third-party SIP REGISTER request.

19.-20.
SIP MESSAGE request with SRVCC related information (SCC AS to ATCF)


The SCC AS sends the SIP MESSAGE request with SRVCC related information towards the ATCF serving the registered UE.
Table A.3.3-19: SIP MESSAGE request (SCC AS towards ATCF)

MESSAGE sip:atcf.visited2.net SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net:5060;branch=z9hG4bKnas588339

Max-Forwards: 70

From: <sip:sccas1.home1.net>;tag=aassd
To: sip:atcf.visited2.net
Call-ID: sdvasdfgfasdf

CSeq: 56561 MESSAGE

Content-Length: ...

P-Asserted-Identity: sip:sccas1.home1.net
Content-Type: application/vnd.3gpp.SRVCC-info+xml
<?xml version="1.0" encoding="UTF-8"?>

<SRVCC-infos>

  <SRVCC-info ATCF-Path-URI="sip:termsdgfdfwe@atcf.visited2.net">

    <ATU-STI>sip:sccas1.home1.net</ATU-STI>

    <C-MSISDN>tel:+1-237-555-1111</C-MSISDN>

  </SRVCC-info>

</SRVCC-infos>


Request-URI:
ATCF  management URI

P-Asserted-Service:
SCC AS URI


body:
SRVCC related information
21.-22.
SIP 200 (OK) response (ATCF to SCC AS)


The ATCF generates the SIP 200 (OK) response to the SIP MESSAGE request.

23.
Store STN-SR in HSS (SCC AS to HSS)


SCC AS provides the received STN-SR into the HSS to replace the STN-SR pointing to the SCC AS or the previously stored STN-SR pointing to other ATCF.
NOTE:
step 23 can be started in parallel to step 19.
24.
Notify MME that STN-SR was changed (HSS to MME)


HSS provides the STN-SR to the MME because of the change of the subscription data.

****************** change 4 ******************

A.3.4
Signalling flows for registration with SRVCC enhancements from UE supporting CS to PS SRVCC

The signalling flows shown in figure A.3.4-1 gives an example flow for UE registration when ATCF is invoked. UE and ATCF are also enhanced for CS to PS SRVCC.
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Figure A.3.4-1 registration with CS to PS SRVCC enhancements

1.
SIP REGISTER request (UE to P-CSCF) - see example in table A.3.4-1


UE sends the unprotected SIP REGISTER request to P-CSCF.

Table A.3.4-1: SIP REGISTER request (UE to P-CSCF)

REGISTER sip:home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnasiuen8

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>;tag=2hiue

To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:5432;comp=sigcomp>;+sip.instance="<urn:gsma:imei:90420156-025763-0>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.cs2ps-srvcc;+g.3gpp.cs2ps-srvcc-alerting
Call-ID: E05133BD26DD

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce="", uri="sip:home1.net", response=""

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=1234; port-s=5678

Require: sec-agree

Proxy-Require: sec-agree 

CSeq: 1 REGISTER

Supported: path, gruu

Content-Length: 0
Contact header field:
media feature tag g.3gpp.cs2ps-srvcc indicates support of the CS to PS SRVCC in the UE; and media feature tag +g.3gpp.cs2ps-srvcc-alerting indicates support of the CS to PS SRVCC in alerting phase in the UE.
2.
SIP REGISTER request (P-CSCF to ATCF) - see example in table A.3.4-2


The P-CSCF forwards the SIP REGISTER request towards ATCF.

Table A.3.4-2: SIP REGISTER request (P-CSCF to ATCF)

REGISTER sip:home1.net SIP/2.0

Path:
 <sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:reg@atcf.visited2.net;lr>, <sip:icscf.home1.net;lr>

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: ####

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:ddd

Max-Forwards: 69

P-Access-Network-Info: 

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 

Route:
ATCF URI for originating requests (as configured in P-CSCF) followed by URI of the entry point of the home network of the UE.
3.-4.
SIP REGISTER request (ATCF towards S-CSCF) - see example in table A.3.4-3


The ATCF decides to include itself for sessions created using this registration and forwards the SIP REGISTER request along the Route header fields.

Table A.3.4-3: SIP REGISTER request (ATCF towards S-CSCF)

REGISTER sip:home1.net SIP/2.0

Feature-Caps: *;+g.3gpp.atcf="<tel:+1-237-888-9999>"; +g.3gpp.atcf-mgmt-uri= "<sip:atcf.visited2.net>";+g.3gpp.atcf-path="<sip:termsdgfdfwe@atcf.visited2.net>"; +g.3gpp.cs2ps-srvcc="<sip:sti-sr@atcf.visited2.net>"

Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:icscf.home1.net;lr>

P-Visited-Network-ID: 

P-Charging-Vector: 

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:ddd

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 

Path:
ATCF URI for terminating requests followed by P-CSCF URI for terminating requests. ATCF URI for terminating requests uniquely identifies registration (or registration flow, if multiple registration mechanism is used). 

Feature-Caps:
The header field contains:


-
g.3gpp.atcf feature-capability indicator with value containing the STN-SR allocated by ATCF; 

-
g.3gpp.atcf-mgmt-uri feature-capability indicator with value containing the ATCF management URI;


-
g.3gpp.atcf-path feature-capability indicator with value containing the ATCF URI for terminating requests; and

-
g.3gpp.cs2ps-srvcc feature-capability indicator with value containing the STI-rSR allocated by ATCF.

Route:
URI of the entry point of the home network of the UE.
5-8.
SIP 401 (Unauthorized) response (S-CSCF to UE)


The authentication challenge is sent in the SIP 401 (Unauthorized) response towards the UE.

9.
SIP REGISTER request (UE to P-CSCF) - see example in table A.3.4-9


UE sends the protected SIP REGISTER request to P-CSCF.

Table A.3.4-9: SIP REGISTER request (UE to P-CSCF)

REGISTER sip:home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnasiuen8

Max-Forwards: 70

P-Access-Network-Info: 

From: 

To: 

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:5432;comp=sigcomp>;+sip.instance="<urn:gsma:imei:90420156-025763-0>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.cs2ps-srvcc;+g.3gpp.cs2ps-srvcc-alerting
Call-ID: 

Authorization: Digest username="user1_private@home1.net", realm="registrar.home1.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:home1.net", response="6629fae49393a05397450978507c4ef1"

Security-Client: ipsec-3gpp; alg=hmac-sha-1-96; spi-c=23456789; spi-s=12345678; port-c=1234; port-s=5678

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Require: 

Proxy-Require: 

CSeq: 2 REGISTER

Supported: 

Content-Length: 0

Contact header field:
media feature tag g.3gpp.cs2ps-srvcc indicates support of the CS to PS SRVCC in the UE; and media feature tag +g.3gpp.cs2ps-srvcc-alerting indicates support of the CS to PS SRVCC in alerting phase in the UE. 
10.
SIP REGISTER request (P-CSCF to ATCF) - see example in table A.3.4-10


The P-CSCF forwards the SIP REGISTER request towards ATCF.

Table A.3.4-10: SIP REGISTER request (P-CSCF to ATCF)

REGISTER sip:home1.net SIP/2.0

Path:
 <sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:reg@atcf.visited2.net;lr>, <sip:icscf.home1.net;lr>

P-Visited-Network-ID: "Visited Network Number 1"

P-Charging-Vector: ####

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:ddd

Max-Forwards: 69

P-Access-Network-Info: 

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 

Route:
ATCF URI for originating requests (as configured in P-CSCF) followed by URI of the entry point of the home network of the UE.
11-12.
SIP REGISTER request (ATCF towards S-CSCF) - see example in table A.3.4-11


The ATCF decides to include itself for sessions created using this registration and forwards the SIP REGISTER request.

Table A.3.4-11: SIP REGISTER request (ATCF towards S-CSCF)

REGISTER sip:home1.net SIP/2.0

Feature-Caps: *;+g.3gpp.atcf="<tel:+1-237-888-9999>"; +g.3gpp.atcf-mgmt-uri= "<sip:atcf.visited2.net>";+g.3gpp.atcf-path="<sip:termsdgfdfwe@atcf.visited2.net>"; +g.3gpp.cs2ps-srvcc="<sip:sti-sr@atcf.visited2.net>"

Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Route: <sip:sdvfasdgf34t4@pcscf1.visited2.net:5080>

P-Visited-Network-ID: 

P-Charging-Vector: 

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:ddd

Max-Forwards: 68

P-Access-Network-Info: 

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

Require: 

Proxy-Require: 

CSeq: 

Supported: 

Content-Length: 

Path:
ATCF URI for terminating requests followed by P-CSCF URI for terminating requests. ATCF URI for terminating requests uniquely identifies registration (or registration flow, if multiple registration mechanism is used). 

Feature-Caps:
The header field contains:


-
g.3gpp.atcf feature-capability indicator with value containing the STN-SR allocated by ATCF;


-
 g.3gpp.atcf-mgmt-uri feature-capability indicator with value containing the ATCF management URI;


-
g.3gpp.atcf-path feature-capability indicator with value containing the ATCF URI for terminating requests; and

-
g.3gpp.cs2ps-srvcc feature-capability indicator with value containing the STI-rSR allocated by ATCF.

Route:
URI of the entry point of the home network of the UE.
13.-14.
SIP 200 (OK) response (S-CSCF towards ATCF)


The S-CSCF sends a SIP 200 (OK) response towards the UE indicating that registration was successful.

15.-16.
SIP 200 (OK) response (ATCF towards UE)- see example in table A.3.4-15


The ATCF sends a SIP 200 (OK) response towards the P-CSCF indicating that registration was successful.

Table A.3.4-15: 200 OK response to the REGISTER request (ATCF towards UE)

SIP/2.0 200 OK

Feature-Caps: *;+g.3gpp.atcf="<tel:+1-237-888-9999>";+g.3gpp.cs2ps-srvcc="<sip:sti-sr@atcf.visited2.net>"

Path:
 <sip:termsdgfdfwe@atcf.visited2.net>,<sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

Service-Route: <sip:orig@scscf1.home1.net;lr>

P-Charging-Vector: 

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas5889; SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:eee];comp=sigcomp;branch=z9hG4bKnasiuen8;rport=5060;received=5555::aaa:bbb:ccc:eee

Max-Forwards: 66

From: 

To: 

Contact: 

Call-ID: 

Authorization: 

CSeq: 

Supported: 

Content-Length: 

Feature-Caps:
The header field contains:


-
g.3gpp.atcf feature-capability indicator with value containing the STN-SR allocated by ATCF; and


-
g.3gpp.cs2ps-srvcc feature-capability indicator with value containing the STI-rSR allocated by ATCF.

17.
SIP REGISTER request (S-CSCF to SCC AS)


The S-CSCF sends a third party SIP REGISTER request to the SCC AS based on the initial filter criteria it received.

18.
SIP 200 (OK) response (SCC AS to S-CSCF)


The SCC AS generates the SIP 200 (OK) response to the third-party SIP REGISTER request.

19.-20.
SIP MESSAGE request with SRVCC related information (SCC AS towards ATCF) - see example in table A.3.4-19


The SCC AS sends the SIP MESSAGE request with SRVCC related information towards the ATCF serving the registered UE.

Table A.3.4-19: SIP MESSAGE request (SCC AS towards ATCF)

MESSAGE sip:atcf.visited2.net SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net:5060;branch=z9hG4bKnas588339

Max-Forwards: 70

From: <sip:sccas1.home1.net>;tag=aassd

To: sip:atcf.visited2.net

Call-ID: sdvasdfgfasdf

CSeq: 56561 MESSAGE

Content-Length: ...

P-Asserted-Identity: sip:sccas1.home1.net

Content-Type: application/vnd.3gpp.SRVCC-info+xml

<?xml version="1.0"?>

<SRVCC-infos>

  <SRVCC-info ATCF-Path-URI="sip:termsdgfdfwe@atcf.visited2.net">

    <ATU-STI>sip:sccas1.home1.net</ATU-STI>

    <C-MSISDN>tel:+1-237-555-1111</C-MSISDN>

    <anyExt>
      <CS2PS-ATU-STI>sip:cs2ps@sccas1.home1.net</CS2PS-ATU-STI>

    </anyExt>
  </SRVCC-info>

</SRVCC-infos>

Request-URI:
ATCF management URI

P-Asserted-Identity:
SCC AS URI

body:
SRVCC related information. The CS2PS-ATU-STI element contains the ATU-STI to be used in CS to PS SRVCC.
21.-22.
SIP 200 (OK) response (ATCF towards SCC AS)


The ATCF generates the SIP 200 (OK) response to the SIP MESSAGE request.

23.
Store STN-SR in HSS (SCC AS to HSS)


SCC AS provides the received STN-SR into the HSS to replace the STN-SR pointing to the SCC AS or the previously stored STN-SR pointing to other ATCF.

NOTE:
step 23 can be started in parallel to step 19.

24.
Notify MME that STN-SR was changed (HSS to MME)


HSS provides the STN-SR to the MME because of the change of the subscription data.

25.-26.
SIP MESSAGE request with ATGW information for CS to PS SRVCC (ATCF towards UE) - see example in table A.3.4-25
Table A.3.4-25: SIP MESSAGE request (ATCF towards UE)

MESSAGE sip:[5555::aaa:bbb:ccc:ddd]:5432;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas66

Max-Forwards: 70

Route: <sip:aga2gfgf@pcscf1.visited2.net:5070;ob>

P-Asserted-Identity: sip:sti-sr@atcf.visited2.net

From: sip:sti-sr@atcf.visited2.net;tag=aaa5234

To: sip:[5555::aaa:bbb:ccc:ddd]:5432
Call-ID: asgag34t34543

CSeq: 1000034

Content-Type: 

Content-Length: (…)

Content-Disposition: render

P-Charging-Vector: ####

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 dfgrrgr.invalid 

t=0 0

m=audio 9 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Request-URI:
contact address of the UE
Route:
P-CSCF path header field
application/sdp MIME body:
SDP describing the set of media streams and codecs the ATGW wishes to use receive the media in session transferred in any later CS to PS SRVCC access transfer. The IP addresses and ports can contain any value as the ATGW IP address and port are selected during the later CS to PS SRVCC access transfer.

27.-28.
SIP 200 (OK) response (UE towards ATCF)


The UE generates the SIP 200 (OK) response to the SIP MESSAGE request.

29.
SIP MESSAGE request with UE information for CS to PS SRVCC (UE to P-CSCF) - see example in table A.3.4-29


The UE sends the SIP MESSAGE request with UE information for CS to PS SRVCC towards the ATCF.

Table A.3.4-29: SIP MESSAGE request (UE to P-CSCF)

MESSAGE sip:sti-sr@atcf.visited2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From: <sip:user1_public1@home1.net>;tag=171828

To: sip:sti-sr@atcf.visited2.net

Call-ID: cb03a0s09a2sdfglkj49033333 

CSeq: 56561 MESSAGE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

Content-Disposition: render

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Request-URI:
the STI-rSR allocated by ATCF received in message 16
application/sdp MIME body:
SDP describing the set of media streams and codecs the UE wishes to use, along with the IP addresses and ports the UE would like to use to receive the media in session transferred in any later CS to PS SRVCC access transfer. 

30.
SIP MESSAGE request with UE information for CS to PS SRVCC (P-CSCF to ATCF) - see example in table A.3.4-30

Table A.3.4-30: SIP MESSAGE request (P-CSCF to ATCF)

MESSAGE sip:sti-sr@atcf.visited2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas5656544, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 

Route: <sip:orig@atcf.visited2.net;lr>, <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: 

From: 

To: 

Call-ID: 

CSeq: 

Require: 

Supported: 

Proxy-Require: 

Security-Verify: 

Allow: 

Content-Type: 

Content-Length: (…)

Content-Disposition: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Request-URI:
the STI-rSR allocated by ATCF
Route:
ATCF URI for originating requests (as configured in P-CSCF).
application/sdp MIME body:
SDP describing the set of media streams and codecs the UE wishes to use, along with the IP addresses and ports the UE would like to use to receive the media in session transferred in any later CS to PS SRVCC access transfer. 

31.-32.
SIP 200 (OK) response (ATCF towards UE)


The ATCF generates the SIP 200 (OK) response to the SIP MESSAGE request.

****************** change 5 ******************

A.3.5
Signalling flows for UE attaching to CS domain when MSC server is enhanced for ICS and for CS to PS SRVCC and when UE is not registered with IMS in PS access network yet

This signalling flow shown at figure A.3.5-1 describes the scenario of UE attaching to CS domain when the used MSC server is enhanced for ICS and for CS to PS SRVCC and when the UE is not registered with IMS in PS access network yet. 
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Figure A.3.5-1 MSC Server enhanced for ICS performs registration on behalf of the UE

The details of the signalling flows are as follows:

1.
CS attach (UE to MSC)


UE performs CS attachment procedure as specified in 3GPP TS 24.008 [8]. UE indicates support of CS to PS SRVCC in the CS attachment procedure.

3.
CS attach accept (MSC enhanced for ICS to UE)


The CS attach request is accepted by the network and an accept message is sent to the MS.

3-4.
REGISTER request (MSC Server enhanced for ICS to S-CSCF) – see example in table A.3.5-3

Table A.3.5-3: REGISTER request (MSC Server enhanced for ICS to I-CSCF)

REGISTER sip:ics.mnc015.mcc234.3gppnetwork.org SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd];branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

P-Visited-Network-ID: "Visited Network Number 1 for MSC Server"

P-Charging-Vector: ####

Path: <sip:termpdfjkghlj@msc123.visited2.net;lr>

From: <sip:234150999999999@ics.mnc015.mcc234.3gppnetwork.org>;tag=4fa3

To: <sip:234150999999999@ics.mnc015.mcc234.3gppnetwork.org>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>;expires=600000;+sip.instance="<urn:gsma:imei:90420156-025763-0>";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="server"; +g.3gpp.cs2ps-srvcc; +g.3gpp.path="<sip:termpdfjkghlj@msc123.visited2.net;lr>"

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: Digest username="234150999999999@ics.mnc015.mcc234.3gppnetwork.org", realm=" ics.mnc015.mcc234.3gppnetwork.org", nonce="", integrity-protected="auth-done", uri="sip: ics.mnc015.mcc234.3gppnetwork.org", response=""

CSeq: 1 REGISTER

Supported: gruu

Require: path

Content-Length: 0

Contact:
The header field contains:


-
g.3gpp.icsi-ref media feature tag with value of ICSI of IMS multimedia telephony communication service;


-
g.3gpp.ics media feature tag with value indicating that the resource is a network node which is ICS capable; 


-
g.3gpp.cs2ps-srvcc indicating support for CS to PS SRVCC; and


-
g.3gpp.path media feature tag with value containing the MSC URI for terminating requests;

5-6.
200 (OK) response (S-CSCF to MSC server enhanced for ICS)


The S-CSCF sends a 200 (OK) response to the MSC server enhanced for ICS.

7.
REGISTER request (S-CSCF to SCC AS)


The S-CSCF sends a third party REGISTER request containing in the body the incoming REGISTER request from the PN UE and the 200 (OK) response to the incoming REGISTER request to the SCC AS.

8.
200 (OK) response (SCC AS to S-CSCF)


The SCC AS sends a 200 (OK) response to the S-CSCF indicating the third party REGISTER was successful.

****************** change 6 ******************

A.4.2
Session origination with PS to CS SRVCC enhancements

The signalling flow shown in figure A.4.2-1 gives an example of originating session set up when ATCF anchors the media of the session. This flow assumes that ATCF was invoked during registration.
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Figure A.4.2-1 Signalling flows for service continuity using PS to CS SRVCC enhancements

1.
SIP INVITE request (UE to P-CSCF) - see example in table A.4.2-1

Table A.4.2-1: SIP INVITE request (UE to P-CSCF)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Supported: precondition, 100rel, gruu 

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

2.
SIP INVITE request (P-CSCF to ATCF) - see example in table A.4.2-2

Since a Feature-Caps header field with the g.3gpp.atcf feature-capability indicator was included in 2xx response to the SIP REGISTER request which created the binding of the contact address using which the SIP INVITE request is sent, the P-CSCF routes the SIP INVITE request to the ATCF.
Table A.4.2-2: SIP INVITE request (P-CSCF to ATCF)

INVITE tel:+1-212-555-2222 SIP/2.0

Record-Route: <sip:pcscf1.visited1.net;lr>

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@atcf.visited2.net;lr>, <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Preferred-Service: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Proxy-Require: 

Contact: 

Accept-Contact

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 


Route:
ATCF URI for originating requests (as configured in P-CSCF) followed by the remaining Route header fields determined by P-CSCF.
3.
ATGW resource reservation

The ATCF decides to anchor the media of the session and reserves the resources in the ATGW.

4-9.
SIP INVITE request (ATCF towards remote UE) - see example in table A.4.2-4

The ATCF modifies the SDP offer without changing the dialog identifier and forwards the SIP INVITE request. The ATCF replaces the IP address, ports, ... with values provided by ATGW.

Table A.4.2-4: SIP INVITE request (ATCF towards remote UE)

INVITE tel:+1-212-555-2222 SIP/2.0

Record-Route: <sip:pcscf1.visited1.net;lr>, <sip:atcf.visited.net;lr>

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Route: <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: 

P-Preferred-Service: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Proxy-Require: 

Contact: 

Accept-Contact

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 22 333 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444
t=0 0

m=audio 8899 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 


SDP offer:
the IP address and ports are updated to contain the values provided by ATGW .

10-12.
SIP 183 (Session Progress) response (remote UE  towards SCC AS)

The remote UE responds with SIP 183 (Session progress) response.

13.-15.
SIP 183 (Session Progress) response (SCC AS towards ATCF) - see example in table A.4.2-13

The SCC AS forwards the SIP 183 (Session progress) response.

Table A.4.2-13: SIP 183 (Session Progress) response (SCC AS towards ATCF)

SIP/2.0 183 Session Progress

Feature-Caps: *;+g.3gpp.srvcc

Record-Route: <sip:pcscf1.visited1.net;lr>, <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

Via: SIP/2.0/UDP sccas.home1.net:5060;branch=z9hG4bKnas522, SIP/2.0/UDP scscf.home1.net:5060;branch=z9hG4bKnas889, SIP/2.0/UDP icscf.home1.net:5060;branch=z9hG4bKnas225, SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 60

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: 

From: 

To: <tel:+1-212-555-2222>; tag=aaa

Call-ID: 

Cseq: 

Require: 

Supported: 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 462346 5654 IN IP6 1234::55:66:77:88

s=-

c=IN IP6 1234::55:66:77:88
t=0 0

m=audio 4456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Supported:
The SCC AS adds the "tdialog" and the "replaces" option tags in the Supported header field header, if not already included. In this example the "tdialog" and the "replaces" option tags were already included.

16.
ATGW resource configuration

The ATCF configures the resources of ATGW.

17.
SIP 183 (Session Progress) response (ATCF towards UE) - see example in table A.4.2-17

The ATCF replaces the IP address, ports, ... in SDP answer with values provided by ATGW.

Table A.4.2-17: SIP 183 (Session Progress) response (ATCF towards UE)

SIP/2.0 183 Session Progress

Feature-Caps: *;+g.3gpp.srvcc
Record-Route: <sip:pcscf1.visited1.net;lr>, <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

Via: SIP/2.0/UDP pcscf1.visited2.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 60

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 44 555 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444
t=0 0

m=audio 11234 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 


SDP answer:
the IP address and ports are updated to contain the values provided by ATGW.
****************** change 7 ******************

A.4.3
Call origination prior to CS to PS SRVCC

The signalling flow shown in figure A.4.3-1 gives an example of originating session set up. In this flow, the ATCF decides to anchor the media of the session in ATGW. 
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Figure A.4.3-1
Signalling flows for service continuity using CS to PS SRVCC.

1.
SC UE A registers in IMS


The SC UE A registers in IMS.

2.
The SC UE A performs a CS attach and the MSC server registers in IMS.

3.
CC SETUP message (SC UE A to MSC server).


The SC UE sends a CC SETUP message according to 3GPP TS 24.008 [8].

4.
SIP INVITE request (MSC server to ATCF) - see example in table A.4.3-4


The MSC server enhanced for ICS sends the SIP INVITE request towards the ATCF.
Table A.4.3-4: SIP INVITE request (MSC server to ATCF)
INVITE tel:+1-237-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:atcf2.visited2.net:7531;lr><sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: tel:+1-212-555-1111

P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at"5555::aaa:bbb:ccc:ddd";orig-ioi=visited2.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: < tel:+1-237-555-2222 >

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

P-Visited-Network-ID: "Visited Network Number 1 for MSC Server"

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: precondition, 100rel
Accept: application/vnd.3gpp.access-transfer-events+xml;et="2"

Recv-Info: g.3gpp.access-transfer-events

Contact: <sip:user1_public1@visited2.net>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ti="F0CA"
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: multipart/mixed;boundary="boundary1"

Content-Length: (…)

--boundary1

Content-Type: application/sdp 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

--boundary1

Content-Type: application/vnd.3gpp.srvcc-ext+xml
<?xml version="1.0"?>

<srvcc-ext>

<Setup-info>

    <C-MSISDN>tel:+1-212-555-1111</C-MSISDN>

    <direction>initiator</direction>
</Setup-info>

</srvcc-ext> 

--boundary1--

Route:
The ATCF management URI received from SCC AS in the SIP MESSAGE request containing CS to PS SRVCC information during the registration of the user is added at the top of the URIs received in the Service-Route header field of the SIP 200 (OK) response to REGISTER.
application/vnd.3gpp.srvcc-ext+xml: Contains the direction of call and the C-MSISDN of the UE.

Accept:
Indicate that the MSC server is able to receive the application/vnd.3gpp.access-transfer-events+xml with the event type 2.

Recv-Info:
Indicate the support for g.3gpp.access-transfer-events package.
Contact:
g.3gpp.ti media feature tag with value containing the transaction identifier specified in figure 11.9 and table 11.3 of 3GPP TS 24.007 [75] encoded by hexadecimal digit. In this example, the transaction identifier 74 (decimal) and the transaction identifier flag as sent by the MSC server in CS signalling of the originating CS call are shown.
5.
ATCF decides whether to anchor the media in the ATGW. In this flow, the ATCF decides to anchor the media in the ATGW and reserves the resources in the ATGW.

6-9.
SIP INVITE request (ATCF to remote UE B) - see example in table A.4.3-6

Table A.4.3-6: SIP INVITE request (ATCF to remote UE B)
INVITE tel:+1-237-555-2222 SIP/2.0

Record-Route: <sip:atcf2.visited2.net;lr>

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;;branch=z9hG4bKnashds7

Max-Forwards:

Route: <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: 

P-Access-Network-Info:

P-Charging-Vector: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Proxy-Require: 

Contact: 

Accept-Contact

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 22 333 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444

t=0 0

m=audio 8899 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

SDP offer:
The IP address and ports are updated to contain the values provided by ATGW.

10-11. SIP 183 (Session Progress) response (remote UE B to SCC AS)


The remote UE B responds with SIP 183 (Session progress) response.

12-13. SIP 183 (Session Progress) response (SCC AS to ATCF) - see example in table A.4.3-13

Table A.4.3-13: SIP 183 (Session Progress) response (SCC AS towards ATCF)
SIP/2.0 183 Session Progress

Record-Route: <sip:atcf2.visited2.net;lr>,<sip:icscf1.home1.net;lr>,<sip:scscf1.home1.net;lr>, <sip:sccas1.home1.net;lr>;

Via: SIP/2.0/UDP scscf1.home1.net:5060;branch=z9hG4bKnas889, SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;branch=z9hG4bKnashds7

Max-Forwards:

P-Asserted-Identity: <tel:+1-237-555-2222>

P-Charging-Vector: icid-value="1234bc9876e@5555::aaa:bbb:ccc:ddd";orig-ioi= visited2.net

Privacy: 

From: 

To: <tel:+1-237-555-2222>; tag=aaa

Call-ID: 

Cseq: 

Require: 

Supported: 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

Feature-Caps: *;+g.3gpp.srvcc

v=0

o=- 462346 5654 IN IP6 1234::55:66:77:88

s=-

c=IN IP6 1234::55:66:77:88
t=0 0

m=audio 4456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

14. Configure ATGW resources.


The ATCF configures the resources of ATGW.
15. SIP 183 (Session Progress) response (ATCF to MSC server) - see example in table A.4.3-15

Table A.4.3-15: SIP 183 (Session Progress) response (ATCF to MSC server)
SIP/2.0 183 Session Progress

Record-Route: <sip:atcf2.visited2.net;lr>, <sip:scscf1.home1.net;lr>, <sip:icscf1.home1.net;lr>, <sip:sccas1.home1.net;lr>

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;

Max-Forwards:

P-Asserted-Identity:

P-Charging-Vector:

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Recv-Info: g.3gpp.access-transfer-events;et="1,3,4" 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 44 555 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444
t=0 0

m=audio 11234 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

SDP answer:
the IP address and ports are updated to contain the values provided by ATGW.

Recv-Info:
Indicates the support for the info package g.3gpp.access-transfer-events and is able to receive the event types 1, 3 and 4.
16. CC CALL CONFIRM message (MSC server to SC UE A)

Regular call setup continues.
****************** change 8 ******************

A.5.2
Call termination prior to CS to PS SRVCC

The signalling flow shown in figure A.5.2-1 gives an example of a terminating session set up. In this flow, the ATCF anchors the media of the session in ATGW. 
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Figure A.5.2-1
Signalling flows for service continuity using CS to PS SRVCC.

1.
SC UE A registers in IMS.

2.
The SC UE A performs a CS attach and the MSC server registers in IMS.

3-4.
SIP INVITE request (Remote UE B to SCC AS)


The remote UE sends a SIP INVITE request towards the user at SC UE A.

5-6.
SIP INVITE request (SCC AS to MSC server) - see example in table A.5.2-5

The SCC AS forwards the SIP INVITE request towards the MSC server.

Table A.5.2-5: SIP INVITE request (SCC AS to MSC server)
INVITE tel:+1-237-555-1111 SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK871y12.1 

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>,<sip:msc2.visited2.net;lr>
Record-Route: <sip:sccas1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public2@visited2.net>, <tel:+1-237-555-2222>

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Privacy: none

From: <tel:+1-237-555-2222>;tag=171828

To: tel:+1-237-555-1111
P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi=visited2.net

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu, 199

Accept: applicatiom/sdp,application/3gpp-ims+xml

Contact: <sip:user2_public1@visited2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel">

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Feature-Caps: *;+g.3gpp.srvcc

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=inactive

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

m=audio 3456 RTP/AVP 97 0 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

7.
INVITE request (MSC server to ATCF) - see example in table A.5.2-7

Table A.5.2-7: SIP INVITE request (MSC server to ATCF)
INVITE tel:+1-237-555-1111 SIP/2.0

Via: SIP/2.0/UDP msc2.visited2.net;branch=z9hG4bK879l11.1,SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK871z34.1,SIP/2.0/UDP sccas1_s.home1.net;branch=z9hG4bK871y12.1 

Max-Forwards: 70

Route: <sip:atcf2.visited2.net;lr>,<sip:msc2.visited2.net;lr>
Record-Route: <sip:atcf2.visited2.net;lr>,<sip:msc2.visited2.net;lr>,<sip:scscf1.home1.net;lr>,<sip:sccas1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public2@visited2.net>, <tel:+1-237-555-2222>

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Privacy: none

From: <sip:user2_public1@visited2.net>;tag=171828

To: tel:+1-237-555-1111
Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu, 199

Accept: applicatiom/sdp,application/3gpp-ims+xml

Contact: <sip:user2_public1@visited2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel">;g.3gpp.rsrvcc

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi=visited2.net

Feature-Caps: *;+g.3gpp.srvcc

Content-Type: multipart/mixed;boundary="boundary1"

Content-Length: (…)

--boundary1

Content-Type: application/sdp

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=inactive

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

m=audio 3456 RTP/AVP 97 0 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

--boundary1

Content-Type: application/vnd.3gpp.srvcc-ext+xml
<?xml version="1.0"?>

<srvcc-ext>

<Setup-info>

    <C-MSISDN>tel:+1-212-555-1111</C-MSISDN>

    <direction>receiver</direction>

</Setup-info>

</srvcc-ext> 

--boundary1--

Route:
ATCF management URI received from SCC AS in the SIP MESSAGE request containing CS to PS SRVCC information during the registration of the user followed by MSC server URI.
application/vnd.3gpp.srvcc-ext+xml:
Contains the direction of call and the C-MSISDN of the UE.

8.
ATCF decides whether to anchor the media in the ATGW. In this flow, the ATCF decides to anchor the media in the ATGW and reserves the resources in the ATGW.

9.
SIP INVITE request (ATCF to MSC server) - see example in table A.5.2-9


The ATCF forwards the SIP INVITE request to MSC server according to the received Route header field.

Table A.5.2-9: SIP INVITE request (ATCF to MSC server)
INVITE tel:+1-237-555-1111 SIP/2.0

Via: SIP/2.0/UDP atcf2.visited2.net;branch=z9hG4bK871x99ja,SIP/2.0/UDP msc2.visited2.net;branch=z9hG4bK879l11.1,SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK871z34.1,SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bK871y12.1 

Max-Forwards: 68

Route:<sip:msc2.visited2.net;lr>
Record-Route:<sip:atcf2.visited2.net:7531;lr>,<sip:scscf1.visited2.net;lr>,<sccas1.home1.net;lr>

P-Asserted-Identity:

P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi=visited2.net

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Privacy:

From:

To:tel:

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Supported: 

Accept: applicatiom/sdp,application/3gpp-ims+xml,application/3gpp.access-transfer-events+xml;et="1,3,4"

Recv-Info: g.3gpp.access-transfer-events

Contact: sip:<+12375551111 @msc2.visited2.net;user=phone>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel">

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Feature-Caps: *;+g.3gpp.srvcc

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987939999 IN IP6 8888::111:222:333:444
s=-

c=IN IP6 8888::111:222:333:444
t=0 0

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=inactive

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

m=audio 3456 RTP/AVP 97 0 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

SDP offer:
the IP address and ports are updated to contain the values provided by ATGW.

Accept:
Indicates that the ATCF is able to receive the application/3gpp.access-transfer-events+xml with event types 1, 3 and 4.
Recv-Info:
Indicates that the ATCF support receiving the g.3gpp.access-transfer-events info package.
10.
CC SETUP message (MSC server to UE A)


The MSC server sends a CC SETUP message. The mapping of the INVITE request to the CC SETUP message is described by 3GPP TS 29.292 [18].

11.
CC CALL CONFIRM message (UE A to MSC server)


The UE sends a CC CALL CONFIRM message in accordance to 3GPP TS 24.008 [8].

12.
SIP 183 (Session Progress) response (MSC server to ATCF) - see example in table A.5.2-12


The MSC server sends a SIP 183 (Session Progress) response. The CC CONFIRMED message is mapped to the SIP 183 (Session Progress) response as described in 3GPP TS 29.292 [18].

Table A.5.2-12: SIP 183 (Session Progress) response (MSC server to ATCF)
SIP/2.0 183 Session Progress

Via: 

Route: sip:atcf2.visited2.net:7531;lr;>; <sip:scscf1.visited2.net;lr>>

Record-Route: <sip:scscf1.visited2.net;lr>,<sip:atcf2.visited2.net:7531;lr;>
P-Asserted-Identity: tel:<+12375551111>

P-Called-Party-ID:tel:<+12375551111>

P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi=visited2.net

From:

To: <tel:+1-237-555-2222>;tag=314159

Call-ID:

Cseq:

Require: 100rel

Contact: <sip:user1_public1@visited2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ti="70D8"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER

Rseq: 9021

Content-Type: application/sdp

Content-Length: (…)

Recv-Info: g.3gpp.access-transfer-events;et="2"

v=0

o=- 2987933615 2987939999 IN IP6 8888::111:222:333:666
s=-

c=IN IP6 8888::111:222:333:666
t=0 0

m=video 0 RTP/AVP 98 99

m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des: qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Recv-Info:
Indicates that the ATCF support receiving the g.3gpp.access-transfer-events info package with event type 2.
Contact:
g.3gpp.ti media feature tag with value containing the transaction identifier specified in figure 11.9 and table 11.3 of 3GPP TS 24.007 [75] encoded by hexadecimal digit. In this example, the transaction identifier 88 (decimal) and the transaction identifier flag as sent by the MSC server in CS signalling of the terminating CS call are shown.

13.
Configure ATGW resources


The ATCF configures resources in the ATGW.

14.
SIP 183 (Session Progress) response (ATCF to MSC server) - see example in table A.5.2-14

Table A.5.2-14: SIP 183 (Session Progress) response (ATCF to MSC server)
SIP/2.0 183 Session Progress

Via: 

Route: sip:atcf2.visited2.net:7531;lr;>; <sip:scscf1.home1.net;lr>;g.3gpp.srvcc me

Record-Route: <sip:scscf1.home1.net;lr>,<sip:atcf2.visited2.net:7531;lr;>
P-Asserted-Identity: <tel:+1-237-555-1111>
P-Called-Party-ID: <tel:+1-237-555-1111>
P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi=visited2.net

From:

To: <tel:+1-237-555-2222>;tag=314159

Call-ID:

Cseq:

Require: 100rel

Contact: 

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER

Rseq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987332299 IN IP6 8888::111:222:333:446
s=-

c=IN IP6 8888::111:222:333:446
t=0 0

m=video 0 RTP/AVP 98 99

m=audio 53261 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des: qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

SDP answer:
the IP address and ports are updated to contain the values provided by ATGW.

15-16.
SIP 183 (Session Progress) response (MSC server to SCC AS) - see example in table A.5.2-15

Table A.5.2-15: SIP 183 (Session Progress) response (ATCF to SCC AS)
SIP/2.0 183 Session Progress

Via: 

Route: sip:atcf2.visited2.net:7531;lr;>; <sip:scscf1.home1.net;lr>;g.3gpp.srvcc me

Record-Route: <sip:scscf1.home1.net;lr>,<sip:atcf2.visited2.net:7531;lr;>
P-Asserted-Identity: <tel:+1-237-555-1111>
P-Called-Party-ID:tel: <tel:+1-237-555-1111>
P-Charging-Vector: P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at=5555::aaa:bbb:ccc:eeee";orig-ioi=visited2.net

From:

To: <tel:+1-237-555-2222>;tag=314159

Call-ID:

Cseq:

Require: 100rel

Contact: 

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER

Rseq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987332299 IN IP6 8888::111:222:333:446
s=-

c=IN IP6 8888::111:222:333:446
t=0 0

m=video 0 RTP/AVP 98 99

m=audio 53261 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des: qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

SDP answer:
the IP address and ports are the values provided by ATGW.

16-17.
SIP 183 (Session Progress) response (SCC AS to remote UE) 


The SCC AS sends the SIP 183 (Session Progress) response towards the remote UE.

Regular call setup continues.
****************** change 9 ******************

A.6.1
PS-CS access transfer: CS-PS

In this example, SC UE A has an ongoing session with remote UE B over CS bearer before access transfer. When SC UE connects to an IP-CAN, it decides to transfer the session over the new IP-CAN.
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Figure A.6.1-1: Signalling flow for PS-CS Access Transfer: CS to PS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1. SC UE A has an ongoing session with remote UE B


The call has been anchored at the SCC AS which is in the HPLMN of originating SC UE A. 

2.
SC UE A connects to a new IP-CAN:


The SC UE A decides to transfer the session over the new IP-CAN. The UE A obtains an IP address that it will use for the signalling and media. It registers with the S-CSCF over the new IP-CAN using standard registration procedure and reserves resources in the new IP-CAN.

3.
SIP INVITE request (SC UE A to intermediate IM CN subsystem entities) - see example in table A.6.1-3

The SC UE A sends an initial SIP INVITE request to request the new call replaces the existing call. 
Table A.6.1-3: SIP INVITE request (UE A to intermediate IM CN subsystem entities)
INVITE sip:domain.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr >, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-237-555-2222>

Call-ID: cb03a0s09a2sdfglkj490237
Cseq: 127 INVITE 

Supported: 100rel; precondition

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
4. 
Evaluation of initial filter criteria

The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
5.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)

The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

6.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the remote UE.

7.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)- See example in table A.6.1-7


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. In this example the SCC AS includes the contents of the Contact header field from the received SIP INVITE request.The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A (Step 3).

Table A.6.1-7: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE < sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0 

Via: SIP/2.0/UDP sccas.home1.net; branch=z9hG4bK332b33.3; 

Max-Forwards: 67

Route: <scscf1.home1.net;lr >,<sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr> 

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+1-237-555-1111>

P-Access-Network-Info: IEEE-802.11b 

Privacy: none

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"

P-Charging-Function-Addresses:

From: <sip:user1_public1@home1.net>; tag=1717777 

To: <tel:+1-237-555-2222>, tag=4321

Call-ID: dc14b1t10b3teghmlk5013237
Cseq: 111 INVITE

Supported: precondition, 100rel

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" 
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 3456 RTP/AVP 97 96
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
8.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

9-10:
SIP 200 (OK) response (UE B to SCC AS via Intermediate IM CN subsystem entities)

The UE B generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

11-12:
SIP ACK request (SCC AS to UE B via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE B.

13-14:
SIP 200 (OK) response (SCC AS to UE A via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

15-16:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities)

The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS
17.
Media paths between UE A and UE B

The media path is using the new IP-CAN.
18-19.
SIP BYE request (SCC AS to interworking entities via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a BYE request.
20-22.
CC DISCONNECT message (interworking entities to SC UE A)

Upon receiving the CC DISCONNECT message, the SC UE A relinquishes all resources pertaining to the CS bearer.
NOTE:
Steps 20-21 are performed only if signalling over CS domain is possible after the CS-PS access transfer is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network.
23-24.
SIP 200 (OK) response (Interworking entities to SCC AS via intermediate IM CN subsystem entities)

****************** change 10 ******************

A.6.2
PS-CS access transfer: PS-CS

In this example, SC UE A has an ongoing session with remote UE B over PS bearer before access transfer which is anchored at SCC AS. When the SC UE attaches to the CS domain, it decides to transfer the session over the CS bearer without ICS capability.
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Figure A.6.2-1 Signalling flow for PS-CS access transfer: PS-CS
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1. SC UE A is on an active session with UE B:

There is an ongoing IP bearer between the SC UE and the remote end UE B. The call is achored at SCC AS.

2. SC UE A attaches to the CS domain

The SC UE attaches to the CS domain and decides to transfer the session over the CS bearer.

3.
CC SETUP messages

The SC UE sends the CC SETUP message with the static STN as the called party number.

4. SIP INVITE request (Interworking entities to Intermediate IM CN subsystem entities) -see example in table A.6.2-4

Table A.6.2-4: SIP INVITE request (interworking entities to intermediate IM CN subsystem entities) 

INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP mgcf1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

Route: <sip:icscf1.home1.net;lr>

P-Asserted-Identity: <tel: +1-237-555-1111>
P-Charging-Vector: ####
Privacy: none

From: <tel: +1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:mgcf1.home1.net;gr>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee
t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
contains the IMRN, as obtained from CS networks signalling.

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.
5. Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
6.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

7.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the remote UE.

8. SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) –see example in table A.6.2-8


The SCC AS acting as a routing B2BUA generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE B via the intermediate IM CN subsystem entities.

Table A.6.2-8: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r5
Max-Forwards: 67

Route: <sip:scscf1.home1.net:lr>
P-Asserted-Identity: <tel: +1-237-555-1111>

P-Charging-Function-Addresses: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4ee]; ecf=[5555::6aa:7bb:8cc:9dd]

P-Charging-Vector: icid-value="BzyretyU0dm+6O2IrT5tAFrbHLso=023551034"; orig-ioi="type3home1.net" 
Privacy: none

From: <tel: +1-237-555-1111>;tag=569812
To: <tel:+1-237-555-2222>; tag=26545
Call-ID: dd13a0s09a2sdfglkj490378
Cseq: 
Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow:
Content-Type: Content-Length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee
s=

c=IN IP6 5555::aaa:bbb:ccc:eee
t=0 0

m=audio 3456 RTP/AVPF 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 0 TCP/MSRP 98
a=accept-types:text/plain
9.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

10.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE B has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.
11.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.
12-13.
SIP ACK request (SCC AS to UE B via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE B.

14-15.
SIP 200 (OK) response (SCC AS to interworking entities via IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response to the interworking entities.

16.
CC CONNECT message (interworking entities to SC UE A)
17.
CC CONNECT ACKNOWLEDGE message (SC UE A to interworking entities)
18-19.
SIP ACK request (interworking entities to SCC AS via IM CN subsystem entities)

The interworking entities generate the SIP ACK request to the SIP 200 (OK) response, and forward it to the SCC AS.

20.
Media paths between SC UE A and UE B:


The CS bearer is setup while the PS bearer is still existing. 

21-22:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.
23-24.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)

Upon receiving the SIP BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.
NOTE:
Steps 22-23 are performed only if SC UE A is using Gm after the PS-CS access transfer is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network.
25.
Media paths between SC UE A and UE B

Finally, the session is transferred from PS bearer to CS bearer.
****************** change 11 ******************

A.7.2
PS-PS access transfer with full media transfer

The signalling flows shown in figure A.7.2-1 describes the PS-PS access transfer procedure when all media of an ongoing communication session and the associated signalling are transferred from one contact address of an UE to a different contact address of the same UE. No lower-level mechanism to support the access transfer is assumed or needed.

In this example the UE-1 is on an active multimedia session with the UE-2 via one IP-CAN. After changing to a new IP‑CAN, obtaining a new IP address, and discovering a P-CSCF, the UE-1 reserves resources in new IP-CAN prior to initiating the PS-PS access transfer procedure. When the PS-PS access transfer procedure is completed, the UE-1 continues the multimedia session with the UE-2 on the new IP-CAN. In this example, when attaching to the new IP-CAN, it is irrelevant whether the UE-1 uses the same P-CSCF or a new P-CSCF.
NOTE 1:
This scenario requires that the UE-1 and the IM CN subsystem support simultaneous multiple registrations and requires that the UE-1 supports dual mode operation.
NOTE 2:
In this example flow, each call leg is uniquely identified with a respective dialog identifier consisting of the Call-ID, From tag, and To tag.
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Figure A.7.2-1: Signalling flow for session handover

NOTE 3:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
UE-1 is on an active session with UE-2


The UE-1 is in an active session with the UE-2. The call is anchored in the SCC AS. It is irrelevant which endpoint initiated the call. Each call leg is uniquely identified with a respective dialog identifier. The call leg over old IP-CAN is identified with "Call-ID= me03a0s09a2sdfgjkl491777", "From tag=64727891", and "To tag=774321". The UE-1 and UE-2 exchange media over the old IP-CAN, which is maintained while the UE-1 initiates the handover procedure.
2.
UE-1 connects to new IP-CAN

The UE-1 determines that a handover of the session is required. The UE-1 connects to the new IP-CAN. The UE-1 obtains an IP address that it will use for the signalling and media.

3.
UE-1 registers with intermediate IM CN subsystem entities over new IP-CAN

The UE-1 registers with the S-CSCF over the new IP-CAN using the standard multiple registrations procedure. Depending on the UE-1 configuration, the discovery of the P-CSCF in the new IP-CAN can precede this.

4.
UE-1 acquires resources in new IP-CAN


Based on the UE-1 and new IP-CAN capabilities, the UE-1 decides to use the same codec that was used over the old IP-CAN. The UE-1 reserves resources (e.g. QoS) in the new IP-CAN that will be needed for the signalling and transferred media, prior to sending the initial SIP INVITE request.
5.
SIP INVITE request (UE-1 to intermediate IM CN subsystem entities) - see example in table A.7.2-5

The UE-1 sends an initial SIP INVITE request with the PS to PS STI and a new SDP offer to the UE-2 that indicates that the new call replaces the existing call. The initial SIP INVITE request establishes a dialog for signalling and specifies in the SDP the new contact address that will be used for media over the new IP-CAN. Upon sending the initial SIP INVITE request, the UE-1 is ready to receive the RTP packets either over the new IP-CAN or the old IP-CAN. The RTP packets can arrive over the new IP-CAN prior to the UE-1 receiving the SIP 200 (OK) response for the initial SIP INVITE request.

Table A.7.2-5: SIP INVITE request (UE-1 to intermediate IM CN subsystem entities)

INVITE sip:pstops.transfer@sccas1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info:IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:pstops.transfer@sccas1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE 

Supported: 100rel, precondition, gruu, outbound
Require: sec-agree; replaces

Replaces: me03a0s09a2sdfgjkl491777; to-tag=774321; from-tag=64727891

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6; ob>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
the tel-URI of the destination, i.e. the UE-2.

Require:
the "replaces" option tag indicate that the support for Replace header field is required.

Replaces:
specifies the existing call that will be replaced with the new call.

SDP:
specifies the new IP address that the UE-1 has acquired in the new IP-CAN, and indicates that the resources in the new IP-CAN have been acquired. 
6.
Evaluation of initial filter criteria


Upon the evaluation of the initial filter criteria, as this is an originating initial SIP INVITE request for a registered user, the S-CSCF routes the initial SIP INVITE request to the SCC AS.
7.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS) - see example in table A.7.2-7


The initial SIP INVITE request is forwarded from intermediate IM CN subsystem entities in the home network to the SCC AS. The P-CSCF added a Record-Route header field with a flow token to ensure that mid-dialog SIP requests are forwarded to the UE-1 over the correct flow. The SCC AS acts as a routeing B2BUA as specified in 3GPP TS 24.229 [2]. The SCC AS includes the contents of the Contact header field from the received SIP INVITE request.
Table A.7.2-7: SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)
INVITE sip:pstops.transfer@sccas1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 67

Route: <sip:sccas.home1.net;lr>; <sip:cb03a0s09a2sdfglkj490333@scscf1.home1.net;lr>;orig-dialog-id="O:73935718_92645110-712786jd246395302d-zKE"
Record-Route: <sip:scscf1.home1.net;lr>, <sip: GopIKSsn0oGLPXRdV9BAXpT3coNuiGKV@pcscf1.home1.net;lr>

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+1-212-555-1111>

P-Access-Network-Info:Privacy:Require: replaces

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=type3ashome1.net>

P-Charging-Function-Addresses: ####
From: <sip:user1_public1@home1.net>; tag=171828 

To: <sip:pstops.transfer@sccas1.home1.net >

Call-ID:

Cseq:

Supported:
Replaces:
Contact:

Allow:
Accept:
Content-Type:

Content-Length: (…)
P-Early-Media: supported
v=

o=
s=

c=

t=0 0

m=
b=

a=

a=

a=

a= 

a= 

a=

a=

a=

8.
Remote leg update

The SCC AS based on the content of the Replaces header field correlates the initial SIP INVITE request to the existing local and remote call legs of the existing concatenated end to end session between the UE-1 and UE-2. The SCC AS updates the remote call leg by sending a SIP re-INVITE request to the UE-2 containing the new SDP offer that it has received from the UE-1.

9.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.7.2-9

The UE-2 is informed of the change in access leg by the SCC AS sending a SIP re-INVITE request to the S-CSCF.


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. In this example the SCC AS includes the contents of the Contact header field from the received SIP INVITE request. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE-1 (Step 5).

Table A.7.2-9: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74> SIP/2.0 

Via: SIP/2.0/UDP sccas.home1.net; branch=z9hG4bK332b33.3; 

Max-Forwards: 67

Route: <scscf1.home1.net;lr>,<sip:scscf2.home2.net;lr>,<sip:pcscf2.visited2.net;lr> 

P-Asserted-Identity:P-Access-Network-Info:Privacy:P-Charging-Vector: icid-value="BzyretyU0dm+6O2IrT5tAFrbHLso=023551034 "

P-Charging-Function-Addresses:

From: <sip:user1_public1@home1.net>; tag=1717777 

To: <tel:+1-212-555-2222>, tag=4321

Call-ID: dc14b1t10b3teghmlk5013333

Cseq: 111 INVITE

Supported:

Contact: < sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;ob>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: 
Accept: application/sdp

Content-Type:

Content-Length: (…)

v=0

o=2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a= curr:qos local sendrecv

a= curr:qos remote none

a= des:qos mandatory local sendrecv

a= des:qos none remote sendrecv

a= rtpmap:97 AMR

a= fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a= rtpmap:96 telephone-event

a= maxptime:20

Route:
The SIP re-INVITE request contains the saved list of Route header fields that the SCC AS has saved for the remote leg of the call.

10.
SIP re-INVITE request (intermediate IM CN subsystem entities to intermediate IM CN subsystem entities) - see example in table A.7.2-10

In the originating network, the intermediate IM CN subsystem entities forward the SIP re-INVITE request to the intermediate IM CN subsystem entities in the terminating network.
Table A.7.2-10: SIP re-INVITE request (intermediate IM CN subsystem entities to intermediate IM CN subsystem entities)
INVITE < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74> SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP sccas.home1.net; branch=z9hG4bK332b33.3;

Max-Forwards: 66

Route: <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr>

P-Asserted-Identity:

Privacy: none

From:

To:

Call-ID:

Cseq:Supported:Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Contact:

Allow:

Accept:

Content-TypeContent-Length:

v=

o=

s=-

c=

t=

m=

b=

a=

a=

a=

a=

a=

a=

a=
11.
SIP re-INVITE request (intermediate IM CN subsystem entities to UE-2)

In the terminating network, the SIP re-INVITE request is forwarded towards the UE-2 by the intermediate IM CN subsystem entities.

12.
Media paths between UE-1 and UE-2

The UE-2 receives the SIP re-INVITE request containing the SDP offer that indicates that the UE-1 is ready to receive the same media on a different contact address. Since the UE-2 has resources already available, it starts to send the media to the UE-1's contact address specified in the SDP offer immediately.

The UE-1 will be receiving the RTP packets over new IP-CAN. However, the UE-1 can receive some out-of-sequence RTP packets over the old IP-CAN. The RTP packets are delivered to the codec in sequence. Once the UE-1 determine that no media will be received over the old IP-CAN (e.g. by examining the sequence numbers in the RTP headers), it can relinquish the resources that it has been using for incoming media on the old IP-CAN. 


The UE-1 sends the media to the UE-2 over the old IP-CAN.


Resources used for signalling on the old IP-CAN are not released.
13.
SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE-2 has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.
14.
SIP 200 (OK) response (intermediate IM CN subsystem entities to intermediate IM CN subsystem entities)

In the terminating network, the intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the intermediate IM CN subsystem entities in the originating network.
15.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities in the originating network forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS.

16.
SIP ACK request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acting as a B2BUA acknowledges the receipt of the SIP 200 (OK) response to the SIP re-INVITE request by forwards a SIP ACK request to the intermediate IM CN subsystem entities.

17.
SIP ACK request (intermediate IM CN subsystem entities to intermediate IM CN subsystem entities)

In the originating network, the intermediate IM CN subsystem entities forward the SIP ACK request to the intermediate IM CN subsystem entities in the terminating network.
18.
SIP ACK request (intermediate IM CN subsystem entities to UE-2)


In the terminating network, the intermediate IM CN subsystem entities forward the SIP ACK request to the UE-2.

19.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS forwards the SIP 200 (OK) response to the initial SIP INVITE request to the intermediate IM CN subsystem entities, using the content of the Via header field that was received in the initial SIP INVITE request (step 5).


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. The SIP 200 (OK) response to the initial SIP INVITE request contains the SDP answer that is identical to the SDP answer that the SCC AS has received in the SIP 200 (OK) response to SIP re-INVITE request from the UE-2 (Step 13).
20.
SIP 200 (OK) response (intermediate IM CN subsystem entities to UE-1)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the UE-1.

21.
Media paths between UE-1 and UE-2


The UE-1 receives the SIP 200 (OK) response containing the SDP answer that indicates that the UE-2 is ready to receive media. Since the UE-1 has already resources available, it starts to send media over new IP-CAN to the UE-2's contact address specified in the SDP answer immediately.


The UE-1 can relinquish the resources that it has been using for outgoing media on the old IP-CAN. 


Resources used for signalling on the old IP-CAN are not released.
22.
SIP ACK request (UE-1 to intermediate IM CN subsystem entities)


The UE-1 completes the new call leg creation with a SIP ACK request sent to the intermediate IM CN subsystem entities.

23.
SIP ACK request (-intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP ACK request to the SCC AS.

24.
SIP BYE request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg- that was using the old IP-CAN, by sending a SIP BYE request to the UE-1.
25.
SIP BYE request (intermediate IM CN subsystem entities to UE-1)


The intermediate IM CN subsystem entities forward the SIP BYE request to the UE-1.

26.
SIP 200 (OK) response (UE-1 to intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the UE-1 sends a SIP 200 (OK) response over the old IP-CAN. Subsequently, the UE-1 relinquishes all resources pertaining to the old IP-CAN.

27.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
Since both the old contact address and the new contact address were registered using multiple registrations procedure with different reg-id values, then upon transferring the dialog from the old contact address to the new contact address, the UE-1 is still registered with the old contact address and the UE-1 subscription dialog to its reg-event using the old contact address is intact.
****************** change 12 ******************

A.7.3
PS-PS access transfer with partial media transfer

The signalling flows shown in figure A.7.3-1 describes the PS-PS access transfer procedure when not all media of an ongoing communication session are transferred from the Source Access Leg to the Target Access Leg. No lower-level mechanism to support the access transfer is assumed or needed.

In this example, UE‑1 is on an active multimedia session with UE‑2 via one IP‑CAN. After connecting to an additional IP‑CAN, obtaining an additional IP address, discovering a P-CSCF, and performing registration in the IM CN subsystem, UE-1 reserves resources in the new IP‑CAN prior to initiating the PS-PS access transfer procedure. When the PS-PS access transfer procedure is completed, UE‑1 continues the multimedia session with UE‑2 on both the old and the new IP‑CANs. In this example, when attaching to the new IP‑CAN, it is irrelevant whether the UE‑1 uses the same P‑CSCF or a new P‑CSCF.
NOTE 1:
This scenario requires that UE-1 and the IM CN subsystem support simultaneous multiple registrations and requires that UE-1 supports dual mode operation.
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Figure A.7.3-1: Signalling flow for PS-PS session transfer with partial media transfer

NOTE 2:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
UE‑1 is on an active session with UE‑2


UE-1 is in an active session with UE-2. The call is anchored in the SCC AS. It is irrelevant which endpoint initiated the call. Each call leg is uniquely identified with a respective dialog identifier. The call leg over IP-CAN #1 is identified with "Call-ID= me03a0s09a2sdfgjkl491777", "From tag=64727891", and "To tag=774321". UE-1 and UE-2 exchange media over the IP-CAN #1, which is maintained while the UE-1 initiates the session transfer procedure.
2.
UE‑1 connects to IP-CAN #2

UE-1 connects to the new IP-CAN and obtains an IP address that it will use for the signalling and media.

3.
UE‑1 registers with intermediate IM CN subsystem entities over IP-CAN #2

UE-1 registers with the S-CSCF over the IP-CAN #2 using the standard multiple registrations procedure. The P-CSCF in the signalling path of this registration can be distinct from the one used in the signalling path over IP-CAN #1.
4.
UE‑1 acquires resources in IP-CAN #2


UE-1 decides to perform partial media transfer to the IP-CAN #2. Based on UE-1 and IP-CAN #2 capabilities, the UE-1 decides to use the same codec that was used over the IP-CAN #1 for the media components to be transferred. UE-1 ensures that the resources (e.g. QoS) in IP-CAN #2 that will be needed for the signalling and transferred media are available, prior to sending the initial SIP INVITE request.
5.
SIP INVITE request (UE-1 to intermediate IM CN subsystem entities) - see example in table A.7.3-5

UE‑1 sends initial SIP INVITE request with the PS to PS STI and a new SDP offer to UE‑2 and indicates that the video component is to be transferred to IP-CAN #2. The initial SIP INVITE request establishes a dialog for signalling and specifies in the SDP new contact address that will be used for media over IP-CAN #2. Upon sending the initial SIP INVITE request, UE-1 is ready to receive the RTP packets over both IP-CAN #1 and IP-CAN #2.
Table A.7.3-5: SIP INVITE request (UE-1 to intermediate IM CN subsystem entities)

INVITE sip:pstops.transfer@sccas1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info:IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <sip:pstops.transfer@sccas1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE 

Supported: 100rel, precondition, gruu, outbound
Require: sec-agree; tdialog
Target-Dialog: me03a0s09a2sdfgjkl491777; remote-tag=774321; local-tag=64727891

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: < sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;ob>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 0 RTP/AVP 97 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

m=video 3400 RTP/AVP 98 99

b=AS:75

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES


Request-URI:
the tel-URI of the destination, i.e. the UE-2.

Require:
the "tdialog" option tag indicate that the support for Target-Dialog header field is required.

Target-Dialog:
specifies the existing call that will be transferred.

SDP:
specifies the new IP address that the UE-1 has acquired in the new IP-CAN, and indicates that only the video component will be transferred and the resources in the new IP-CAN have been reserved. 
6.
Evaluation of initial filter criteria


Upon the evaluation of the initial filter criteria, as this is an originating initial SIP INVITE request for a registered user, the S-CSCF routes the initial SIP INVITE request to the SCC AS.
7.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)


The initial SIP INVITE request is forwarded from intermediate IM CN subsystem entities in the home network to the SCC AS. The P-CSCF added a Record-Route header with a flow token to ensure that mid-dialog SIP requests are forwarded to the UE-1 over the correct flow. The SCC AS acts as a routeing B2BUA as specified in 3GPP TS 24.229 [2].
8.
Remote leg update

Based on the content of the Target-Dialog header field, the SCC AS correlates the SIP INVITE request for session transfer to the existing local and remote call legs of the existing concatenated end to end session between UE-1 and UE-2. The SCC AS updates the remote call leg by sending a SIP re-INVITE request to the remote UE-2 containing the new SDP offer based on the partial media transfer request received from UE-1 and the negotiated SDP for the original session.

9.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.7.3-9


UE-2 is informed of the change in access leg by the SCC AS sending a re-INVITE request to the S-CSCF.


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. In this example the SCC AS includes the contents of the Contact header field from the received SIP INVITE request.The SIP re-INVITE request contains the SDP offer that is based on original SDP offer and the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE-1 (Step 7).

Table A.7.3-9: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74> SIP/2.0> 

Via: SIP/2.0/UDP sccas.home1.net; branch=z9hG4bK332b33.3; 

Max-Forwards: 70

Route: <scscf1.home1.net;lr>, <sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr> 

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+1-212-555-1111>

Privacy: none

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"

P-Charging-Function-Addresses:

From: <sip:user1_public1@home1.net>; tag=1717777 

To: <tel:+1-212-555-2222>, tag=4321

Call-ID: dc14b1t10b3teghmlk5013333

Cseq: 111 INVITE

Supported: precondition, 100rel
Contact:<sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;ob>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp

Content-Type: application/sdp

Content-Length: (…)

v=0

o=2987933100 2987933101 IN IP6 5555::aaa:bbb:ccc:eee
s=-

t=0 0

m=audio 3456 RTP/AVP 97 96

c=IN IP6 5555::aaa:bbb:ccc:eee
b=AS:25.4

a= curr:qos local sendrecv

a= curr:qos remote none

a= des:qos mandatory local sendrecv

a= des:qos none remote sendrecv

a= rtpmap:97 AMR

a= fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a= rtpmap:96 telephone-event

a= maxptime:20
m=video 3400 RTP/AVP 98 99
c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:75

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
Route:
The SIP re-INVITE request contains the saved list of Route header fields that the SCC AS has saved for the remote leg of the call.

SDP:
specifies the new IP address and ports used for the media components. In this case, the audio component is still using the original address and port while the video component is using the new IP address and new port allocated. 
10.
 SIP re-INVITE request (intermediate IM CN subsystem entities to intermediate IM CN subsystem entities) 

In the originating network, the intermediate IM CN subsystem entities forward the SIP re-INVITE request to the intermediate IM CN subsystem entities in the terminating network.
11.
 SIP re-INVITE request (intermediate IM CN subsystem entities to UE-2)

In the terminating network, the SIP re-INVITE request is forwarded towards UE-2 by the intermediate IM CN subsystem entities.


UE-2 receives the SIP re-INVITE request containing the SDP offer that indicates that UE-1 is ready to receive video media on a different contact address. Since UE-2 has resources already available, it starts to send the media to UE-1's contact address specified in the SDP offer immediately.

UE-1 starts receiving the video RTP packets over IP-CAN #2. However, UE-1 can receive some out-of-sequence video RTP packets over IP-CAN #1. The video RTP packets are delivered to the codec in sequence. Once UE-1 determine that no video will be received over IP-CAN #1 (e.g. by examining the sequence numbers in the RTP headers), it can relinquish the resources that it has been using for incoming video media on IP-CAN #1.


At the same time, UE-1 still sends both the audio and video media to UE-2 over IP-CAN #1.


Resources used for signalling on IP-CAN #1 are not released.
12.
 SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities) – see example in table A.7.3-12

Upon receiving the SIP re-INVITE request containing the SDP offer, since UE-2 has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

Table A.7.3-12: SIP 200 (OK) response (UE-2 to intermediate IM CN subsystem entities)

SIP/2.0 200 OK
Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, 


SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, 


SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 


SIP/2.0/UDP sccas.home1.net;branch=z9hG4bK332b33.3
Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>
P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>; tag=1717777
To: <tel:+1-212-555-2222>;tag=4321
Call-ID: dc14b1t10b3teghmlk5013333
CSeq: 111 INVITE
Supported: precondition, 100rel
Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" >

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933624 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 10001 RTP/AVP 98 99

b=AS:75

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

13.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to intermediate IM CN subsystem entities)

In the terminating network, the intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the intermediate IM CN subsystem entities in the originating network.
14.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities in the originating network forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS.

15.
 SIP ACK request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acting as a B2BUA acknowledges the receipt of the SIP 200 (OK) response to the SIP re-INVITE request by forwards a SIP ACK request to the intermediate IM CN subsystem entities.

16.
 SIP ACK request (intermediate IM CN subsystem entities to intermediate IM CN subsystem entities)

In the originating network, the intermediate IM CN subsystem entities forward the SIP ACK request to the intermediate IM CN subsystem entities in the terminating network.
17.
 SIP ACK request (intermediate IM CN subsystem entities to UE-2)


In the terminating network, the intermediate IM CN subsystem entities forward the SIP ACK request to UE-2.

18.
 SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) – see example in table A.7.3-18

The SCC AS forwards the SIP 200 (OK) response to the initial SIP INVITE request to the intermediate IM CN subsystem entities, using the content of the Via header field that was received in the initial SIP INVITE request (step 5).


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. In this example the SCC AS includes the contents of the Contact header field from the received SIP 200 (OK) response. The SIP 200 (OK) response to the initial SIP INVITE request contains the SDP answer derived from the SDP answer that the SCC AS has received in the SIP 200 (OK) response to SIP re-INVITE request from UE-2 (Step 14).

Table A.7.3-18: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)

SIP/2.0 200 OK
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, 


SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7
Record-Route: <sip:sccas.home1.net;lr>,<sip:scscf1.home1.net;lr>, <sip: GopIKSsn0oGLPXRdV9BAXpT3coNuiGKV@pcscf1.home1.net;lr>
Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828
To: <sip:pstops.transfer@sccas1.home1.net>;tag=8009

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE 

Supported: 100rel, precondition, gruu, outbound
Contact: < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933300 2987933300 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=audio 0 RTP/AVP 97 96

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

m=video 10001 RTP/AVP 98 99

b=AS:75

a=curr:qos local sendrecv

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

19.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to UE-1)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to UE-1.


UE-1 receives the SIP 200 (OK) response containing the SDP answer indicating that UE-2 is ready to receive media. Since UE-1 has already resources available, it starts to send video media over IP-CAN #2 to UE-2's contact address specified in the SDP answer immediately. 

The UE-1 can relinquish the resources that it has been using for outgoing video media on IP-CAN #1.


Resources used for signalling and audio media on IP-CAN #1 are not released.
20.
 SIP ACK request (UE-1 to intermediate IM CN subsystem entities)


UE-1 completes the new call leg creation with a SIP ACK request sent to the intermediate IM CN subsystem entities.

21.
 SIP ACK request ( intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP ACK request to the SCC AS.

22.
 SIP re-INVITE request (UE-1 to intermediate IM CN subsystem entities) – see example in table A.7.3-22

UE-1 updates the old call leg on IP-CAN #1 by sending a SIP re-INVITE request to the intermediate IM CN subsystem entities.
Table A.7.3-22: SIP re-INVITE request (UE-1 to intermediate IM CN subsystem entities)

INVITE <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74> SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:eee]:2468;comp=sigcomp;branch=z9hG4bKashdns1

Max-Forwards: 70

Route: sip:XopDDDsn0oFFFXRdV9BAXpT3coNuiGKV@pcscf1.home1.net:8765;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Access-Network-Info: 3GPP-UTRAN-FDD; utran-cell-id-3gpp=123456ABCDE22
Privacy: none

From: <sip:user1_public1@home1.net>; tag=64727891
To: <tel:+1-212-555-2222>; tag=774321
Call-ID: me03a0s09a2sdfgjkl491777

Cseq: 101 INVITE 

Supported: 100rel; precondition; tdialog
Require: sec-agree;
Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=12345678; port1=2468
Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;ob>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933000 2987933001 IN IP6 5555::aaa:bbb:ccc:eee
s=-

c=IN IP6 5555::aaa:bbb:ccc:eee 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

m=video 0 RTP/AVP 98 99

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

23.
 SIP re-INVITE request (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP re-INVITE request to the SCC AS.
24.
 SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities) – see example in table A.7.3-24

The SCC AS updates the old call leg based on the SIP re-INVITE request and sends the SIP 200 (OK) response to the SIP re-INVITE request to the intermediate IM CN subsystem entities, using the content of the Via header field that was received in the SIP re-INVITE request (step 23). In this example the SCC AS includes the contents of the Contact header field from the received SIP 200 (OK) response. The SIP 200 (OK) response to the SIP re-INVITE request contains the SDP answer derived from the SDP answer that the SCC AS previously received from UE-2 (Step 14).

Table A.7.3-24: SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)

SIP/2.0 200 OK
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK345b32.2, 


SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK568f35.1, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:eee]:2468;comp=sigcomp;branch=z9hG4bKashdns1
Record-Route: <sccas.home1.net;lr>,<sip:scscf1.home1.net;lr>, <sip: XopDDDsn0oFFFXRdV9BAXpT3coNuiGKV@pcscf1.home1.net;lr>
Privacy: none

From: <sip:user1_public1@home1.net>; tag=64727891
To: <tel:+1-212-555-2222>;tag=774321

Call-ID: me03a0s09a2sdfgjkl491777

Cseq: 101 INVITE 

Supported: 100rel; precondition

Contact: < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933800 2987933801 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=audio 6544 RTP/AVP 97 96

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

m=video 0 RTP/AVP 98 99

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

25.
 SIP 200 (OK) response (intermediate IM CN subsystem entities to UE-1)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to UE-1.

26.
 SIP ACK request (UE-1 to intermediate IM CN subsystem entities)


UE-1 completes the old call leg update with a SIP ACK request sent to the intermediate IM CN subsystem entities.

27.
SIP ACK request ( intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP ACK request to the SCC AS.
****************** change 13 ******************

A.7.4
PS-PS Access Transfer with full media transfer for an outgoing call in alerting phase 

The signalling flows shown in figure A.7.4-1 describes the PS-to-PS access transfer procedure when an early dialog originated by the SC UE A, is transferred from one contact address of a SC UE A (using an old IP-CAN) to a different contact address of the same SC UE A (using a different IP-CAN). In this example flow, the SC UE A is attached to old IP‑CAN, and is in the process of establishing a dialog on its Source Access Leg via this IP‑CAN, with the UE B. While the dialog on the Source Access Leg is in the alerting phase, the SC UE A decides (e.g. based on the measurement reports) to transfer this dialog to the Target Access Leg  that will be established over the new IP‑CAN. Both, the SCC AS and the SC UA A support the PS-to-PS access transfer for the dialogs in early dialog phase.
NOTE 1:
This scenario requires that the SC UE A supports dual mode operation and multiple registration procedure. 

NOTE 2:
In this example flow, each call leg is uniquely identified with a respective dialog identifier consisting of the Call-ID, From tag, and To tag.

NOTE 3:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
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Figure A.7.4-1: Signalling flow for an outgoing call in the alert phase
1.
SC UE A has sent an INVITE request and subsequently has received a 180 (Ringing) response and it is ringing 

The SC UE A initiated call toward the UE B by sending an initial SIP INVITE request on the Source Access Leg, and subsequently it has received a 180 (Ringing) response, and it is providing ring-back. The call has been anchored at the SCC AS of the SC UE A.



The dialog on the Source Access Leg is identified with "Call-ID= me03a0s09a2sdfgjkl491777", "From tag=64727891", and "To tag=774321". 

2.
SC UE A attaches to different IP-CAN 



The SC UE A determines that a handover of the dialog on the Source Access Leg to a Target Access Leg is required while this dialog is in the alerting phase. The SC UE A connects to different IP-CAN and obtains a new IP address that it will use for the subsequent signalling and media. The SC UE A registers with the S-CSCF over the new IP-CAN using the standard multiple registration procedure. If needed, prior to sending the initial SIP INVITE request over the new IP-CAN, the SC UE A reserves resources in the new IP-CAN that will be needed for the signalling and the media.  
3.
SIP INVITE request (SC UE A to intermediate IM CN subsystem entities) - see example in table A.7.5-3 

The SC UE A sends an initial SIP INVITE request over the new IP-CAN with a new SDP offer to the UE B that indicates that the new dialog on the Target Access Leg will replace the existing dialog on the Source Access Leg. The SDP offer in the initial SIP INVITE request sent on the Target Access Leg specifies the new contact address on the new IP-CAN that will be used for the media.
Table A.7.5-3: SIP INVITE request (SC UE A to intermediate IM CN subsystem entities)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>
P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info:IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE 

Supported: 100rel, precondition, gruu, outbound

Require: sec-agree; replaces

Replaces: me03a0s09a2sdfgjkl491777; to-tag=774321; from-tag=64727891

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6; ob>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
the tel-URI of the destination, i.e. the UE-B.


Require:
the "replaces" option tag indicate that the support for Replace header field is required.


Replaces:
identifies the dialog on the Source Access that will be replaced with the new dialog on the Target Access Leg.

SDP:
specifies the new IP address for media that the SC UE A has acquired in the new IP-CAN, and also indicates that the resources in the new IP-CAN have been acquired. 
4.
SIP INVITE request transferring the session (intermediate IM CN subsystem entities to SCC AS) 


Based on the initial filter criteria in the S-CSCF, the initial SIP INVITE request is routed towards the SCC AS.
4a
Remote Leg Update

The SCC AS correlates the initial SIP INVITE request received on the Target Access Leg to the dialog on the Source Access Leg and to the remote call leg. The SCC AS acting as a B2BUA generates a SIP UPDATE request, based on the information in the initial SIP INVITE request received on the Target Access Leg, and the information previously stored against these dialogs. The SIP UPDATE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the SC UE A on the Target Access Leg.
5.
SIP UPDATE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS performs the remote call leg update by sending the SIP UPDATE request towards the UE B.
6.
SIP UPDATE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP UPDATE request to the remote UE B.

7.
SIP 200 (OK) response (UE B to Intermediate IM CN subsystem entities)

Upon receiving the SIP UPDATE request containing the SDP offer, the remote UE B sends a SIP 200 (OK) response. The SIP 200 (OK) response contains the SDP answer. The SDP answer indicates that the resources are available.
8.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
9.
SIP 183 (Session Progress) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS sends a 183 (Session Progress) response on the Target Access Leg that contains the SDP answer as received from the remote UE B. The SDP answer indicates that the resources at the UE B are available. 
10.
SIP 183 (Session Progress) response (Intermediate IM CN subsystem entities to SC UE A)


The intermediate IM CN subsystem entities forward the 183 (Session Progress) response to the SC UE A. 

11.
SIP PRACK request (SC UE A to Intermediate IM CN subsystem entities)


The SC UE A acknowledges the receipt of the 183 Session Progress response.
12.
SIP PRACK request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP PRACK request to the SCC AS.
13.
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS acknowledges the receipt of the PRACK request.
14.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SC UE A)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SC UE A. Upon successful exchange of the SIP 183 (Session Progress) response and the PRACK request on the Target Access Leg, the early dialog and associated media has been transferred from the Source Access Leg to the Target Access Leg. Since the resources for media on the Source Access Leg are not used any more, the SC UE A releases the resources that the SC UE A was using for media on the Source Access Leg. In spite of releasing the resources, the early dialog on the Source Access Leg is still in the alerting phase. 

NOTE 4:
For clarity, the exchange of the SIP messages and associated SDPs on the Source Access Leg, to release the resources that the SC UE A was using for media on the Source Access Leg, is not shown in the signalling flow.
15.
Remote user answers the call
16.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


The UE B accepts the call and sends 200 (OK) response to the initial INVITE request received from the SC UE A..
17.
200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)


The 200 (OK) response is forwarded to the SCC AS.

18.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acting as a B2BUA generates the 200 (OK) response to initial SIP INVITE request that it has received on the Target Access Leg , that indicate that the remote UE B has accepted the call.

19.
 200 (OK) response (Intermediate IM CN subsystem entities to SC UE A)


The 200 (OK) response is forwarded to the SC UE A.

20.
SIP ACK request (SC UE A to intermediate IM CN subsystem entities)


The SC UE A acknowledges the SIP 200 (OK) response received from the SCC AS

21.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.
22.
SIP ACK request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acknowledges the SIP 200 (OK) response received from the UE B.
23
SIP ACK request (Intermediate IM CN subsystem entities to UE B) 


The SIP ACK request is forwarded towards the UE B.
24-31
CANCEL Processing


The SC UE A cancels the SIP INVITE request sent on the Source Access Leg towards the SCC AS.

****************** change 14 ******************

A.7.5
PS-PS Access Transfer with full media transfer for an incoming call in alerting phase 

The signalling flows shown in the figure A.7.5-1 describes the PS-to-PS access transfer procedure when an incoming dialog that is in alerting phase is transferred from one contact address of the SC UE A (using the old IP-CAN) to a different contact address of the same SC UE A (using a different IP-CAN). In this example flow the SC UE A has an incoming dialog which is anchored at the SCC AS. While the dialog on the Source Access Leg (using the old IP-CAN) is in the alerting phase, the SC UE A decides (e.g. based on the measurement reports) to transfer this dialog to the Target Access Leg  that will be established over the new IP‑CAN. The the SCC AS and SC UA A support the PS-to-PS access transfer for the dialogs in early dialog phase.
NOTE 1:
This scenario requires that the SC UE A supports dual mode operation and multiple registration procedure.

NOTE 2:
In this example flow, each call leg is uniquely identified with a respective dialog identifier consisting of the Call-ID, From tag, and To tag.

NOTE 3:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
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Figure A.7.5-1: Signalling flow for an incoming dialog in the alert phase
1.
SC UE A has received an incoming call and is in Ringing State

The incoming call has been anchored at the SCC AS of the SC UE A. If needed, both ends have reserved the resources, and the SC UE A has sent a 180 (Ringing) response to the initial SIP INVITE request received on the Source Access Leg.

The dialog on the Source Access Leg is identified with "Call-ID= me03a0s09a2sdfgjkl491777", "From tag=64727891", and "To tag=774321". 

2.
SC UE A attaches to different IP-CAN 



The SC UE A determines that a handover of the dialog on the Source Access Leg to a Target Access Leg is required while this dialog is in the alerting phase. The SC UE A connects to different IP-CAN and obtains new IP address that it will use for the subsequent signalling and media. The SC UE A registers with the S-CSCF over the new IP-CAN using the standard multiple registration procedure. If needed, prior to sending the initial SIP INVITE request over the new IP-CAN, the SC UE A reserves resources in the new IP-CAN that will be needed for the signalling and media.  
3.
SIP INVITE request (SC UE A to intermediate IM CN subsystem entities) - see example in table A.7.5-3 

The SC UE A sends an initial SIP INVITE request on the Target Access Leg with a new SDP offer toward the UE B and indicates that the new dialog on the Target Access Leg will replace the existing early dialog on the Source Access Leg. The SDP offer in the initial SIP INVITE request sent on the Target Access Leg specifies the new contact address that will be used for the media over the new IP-CAN.
Table A.7.5-3: SIP INVITE request (SC UE A to intermediate IM CN subsystem entities)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>
P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info:IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE 

Supported: 100rel, precondition, gruu, outbound

Require: sec-agree; replaces

Replaces: me03a0s09a2sdfgjkl491777; to-tag=774321; from-tag=64727891

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6; ob>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
the tel-URI of the destination, i.e. the UE-B.


Require:
the "replaces" option tag indicate that the support for Replace header field is required.


Replaces: that identifies the dialog on the Source Access Leg that will be replaced with the new dialog on the Target Access Leg.

SDP:
specifies the new IP address for media that the SC UE A has acquired in the new IP-CAN, and also indicates that the resources in the new IP-CAN have been acquired. 
4.
SIP INVITE request transferring the session (intermediate IM CN subsystem entities to SCC AS)

Based on the initial filter criteria in the S-CSCF, the initial SIP INVITE request is routed towards the SCC AS.
4a.
Remote Leg Update

The SCC AS correlates the initial SIP INVITE request received on the Target Access Leg to the dialog on the Source Access Leg, and to the remote call leg. The SCC AS acting as a B2BUA generates a SIP UPDATE request, based on the information received in the initial SIP INVITE request on the Target Access Leg, and the information previously stored against these dialogs. The SIP UPDATE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the SC UE A on the Target Access Leg.
5.
SIP UPDATE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS performs the remote call leg update by sending the SIP UPDATE request towards the UE B.
6.
SIP UPDATE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP UPDATE request to the remote UE B.

7.
SIP 200 (OK) response (UE B to Intermediate IM CN subsystem entities)

Upon receiving the SIP UPDATE request containing the SDP offer, the remote UE B sends a SIP 200 (OK) response. The SIP 200 (OK) response contains the SDP answer. The SDP answer indicates that the resources are available.
8.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
9.
SIP 183 (Session Progress) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS sends a 183 (Session Progress) response on the Target Access Leg that contains the SDP answer as received from the remote UE B. The SDP answer indicates that resources are available. The SIP 183 (Session Progress) response will contain a Recv-Info header field set to g.3gpp.state-and-event.
10.
SIP 183 (Session Progress) response (Intermediate IM CN subsystem entities to SC UE A)

The intermediate IM CN subsystem entities forward the 183 (Session Progress) response to the SC UE A. 
11.
SIP PRACK request (SC UE A to Intermediate IM CN subsystem entities)

The SC UE A acknowledges the receipt of the 183 (Session Progress) response.
12.
SIP PRACK request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP PRACK request to the SCC AS.
13.
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS acknowledges the PRACK request.
14.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SC UE A)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SC UE A. Upon successful exchange of the SIP 183 (Session Progress) response and the PRACK request on the Target Access Leg, the early dialog and associated media has been transferred from the Source Access Leg to the Target Access Leg. Since the resources for media on the Source Access Leg are not used any more, the SC UE A releases the resources that the SC UE A was using for media on the Source Access Leg. In spite of releasing the resources, the early dialog on the Source Access Leg is still in the alerting phase. 

NOTE 4:
For clarity, the exchange of the SIP messages and associated SDPs on the Source Access Leg, to release the resources that the SC UE A was using for media on the Source Access Leg, is not shown in the signalling flow.
15.
User answers the call
16.
The SC UE A accepts the call and sends SIP INFO request to intermediate IM CN subsystem entities see example in table A.7.5-16


The SC UE sends a SIP INFO request that indicates that the call has been accepted.
Table A.7.5-16: SIP INFO request (SC UE A to intermediate IM CN subsystem entities)

INFO tel:+1-212-555-2222 SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7
Max-Forwards: 70
Route: <sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>
From: <sip:user1_public1@home1.net>; tag=171828
To: <tel:+1-212-555-2222>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 130 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <event>call-accepted</event>
</state-and-event-info>
17.
SIP INFO request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP INFO request to the SCC AS. The SCC AS gets informed that the SC UE A has accepted the call.
18.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acknowledges the receipt of the SIP INFO request indicating that the SC UE A has accepted the call.

19.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SC UE A)


The SIP 200 (OK) response is forwarded to the SC UE A.
20.
SCC AS completes the SIP procedure on all three call-legs


The SCC AS generates a SIP 200 (OK) response toward the UE B, a SIP 200 (OK) response toward the UE A on the Target Access Leg, and a CANCEL request toward the UE A on the Source Access Leg.

21.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends a SIP 200 (OK) response to UE B that indicates that the SC UE A has accepted the call.
22.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to the UE B) 


The SIP 200 (OK) response is forwarded to the UE B.
23.
SIP ACK request (UE B to intermediate IM CN subsystem entities)


The remote UE B acknowledges the SIP 200 (OK) response received from SCC AS by sending a SIP ACK request.
24.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.
25.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends a SIP 200 (OK) response to the SC UE A on the Target Access Leg to indicate the successful access transfer.

26.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SC UE A) 


The SIP 200 (OK) response is forwarded to the SC UE A.
27.
SIP ACK request (SC UE A to intermediate IM CN subsystem entities)


SC UE A acknowledges the receipt of the 200 (OK) response received on the Target Access Leg from SCC AS by sending a SIP ACK request.
28.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.

29-36
CANCEL Processing


The SCC AS cancels the early dialog on the Source Access Leg.
****************** change 15 ******************

A.8.2
PS - PS in conjunction with PS - CS Access Transfer: PS to CS

In this example, SC UE A has an ongoing multimedia session with remote UE B over IP-CAN#1 before access transfer. When SC UE connects to a new IP-CAN#2, it decides to transfer the multimedia session over the new IP-CAN#2 and the CS bearer respectively.
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Figure A.8.2-1: Signalling flow for PS - PS in conjunction with PS - CS Access Transfer: PS to CS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1. SC UE A has an ongoing multimedia session with remote UE B


The call has been anchored at the SCC AS which is in the HPLMN of originating SC UE A. The call leg over old IP-CAN is identified with "Call-ID= me03a0s09a2sdfgjkl491777", "From tag=64727891", and "To tag=774321". The UE A and UE B exchange media over the old IP-CAN, which is maintained while the SC UE A initiates the handover procedure.

Table A.8.2-1 shows an example of the SDP offer from SC UE A to remote UE B.

NOTE 2:
To later show how the media is transferred to the new IP-CAN and CS bearer, only the SDP offer is shown in table A.8.2-1.
Table A.8.2-1: SIP INVITE request (SC UE A to intermediate IM CN subsystem entities) 

INVITE tel:+1-237-555-2222 SIP/2.0

Via: 

Max-Forwards: 

Route: 
P-Asserted-Identity: 
P-Charging-Vector: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 
Cseq: 
Supported:
Require: 

Proxy-Require: 

Security-Verify: 

Contact: 

Allow: 

Accept: 
Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 3456 RTP/AVP 97 96
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 7654 TCP/MSRP 98
a=accept-types:text/plain
2.
SC UE A connects to a new IP-CAN#2:


The SC UE A decides to transfer the multimedia session over the new IP-CAN and CS bearer respectively. The UE A obtains an IP address that it will use for the signalling and media. It registers with the S-CSCF over the new IP-CAN using multiple registrations procedure. Depending on the UE A configuration, the discovery of the P-CSCF in the new IP-CAN can be needed. Based on the UE A and new IP-CAN capabilities, the UE A decides to use the same codec that was used over the old IP-CAN. The UE A reserves resources (e.g. QoS) in the new IP-CAN that will be needed for the signalling and transferred media, prior to sending the initial SIP INVITE request.
3.
SIP INVITE request (SC UE A to intermediate IM CN subsystem entities)- see example in table A.8.2-3


The SC UE A sends an initial SIP INVITE request with a STI and a new SDP offer to the UE B that indicates that the new call replaces the existing call. The initial SIP INVITE request establishes a dialog for signalling and specifies in the SDP a new contact address that will be used for non-realtime media over the new IP-CAN. Upon sending the initial SIP INVITE request, the UE A is ready to receive the RTP packets either over the new IP-CAN or the old IP-CAN. The RTP packets can arrive over the new IP-CAN prior to the SC UE are receiving the SIP 200 (OK) response for the initial SIP INVITE request.
Table A.8.2-3: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE tel:+1-237-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:fff]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-237-555-2222>

Call-ID: cb03a0s09a2sdfglkj490237
Cseq: 127 INVITE 

Supported: 100rel; precondition

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";
Target-Dialog:me03a0s09a2sdfgjkl491777; to-tag=774321; from-tag=64727891
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:fff

s=

t=0 0

m=audio 0 RTP/AVP 97 96
c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 7654 TCP/MSRP 98

c=IN IP6 5555::aaa:bbb:ccc:fff
a=accept-types:text/plain
4. 
Evaluation of initial filter criteria

The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
5.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)

The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

6.
Remote Leg Update

The SCC AS identifies the session to be transferred using the STI. The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the remote UE.

7.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)- See example in table A.8.2-7


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. In this example the SCC AS includes the contents of the Contact header field from the received SIP INVITE request. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A (Step 3).

Table A.8.2-7: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>; SIP/2.0 

Via: SIP/2.0/UDP sccas.home1.net; branch=z9hG4bK332b33.3; 

Max-Forwards: 67

Route: <scscf1.home1.net;lr >,<sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr> 

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+1-237-555-1111>

P-Access-Network-Info: IEEE-802.11b 

Privacy: none

P-Charging-Vector: ####
P-Charging-Function-Addresses:

From: <sip:user1_public1@home1.net>; tag=1717777 

To: <tel:+1-237-555-2222>, tag=4321

Call-ID: dc14b1t10b3teghmlk5013237
Cseq: 111 INVITE

Supported: precondition, 100rel

Contact:< sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:fff

s=t=0 0

m=audio 0 RTP/AVP 97 96
c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 7654 TCP/MSRP 98

c=IN IP6 5555::aaa:bbb:ccc:fff
a=accept-types:text/plain
8.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forwards the SIP re-INVITE request to remote UE B.

9-10:
SIP 200 (OK) response (UE B to SCC AS via Intermediate IM CN subsystem entities)

The UE B generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

11-12:
SIP ACK request (SCC AS to UE B via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE B.

13-14:
SIP 200 (OK) response (SCC AS to UE A via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

15-16:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS
17.
Media paths between UE A and UE B

The non-realtime media is using the new IP-CAN while the realtime media path is still over the old IP-CAN.
18.
CC SETUP message (SC UE A to Interworking entities)


The SC UE sends the CC SETUP message with the STN as the called party number.
NOTE 3:

STN is a PSI DN used by the UE to request a session transfer towards the SCC AS. 
19. SIP INVITE request (Interworking entities to Intermediate IM CN subsystem entities) -see example in Table A.8.2-19

Table A.8.2-19: SIP INVITE request (interworking entities to intermediate IM CN subsystem entities)

INVITE tel:+1-237-555-3333 SIP/2.0
Via: SIP/2.0/UDP msc1.home1.net; branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:icscf1.home1.net:7531;lr;comp=sigcomp>
P-Asserted-Identity: <tel: +1-237-555-1111>
P-Charging-Vector: ####
Privacy: none

From: <tel: +1-237-555-1111>;tag=171828

To: <tel:+1-237-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 127 INVITE
Supported: 100rel, precondition
Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port=7531

Contact: <sip:mgcf2.home2.net;gr>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee
t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
contains the IMRN, as obtained from CS networks signalling.

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.
20. Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
21.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

22.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the remote UE.

23. SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) –see example in table A.8.2-23


The SCC AS acting as a routing B2BUA generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE B via the intermediate IM CN subsystem entities. In this example the SCC AS includes the contents of the Contact header field from the received SIP INVITE request.
Table A.8.2-23: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r5
Max-Forwards: 67

Route: <sip:scscf1.home1.net:lr>
P-Asserted-Identity: <tel: +1-237-555-1111>

P-Charging-Function-Addresses: ####
P-Charging-Vector: ####
Privacy: none

From: <tel: +1-237-555-1111>;tag=171828

To: <tel:+1-237-555-2222>; tag=26545
Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 127 INVITE
Supported: 100rel, precondition
Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port=7531

Contact: < sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

t=0 0

m=audio 3456 RTP/AVP 97 96

c=IN IP6 5555::aaa:bbb:ccc:eee
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 7654 TCP/MSRP 98
c=IN IP6 5555::aaa:bbb:ccc:fff
a=accept-types:text/plain
24.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

25.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE B has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.
26.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)
The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.
27-28.
SIP ACK request (SCC AS to UE B via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE B.

29-30.
SIP 200 (OK) response (SCC AS to interworking entities via IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response to the interworking entities.

31.
CC CONNECT message (interworking entities to SC UE A)
32.
CC CONNECT ACKNOWLEDGEMENT message (SC UE A to interworking entities)
33-34.
SIP ACK request (interworking entities to SCC AS via IM CN subsystem entities)

The interworking entities generate the SIP ACK request to the SIP 200 (OK) response, and forward it to the SCC AS.

35-36:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the old IP-CAN, by sending a BYE request to the UE A.
37-38.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the BYE SIP request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.
39.
Media paths between SC UE A and UE B

Finally, the non-realtime media path is over the new IP-CAN and the realtime media is using the CS bearer.
****************** change 16 ******************

A.8.3
PS - PS in conjunction with PS - CS Access Transfer: CS to PS

In this example, SC UE A has an ongoing multimedia session with remote UE B over IP-CAN#1 and CS bearer before access transfer. When SC UE connects to a new IP-CAN#2, it decides to transfer all the multimedia session over the new IP-CAN#2.
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Figure A.8.3-1: Signalling flow for PS - PS in conjunction with PS - CS Access Transfer: CS to PS
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1. SC UE A has an ongoing multimedia session with remote UE B


The non realmedia path is over old IP-CAN#1 and the realtime media path is over the CS bearer. The call has been anchored at the SCC AS which is in the HPLMN of originating SC UE A. The call leg over old IP-CAN#1 is identified with "Call-ID= me03a0s09a2sdfgjkl491777", "From tag=64727891", and "To tag=774321". The UE A and UE B exchange media over the old IP-CAN, which is maintained while the SC UE A initiates the handover procedure.
2.
SC UE A connects to a new IP-CAN#2

The SC UE A decides to transfer the multimedia session over the new IP-CAN#2. The UE A obtains an IP address that it will use for the signalling and media. It registers with the S-CSCF over the new IP-CAN using multiple registrations procedure. Depending on the UE A configuration, the discovery of the P-CSCF in the new IP-CAN can precede this. Based on the UE A and new IP-CAN capabilities, the UE A decides to use the same codec that was used over the old IP-CAN. The UE A reserves resources (e.g. QoS) in the new IP-CAN that will be needed for the signalling and transferred media, prior to sending the initial SIP INVITE request.
3.
SIP INVITE request (SC UE A to intermediate IM CN subsystem entities)- see example in table A.8.3-3


Upon sending the initial SIP INVITE request, the UE A is ready to receive the RTP packets either over the new IP-CAN or the old IP-CAN. The RTP packets can arrive over the new IP-CAN prior to the SC UE are receiving the SIP 200 (OK) response for the initial SIP INVITE request.
Table A.8.3-3: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE tel:+1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:fff]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-237-555-2222>

Call-ID: cb03a0s09a2sdfglkj490237
Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199
Require: sec-agree, replaces
Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.ics="principal";
Replaces: me03a0s09a2sdfgjkl491777; to-tag=774321; from-tag=64727891
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:fff

s=

c=IN IP6 5555::aaa:bbb:ccc:fff
t=0 0

m=audio 3456 RTP/AVP 97 96a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4
a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 7654 TCP/MSRP 98
a=accept-types: text/plain
Request-URI:
Contains the static STI.
4. 
Evaluation of initial filter criteria

The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
5.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)

The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

6.
Remote Leg Update

The SCC AS identifies the session to be transferred using the STI. The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the remote UE.

7.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)- See example in table A.8.3-7

The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. In this example the SCC AS includes the contents of the Contact header field from the received SIP INVITE request. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A (Step 3).

Table A.8.2-7: SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

INVITE sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74 SIP/2.0 

Via: SIP/2.0/UDP sccas.home1.net; branch=z9hG4bK332b33.3; 

Max-Forwards: 67

Route: <scscf1.home1.net;lr >,<sip:scscf2.home2.net;lr>, <sip:pcscf2.visited2.net;lr> 

P-Asserted-Identity: "John Doe" <sip:user1_public1@home1.net>, <tel:+1-237-555-1111>

P-Access-Network-Info: IEEE-802.11b 

Privacy: none

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"

P-Charging-Function-Addresses:

From: <sip:user1_public1@home1.net>; tag=569812 

To: <tel:+1-237-555-2222>, tag=4321

Call-ID: dc14b1t10b3teghmlk5013237
Cseq: 111 INVITE

Contact:<sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:fff

s=

c=IN IP6 5555::aaa:bbb:ccc:fff
t=0 0

m=audio 3456 RTP/AVPF 97 96
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv
a=rtpmap:97 AMR
a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 7654 TCP/MSRP 98
a=accept-types: text/plain
8.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forwards the SIP re-INVITE request to remote UE B.

9-10:
SIP 200 (OK) response (UE B to SCC AS via Intermediate IM CN subsystem entities)

The UE B generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

11-12:
SIP ACK request (SCC AS to UE B via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE B.

13-14:
SIP 200 (OK) response (SCC AS to UE A via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

15-16:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS
17.
Media paths between UE A and UE B

The multimedia is using the new IP-CAN. Resources used for signalling on the old IP-CAN#1 and CS bearer are not released.

18-19.
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg- that was using the old IP-CAN#1, by sending a SIP BYE request towards the SC UE A.
20-21.
 SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN#1, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN. Subsequently, the UE-1 relinquishes all resources pertaining to the old IP-CAN.
22-23.
SIP BYE request (SCC AS to interworking entities via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a SIP BYE request.
24-25.
CC DISCONNECT message (interworking entities to SC UE A)

Upon receiving the CC DISCONNECT message, the SC UE A relinquishes all resources pertaining to the CS bearer.
26-27.
SIP 200 (OK) response (Interworking entities to SCC AS via intermediate IM CN subsystem entities)

28.
Media paths between UE A and UE B

The multimedia session is using the new IP-CAN#2.
****************** change 17 ******************

A.9.2
Remote End Initiation case – Removing media from split CS and PS sessions
As a precondition the SC UE A has a CS call and IMS multimedia session with the remote UE after session transfer in a manner that more than one session are presented to UE B as one IMS session by the SCC AS.

Error! Objects cannot be created from editing field codes.
Figure A.9.2-1: Remote End Initiation case – Removing media from split CS and PS sessions
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
SC UE A has an ongoing multimedia session with remote UE B


The call has been anchored at the SCC AS which is in the HPLMN of originating SC UE A.

Table A.9.2-1 shows an example of the SDP offer from SC UE A to remote UE B.

NOTE 2:
To show how the media is removed, only the SDP offer is shown in this example.
Table A.9.2-1: SIP INVITE request (SC UE A to intermediate IM CN subsystem entities)

INVITE tel:+1-237-555-2222 SIP/2.0

Via: 

Max-Forwards: 

Route: 
P-Asserted-Identity: 
P-Charging-Vector: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Supported:

Require: 

Proxy-Require: 

Security-Verify: 

Contact: 

Allow: 

Accept: 
Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=message 7654 TCP/MSRP 98

a=accept-types:text/plain
2.
SIP re-INVITE request (UE B to intermediate IM CN subsystem entities)- See example in table A.9.2.-2


The remote UE B decides to remove the non-realtime media from the multimedia session. It uses standard IMS procedures to remove one or more PS media from the session.
Table A.9.2-2: SIP re-INVITE request (UE B to intermediate IM CN subsystem entities)

INVITE < sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> SIP/2.0

Via: SIP/2.0/UDP sccas1.home1.net;branch=z9hG4bKnas34r5

Max-Forwards: 67

Route: <sip:scscf1.home1.net:lr>
P-Asserted-Identity: <tel: +1-237-555-2222>

P-Charging-Function-Addresses: ####
P-Charging-Vector: ####
P-Access-Network-Info: 

Privacy: none

From: <tel: +1-237-555-2222; gr=hdg7777ad7aflzig8sf7>;tag=171828

To: <tel:+1-237-555-1111>

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 127 INVITE

Supported: 100rel, precondition

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port=7531

Contact: < sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Accept: application/sdp, application/3gpp-ims+xml
Content-Type: application/sdp

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 3456 RTP/AVP 97 96
b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 0 TCP/MSRP 98

a=accept-types:text/plain
3.
SIP re-INVITE request (Intermediate IM CN subsystem entities to SCC AS)

4-5.
SIP 200 (OK) response (SCC AS to UE B via Intermediate IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the remote UE B.

6-7:
SIP ACK request (UE B to SCC AS via Intermediate IM CN subsystem entities) 


The UE B generates the SIP ACK request to the SIP SIP 200 (OK) response and forwards it to the SCC AS.

8-9:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)

The SCC AS terminates the replaced call leg, which was using the IP-CAN, by sending a SIP BYE request to the UE A.
10-11.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the IP-CAN, the SC UE A sends a SIP 200 (OK) response over the IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the IP-CAN.
12.
Media paths between SC UE A and UE B


Finally, the non-realtime media path over the IP-CAN is removed.
****************** change 18 ******************

A.15.2
CS to PS access transfer with MSC server assisted mid-call feature

In the example flow at the figure A.15.2-1, SC UE A has two ongoing sessions over CS bearer which are anchored at SCC AS. The active session X is with UE B, the held session Y is with UE C. The session X and session Y are two party sessions. The session Y contains rejected video stream and accepted speech media component. When the SC UE connects to an IP-CAN, it decides to transfer the sessions over the IP-CAN.


[image: image17.emf]UE B

MSC Server

Interworking 

entities

Intermediate IM 

CN subsystem 

entities

1. SC UE A is on an active session X with UE B and held session Y with UE C. Both callsare anchored at 

SCC AS.

2. UE A connects to a new IP-CAN and decides to 

transfer the session over the new IP-CAN. It 

reserves resources in the new IP-CAN.

5. SIP INVITE

6 Remote leg Update

8. SIP reINVITE

7. SIP

 reINVITE

9. SIP 200 (OK)

reINVITE

10. SIP

 200 (OK)

reINVITE

13. SIP 

200 (OK) 

INVITE 14. SIP 200 (OK) 

INVITE

11. SIP ACK

12. SIP ACK

4. iFC Evaluation

16. SIP ACK

3. SIP INVITE

15. SIP ACK

18. SIP BYE

19. SIP BYE

23. SIP 200 (OK)

BYE

24. SIP 200 

(OK)

BYE

1a.CS bearer

SCC AS

1b. IP bearer for session X

SC UE A

CS PS

17b. IP bearer for session X

20. DISCONNECT

21. RELEASE

22. RELEASE COMPLETE

UE C

1c

. I

P

 

b

earer

 

for

 

sess

i

on

 

Y

31. SIP INVITE

32. Remote leg Update

34. SIP reINVITE

33. SIP

 reINVITE

35. SIP 200 (OK)

reINVITE

36. SIP

 200 (OK)

reINVITE

39. SIP 

200 (OK) 

INVITE

40. SIP 200 (OK) 

INVITE

37. SIP ACK

38. SIP ACK

30. iFC Evaluation

42. SIP ACK

29. SIP INVITE

41. SIP ACK

44. SIP BYE

45. SIP BYE

49. SIP 200 (OK)

50. SIP 200 (OK)

43b. IP bearer for session X

46. DISCONNECT

47. RELEASE

48. RELEASE COMPLETE

17a.CS bearer

17c

. I

P 

bearer

 

for

 

sess

i

on

 

Y

43c

. I

P

 

bearer

 

for

 

sess

i

on 

Y

43a.CS bearer

51a. IP bearer for session X

51b. I

P

 

bearer

 

for

 

sess

i

on

 

Y

25. SIP REFER

26. SIP REFER

27. SIP 202 (Accepted)

REFER

28. SIP 202

(Accepted)

REFER


Figure A.15.2-1: Signalling flow for PS-CS Access Transfer: CS to PS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A has an ongoing active session X with remote UE B and a held session Y with remote UE C


The calls have been anchored at the SCC AS which is in the HPLMN of originating SC UE A. 

2.
SC UE A connects to a new IP-CAN:


The SC UE A decides to transfer the sessions over the new IP-CAN. The UE A obtains an IP address that it will use for the signalling and media. It registers with the S-CSCF over the new IP-CAN using standard registration procedure and reserves resources in the new IP-CAN.

3.
SIP INVITE request transferring the active session X (SC UE A to intermediate IM CN subsystem entities) - see example in table A.15.2-3


The SC UE A sends an initial SIP INVITE request to request the new call replaces the existing call X.
Table A.15.2-3: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE sip:domain.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <sip:user1_public1@home1.net>; tag=171828

To: <tel:+1-237-555-2222>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel, precondition, 199, gruu, norefersub
Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml, application/vnd.3gpp.mid-call+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=audio 3456 RTP/AVP 97 96
a=tcap:1 RTP/AVPF
a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.

Accept:
contains the MSC Server assisted mid-call feature MIME type.
4. 
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
5.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)


The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

6.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

7.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A (Step 3).

8.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

9-10:
SIP 200 (OK) response (UE B to SCC AS via Intermediate IM CN subsystem entities)

The UE B generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

11-12:
SIP ACK request (SCC AS to UE B via Intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE B.

13-14:
SIP 200 (OK) response (SCC AS to UE A via Intermediate IM CN subsystem entities)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

15-16:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS

17.
Media paths between UE A and UE B

The media path of session X is using the new IP-CAN but the media path of the session Y is still using the CS bearer.

18-19.
SIP BYE request (SCC AS to MSC Server via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a SIP BYE request.

20-22.
CC DISCONNECT message (interworking entities to SC UE A)

Upon receiving the CC DISCONNECT message, the SC UE A relinquishes all resources pertaining to the CS bearer.

NOTE:
Steps 20-22 are performed only if signalling over CS domain is possible after the CS-PS access transfer is completed; otherwise, the SC UE A and the network release the source access leg of session X locally, without any signalling between the SC UE and the network.
23-24. SIP 200 (OK) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the MSC Server sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. 

25:
SIP REFER request (SCC AS to Intermediate IM CN subsystem entities) -see example in table A.15.2-25

The SCC AS sends SIP REFER request towards UE A inside the dialog created by the message 13.
Table A.15.2-25: SIP REFER request (SCC AS to IM CN subsystem entities)

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

From: <tel:+1-237-555-2222>; tag=aasdfgaag

To: <sip:user1_public1@home1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 55998 REFER

Content-Length: ...

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net:7531;lr>
Contact: <sip:sccas1.home1.net;gr>

Refer-Sub: false

Supported: norefersub, gruu

Refer-To: <sip:additional.session.xfer@sccas.home1.net?Target-Dialog=a84b4c76e66710%3Bremote-tag=654364735%3Blocal-tag=1928301774&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: application/vnd.3gpp.mid-call+xml
<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>

Refer-To:

contains the additional transferred session SCC AS URI and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session

26.
SIP REFER request (intermediate IM CN subsystem entities to UE A)


The SIP REFER request is forwarded towards the UE A.

27-28.
SIP 202 (Accepted) response (UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP REFER request, the UE A sends a SIP 202 (Accepted) response.

29.
SIP INVITE request transferring the held session Y (SC UE A to intermediate IM CN subsystem entities) - see example in table A.15.2-29

The SC UE A sends an initial SIP INVITE request to request the new call replacing the existing call Y.
Table A.15.2-29: SIP INVITE request (UE A to intermediate IM CN subsystem entities)

INVITE sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Access-Network-Info: IEEE-802.11b

Privacy: none

From: <tel:+1-237-555-1111>; tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfqweasas
Cseq: 127 INVITE 

Supported: 100rel, precondition, 199, gruu

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp, application/3gpp-ims+xml

Target-Dialog: a84b4c76e66710;remote-tag=654364735;local-tag=1928301774
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=

c=IN IP6 5555::aaa:bbb:ccc:ddd

t=0 0

m=video 0 RTP/AVP 98

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos loca
a=tcap:1 RTP/AVPF

a=pcfg:1 t=1l sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly


Request-URI:
contains the additional transferred session SCC AS URI as received in the Refer-To URI in the SIP REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the SIP REFER request.

Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
All the media are offered with the sendonly directionality.

30.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.
31.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)


The SIP INVITE request is forwarded to the SCC AS as the result of the evaluation of iFC.

32.
Remote Leg Update


The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

33.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID header fields from one side of the B2BUA to the other. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.

34.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE C)


The intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE C.

35-36:
SIP 200 (OK) response (UE C to SCC AS via Intermediate IM CN subsystem entities)


The UE C generates the SIP 200 (OK) response to the SIP re-INVITE request and forwards it to the SCC AS.

37-38:
SIP ACK request (SCC AS to UE C via Intermediate IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the remote UE C.

39:
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

40:
SIP 200 (OK) response (Intermediate IM CN subsystem entities to UE A)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request and forwards it to the SC UE A.

41-42:
SIP ACK request (SC UE A to SCC AS via Intermediate IM CN subsystem entities) 


The SC UE A generates the SIP ACK request to the SIP 200 (OK) response and forwards it to the SCC AS

43.
Media paths between UE A and UE B

The media paths of session X and session Y are using the new IP-CAN but the the CS bearer is still not released.

44-45.
SIP BYE request (SCC AS to MSC Server via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg, which was using the CS bearer, by sending a SIP BYE request.

46-48.
CC DISCONNECT message (interworking entities to SC UE A)

Upon receiving the CC DISCONNECT message, the SC UE A relinquishes all resources pertaining to the CS bearer.

NOTE:
Steps 46-48 are performed only if signalling over CS domain is possible after the CS-PS access transfer is completed; otherwise, the SC UE and the network release the source access leg of session Y locally, without any signalling between the SC UE and the network.
49-50.
SIP 200 (OK) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)

51.
Media paths between UE A and UE B

The media paths of session X and session Y are using the new IP-CAN.

****************** change 19 ******************

A.15.3
PS to CS access transfer with MSC server assisted mid-call feature

In the example flow at the figure A.15.3-1, SC UE A has two ongoing sessions over PS bearer which are anchored at SCC AS. When both sessions were established the SC UE and the SCC AS included the g.3gpp.mid-call media feature tag as specified in annex C into the Contact header fields. The active session X is with UE B, the held session Y is with UE C. The session X and session Y are two party sessions. The session Y contains a rejected video stream and an accepted speech media component. When the SC UE attaches to the CS domain, it decides to transfer the sessions over the CS bearer without using the ICS capability.
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Figure A.15.3-1: Signalling flow for PS-CS access transfer: PS-CS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A is on an active session X with UE B and a held session Y with UE C:


There is an ongoing IP bearer between the SC UE and the remote UE B and another IP bearer between the SC UE and the remote UE C. Both sessions are anchored at SCC AS.

2. SC UE A attaches to the CS domain


The SC UE attaches to the CS domain and decides to transfer the sessions over the CS bearer.

3.
CC SETUP messages


Transaction Identifier:
3

4.
SIP INVITE request transferring the active session X (MSC Server to Intermediate IM CN subsystem entities) -see example in table A.15.3-4

Upon receiving the CC SETUP message the MSC Server sends a SIP INVITE request and associates the transaction identifier 3 with the SIP INVITE request.
Table A.15.3-4: SIP INVITE request (MSC Server to intermediate IM CN subsystem entities) 

INVITE tel:+1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu, 199, norefersub
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

Accept: application/sdp, application/3gpp-ims+xml, application/vnd.3gpp.mid-call+xml 

Recv-Info: g.3gpp.mid-call
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the IMRN, as obtained from CS networks signalling.

SDP:
The SDP contains preconfigured set of codecs supported by the MSC Server.


Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.

Accept:
contains the MSC Server assisted mid-call feature MIME type.
5.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

6.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

7.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

8.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acting as a routing B2BUA generates a SIP re-INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE B via the intermediate IM CN subsystem entities.

9.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE B)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE B.

10.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE B has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

11.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.

12-13.
SIP ACK request (SCC AS to UE B via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE B.

14-15.
SIP 200 (OK) response (SCC AS to MSC Server via IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the MSC Server. 

16.
CC CONNECT message (MSC Server to SC UE A)

17.
CC CONNECT ACKNOWLEDGEMENT message (SC UE A to MSC Server)
18-19.
SIP ACK request (MSC Server to SCC AS via IM CN subsystem entities)

The MSC Server generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the SCC AS.

20.
Media paths between SC UE A and UE B:


The CS bearer is setup while the PS bearers are still existing. 

21-22:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session X, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.

23-24.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.

NOTE:
Steps 22-23 are performed only if SC UE A is using Gm after the PS-CS access transfer is completed; otherwise, the SC UE A and the network release the source access leg of session X locally, without any signalling between the SC UE A and the network.
25.
Media paths between SC UE A and UE B

The session X is transferred from PS bearer to CS bearer, but the session Y is still at the PS bearer.

26.
SIP REFER request (SCC AS to IM CN subsystem entities) -see example in table A.15.3-26


The SCC AS sends SIP REFER request towards MSC Server inside the dialog created by the the message 14.
Table A.15.3-26: SIP REFER request (SCC AS to IM CN subsystem entities) 

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

To: <tel:+1-237-555-1111>;tag=171828

From: <tel:+1-237-555-3333>;tag=sdfsdf

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 55998 REFER

Content-Length: 125

Route: <sip:scscf1.home1.net;lr>

Refer-Sub: false

Supported: norefersub, gruu

Contact: sip:sccas1.home1.net

Refer-To: <additional.session.xfer@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>


Refer-To:

contains the additional transferred session SCC AS URI and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session
27.
SIP REFER request (intermediate IM CN subsystem entities to MSC Server)


The SIP REFER request is forwarded towards the MSC Server.

28-29.
SIP 202 (Accepted) response (MSC Server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP REFER request, the MSC Server sends a SIP 202 (Accepted) response.

30.
SIP INVITE request for the held session Y (MSC Server to Intermediate IM CN subsystem entities) -see example in table A.15.3-30

Upon receiving the SIP REFER request the MSC Server sends a SIP INVITE request and associates the transaction identifier 4 with the SIP INVITE request.
Table A.15.3-30: SIP INVITE request (MSC Server to intermediate IM CN subsystem entities) 

INVITE 
sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfgqwerq 
Cseq: 1275 INVITE

Supported: 100rel, precondition, 199, gruu

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Target-Dialog: ksdjfhwrklf;remote-tag=676723565;local-tag=45418454

Require: tdialog

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=video 0 RTP/AVP 98

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly


Request-URI:
contains the additional transferred session SCC AS URI as received in the Refer-To URI in the SIP REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the SIP REFER request.

Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
The SDP contains preconfigured set of codecs supported by the MSC Server. All the media are offered with the sendonly directionality.
31.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

32.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

33.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

34.
SIP re-INVITE request (SCC AS to intermediate IM CN subsystem entities) 


The SCC AS acting as a routing B2BUA generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE C via the intermediate IM CN subsystem entities. The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.
35.
SIP re-INVITE request (Intermediate IM CN subsystem entities to UE C)


Intermediate IM CN subsystem entities forward the SIP re-INVITE request to remote UE C.

36.
SIP 200 (OK) response (UE C to intermediate IM CN subsystem entities)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE C has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.

37.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP re-INVITE request to the SCC AS in the originating network.

38-39.
SIP ACK request (SCC AS to UE C via IM CN subsystem entities)


The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE C.

40.
SIP 200 (OK) response (SCC AS to IM CN subsystem entities)


The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the MSC Server. 

41.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC Server)


Intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP INVITE request to MSC Server.

42-43.
SIP ACK request (MSC Server to SCC AS via IM CN subsystem entities)

The MSC Server generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the SCC AS.

44.
Media paths between SC UE A and UE B:


The CS bearer and PS bearers for both the sessions are established but there is still the original IP bearer for the held session Y.

45-46:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session Y, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.

47-48.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.
NOTE:
Steps 46-47 are performed only if the SC UE A uses Gm after the PS-CS access transfer is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network.
49.
Media paths between SC UE A and UE B


Both sessions X and Y are transferred from PS bearer to CS bearer.
****************** change 20 ******************

A.15.4
PS to CS access transfer with MSC server assisted mid-call feature with an incoming waiting call in alerting phase

In the example flow at the figure A.15.4-1, SC UE A has an ongoing sessions with speech media component and an incoming waiting session with speech media component which are anchored at SCC AS. The incoming waiting call is in alerting state. The ongoing session X is with UE B, the incoming waiting session Y is with UE C. The session X and session Y are two party sessions. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a PS to CS SRVCC procedure to CS access.
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Figure A.15.4-1: Signalling flow for PS to CS access transfer with MSC server assisted mid-call feature with an incoming waiting call in alerting phase
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A is on an active session X with UE B and an incoming waiting session Y with UE C:


There is an ongoing PS bearer between the SC UE and the remote UE B and another PS bearer between the SC UE and the remote UE C. Both sessions are anchored at SCC AS.

2.
SC UE A sends the measurement reports to E-UTRAN


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.237 [9].
3-24.
Access transfer for the active session X


The procedure for transfering the active session X is the same as step 4 to step 15 and step 18 to step 24 described in subclause A.15.3.
25.
Media paths between SC UE A and UE B

The session X is transferred from PS bearer to CS bearer, but the session Y is still at the PS bearer.

26.
SIP REFER request (SCC AS to IM CN subsystem entities) -see example in table A.15.4-26


The SCC AS sends SIP REFER request towards MSC server inside the dialog created by the the message 14, and it also contain the state-and-event-info XML body to indicate that the additional session is an incoming session in alerting phase.
Table A.15.4-26: SIP REFER request (SCC AS to IM CN subsystem entities) 

REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

To: <tel:+1-237-555-1111>;tag=171828

From: <tel:+1-237-555-3333>;tag=sdfsdf

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 55998 REFER

Content-Length: 125

Route: <sip:scscf1.home1.net;lr>

Refer-Sub: false

Supported: norefersub, gruu

Contact: sip:sccas1.home1.net

Refer-To: <additional.session.xfer@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Aaudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: boundary=boundary1
--boundary1
Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>

--boundary1
Content-Type: application/vnd.3gpp.state-and-event-info+xml

<?xml version="1.0" encoding="UTF-8"?>
<state-and-event-info>
    <state-info>early</state-info>

    <direction>receiver</direction>

</state-and-event-info>
--boundary--



Refer-To:

contains the additional transferred session SCC AS URI and the following URI header fields:



Target-Dialog:
the dialog identifier of the source access leg.



Require:
containing "tdialog" option tag



From:

contains the public user identity of the UE A



To:

contains the public user identity of the UE C



Content-Type:
containing "application/sdp" MIME type of the "body" URI header field



body:

SDP describing the media used in the session.



XML Schema:
contain the session state information that the additional session is an incoming session in alerting state.

27.
SIP REFER request (intermediate IM CN subsystem entities to MSC server)


The SIP REFER request is forwarded towards the MSC server.

28-29.
SIP 202 (Accepted) response (MSC server to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP REFER request, the MSC server sends a SIP 202 (Accepted) response.

30.
SIP INVITE request for the held session Y (MSC server to Intermediate IM CN subsystem entities) -see example in table A.15.4-30


Upon receiving the SIP REFER request which contain the session state information to indicate that the additional session in an incoming session in alerting state, the MSC server moves to Call Received state as described in the SIP REFER request but does not generate an in-band ring tone to the calling party, and sends a SIP INVITE request and associates the transaction identifier with the SIP INVITE request.
Table A.15.4-30: SIP INVITE request (MSC server to intermediate IM CN subsystem entities) 

INVITE 

sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfgqwerq 

Cseq: 1275 INVITE

Supported: 100rel, precondition, 199, gruu

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:msc1@home1.net> ;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" ;+g.3gpp.ics="server";+g.3gpp.mid-call

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE
Content-Type: application/sdp 

Target-Dialog: ksdjfhwrklf;remote-tag=676723565;local-tag=45418454

Require: tdialog

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the additional transferred session SCC AS URI as received in the Refer-To URI in the SIP REFER request.

Target-Dialog:
contains the dialog identifier as received in the Refer-To URI in the SIP REFER request.

Contact:
contains the g.3gpp.mid-call media feature tag as defined in annex C indicating the support for the MSC server assisted mid-call feature.


SDP:
The SDP contains preconfigured set of codecs supported by the MSC server. 
31.
Evaluation of initial filter criteria


The S-CSCF evaluates initial filter criteria for the served SC user and as a result routes the SIP INVITE request towards the SCC AS.

32.
SIP INVITE request (Intermediate IM CN subsystem entities to SCC AS)

33.
Remote Leg Update

The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

34.
SIP UPDATE request (SCC AS to intermediate IM CN subsystem entities) 


The SCC AS acting as a routing B2BUA generates a SIP UPDATE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards UE C via the intermediate IM CN subsystem entities. The SIP UPDATE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the initial SIP INVITE request from the UE A.

35.
SIP UPDATE request (Intermediate IM CN subsystem entities to UE C)


Intermediate IM CN subsystem entities forward the SIP UPDATE request to remote UE C.

36.
SIP 200 (OK) response (UE C to intermediate IM CN subsystem entities)


Upon receiving the SIP UPDATE request containing the SDP offer, since the UE C has all resources available, it sends immediately the SIP 200 (OK) response to the SIP UPDATE request that contains the SDP answer. The SDP answer indicates that the resources are available.

37.
SIP 200 (OK) response (intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SIP UPDATE request to the SCC AS in the originating network.

38-39.
SIP 183 (Session Progress) response (SCC AS to MSC server via IM CN subsystem entities)


The SCC AS sends a 183 (Session Progress) containing the SDP answer as received from the UE C. The SDP answer indicates that resources are available
40. SIP PRACK request (MSC Server to Intermediate IM CN subsystem entities)

The MSC server acknowledges the receipt of the 183 Session Progress. 

41.
SIP PRACK request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem forward the SIP PRACK request to the SCC AS
42-43.
SIP 200 (OK) response (SCC AS to MSC server via IM CN subsystem entities)

The SCC AS acknowledges the PRACK with a SIP 200 (OK) response to the MSC server.

44.
CC HOLD Message (SC UE to MSC server)

The SC UE A put the active session on hold.

45.
SIP re-INVITE request (MSC server to intermediate IM CN subsystem entities)

Upon receiving the CS HOLD Message from the UE, MSC server sends a SIP re-INVITE request towords session X, which put session X on hold.The SDP in this SIP re-INVITE request is based on the last SDP offer/answer negotiation for the active session transfer form step 3 to 24, but for each media streams set the SDP attribute to "sendonly".
46.
SIP re-INVITE request (Intermediate IM CN subsystem entities to SCC AS)

The SIP re-INVITE request is forwarded to the SCC AS.

47-48.
SIP re-INVITE request (SCC AS to UE B)


SCC AS sends SIP re-INVITE request to UE B, The SIP re-INVITE request contains the SDP offer that is identical to the SDP offer that the SCC AS received in the SIP re-INVITE request from the MSC server.

49-50.
SIP 200 (OK) response (UE B to SCC AS)


Upon receiving the SIP re-INVITE request containing the SDP offer which contain the SDP attribute for each media streams to "sendonly", UE B response the SIP re-INVITE request with a SIP 200 (OK), which set the SDP attribute for each media streams to "receonly".

51-52.
SIP ACK request (SCC AS to UE B)
53-54.
SIP 200 (OK) response (SCC AS to MSC server via intermediate IM CN subsystem entities )


The SCC AS sends 200 (OK) to indicate the succesfull activity to the MSC server that put session X on hold.
55.
CC HOLD ACKNOWLEDGE Message (MSC server to SC UE A)

56-57.
SIP ACK request (MSC server to SCC AS via intermediate IM CN subsystem entities)


MSC server acknowledges the 200 OK received from SCC AS.
58.
CC CONNECT message from SC UE A to MSC server


The SC UE A accepts the call and sends CC CONNECT message.
59.
SIP INFO request (MSC server to intermediate IM CN subsystem entities) - see example in table A.15.4-59
A.15.4-59: INFO (SCC AS to intermediate IM CN subsystem entities)

INFO sip:sccas1.home1.net;gr SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87
Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 130 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 
<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <event>call-accepted</event>
</state-and-event-info>


XML Schema:
contain the session state information indicating that the remote party has answered the call.

60.
SIP INFO request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP INFO request to the SCC AS. The SCC AS gets informed that the SC UE A has accepted the call.
61.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acknowledges the receipt of the SIP INFO request indicating that the SC UE A has accepted the call

62.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC server)


The SIP 200 (OK)response is forwarded to the MSC server.

63.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends SIP 200 (OK) response to indicate to the far end that the SC UE A has accepted the call.
64.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to far end) 


The SIP 200 (OK) response is forwarded to the far end)

65.
SIP ACK request (far end to intermediate IM CN subsystem entities)


The far end UE acknowledges the SIP 200 (OK) response received from the SCC AS

66.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.
67.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends 200 (OK) response to indicate the succesfull access transfer to the MSC server.
68.
SIP 200 (OK) response (Intermdeiat IM CN subsystem entities to far end) 


The SIP 200 (OK) response is forwarded to the MSC server.
69.
CC CONNECT ACKNOWLEDGE (MSC server to SC UE A) 
70.
SIP ACK request (MSC server to intermediate IM CN subsystem entities)

MSC server acknowledges the SIP 200 (OK) response received from SCC AS.

71.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)

The SIP ACK request is forwarded to the SCC AS.
72-73:
SIP BYE request (SCC AS to SC UE A via intermediate IM CN subsystem entities)


The SCC AS terminates the replaced call leg of the session Y, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.

74-75.
SIP 200 (OK) response (SC UE A to SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the SC UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.
NOTE:
Steps 73-74 are performed only if the SC UE A uses Gm after the PS-CS access transfer is completed; otherwise, the SC UE A and the network release the source access leg of session Y locally, without any signalling between the SC UE A and the network.
76.
Media paths between SC UE A and UE B


Both sessions X and Y are transferred from PS bearer to CS bearer.

****************** change 21 ******************

A.16.2
UE initiating an emergency session in IMS

The signalling flows shown in figure A.16.2-1 describes the UE initiating an IMS emergency session procedure for the case that the UE is not in limited service mode. The flow illustrates the anchoring of the session at the EATF.
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Figure A.16.2-1: Signalling flow for UE initiating an emergency session in IMS

NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
NOTE 2:
For clarity, the SIP 180 (Ringing) response is not shown in the signalling flow.

NOTE 3:
For clarity, the precondition mechanism is not shown in the signalling flow.

1.
SIP INVITE request (UE A to P-CSCF) see example in table A.16.2-2
Table A.16.2-2: SIP INVITE request 

INVITE urn:service:sos.fire SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf.visit1.net:7531;lr;comp=sigcomp>
P-Preferred-Identity: <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-FDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <urn:service:sos.fire>

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Supported: 100rel, precondition, 199, gruu

Accept: application/sdp,application/3gpp-ims+xml

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+sip.instance="<urn:gsma:imei:90420156-025763-0>"
Geolocation: <sips:3sdefrhy2jj7@lis.atlanta.example.com>;inserted-by="sip:user1_public1@home1.net";routing-allowed="yes"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=

c= IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 3400 RTP/AVP 98

a=curr: qos local none

a=curr: qos remote none

a=des: qos mandatory local sendrcv

a=des: qos mandatory remote sendrcv

a=inactive


Contact:
contains the "sip.instance" media feature tag as specified in IETF RFC 5626 [22] with a value  formed from an IMEI as defined in 3GPP TS 23.003 [12].
2.
SIP INVITE request (P-CSCF to E-CSCF) see example in table A.16.2-3
Table A.16.2-3: SIP INVITE request

INVITE urn:service:sos.fire SIP/2.0

Via: SIP/2.0/UDP pcscf.visit1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:ecscf.visit1.net;lr;>
Record-Route: <sip:pcscf.visit1.net;lr>
P-Preferred-Identity: 

P-Access-Network-Info:

Privacy: 
From: 
To: 
Call-ID: 

Cseq: 

Supported: 

Accept: 

Require: 

Proxy-Require: 

Accept-Contact: 

P-Preferred-Service: 

Security-Verify: 

Contact: 
Geolocation:
Allow: 

Content-Type: 

Content-Length: (…)

v=
o=

s=

c=
t=
m=
a=curr: 
a=curr: 
a=des: 
a=des: 
a=
3.
SIP INVITE request (E-CSCF to EATF) see example in table A.16.2-4
Table A.16.2-4: SIP INVITE request

INVITE urn:service:sos.fire SIP/2.0

Via: SIP/2.0/UDP ecscf.visit1.net;branch=z9hG4bK87ly12.1, SIP/2.0/UDP pcscf.visit1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Route: <sip:eatf1.visit1.net;lr>
Record-Route: <sip:ecscf.visit1.net;lr>,<sip:pcscf.visit1.net;lr>
P-Preferred-Identity: 

P-Access-Network-Info: 

Privacy: 

From: 
To: 
Call-ID: 

Cseq: 

Supported: 

Accept: 

Require: 

Proxy-Require: 

Accept-Contact: 

P-Preferred-Service: 

Security-Verify: 

Contact: 
Geolocation: <sips:3sdefrhy2jj7@lis.atlanta.example.com>;inserted-by="sip:user1_public1@home1.net";routing-allowed="yes";used-for-routing

Allow: 

Content-Type: 

Content-Length: (…)

v=
o=

s=

c=
t=
m=
a=
a= 
a= 
a= 
a=
4.
EATF anchors the emergency session


The EATF (acting as a routing B2BUA) anchors the emergency session, i.e. the EATF is inserted in the signalling path which invokes a 3pcc for enablement of Access Transfers
5.
SIP INVITE request (EATF to E-CSCF) see example in table A.16.2-5


The EATF acting as a routing B2BUA, generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards PSAP via the intermediate IM CN subsystem entities.

Table A.16.2-5: SIP INVITE request 

INVITE urn:service:sos.fire SIP/2.0

Via: SIP/2.0/UDP eatf1.visit1.net;branch=z9hG4bKnas34r5

Max-Forwards: 67

Route: <sip:ecscf.visit1.net:7531;lr;comp=sigcomp>
Record-Route: <sip:eatf1.visit1.net;lr>,<sip:ecscf.visit1.net;lr>,<sip:pcscf.visit1.net;lr>
P-Preferred-Identity: <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-FDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <urn:service:sos.fire >

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 INVITE

Supported: 100rel, precondition, 199, gruu

Accept: application/sdp,application/3gpp-ims+xml

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+sip.instance="<urn:gsma:imei:90420156-025763-0>"
Geolocation: <sips:3sdefrhy2jj7@lis.atlanta.example.com>; inserted-by=" sip:user1_public1@home1.net"；routing-allowed="yes";used-for-routing
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=

c= IN IP6 5555::aaa:bbb:ccc:ddd
t=0 0

m=audio 3400 RTP/AVP 98

a=curr: qos local none

a=curr: qos remote none

a=des: qos mandatory local sendrcv

a=des: qos mandatory remote sendrcv

a=inactive

6.
SIP INVITE request (E-CSCF to PSAP)


E-CSCF routes the SIP INVITE request to the PSAP.

7.
SIP 200 (OK) response (PSAP to E-CSCF) see example in table A.16.2-6

Table A.16.2-6: SIP 200 OK
SIP/2.0 200 OK

Via: SIP/2.0/UDP ecscf.visit1.net;branch=z9hG4bKnas34r5

Max-Forwards: 67
Record-Route: <sip:eatf1.visit1.net;lr>;<sip:ecscf.visit1.net;lr>,<sip:pcscf.visit1.net;lr>
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: < urn:service:sos.fire >;tag=232456

Call-ID: 

Cseq: 

Require: 100rel, precondition, 199, gruu

Contact: <sip:mgcf.visit1.net>. 

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=

c= IN IP6 5555::fff:eee:ccc:ddd
t=0 0

m=audio 3400 RTP/AVP 98

a=curr: qos local none

a=curr: qos remote none

a=des: qos mandatory local sendrcv

a=des: qos mandatory remote sendrcv

a=inactive

8-9.
SIP 200 (OK) response (E-CSCF to EATF and to E-CSCF)


E-CSCF forwards the SIP 200 (OK) response.
10-11.
SIP 200 (OK) response (E-CSCF to UE A) see example in table A.16.2-7
Table A.16.2-7: SIP 200 (OK) response
SIP/2.0 200 OK

Via: 

Max-Forwards: 65

Record-Route: 
Privacy: 

From: 

To: 
P-Asserted-Identity: tel:911;context="+1"
Call-ID: 

Cseq: 

Require: 

Contact: 
Allow: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

t=

m=
a=

a=

a=

a=

a=

12.
SIP ACK request

UE A responds to the 200 (OK) response with a SIP ACK request.
****************** change 22 ******************

A.16.3
Session transfer for emergency session using PS to CS SRVCC procedure: PS-CS
In the example in figure A.16.3-1, UE A (which has a valid subscription, is authenticated and authorized for PS service and is normal attached to the network) has an ongoing emergency session with a PSAP using a PS bearer which is anchored at EATF. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a PS to CS SRVCC handover to CS access.
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Figure A.16.3-1 Signalling flow for emergency session transfer using PS to CS SRVCC procedure
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
UE A is on an active emergency session with a PSAP

There is an ongoing IP bearer between the UE A and the remote end PSAP. The call is achored at EATF.

2.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC Server initiates the session transfer with the E-STN-SR, refer to 3GPP TS 23.237 [9].
3.
SIP INVITE request (Interworking entities to Intermediate IM CN subsystem entities) -see example in table A.16.3-2
Table A.16.3-2: SIP INVITE request (interworking entities to intermediate IM CN subsystem entities)

INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70

Route: <sip:icscf1.visit1.net;lr>

P-Asserted-Identity: <tel:+1-237-555-1111>
P-Charging-Vector: ####
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:msc1.home1.net>;+sip.instance="<urn:gsma:imei:90420156-025763-0>";+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the E-STN-SR, as routed to the EATF

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.

Contact:
contains the "sip.instance" media feature tag as specified in IETF RFC 5626 [22] with a value formed from an IMEI as defined in 3GPP TS 23.003 [12].
4.
SIP INVITE request

The I-CSCF routes the SIP INVITE request directly to the EATF by using the procedure defined in 3GPP TS 23.228 [15] for PSI based application Server termination.
NOTE 2:
The use of indirect routing for PSI based Application Server Termination as described in 3GPP TS 23.228 [15] in subclause 5.7.6 cannot be used for routing the SIP INVITE request to the EATF.
5.
Remote Leg Update

The EATF based on the content of the "gr" parameter in the Contact header field correlates the SIP INVITE request to the local and remote call legs of the existing session between the UE A and the remote end. The EATF performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.

6.
SIP re-INVITE request (EATF to intermediate IM CN subsystem entities) –see example in table A.16.3-3
TheEATF acting as a routing B2BUA generates a SIP INVITE request based upon the received SIP INVITE request and the information previously stored against this session and routes it towards PSAP via the intermediate IM CN subsystem entities.

Table A.16.3-3: SIP re-INVITE request (EATF to intermediate IM CN subsystem entities)

INVITE #### SIP/2.0
Via: SIP/2.0/UDP eatf1.visit1.net;branch=z9hG4bKnas34r5
Max-Forwards: 68
Route: <sip:ecscf.visit1.net:lr>
P-Asserted-Identity: <tel: +1-237-555-1111>

P-Charging-Function-Addresses: ####
P-Charging-Vector:####
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <urn:service:sos.fire>;tag=232456

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 
Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+sip.instance="<urn:gsma:imei:90420156-025763-0>"
Allow:
Content-Type: Content-Length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee
s=

c=IN IP6 5555::aaa:bbb:ccc:eee
t=0 0

m=audio 3456 RTP/AVPF 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=message 0 TCP/MSRP 98
a=accept-types:text/plain
7.
SIP re-INVITE request (E-CSCF to PSAP)


E-CSCF forward the SIP re-INVITE request to the PSAP.

8.
SIP 200 (OK) response (PSAP to E-CSCF)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the PSAP has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.
9.
SIP 200 (OK) response (E-CSCF to EATF)

E-CSCF forward the SIP 200 (OK) response to the SIP re-INVITE request to the EATF in the originating network.
10-11.
SIP ACK request (EATF to PSAP via IM CN subsystem entities)


The EATF generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the PSAP.

12-13.
SIP 200 (OK) response (EATF to interworking entities via IM CN subsystem entities)


The E- SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response to the interworking entities.
14-15.
SIP ACK request (interworking entities to EATF via IM CN subsystem entities)


The interworking entities generate the SIP ACK request to the SIP 200 (OK) response, and forward the SIP ACK request to the EATF.
16-18:
SIP BYE request (EATF to UE A via intermediate IM CN subsystem entities)


The EATF terminates the source access leg, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.
19-21.
SIP 200 (OK) response (UE A to E- SCC AS via intermediate IM CN subsystem entities)


Upon receiving the SIP BYE request over the old IP-CAN, the UE A sends a SIP 200 (OK) response over the old IP-CAN to the EATF. Subsequently, the UE A relinquishes all resources pertaining to the old IP-CAN.
NOTE:
Steps 18-19 are performed only if the UE A uses Gm after the PS-CS access transfer is completed; otherwise, the UE A and the network release the source access leg locally, without any signalling between the UE A and the network.
22a.
CS bearer establishment (interworking entities to UE A)
22b.
IP bearer establishment (interworking entities to PSAP)
****************** change 23 ******************

A.17.2
Session transfer for incoming call is in alerting phase using PS to CS SRVCC procedure: PS to CS 

In the example flow at the figure A.15.2-1, SC UE A has an incoming session with speech media component which is anchored at SCC AS. The session is in alerting phase. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a PS to CS SRVCC handover to CS access.
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Figure A.17.2-1: PS-CS SRVCC, incoming call in alerting phase
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A has received an incoming call and is in Ringing State

The incoming call has been anchored at the SCC AS of SC UE A. Both ends have reserved the resources and SC UE A has sent a 180 (Ringing) response.
2.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.237 [9]. The UE continues ringing.
3.
SIP INVITE request transferring the session (MSC server to intermediate IM CN subsystem entities) - see example in table A.17.2-1

The MSC server sends an initial SIP INVITE request with STN-SR.
Table A.17.2-1: SIP INVITE request (MSC server to intermediate IM CN subsystem entities)
INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70

Route: <sip:icscf1.visit1.net;lr>

P-Asserted-Identity: <tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip:msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"; +g.3gpp.srvcc-alerting
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Recv-Info: g.3gpp.state-and-event
Content-Type: application/sdp 

Content-Length: (…)
P-Early-Media: supported
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR.

SDP:
The SDP contains set of codecs supported by the MGW.

Contact:
contains the +g.3gpp.srvcc-alerting feature tag.
4.
SIP INVITE request transferring the session (intermediate IM CN subsystem entities to SCC AS) 

The SIP INVITE request is routed towards the SCC AS, based on filter criteria in S-CSCF.
4a.
Remote Leg Update

The SCC AS correlates SIP INVITE request to the local and remote call legs of the existing session between the UE A and the remote end. The SCC AS performs the Remote Leg update by sending the SIP sending a SIP UPDATE request towards the Remote Leg.

5.
SIP UPDATE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS acting as a B2BUA generates a SIP UPDATE request based upon the received SIP INVITE request and the information previously stored against this session .

6.
SIP UPDATE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP UPDATE request to remote UE B.

7.
SIP 200 (OK) response (far end UE to Intermediate IM CN subsystem entities)

Upon receiving the SIP UPDATE request containing the SDP offer for the leg to the MSC, the far end sends a SIP 200 (OK) response.
8.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
9.
SIP 183 (Session Progress) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS sends a SIP 183 (Session Progress) response containing the SDP answer as received from the far end UE B. The SDP answer indicates that resources are available. The SIP 183 (Session Progress) response will contain a Recv-Info header field set to g.3gpp.state-and-event.
10.
SIP 183 (Session Progress) response (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the 183 (Session Progress) response to the MSC server.
11.
SIP PRACK request (MSC server to Intermediate IM CN subsystem entities)

The MSC acknowledges the receipt of the SIP 183 (Session Progress) response.
12.
SIP PRACK request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem forward the SIP PRACK request to the SCC AS.
13.
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS acknowledges the PRACK request.
14.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) reponse to the MSC server.
15.
SIP INFO request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.17.2-2
Table A.17.2-2: INFO request (SCC AS to intermediate IM CN subsystem entities)

INFO sip:msc1.visit1.net:1357 SIP/2.0

Via SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel: +1-237-555-3333>;tag=314159

To: <tel:+1-237-555-1111>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 129 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package
Content-Type: application/vnd.3gpp.state-and-event-info+xml

Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>
   <state-info>early</state-info>

   <direction>receiver</direction>

</state-and-event-info>
16.
SIP INFO request (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the SIP INFO request to the MSC server. The MSC server is aware that the call that is transferred is in terminating alerting state. 

17.
SIP 200 (OK) response (MSC server to Intermediate IM CN subsystem entities)

The MSC server acknowledges the receipt of the SIP INFO request.
18.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
19.
MSC goes in Call received state

The MSC enters Call received state due to the information received in the SIP INFO request.

20a.
User answers the call
20.
CC CONNECT message from SC UE A to MSC server

The SC UE A accepts the call and sends CC CONNECT message.

21.

SIP INFO request (MSC server to intermediate IM CN subsystem entities) - see example in table A.17.2-3

Table A.17.2-3: INFO request (MSC server to intermediate IM CN subsystem entities)

INFO sip:sccas1.home1.net;gr SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87
Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 130 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <event>call-accepted</event>
</state-and-event-info>
22.
SIP INFO request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP INFO request to the SCC AS. The SCC AS gets informed that the SC UE A has accepted the call.
23
SIP 200 (OK)  response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acknowledges the receipt of the SIP INFO request indicating that the SC UE A has accepted the call

24
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC server)


The SIP 200 (OK) response is forwarded to the MSC server.

25
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends a SIP 200 (OK) response to indicate to the far end that the SC UE A has accepted the call.
26
SIP 200 (OK) response (Intermediate IM CN subsystem entities to far end) 


The SIP 200 (OK) response is forwarded to the far end)

27
SIP ACK request (far end to intermediate IM CN subsystem entities)


The far end UE acknowledges the SIP 200 (OK) response received from SCC AS

28
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.
29
SIP 200 (OK)  response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends a SIP 200 (OK) response to indicate the successful access transfer to the MSC server.
30
SIP 200 (OK) response (Intermediate IM CN subsystem entities to far end) 


The SIP 200 (OK) response is forwarded to the MSC server.
31
CC CONNECT ACKNOWLEDGE message (MSC server to SC UE A) 
32
SIP ACK request (MSC server to intermediate IM CN subsystem entities)


MSC server acknowledges the SIP 200 (OK) response received from SCC AS

33 SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.

34-41
CANCEL Processing


The SCC AS cancels the SIP dialog towards the SC UE
NOTE:
Steps 36-41 are performed only if the SC UE A usesGm after the PS-CS access transfer in alerting phase is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network
****************** change 24 ******************

A.17.3
Session transfer for originating call is in alerting phase using PS to CS SRVCC procedure: PS to CS 

In the example flow at the figure A.17.3-1, SC UE A has invited for an originating session with speech media component which is anchored at SCC AS. The session is in alerting phase. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a PS to CS SRVCC handover to CS access.
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Figure A.17.3-1: PS-CS SRVCC, incoming call in alerting phase
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A has setup an outgoing call

The outgoing call has been anchored at the SCC AS of SC UE A. Both ends have reserved the resources and SC UE A has received a SIP 180 (Ringing) response.
1a.
The ringing tone is played to the originating user

The ringing tone is played by the originating UE as the locally gernerated ringing tone.
2.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.237 [9]. The ringing tone is kept playing to the originating user.
3.
SIP INVITE request transferring the session (MSC server to intermediate IM CN subsystem entities) - see example in table A.17.3-1

The MSC server sends an initial SIP INVITE request with STN-SR.
Table A.17.3-1: SIP INVITE request (MSC server to intermediate IM CN subsystem entities)
INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70

Route: <sip:icscf1.visit1.net;lr>

P-Asserted-Identity: <tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"; +g.3gpp.srvcc-alerting
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Recv-Info: g.3gpp.state-and-event
Content-Type: application/sdp 

Content-Length: (…)
P-Early-Media: supported
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR.

SDP:
The SDP contains set of codecs supported by the MGW.

Contact:
contains the +g.3gpp.srvcc-alerting feature tag.
4.
SIP INVITE request transferring the session (intermediate IM CN subsystem entities to SCC AS)
The SIP INVITE is routed towards the SCC AS, based on filter criteria in S-CSCF.
4a.
Remote Leg Update

The SCC AS correlates SIP INVITE request to the local and remote call legs of the existing session between the UE A and the remote end. The SCC AS performs the Remote Leg update by sending SIP UPDATE request towards the remote UE B.

5.
SIP UPDATE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS acting as a B2BUA generates a SIP UPDATE request based upon the received SIP INVITE request and the information previously stored against this session.

6.
SIP UPDATE request (Intermediate IM CN subsystem entities to UE B)

The intermediate IM CN subsystem entities forward the SIP UPDATE request to remote UE B.

7.
SIP 200 (OK) response (UE B to Intermediate IM CN subsystem entities)

Upon receiving the SIP UPDATE request containing the SDP offer for the leg to the MSC, the far end sends a SIP 200 (OK) response.
8.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
9.
SIP 183 (Session Progress) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS sends a SIP 183 (Session Progress) response containing the SDP answer as received from the far end UE. The SDP answer indicates that resources are available
10.
SIP 183 (Session Progress) response (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the 183 (Session Progress) response to the MSC server.
11.
SIP PRACK request (MSC server to Intermediate IM CN subsystem entities)

The MSC acknowledges the receipt of the SIP 183 (Session Progress) response.
12.
SIP PRACK request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP PRACK request to the SCC AS.
13.
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS acknowledges the PRACK request.
14.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) reponse to the MSC server.
15.
SIP INFO request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.17.3-2
Table A.17.3-2: INFO request (SCC AS to intermediate IM CN subsystem entities)

INFO sip: msc1.visit1.net:1357 SIP/2.0

Via SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel: +1-237-555-3333>;tag=314159

To: <tel:+1-237-555-1111>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 129 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <state-info>early</state-info>

   <direction>initiator</direction>

</state-and-event-info>
16.
SIP INFO request (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the SIP INFO request to the MSC server. The MSC server is aware that the call that is transferred is in originating alerting state.
17.
SIP 200 (OK) response (MSC server to Intermediate IM CN subsystem entities)

The MSC Server acknowledges the receipt of the SIP INFO request.
18.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
19.
MSC goes in Call delivered state

The MSC enters Call delivered state due to the information received in the SIP INFO request.

20.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


The UE B accepts the call and sends a SIP 200 (OK) response.
21.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)


The SIP 200 (OK) response is forwarded to SCC AS.

22
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends the SIP 200 (OK) response to indicate that the terminating UE B has accepted the call.

23
200 (OK) response (Intermediate IM CN subsystem entities to MSC server)


The SIP 200 (OK) response is forwarded to the MSC server.

24
CC CONNECT message (MSC server to SC UE A)

The MSC server indicates to the SC UA A that the far end has accepted the call.
24a
Stop the ringing tone 


The UE stops playing the locally generated ringing tone.
25
CC CONNECTACKNOWLEDGE (MSC server to SC UE A)

SC UE A acknowledges the CS CONNECT message.

26
SIP ACK request (MSC server to intermediate IM CN subsystem entities)


The MSC server acknowledges the SIP 200 (OK) response received from SCC AS

27.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is forwarded to the SCC AS.
28
SIP ACK request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acknowledges the SIP 200 (OK) response received towards far end.
29
SIP ACK request (Intermediate IM CN subsystem entities to far end) 


The SIP ACK request is forwarded towards the far end.
30 – 33 The SCC AS releases the original source leg towards the SC UE A


The SCC AS sends a SIP 404 (Not Found) response in order to release to original source dialog towards the SC UE A
NOTE:
Steps 31-32 are performed only if the SC UE A uses Gm the PS-CS access transfer in alerting phase is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network
****************** change 25 ******************

A.17.6
Session transfer for originating call is in alerting phase with forked responses using PS to CS SRVCC procedure: PS to CS 
In the example flow at the figure A.17.6-1, SC UE A initiates an originating session with speech media component which has received several forked responses. The call is anchored at SCC AS and in alerting phase. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a PS to CS SRVCC handover to CS access.

[image: image24.emf]SC UE A

CS PS

MSC Server

1. SIP INVITE

2. SIP INVITE

3. SIP INVITE

4. SIP INVITE

6. SIP INVITE

8. 180 Ringing

 (dialog 1)

12. 180 Ringing (dialog 2)

9. 180 Ringing (dialog 1)

10. 180 Ringing (dialog 1)

11. 180 Ringing (dialog 1)

14. 180 Ringing (dialog 2)

15. 180 Ringing (dialog 2)

16. 180 Ringing (dialog 2)

18.SIP INVITE

 (STN-SR)

19.SIP INVITE

49. SIP 200 OK 

(dialog 1)

51. SIP 200 OK (dialog 1)

52. SIP 200 OK 

53. SIP 200 OK 

56. SIP ACK

57. SIP ACK

20. Remote leg update

22. SIP UPDATE (dialog 1)

21. SIP UPDATE (dialog 1)

25. SIP 200 (OK)

26. SIP 200 (OK)

27.  SIP 183

 (Session Progress)

28.  SIP 183

 (Session Progress)

38. SIP UPDATE (dialog 2)

37. SIP UPDATE (dialog 2)

4

1

. 

S

I

P

 

200

 (

OK

)

42. SIP 200 (OK)

54. CC CONNECT

43.  SIP 183

 (Session Progress)

44.  SIP 183

 (Session Progress)

29. SIP PRACK

30. SIP PRACK

32. SIP 200 OK (PRACK)

31. SIP 200 OK (PRACK)

33. SIP INFO

34. SIP INFO

35. SIP 200 OK (INFO)

36. SIP 200 OK (INFO)

61. CANCEL

62. 200 OK

5. SIP INVITE

7. 180 Ringing

 (dialog 1)

13. 180 Ringing (dialog 2)

23. SIP UPDATE 

(dialog 1)

24. SIP 200 (OK)

39. SIP UPDATE (dialog 2)

40. SIP 200 (OK)

50. SIP 200 OK (dialog 1)

17. UE moves to 

3G, still ringing

Originating network 

Intermediate IM CN 

subsystem entities

SCC AS

Terminating network 

Intermediate IM CN 

subsystem entities

UE B UE  C

55. CC CONNECT 

ACKNOWLEDGE

58. SIP ACK

59. SIP ACK

60. SIP ACK

63. SIP 404 (Not Found)

64. SIP 404 (Not Found)

66. SIP ACK

65. SIP ACK

One of the terminating UE 

answer the call

45. SIP PRACK

46. SIP PRACK

48. SIP 200 OK (PRACK)

47. SIP 200 OK (PRACK)

Those steps go in parallel 

with steps 21-36


Figure A.17.6-1: PS-CS SRVCC, incoming call in alerting phase with forked responses
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1-4.
SIP INVITE request (SC UE A to Terminating network Intermediate IM CN subsystem entities) - see example in table A.17.6-1

SC UE A sends an outgoing call to the terminating party. The call has been anchored at the SCC AS.

Table A.17.6-1: SIP INVITE request (UE to Intermediate IM CN subsystem entities)

INVITE tel:+1-212-555-2222 SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <sip:user1_public1@home1.net>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Supported: precondition, 100rel, gruu 

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

5.
SIP INVITE request (Terminating network Intermediate IM CN subsystem entities to UE B)

The Terminating network Intermediate IM CN subsystem entities, i.e. S-CSCF serving for remote UE, determine that the SIP INVITE request should be forked, and send the SIP INVITE request to UE B.
6.
SIP INVITE request (Terminating network Intermediate IM CN subsystem entities to UE C)

The Terminating network Intermediate IM CN subsystem entities, i.e. S-CSCF serving for remote UE, determine that the SIP INVITE request should be forked, and send the SIP INVITE request to UE C.
7-11.
SIP 180 (Ringing) response to SIP INVITE request (UE B to UE A though SCC AS)

The remote UE B responds with SIP 180 (Ringing) response. And a dialog (dialog 1) has been established between UE A and UE B.

Table A.17.6-7: SIP 180 (Ringing) response (UE B to Terminating network Intermediate IM CN subsystem entities)

SIP/2.0 180 Ringing

Record-Route: <sip:pcscf1.visited1.net;lr>
Via: 
Max-Forwards: 60

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: 

From: 

To: <tel:+1-212-555-2222>; tag=aaa

Call-ID: 

Cseq: 

Require: 

Supported: 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 462346 5654 IN IP6 1234::55:66:77:88

s=-

c=IN IP6 1234::55:66:77:88
t=0 0

m=audio 4456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

12-16.
SIP 180 (Ringing) response to SIP INVITE request (UE C to UE A though SCC AS)

The remote UE C responds with SIP 180 (Ringing) response. And a dialog (dialog 2) has been established between UE A and UE B.

Table A.17.6-12: SIP 180 (Ringing) response (UE B to Terminating network Intermediate IM CN subsystem entities)

SIP/2.0 180 Ringing

Record-Route: <sip:pcscf1.visited1.net;lr>
Via: 
Max-Forwards: 60

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: 

From: 

To: <tel:+1-212-555-2222>; tag=bbb

Call-ID: 

Cseq: 

Require: 

Supported: 

Contact: <sip:user2_public1@home2.net;gr=urn:uuid:2ad8950e-48a5-4a74-8d99-ad76cc7fc74>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: 

Content-Type: 

Content-Length: 

v=0

o=- 462346 5654 IN IP6 1234::55:66:77:88

s=-

c=IN IP6 1234::55:66:77:88
t=0 0

m=audio 4456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote sendrecv

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

17.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.237 [9]. The UE continues ringing.
18.
SIP INVITE request transferring the session (MSC server to originating network intermediate IM CN subsystem entities) - see example in table A.17.6-18

The MSC server sends an initial SIP INVITE request with STN-SR

Table A.17.6-18: SIP INVITE request (MSC server to intermediate IM CN subsystem entities)
INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70

Route: <sip:icscf1.visit1.net;lr>

P-Asserted-Identity: <tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Recv-Info: g.3gpp.state-and-event
Content-Type: application/sdp 

Content-Length: (…)
P-Early-Media: supported
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR.

SDP:
The SDP contains set of codecs supported by the MGW.
19.
SIP INVITE request transferring the session (intermediate IM CN subsystem entities to SCC AS)
The SIP INVITE is routed towards the SCC AS, based on filter criteria in S-CSCF.
20.
Remote Leg Update

The SCC AS correlates SIP INVITE request to the local and remote call legs of the existing session between the UE A and the remote end. Since the existing session has forked responses, more than one dialog can be correlated to the SIP INVITE due to STN-SR The SCC AS performs the Remote Leg update towards all the correlated dialogs.

21-23.
SIP UPDATE request (SCC AS to UE B through Intermediate IM CN subsystem entities)

The SCC AS acting as a B2BUA generates a SIP UPDATE request towards dialog 1 to remote UE B based upon the received SIP INVITE request in step 19.
24-26.
SIP 200 (OK) response (Remote UE B to SCC AS through Intermediate IM CN subsystem entities)

Upon receiving the SIP UPDATE request containing the SDP offer for the leg to the MSC, the remote UE B sends 200 OK.
27-28.
SIP 183 (Session Progress) response (SCC AS to MSC server through Intermediate IM CN subsystem entities)

The SCC AS sends a 183 (Session Progress) containing the SDP answer as received from the remote UE B to the MSC server. The SDP answer indicates that resources are available
29-30.
SIP PRACK request (MSC server to SCC AS through Intermediate IM CN subsystem entities)

The MSC acknowledges the receipt of the 183 Session Progress by sending SIP PRACK request to the SCC AS.
31-32.
SIP 200 (OK) response (SCC AS to MSC server through Intermediate IM CN subsystem entities)

The SCC AS acknowledges the PRACK with the SIP 200 (OK) reponse to the MSC server.
33.
SIP INFO request (SCC AS to Originating network intermediate IM CN subsystem entities) - see example in table A.17.6-33
Table A.17.6-33: INFO request (SCC AS to intermediate IM CN subsystem entities)

INFO sip: msc1.visit1.net:1357 SIP/2.0

Via SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel: +1-237-555-3333>;tag=314159

To: <tel:+1-237-555-1111>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 129 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <state-info>early</state-info>

   <direction>initiator</direction>

</state-and-event-info>
34.
SIP INFO request (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the SIP INFO request to the MSC server. The MSC server is aware that the call that is transferred is in originating alerting state.
35.
SIP 200 (OK) response (MSC server to Intermediate IM CN subsystem entities)

The MSC Server acknowledges the receipt of the SIP INFO request.
36.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forwards the SIP 200 (OK) response to the SCC AS.
37-39.
SIP UPDATE request (SCC AS to UE C through Intermediate IM CN subsystem entities)

In parallel with step 21, the SCC AS acting as a B2BUA generates a SIP UPDATE request towards dialog 2 to remote UE C based upon the received SIP INVITE request in step 19.
40-42.
SIP 200 (OK) response (Remote UE C to SCC AS through Intermediate IM CN subsystem entities)

Upon receiving the SIP UPDATE request containing the SDP offer for the leg to the MSC, the remote UE C sends 200 OK.
43-44.
SIP 183 (Session Progress) response (SCC AS to MSC server through Intermediate IM CN subsystem entities)

The SCC AS sends a SIP 183 (Session Progress) containing the SDP answer as received from the remote UE C to the MSC server. The SDP answer indicates that resources are available
45-46.
SIP PRACK request (MSC server to SCC AS through Intermediate IM CN subsystem entities)

The MSC acknowledges the receipt of the 183 Session Progress by sending SIP PRACK request to the SCC AS.
47-48.
SIP 200 (OK) response (SCC AS to MSC server through Intermediate IM CN subsystem entities)

The SCC AS acknowledges the PRACK with the SIP 200 (OK) reponse to the MSC server.
49.
SIP 200 (OK) response (UE B to intermediate IM CN subsystem entities)


In this example, the remote UE B accepts the call first and sends 200 (OK) response.
50-51.
200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)


The 200 (OK) response is forwarded to SCC AS.

52-53
200 (OK) response (SCC AS to MSC server through Intermediate IM CN subsystem entities)


The 200 (OK) response is forwarded to the MSC server based on the route established during step 24-28.

54
CC CONNECT message (MSC server to SC UE A)

The MSC server indicates to the SC UA A that the remote UE B has accepted the call.
55
CC CONNECT ACKNOWLEDGE message (MSC server to SC UE A)

SC UE A acknowledges the CC CONNECT message.

56-60.
SIP ACK request (MSC server to remote UE B through intermediate IM CN subsystem entities)


The MSC server acknowledges the SIP 200 (OK) response by sending The SIP ACK request to remote UE B.

61 
SIP CANCEL request (Terminating network intermediate IM CN subsystem entities to remote UE C)


The intermediate IM CN subsystem entities send the SIP CANCEL request to remote UE C to release the call towards remote UE C.

62 
SIP 200 (OK) response to SIP CANCEL request (UE-3 to Intermediate IM CN subsystem entities)

Remote UE C responds SIP 200 (OK) response to the SIP CANCEL request.
63–66 
The SCC AS releases the original source leg towards the SC UE A


The SCC AS sends a SIP 404 (Not Found) response in order to release to original source dialog towards the SC UE A

NOTE:
Steps 64-65 are performed only if the SC UE A Gm after the PS-CS access transfer in alerting phase is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network
****************** change 26 ******************

A.17.7
Session transfer for originating call is in alerting phase using SRVCC procedure with ATCF: PS to CS
In the example flow at the figure A.17.7-1, SC UE A has invited for an originating session with a CAT media component which is anchored at ATGW. The session is in alerting phase. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a SRVCC handover to CS access.
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Figure  A.17.7-1:
PS-CS SRVCC, outgoing call in alerting phase with CAT media anchored at ATGW
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE A has setup an outgoing call

The outgoing call with the CAT media has been anchored at the ATGW. Both ends have reserved the resources and SC UE A has received a SIP 180 (Ringing) response.
2.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an SRVCC handover to CS access.
3.
SIP INVITE request (MSC server to ATCF)-see example in table A.17.7-3
Table A.17.7-3: SIP INVITE request (MSC server to ATCF)

INVITE tel:+1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none
P-Early-Media: supported
From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR, as routed to the ATCF.

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.

P-Asserted-Identity:
the C-MSISDN of the served UE.

4.
SIP INVITE request (ATCF to SCC AS)-see example in table A.17.7-4

After receiving the access transfer message, the ATCF establishes a new dialog with the SCC AS by sending a new SIP INVITE request to the SCC AS using the stored ATU-STI for PS to CS SRVCC. The ATCF updates the SCC AS via the new dialog indicating that the transfer has taken place. As there is no update in the SDP information, no remote end update will be performed.
Table A.17.7-4: SIP INVITE request (ATCF to SCC AS)

INVITE sip:AUT-STI1@sccas.home1.net SIP/2.0
Via: SIP/2.0/UDP actf.visited2.net:5060;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none
P-Early-Media: supported
From: <tel:+1-237-555-3333>;tag=1888828
To: <tel:+1-237-555-4444>

Call-ID: cb03a0s09a2sdfglkj490444 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Require: tdialog,

Record-Route:<sip: actf.visited2.net:5060;lr>
Target-Dialog: me03a0s09a2sdfgjkl491777; remote-tag=774321; local-tag=64727891
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ggg

s=

c=IN IP6 5555::aaa:bbb:ccc:ggg

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
contains the ATU-STI for PS to CS SRVCC, that resolves (e.g. via DNS access) to the IP address of the I-CSCF.

Target-Dialog:
specifies that the existing dialog is related with this request.

Record-Route: 
contains the SIP URI of the ATCF, where the ATCF expect to receive the in-dialog request from the SCC AS.


Require:
the "tdialog" option tag indicate that the support for Target-Dialog header field is required.

P-Asserted-Identity:
the C-MSISDN of the served UE.


SDP:
the media information at ATGW.
5-6.
SIP 183 (Session Progress) response (SCC AS to MSC Server)


The session achored is in alerting state, the SCC AS sends the SIP 183Session Progress response to the MSC server.

7-8.
SIP PRACK reqeust (MSC Server to SCC AS)

9-10.
SIP 200 (OK) response (SCC AS to MSC Server)
11.
The CAT media is tranfered to the CS access, and kept playing to the originating user.

9.
SIP 183 (Session Progress) response (SCC AS to ATCF)
10.
 SIP PRACK request (ATCF to SCC AS)

11.
SIP 200 (OK) response (SCC AS to ATCF)

12-13.
SIP INFO request (SCC AS to MSC Server) - see example in table A.17.7-12
Table A.17.7-12: INFO request (SCC AS to MSC Server)

INFO sip: msc1.visit1.net:1357 SIP/2.0

Via SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bK332b23.1
Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel:+1-237-555-3333>;tag=314159

To: <tel:+1-237-555-1111>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 129 INFO

Info-Package: g.3gpp.state-and-event-info
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <state-info>early</state-info>

   <direction>initiator</direction>

</state-and-event-info>
14-15.
SIP 200 (OK) response (MSC server to SCC AS)

The MSC Server acknowledges the receipt of the SIP INFO request.
16.
MSC goes in Call delivered state

The MSC enters Call delivered state due to the information received in the SIP INFO request.
17.
The User B answers the call
18.
SIP 200 (OK) response (UE B to CAT AS B)


The UE B accepts the call and sends a SIP 200 (OK) response.
19.
The CAT AS stops the CAT media upon receving the SIP 200 OK response.

20-22.
SIP 200 (OK) response (CAT AS to MSC Server)


The SIP 200 (OK) response is forwarded to MSC Server.

23.
CC CONNECT message (MSC server to SC UE A)

The MSC server indicates to the SC UA A that the far end has accepted the call.
24.
CC CONNECTACKNOWLEDGE (SC UE A to MSC server)

SC UE A acknowledges the CS CONNECT message.

25-28.
SIP ACK request (MSC server to UE B)


The MSC server acknowledges the SIP 200 (OK) response.
29–32.
The SCC AS releases the original source leg towards the SC UE A


The SCC AS sends a SIP 404 (Not Found) response in order to release to original source dialog towards the SC UE A

NOTE:
Steps 29-32 are performed only if the SC UE A uses Gm the PS-CS access transfer in alerting phase is completed; otherwise, the SC UE A and the network release the source access leg locally, without any signalling between the SC UE A and the network.
****************** change 27 ******************

A.17.8
Session transfer for terminating call is in alerting phase using SRVCC procedure with ATCF: PS to CS
In the example flow at the figure A.17.8-1, SC UE B has an incoming session with speech media component which is anchored at ATCF. The session is in alerting phase, and the CAT media is played to the originating UE A. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a PS to CS SRVCC handover to CS access.
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Figure  A.17.8-1:
PS-CS SRVCC, incoming call in alerting phase with CAT media 
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1.
SC UE B has received an incoming call and is in Ringing State

The incoming call has been anchored at the ATCF of SC UE B. Both ends have reserved the resources and SC UE A has sent a 180 (Ringing) response.
2.
SC UE B attaches to the CS domain


UE B sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.237 [9]. The UE continues ringing.
3.
SIP INVITE request (MSC server to ATCF)-see example in table A.17.8-3
Table A.17.8-3: SIP INVITE request (MSC server to ATCF)

INVITE tel:+1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none
P-Early-Media: supported
From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR, as routed to the ATCF.

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.

P-Asserted-Identity:
the C-MSISDN of the served UE.

4.
SIP INVITE request (ATCF to SCC AS)-see example in table A.17.8-4

After receiving the access transfer message, the ATCF establishes a new dialog with the SCC AS by sending a new SIP INVITE request to the SCC AS using the stored ATU-STI for PS to CS SRVCC. The ATCF updates the SCC AS via the new dialog indicating that the transfer has taken place. As there is no update in the SDP information, no remote end update will be performed.
Table A.17.8-4: SIP INVITE request (ATCF to SCC AS)

INVITE sip:AUT-STI1@sccas.home1.net SIP/2.0
Via: SIP/2.0/UDP actf.visited2.net:5060;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none
P-Early-Media: supported
From: <tel:+1-237-555-3333>;tag=1888828
To: <tel:+1-237-555-4444>

Call-ID: cb03a0s09a2sdfglkj490444 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Require: tdialog,

Record-Route:<sip: actf.visited2.net:5060;lr>
Target-Dialog: me03a0s09a2sdfgjkl491777; remote-tag=774321; local-tag=64727891
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ggg

s=

c=IN IP6 5555::aaa:bbb:ccc:ggg

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
contains the ATU-STI for PS to CS SRVCC, that resolves (e.g. via DNS access) to the IP address of the I-CSCF.

Target-Dialog:
specifies that the existing dialog is related with this request.

Record-Route: 
contains the SIP URI of the ATCF, where the ATCF expect to receive the in-dialog request from the SCC AS.


Require:
the "tdialog" option tag indicate that the support for Target-Dialog header field is required.

P-Asserted-Identity:
the C-MSISDN of the served UE.


SDP:
the media information at ATGW.
5-6.
SIP 183 (Session Progress) response (SCC AS to MSC server)


The session achored is in alerting state, the SCC AS sends the SIP 183Session Progress response to the MSC server.

7-8.
SIP PRACK reqeust (MSC Server to SCC AS)

9-10.
SIP 200 (OK) response (ATCF to MSC Server)
11-12.
SIP INFO request (SCC AS to MSC Server) - see example in table A.17.8-11
Table A.17.8-11: INFO request (SCC AS to MSC Server)

INFO sip:msc1.visit1.net:1357 SIP/2.0

Via SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bK332b23.1
Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel:+1-237-555-3333>;tag=314159

To: <tel:+1-237-555-1111>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 129 INFO

Info-Package: g.3gpp.state-and-event-info
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>
   <state-info>early</state-info>

   <direction>receiver</direction>

</state-and-event-info>
13-14.
SIP 200 (OK) response (MSC server to ATCF)

The MSC server acknowledges the receipt of the SIP INFO request.
15.
MSC goes in Call received state

The MSC enters Call received state due to the information received in the SIP INFO request.

16.
The User B answers the call
17.
CC CONNECT message from SC UE B to MSC server

The SC UE B accepts the call and sends CC CONNECT message.

18-19.
SIP INFO request (MSC server to SCC AS) - see example in table A.17.8-18
Table A.17.8-18: INFO request (MSC server to SCC AS)

INFO sip:sccas1.home1.net;gr SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87
Max-Forwards: 68

Route: <sip:scscf1.home1.net;lr>

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 130 INFO

Info-Package: g.3gpp.state-and-event-info
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <event>call-accepted</event>
</state-and-event-info>
20-21.
SIP 200 (OK)  response (SCC AS to MSC Server)


The SCC AS acknowledges the receipt of the SIP INFO request indicating that the SC UE B has accepted the call.

22.
SIP 200 (OK) response (SCC AS to CAT AS)


The SIP 200 (OK) response is forwarded to the CAT AS by SCC AS.
23.
The CAT AS stops the CAT media upon receving the SIP 200 OK response. 

24.
SIP 200 (OK) response (CAT AS to UE A)


The SIP 200 (OK) response is forwarded to UE A.
25-26
SIP ACK request (far end UE A to SCC AS)


The far end UE acknowledges the SIP 200 (OK) response received from SCC AS

27-28
SIP 200 (OK) response (SCC AS to MSC Server)


The SCC AS sends a SIP 200 (OK) response to indicate the successful access transfer to the MSC server.
29.
CC CONNECT ACKNOWLEDGE message (MSC server to SC UE B) 
30-31.
SIP ACK request (MSC server to SCC AS)


MSC server acknowledges the SIP 200 (OK) response received from SCC AS.
32-39.
CANCEL Processing


The SCC AS cancels the SIP dialog towards the SC UE
NOTE:
Steps 32-39 are performed only if the SC UE B uses Gm after the PS-CS access transfer in alerting phase is completed; otherwise, the SC UE B and the network release the source access leg locally, without any signalling between the SC UE B and the network.
****************** change 28 ******************

A.18.2
Signalling flows for PS to CS Access Transfer: PS to CS SRVCC enhancements using ATCF and without media anchored

The signalling flow shown in figure A.18.2-1 gives an example for PS to CS access transfer when using ATCF enhancements and without media anchored. In this case, the ATCF has been included in the path for subsequent transactions created at registration, but media has not been anchored in ATGW.
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Figure A.18.2-1 Signalling flows for PS to CS access transfer: PS to CS SRVCC enhancements using ATCF and without media anchored
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
UE A is on an active session with UE B

There is an ongoing PS bearer between the UE A and the remote end UE B. The media is not anchored at ATGW.

2.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.216 [49].

3.
SIP INVITE request (MSC server to ATCF)-see example in table A.18.2-3
Table A.18.2-3: SIP INVITE request (MSC server to ATCF)

INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR, as routed to the ATCF.

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.

P-Asserted-Identity:
the C-MSISDN of the served UE.

4-5.
SIP INVITE request (ATCF to SCC AS via I-CSCF)- see example in table A.18.2-4
Since the media has not been anchored at the ATGW, the ATCF forwards the SIP INVITE request to the SCC AS by replacing the request URI to the stored ATU-STI for PS to CS SRVCC.
Table A.18.2-4: SIP INVITE request (ATCF to I-CSCF)

INVITE sip:AUT-STI1@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-4444>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

6-7.
SIP re-INVITE request (SCC AS to UE B via S-CSCF)


The SCC AS based on the content of the C-MSISDN correlates the SIP INVITE request to the local and remote call legs of the existing session between the UE A and the remote end. The SCC AS performs the Remote Leg update by sending the SIP re-INVITE request towards the Remote Leg.
8-9.
SIP 200 (OK) response (UE B to SCC AS via S-CSCF)


Upon receiving the SIP re-INVITE request containing the SDP offer, since the UE B has all resources available, it sends immediately the SIP 200 (OK) response to the SIP re-INVITE request that contains the SDP answer. The SDP answer indicates that the resources are available.
10-11.
SIP ACK request (SCC AS to UE B via S-CSCF)

The SCC AS generates the SIP ACK request to the SIP 200 (OK) response, and forwards the SIP ACK request to the remote UE B.
12-13.
SIP 200 (OK) response (SCC AS to ATCF via I-CSCF)

The SCC AS generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the ATCF.

14.
SIP 200 (OK) response (ATCF to MSC server)

The ATCF generates the SIP 200 (OK) response to the SIP INVITE request, and forwards the SIP 200 (OK) response towards the MSC server.

15.
SIP ACK request (MSC server to ATCF)


The MSC server generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the ATCF.

16-17.
SIP ACK request (ATCF to SCC AS via I-CSCF)


The ATCF generates the SIP ACK request to the SIP 200 (OK) response, and forwards it to the SCC AS.
18-21.
SIP BYE request (SCC AS to UE via I-CSCF, ATCF and P-CSCF)


The SCC AS terminates the source access leg, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.
22-24.
SIP 200 (OK) response (UE A to SCC AS via P-CSCF, ATCF and I-CSCF)


Upon receiving the SIP BYE request over the old IP-CAN, the UE A sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS. Subsequently, the SC UE A relinquishes all resources pertaining to the old IP-CAN.
NOTE:
Steps 21-22 are performed only if the UE A uses Gm after the PS-CS access transfer is completed; otherwise, the UE A and the network release the source access leg locally, without any signalling between the UE A and the network
****************** change 29 ******************

A.18.3
Signalling flows for PS to CS Access Transfer: PS to CS SRVCC enhancements using ATCF and media anchored

The signalling flow shown in figure A.18.3-1 gives an example for PS to CS access transfer for PS to CS SRVCC enhancements using ATCF and media anchored. In this case, the media is anchored in ATGW and ATCF has been included in the path for subsequent transactions created at registration.
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Figure A.18.3-1 Signalling flows for PS to CS access transfer: PS to CS SRVCC enhancements using ATCF and media anchored
NOTE 1:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1.
UE A is on an active session with UE B

There is an ongoing IP bearer between the UE A and the remote end UE B. The media is anchored at ATGW.

2.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.216 [49].

3.
SIP INVITE request (MSC server to ATCF)-see example in table A.18.3-3
Table A.18.3-3: SIP INVITE request (MSC server to ATCF)

INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR, as routed to the ATCF.

SDP:
The SDP contains preconfigured set of codecs supported by the MGW.

P-Asserted-Identity:
the C-MSISDN of the served UE.

4.
Configure ATGW (ATCF to ATGW)

Upon receiving the access transfer message, the ATCF correlates the transferred session using C-MSISDN. The ATCF updates the ATGW by replacing the existing PS access leg media path information with the new CS access leg media path information, by sending a Configure ATGW message to ATGW. 

5.
Configure ATGW ACK (ATGW to ATCF)


The ATGW sends Configure ATGW Acknowledgment message back to ATCF.
6.
SIP 200 (OK) response (ATCF to MSC server)


The ATCF sends the SIP 200 OK response to the MSC server with the media information allocated by the ATGW during session establish procedure. In the SIP 200 OK response, the ATCF includes the Record-Route header field containing its SIP URI that indicate where the ATCF expect to receive the indialog request sent by the MSC. In the Contact header field, the ATCF inserts the saved URI of the UE B that the UE A received from the UE B when the IP bearer between the UE A and the UE B was established.
7.
SIP ACK request (MSC server to ATCF)

8.
SIP INVITE request (ATCF to I-CSCFs)-see example in table A.18.3-8


After receiving the access transfer message, the ATCF establishes a new dialog with the SCC AS by sending a new SIP INVITE request to the SCC AS using the stored ATU-STI for PS to CS SRVCC. When resolving the ATU-STI for PS to CS SRVCC (e.g. via DNS access), the ATCF obtains the IP address of the I-CSCF. The ATCF updates the SCC AS via the new dialog indicating that the transfer has taken place. As there is no update in the SDP information, no remote end update will be performed.
Table A.18.3-8: SIP INVITE request (ATCF to I-CSCF)

INVITE sip:AUT-STI1@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-3333>;tag=1888828
To: <tel: +1-237-555-4444>

Call-ID: cb03a0s09a2sdfglkj490444 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Require: tdialog,

Record-Route:<sip:atcf.visited2.net:5060;lr>
Target-Dialog: me03a0s09a2sdfgjkl491777; remote-tag=774321; local-tag=64727891
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ggg

s=

c=IN IP6 5555::aaa:bbb:ccc:ggg

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the ATU-STI for PS to CS SRVCC, that resolves (e.g. via DNS access) to the IP address of the I-CSCF.

Target-Dialog:
specifies that the existing dialog is related with this request.

Record-Route: 
contains the SIP URI of the ATCF, where the ATCF expect to receive the in-dialog request from the SCC AS.


Require:
the "tdialog" option tag indicate that the support for Target-Dialog header field is required.

P-Asserted-Identity:
the C-MSISDN of the served UE.


SDP:
the media information at ATGW.
9.
SIP INVITE request (I-CSCF to SCC AS)

The I-CSCF forwards the SIP INVITE request to the SCC AS.

10.
 SIP 200 (OK) response (SCC AS to I-CSCF)


Since there is no update in the session description, no remote end update will be performed. The SCC AS sends confirmation response to the ATCF which contain the SDP answer that the SCC AS stored during the original session establishment procedure. The SIP 200 (OK) response also includes the Record-Route header field(s) that was constructed by the SCC AS adding its SIP URI to the Record-Route header field(s) that was received in the initial SIP INVITE request in step 9. The SIP URI of the SCC AS specifies where the SCC AS expects to receive the in-dialog request from the ATCF.
11.
SIP 200 (OK) response (I-CSCF to ATCF)

12-13.
SIP ACK request (ATCF to SCC AS via I-CSCF)

14-17.
SIP BYE request (SCC AS to UE A via I-CSCF, ATCF and P-CSCF)


The SCC AS terminates the source access leg, which was using the old IP-CAN, by sending a SIP BYE request to the UE A.
18-21.
SIP 200 (OK) response (UE A to SCC AS via P-CSCF, ATCF and I-CSCF)


Upon receiving the SIP BYE request, the UE A sends a SIP 200 (OK) response to the SCC AS. Subsequently, the UE A relinquishes all resources pertaining to the old IP-CAN.

NOTE:
Steps 17-18 are performed only if UE A uses Gm after the PS-CS access transfer is completed; otherwise, the UE A and the network release the source access leg locally, without any signalling between the UE A and the network

****************** change 30 ******************

A.18.4
Session transfer for originating call is in alerting phase using PS to CS SRVCC procedure with ATCF: PS to CS

In the example flow at the figure A.18.-1, SC UE A has invited for an originating session with speech media component which is anchored at ATCF. The session is in alerting phase. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a SRVCC handover to CS access.
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NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
Figure A.18.4-1: PS-CS SRVCC, incoming call in alerting phase
1.
SC UE A has setup an outgoing call

The media of the outgoing call has been anchored at the ATGW. Both ends have reserved the resources and SC UE A has received a SIP 180 (Ringing) response.
2.
SC UE A attaches to the CS domain


UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger an PS to CS SRVCC handover to CS access. The MSC server initiates the session transfer with the STN-SR, refer to 3GPP TS 23.237 [9]. The UE continues ringing.
3.
SIP INVITE request (MSC server to ATCF) - see example in table A.18.4-3

The MSC server sends an initial SIP INVITE request transferring the session with the recived STN-SR.

Table A.18.4-3: SIP INVITE request (MSC server to ATCF)
INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"; g.3gpp.srvcc-alerting

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Recv-Info: g.3gpp.state-and-event
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the STN-SR.

SDP:
The SDP contains set of codecs supported by the MGW.
4.
SIP INVITE request (ATCF to intermediate IM CN subsystem entities) - see example in table A.18.4-4

The ATCF sends the initial SIP INVITE request replacing the STN-SR with an ATU-STI for PS to CS SRVCC associated with a session in the transferable session set to the intermediate IM CN subsystem entities.

Table A.18.4-4: SIP INVITE request (ATCF to intermediate IM CN subsystem entities)
INVITE sip:sccas1-atu-sti.home1.net SIP/2.0

Via: SIP/2.0/UDP atcf.visited1.net:5060;branch=z9hG4bKnas56565, SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 69

Route: <sip:icscf1.visit1.net;lr>

P-Asserted-Identity: <tel:+1-237-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"; g.3gpp.srvcc-alerting

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Recv-Info: g.3gpp.state-and-event
Record-Route: <atcf.visited1.net;lr>

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20


Request-URI:
contains the ATU-STI for PS to CS SRVCC.


Record-Route:
contains ATCF URI.


SDP:
The SDP contains set of codecs supported by the MGW.
5.
SIP INVITE request (intermediate IM CN subsystem entities to SCC AS)
The SIP INVITE is routed towards the SCC AS, based on filter criteria in S-CSCF.
5a.
Remote Leg Update

The SCC AS correlates the initial SIP INVITE request to the local and remote call legs of the existing session between the UE A and the remote end. The SCC AS performs the Remote Leg update by sending SIP UPDATE request towards the Remote Leg.

6.
SIP UPDATE request (SCC AS to intermediate IM CN subsystem entities)

The SCC AS acting as a B2BUA generates a SIP UPDATE request based upon the received initial SIP INVITE request and the information previously stored against this session.

7.
SIP UPDATE request (Intermediate IM CN subsystem entities to remote UE B)

The intermediate IM CN subsystem entities forward the SIP UPDATE request to remote UE B.

8.
SIP 200 (OK) response (Remote UE B to Intermediate IM CN subsystem entities)

Upon receiving the SIP UPDATE request containing the SDP offer for the leg to the MSC, the remote UE B sends a SIP 200 (OK) response.
9.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
10.
SIP 183 (Session Progress) response (SCC AS to intermediate IM CN subsystem entities)

The SCC AS sends a 183 (Session Progress) containing the SDP answer as received from the remote UE B. The SDP answer indicates that resources are available
11.
SIP 183 (Session Progress) response (Intermediate IM CN subsystem entities to ATCF)

The intermediate IM CN subsystem entities forward the 183 (Session Progress) response to the ATCF.
12.
SIP 183 (Session Progress) response (ATCF to MSC server)

The ATCF forwards the 183 (Session Progress) response to the MSC server.
13.
SIP PRACK request (MSC server to ATCF)

The MSC acknowledges the receipt of the 183 (Session Progress) response.

14.
SIP PRACK request (ATCF to intermediate IM CN subsystem)

The ATCF forwards the SIP PRACK request to intermediate IM CN subsystem entities.
15.
SIP PRACK request (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP PRACK request to the SCC AS.
16.
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS acknowledges the PRACK request.
17.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to ATCF)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) reponse to the ATCF.

18.
SIP 200 (OK) response (ATCF to MSC server)

The ATCF forwards the SIP 200 (OK) reponse to the MSC server.
19.
SIP INFO request (SCC AS to intermediate IM CN subsystem entities) - see example in table A.18.4-19

The SCC AS sends a SIP INFO request that indicates that the call is an early dialog and that the SC UE was the initiator.
Table A.18.4-19: INFO request (SCC AS to intermediate IM CN subsystem entities)

INFO sip: msc1.visit1.net:1357 SIP/2.0

Via SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr> <atcf.visited1.net;lr>
From: <tel: +1-237-555-3333>;tag=314159

To: <tel:+1-237-555-1111>;tag=171828

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 129 INFO

Info-Package: g.3gpp.state-and-event
Content-Disposition: Info-Package
Content-Type: application/vnd.3gpp.state-and-event-info+xml
Content-Length: 

<?xml version="1.0" encoding="UTF-8"?>

<state-and-event-info>

   <state-info>early</state-info>

   <direction>initiator</direction>

</state-and-event-info>
20.
SIP INFO request (Intermediate IM CN subsystem entities to ATCF)

The intermediate IM CN subsystem entities forward the SIP INFO request to the ATCF. 

21.
SIP INFO request (ATCF to MSC server)

The intermediate IM CN subsystem entities forward the SIP INFO request to the ATCF. The MSC server is now aware that the call that is transferred is in originating alerting state.
22.
SIP 200 (OK) response (MSC server to ATCF)

The ATCF forwards the SIP 200 (OK) response to intermediate IM CN subsystem entities.
23.
SIP 200 (OK) response (ATCF to intermediate IM CN subsystem entities)

The ATCF forwards the SIP 200 (OK) response to the intermediate IM CN subsystem entities. 
24.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the SCC AS.
25.
MSC goes in Call delivered state

The MSC enters Call delivered (N4) state as defined in 3GPP TS 24.008 [8] due to the information received in the SIP INFO request.

26.
SIP 200 (OK) response (Remote UE B to intermediate IM CN subsystem entities)


The remote UE B accepts the call and sends a SIP 200 (OK) response.
27.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to SCC AS.

28.
SIP 200 (OK) response (SCC AS to intermediate IM CN subsystem entities)


The SCC AS sends the SIP 200 (OK) response to indicate that the remote UE B has accepted the call.

29.
 SIP 200 (OK) response (Intermediate IM CN subsystem entities to ATCF)


The SIP 200 (OK) response is forwarded to the ATCF.

30.
SIP 200 (OK) response (ATCF to MSC server)


The SIP 200 (OK) response is forwarded to the ATCF.

31.
CC CONNECT (MSC server to SC UE A)

The MSC server indicates to the SC UA A that the remote UE B has accepted the call in accordance with 3GPP TS 24.008 [8].
32.
CC CONNECT ACK (MSC server to SC UE A)

SC UE A acknowledges the CC CONNECT in accordance with 3GPP TS 24.008 [8].

33.
SIP ACK request (MSC server to ATCF)


The MSC server acknowledges the SIP 200 (OK) response received from SCC AS

34.
SIP ACK request (ATCF to intermediate IM CN subsystem entities)


ATCF forwards the SIP ACK request to the intermediate IM CN subsystem entities.
35.
SIP ACK request (Intermediate IM CN subsystem entities to SCC AS)


The intermediate IM CN subsystem entities forward the SIP ACK request to the SCC AS. The SCC AS starts a operator specific timer supervising the release of the original source leg.
36.
SIP ACK request (SCC AS to intermediate IM CN subsystem entities)


The SCC AS acknowledges the SIP 200 (OK) response received towards the remote UE B.
37.
SIP ACK request (Intermediate IM CN subsystem entities to remote UE B) 


The SIP ACK request is forwarded towards the remote UE B.
38. SIP 404 (Not Found) response (SCC AS to intermediate IM CN subsystem entities)

The SCC AS releases the original source leg towards the SC UE A after the operator specific timer has expired by means of a SIP 404 (Not Found) response.

39.
SIP ACK (Intermediate IM CN subsystem entities to SCC AS)


The SIP ACK request is sent to SCC AS.
40. SIP 404 (Not Found) response (Intermediate IM CN subsystem entities to ATCF)

Intermediate IM CN subsystem entities send a SIP 404 (Not Found) response in order to release to original source dialog towards the SC UE A.

41.
SIP ACK (ATCF to intermediate IM CN subsystem entities)


The SIP ACK request is sent to the intermediate IM CN subsystem entities.
42-43.Media recources reserved in ATGW is released by ATCF.

The ATCF orders the ATGW to release all media terminations (including termination created due to forking on remote end) of the used for media anchoring during call setup in. The ATGW acknowledges the release.

44-47.SIP 404 (Not Found) response (ATCF towards SC UE A)


The ATCF sends a SIP 404 (Not Found) response in order to release to original source dialog towards the SC UE A via P-CSCF.
NOTE :
The SC UE A can only receive the SIP 404 (Not Found) response and send the SIP ACK request if the signalling bearer is not suspended.

****************** change 31 ******************

A.18.5
Signalling flows for PS to CS Access Transfer: SRVCC enhancements using ATCF with MSC server assisted mid-call feature and ATCF anchored
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Figure A.18.5-1 Signalling flows for PS to CS Access Transfer: SRVCC enhancements using ATCF with MSC server assisted mid-call feature and ATCF anchored
1.
UE A is on an active session X with UE B and a held session Y with UE C
UE A is on an active session X with UE B and on another held session Y with UE C. Both Sessions through PS network are anchored at ATCF, and medias are anchored at ATGW.
2-21.
PS to CS access transfer between UE A and UE B
The PS to CS access transfer between UE A and UE B is specified in subclause A.18.3: SRVCC enhancements using ATCF and media anchored.

22.
SIP REFER request (SCC AS to I/S-CSCF) - see example in table A.18.5-22
The SCC AS sends a SIP REFER request to the I/S-CSCF inside the dialog created by the message 10.

Table A.18.5-22: SIP REFER request (SCC AS to I/S-CSCF)
REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a

Max-Forwards: 70

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

To: <tel:+1-237-555-1111>;tag=171828

From: <tel:+1-237-555-3333>;tag=sdfsdf

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 55998 REFER

Content-Length: 125

Route: <sip:scscf1.home1.net;lr>

Refer-Sub: false

Supported: norefersub, gruu

Contact: sip:sccas1.home1.net

Refer-To: <sip:additional.session.xfer.pscssrvcc@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: multipart/mixed

--boundary1

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>
--boundary1
Content-Type: application/vnd.3gpp.srvcc-ext+xml

<?xml version="1.0"?>

<srvcc-ext>

  <PS-reg-info>

    <ATCF-Management-URI>sip:atcf.visited2.net</ATCF-Management-URI>

    <C-MSISDN>tel:+1-237-555-1111</C-MSISDN>

  </PS-reg-info>

</srvcc-ext>
--boundary1--
Refer-To:

contains the additional transferred session SCC AS URI for PS to CS SRVCC and the following URI header fields:


Target-Dialog:
the dialog identifier of the source access leg.


Require:
containing "tdialog" option tag


From:

contains the public user identity of the UE A


To:

contains the public user identity of the UE C


Content-Type:
containing "application/sdp" MIME type of the "body" URI header field


body:

SDP describing the media used in the session
application/vnd.3gpp.mid-call+xml MIME body: indicates that REFER is related to MSC server assisted mid-call feature.
application/vnd.3gpp.srvcc-ext+xml MIME body: provides ATCF management URI and C-MSISDN.
23.
SIP REFER request (I/S-CSCF to ATCF)
The I/S-CSCF forwards the SIP REFER request to the ATCF.

24. SIP REFER request (ATCF to MSC server) - see example in table A.18.5-24

The ATCF forwards the REFER within the dialog.
Table A.18.5-24: SIP REFER request (ATCF to MSC server)
REFER sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0
Via: SIP/2.0/UDP sip:sccas1.home1.net;branch=z9hG4bk731b8a
Via: SIP/2.0/UDP sip:scscf1.home1.net;branch=z9hG4bk869d11e

Via: SIP/2.0/UDP sip:atcf1.home1.net;branch=z9hG4bk9251re3

Max-Forwards: 70

P-Charging-Vector:
To: 
From:

Call-ID:

Cseq:

Content-Length: 
Route: <sip:mscserver1.home1.net;lr>

Refer-Sub: 

Supported: 

Contact: 

Refer-To: <sip:additional.session.xfer@sccas.home1.net?Target-Dialog=ksdjfhwrklf%3Bremote-tag=676723565%3Blocal-tag=45418454&Require=tdialog&From=tel:+1-237-555-1111&To=tel:+1-987-654-3210&Content-Type=application%2Fsdp&body=v%3D0%0D%0Ao%3D-%202987933623%202987933623%20IN%20IP6%205555::ggg:fff:aaa:bbb%0D%0As%3D-%0D%0Ac%3DIN%20IP6%205555::ggg:fff:aaa:bbb%0D%0At%3D0%200%0D%0Am%3Dvideo%200%20RTP%2FAVP%2098%0D%0Am%3Daudio%203456%20RTP%2FAVP%2097%2096%0D%0Ab%3DAS:25.4%0D%0Aa%3Drtpmap:97%20AMR%0D%0Aa%3Dfmtp:97%20mode-set%3D0%2C2%2C5%2C7%3B%20mode-change-period%3D2%0D%0Aa%3Dmaxptime:20%0D%0A>

Content-Type: multipart/mixed

--boundary1

Content-Type: application/vnd.3gpp.mid-call+xml

<?xml version="1.0" encoding="UTF-8"?>

<mid-call/>
--boundary1
Content-Type: application/vnd.3gpp.srvcc-ext+xml

<?xml version="1.0"?>

<srvcc-ext>

  <PS-reg-info>

    <ATCF-Management-URI>sip:atcf2.visited2.net</ATCF-Management-URI>

    <C-MSISDN>tel:+1-237-555-1111</C-MSISDN>

  </PS-reg-info>

</srvcc-ext>
--boundary1--
25-27. SIP 202 Accepted response 
Upon receiving the SIP REFER request, the MSC Server sends a SIP 202 (Accepted) response to ATCF, ATCF forwards it to the SCC AS.

28.
SIP INVITE request (MSC Server to ATCF) -see example in table A.18.5-28
Upon receiving the SIP REFER request the MSC Server sends a SIP INVITE request to the ATCF according to the Refer-To header field in the REFER request. MSC server also includes Route header field with the ATCF management URI received in the application/vnd.3gpp.srvcc-ext+xml MIME body of the REFER request.
Table A.18.5-28: SIP INVITE request (MSC Server to ATCF)
INVITE sip:additional.session.xfer@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP msc1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net

Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel:+1-987-654-3210>

Call-ID: asdfgqwerq 

Cseq: 1275 INVITE

Supported: 100rel, precondition, 199, gruu

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Target-Dialog: ksdjfhwrklf;remote-tag=676723565;local-tag=45418454

Require: tdialog

Content-Length: (…)

Content-Type: multipart/mixed;boundary="boundary1"
Route: <sip:atcf2.visited2.net;lr>
--boundary1
Content-Type: application/sdp 

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=video 0 RTP/AVP 98

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

a=sendonly
--boundary1

Content-Type: application/vnd.3gpp.srvcc-ext+xml

<?xml version="1.0"?>

<srvcc-ext>

<Setup-info>

    <C-MSISDN>tel:+1-212-555-1111</C-MSISDN>

    <direction>initiator</direction>

</Setup-info>

</srvcc-ext> 

--boundary1--
Request-URI:
contains the ATCF URI as received in the Refer-To header field in the SIP REFER request.
P-Asserted-Identity:
the C-MSISDN of the served UE.
application/vnd.3gpp.srvcc-ext+xml: Contains the direction of call and the C-MSISDN of the UE.

29. ATCF configures the ATGW
Upon receiving the SIP INVITE request to it, the ATCF decides to anchor the ATGW, and configures the ATGW. Then the ATGW return the ACK to complete the configuration.

30-31.
SIP INVITE request (ATCF to SCC AS via I/S-CSCF) -see example in table A.18.5-33

The ATCF sends the SIP INVITE request to the I/S-CSCF. The I/S-CSCF forwards the SIP INVITE request to the SCC AS.
NOTE:
ATCF uses the same procedure as in subclause A.4.3.
Table A.18.5-33: SIP INVITE request (ATCF to SCC AS via I/S-CSCF)
INVITE sip:additional.session.xfer.pscssrvcc@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP atcf1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: 

P-Charging-Vector: 

Privacy: none

From: 

To: 

Call-ID: asdfgqwerq2 

Cseq: 

Supported: 

Accept-Contact: 

P-Asserted-Service: 

Contact: 
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: 

Target-Dialog: 

Require: tdialog

Content-Length: (…)

v=
o=

s=

c=

t=

m=

m=

a=

a=

b=

a=

a=

a=

a=

a=

a=

a=

a=

a=

32.
SIP re-INVITE request (SCC AS towards UE C)
33.
SIP 200 (OK) response to the SIP re-INVITE request (UE C towards SCC AS)
32.
SIP ACK request (SCC AS towards UE C)
35-36.
SIP 200 (OK) response (SCC AS to ATCF via I/S-CSCF)
The SCC AS sends the SIP 200 (OK) response to the SIP INVITE to the I/S-CSCF, and the I/S-CSCF forwards it to the ATCF.
37.
SIP 200 (OK) response to the SIP INVITE request (ATCF to MSC server)
38-40.
SIP ACK request (MSC server to SCC AS via I/S-CSCF)

The MSC server generates the SIP ACK request to the SIP 200 (OK) response, and sends the SIP ACK request to the I/S-CSCF. Then the I/S-CSCF forwards it to the SCC AS.

41-43.
SIP BYE request (SCC AS towards SC UE A via I/S-CSCF, ATCF and P-CSCF)

The SCC AS terminates the replaced call leg of the session Y, which was using the old IP-CAN, by sending a SIP BYE request towards the UE A which received by P-CSCF.
44-46.
SIP 200 (OK) response (P-CSCF to SCC AS via ATCF and I/S-CSCF)

Upon receiving the SIP BYE request over the old IP-CAN, the P-CSCF sends a SIP 200 (OK) response over the old IP-CAN to the SCC AS.
****************** change 32 ******************

A.18.6
Signalling flows for PS to CS Access Transfer: PS to CS SRVCC enhancements using ATCF and session traverses IBCF
The signalling flow shown in figure A.18.6-1 gives an example for PS to CS access transfer when using PS to CS SRVCC. The call is established, contains active speech media component and has been anchored in ATGW, and traverses IBCF during the establishment of the call. There are IBCFs between ATCF and SCC AS, e.g. UE A is roaming in another network. When PS to CS SRVCC enhancements using ATCF is triggered, the session trasfer notification message initiated by ATCF using ATU-STI may traverse different IBCF(s) comparing to previous signaling path duing the initial session set up between ATCF and SCC AS.
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NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

Figure A.18.6-1
Signalling flows for CS to PS Access Transfer: CS to PS SRVCC occurs during a call.
1.
The UE A has a session with active speech media component with UE B
UE A has an active session with remote UE B, media is anchored in ATGW and the session traverses IBCF1.
2.
SIP INVITE request (MSC server to ATCF)-see example in table A.18.5-2
Table A.18.6-2: SIP INVITE request (MSC server to ATCF)

INVITE tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP msc1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-1111>;tag=171828

To: <tel: +1-237-555-3333>

Call-ID: cb03a0s09a2sdfglkj490334 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:eee

s=

c=IN IP6 5555::aaa:bbb:ccc:eee

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
contains the STN-SR, as routed to the ATCF.
SDP:
The SDP contains preconfigured set of codecs supported by the MGW.
P-Asserted-Identity:
the C-MSISDN of the served UE.

3.
SIP 200 (OK) response (ATCF to MSC server)


The ATCF sends the SIP 200 OK response to the MSC server with the media information allocated by the ATGW during session establish procedure. In the SIP 200 OK response, the ATCF includes the Record-Route header field containing its SIP URI that indicate where the ATCF expect to receive the indialog request sent by the MSC. In the Contact header field, the ATCF inserts the saved URI of the UE B that the UE A received from the UE B when the IP bearer between the UE A and the UE B was established.
4.
SIP ACK request (MSC server to ATCF)

5.
The new CS media between UA and MSC Server/MGW is established, and the PS media between MSC Server/MGW and ATCF/ATGW is established. 

6-7.
SIP INVITE request (ATCF to SCC AS)-see example in table A.18.6-6

After receiving the access transfer message, the ATCF establishes a new dialog with the SCC AS by sending a new SIP INVITE request to the SCC AS using the stored ATU-STI. And the new dialog traverses IBCF2. The ATCF updates the SCC AS via the new dialog indicating that the transfer has taken place. 
Table A.18.6-6: SIP INVITE request (ATCF to SCC AS)

INVITE sip:AUT-STI1@sccas.home1.net SIP/2.0

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bk731b87

Max-Forwards: 70
P-Asserted-Identity: <tel:+1-237-555-2222>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";orig-ioi=visit1.net
Privacy: none

From: <tel:+1-237-555-3333>;tag=1888828
To: <tel: +1-237-555-4444>

Call-ID: cb03a0s09a2sdfglkj490444 

Cseq: 127 INVITE

Supported: 100rel, precondition, gruu
Require: tdialog,

Record-Route:<sip: atcf.visited2.net:5060;lr>
Target-Dialog: me03a0s09a2sdfgjkl491777; remote-tag=774321; local-tag=64727891
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

Contact: <sip: msc1.visit1.net:1357>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Content-Type: application/sdp 

Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ggg

s=

c=IN IP6 5555::aaa:bbb:ccc:ggg

t=0 0

m=audio 3456 RTP/AVP 97 96

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

b=AS:25.4

a=curr:qos local sendrecv
a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
contains the ATU-STI, that resolves (e.g. via DNS access) to the IP address of the I-CSCF.
Target-Dialog:
specifies that the existing dialog is related with this request.
Record-Route: 
contains the SIP URI of the ATCF, where the ATCF expect to receive the in-dialog request from the SCC AS.

Require:
the "tdialog" option tag indicate that the support for Target-Dialog header field is required.
P-Asserted-Identity:
the C-MSISDN of the served UE.

SDP:
the media information at ATGW.
8.
SIP re-INVITE request (SCC AS to UE-B)

When the SCC AS receives the SIP INVITE from ATCF, since the SDP is different with the one in old session, the SCC AS performs the remote leg update with sending a SIP re-INVITE to remote UE B.

9.
SIP 200 OK reponse (UE B to SCC AS)

10.
SIP ACK request (SCC AS to UE B)

11-12.
SIP 200 OK response (SCC AS to ATCF)

13-14.
SIP ACK request (ATCF to SCC AS)

15.
There are old PS media and new PS media between ATCF and remote UE B at the same time. Therefore there is no session break due to remote leg update. 

16-18. SIP BYE request (SCC AS to UE A)


The SCC AS terminates the source access leg, which was using the old IP-CAN, by sending a SIP BYE request to the UE A. In this case, it's assumed that the SIP BYE request go to UE A.

19-21.
SIP 200 (OK) response (UE A to SCC AS)


Upon receiving the SIP BYE request, the UE A sends a SIP 200 (OK) response to the SCC AS. Subsequently, the UE A relinquishes all resources pertaining to the old IP-CAN.

22.
After the PS to CS session transfer is completed, a new CS media between UA and MSC Server/MGW is established, and the PS media between MSC Server/MGW and ATCF/ATGW is established, and a new PS media between ATCF/ATGW and UE B is established.
****************** change 33 ******************

A.19.2
Session transfer for active call with speech and video using vSRVCC procedure: PS to CS 

In the example flow in figure A.19.2-1, the SC UE A has an ongoing session anchored at SCC AS, with only active speech and video media components and the SC UE has an ongoing session anchored at the SCC AS with only inactive speech media component. Based upon measurement reports sent from the UE to E-UTRAN, the source E-UTRAN decides to trigger a Single Radio handover from PS to CS access.
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Figure A.19.2-1: PS-CS vSRVCC for an ongoing speech and video session
1.
SC UE A has an active speech and video session and a held speech-only session

The UE has an session containing only active speech and video media components, and a session containing only inactive speech media component. The corresponding multimedia PS bearer extends between UE A and UE B via intermediate IM CN entities.
2.
Interaction between UE, E-UTRAN, MME and MSC

UE A sends the measurement reports to E-UTRAN, and the source E-UTRAN decides to trigger a Single Radio handover from PS to CS access (as specified in 3GPP TS 23.216 [5]). The MME sends a PS to CS Request message, containing an vSRVCC indication and STN-SR, via Sv to the MSC. 

3.
SIP OPTIONS request (MSC server to intermediate IM CN subsystem entities) - see example in table A.19.2-1

The MSC has no prior knowledge whether the most recently made active session is a session with audio and video media or a session with only audio media. The receipt of the vSRVCC indication over the Sv interface is the trigger for the MSC server to send a SIP OPTIONS request for the purpose of determining the session that was made active most recently. 
Table A.19.2-1: SIP OPTIONS request (MSC server to intermediate IM CN subsystem entities)

OPTIONS tel: +1-237-555-3333 SIP/2.0

Via: SIP/2.0/UDP mgcf1.visit1.net;branch=z9hG4bk731b87

Max-Forwards: 70

P-Asserted-Identity: <tel:+1-237-555-1111>
From: <tel:+1-237-555-1111>;tag=171828

To: tel:+1-237-555-3333
Call-ID: cb03a0s09a2sdfglkj490334

Contact: sip:msc1.visit1.net
Accept: application/sdp
Content-Length: 0
4.
SIP OPTIONS request (intermediate IM CN subsystem entities to SCC AS) 

The SIP OPTIONS request is routed towards the SCC AS.
5.
Determination of session that was made active most recently

The SCC AS determines the session that was made active most recently, based on the C-MSISDN in the P-Asserted-Identity header field. 
6.
SIP 200 (OK) response (SCC AS to Intermediate IM CN subsystem entities)

The SCC AS sends a SIP 200 (OK) response. with an SDP body containing "m=" lines for audio and video, as the session that was made active most recently is a session with both audio and video media. The contents of the SIP 200 (OK) allow the MSC server to determine how to populate the SDP oOffer in the INVITE for STN-SR (see Step 8).
Table A.19.2-2: SIP 200 (OK) (SCC AS to intermediate IM CN subsystem entities) 

SIP/2.0 200 OK

Via: SIP/2.0/UDP mgcf1.visit1.net;branch=z9hG4bk731b87

From: <tel:+1-237-555-3333>
To: <tel:+1-237-555-1111>;tag=314159 

Call-ID: cb03a0s09a2sdfglkj490334

Content-Type: application/sdp

Content-Length: (…)

m=audio 3456 RTP/AVP 97 96

m=video 3400 RTP/AVP 98 99
7.
SIP 200 (OK) response (Intermediate IM CN subsystem entities to MSC server)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the MSC server.
8.
SIP INVITE (MSC server to Intermediate IM CN subsystem entities)

The MSC server sends a SIP INVITE for STN-SR with the following parameter settings: 


Request-URI:
contains the STN-SR

SDP:
contains only a speech media component and a video media component with default codecs for speech and video (as specified in 3GPP TS 26.111 [69])


Contact:
contains the address of the MSC server.
9.
SIP INVITE (Intermediate IM CN subsystem entities to SCC AS)

The SIP INVITE is forwarded to the SCC AS with parameters listed in step 8 unchanged.
10.
Update of the remote leg

The SCC AS performs SIP signaling (re-INVITE) for the purpose of updating the remote leg (UE B) with new contact information (for signaling and media).

11.
and 12. 
SIP 200 (OK) response (SCC AS via Intermediate IM CN subsystem entities to MSC server)

The SCC AS acknowledges the receipt of the INVITE received in step 8. The SIP acknowledgement is forwarded to the MSC server.

13. and 14.
SIP ACK (MSC server via Intermediate IM CN subsystem entities to SCC AS)

The MSC server sends a SIP acknowledgement to the Intermediate IM CN subsystem entities; it is forwarded to the SCC AS.
15.
and 16.
SIP BYE request (SCC AS via intermediate IM CN subsystem entities to UE)

The SCC AS releases the source access.
17.
and 18.
SIP 200 (OK) response (UE to SCC AS via Intermediate IM CN subsystem entities)

The UE acknowledges the release of the source access leg.

19.
UE attaches in CS and sets up a data call

The UE attaches in the CS domain and establishes a data call based on a BS30 bearer, as described in 3GPP TS 24.008 [8]. The UE replaces the session with active speech and video media components with the newly established CS video call.
****************** change 34 ******************

A.20.2
Signalling flows for CS to PS Access Transfer: CS to PS SRVCC occurs during an active call

The signalling flow shown in figure A.20.2-1 gives an example for CS to PS access transfer when using CS to PS SRVCC. The call is established, contains active speech media component and has been anchored in ATGW during the establishment of the call.

The call may have been established either via the MSC server or as the result of the CS to PS SRVCC procedure.
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NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
Figure A.20.2-1
Signalling flows for CS to PS Access Transfer: CS to PS SRVCC occurs during a call.
1+2.
The UE A has an session with active speech media component with UE B

There is one CS bearer between the UE A and the MSC server, one PS bearer between the MSC server and the ATGW and one PS bearer between the ATGW and the remote end UE B. The CS call has the transaction identifier 88 (decimal) and was originated by UE B and accepted by UE A.
3.
The UE A sends the measurement reports to E-UTRAN that decides to trigger a CS to PS SRVCC handover to the E-UTRAN access. 
4.
CS to PS request


The MSC server receives a CS to PS request indicating that a CS to PS SRVCC access transfer is initiated.
5.
SIP INFO request (MSC server to ATCF) - see example in table A.20.1-5

The MSC Server initiates the CS to PS SRVCC by means of a SIP INFO request sent towards the ATCF. The SIP INFO includes a session transfer notification request. The session transfer notification request is an indication to prepare for the transfer of media to PS. 
Table A.20.2-5: SIP INFO request (MSC server to ATCF)

INFO sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7
Max-Forwards: 70

Route: <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

From: <tel:+1-212-555-2222>;tag=171828

To: <sip:user1_public1@home1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 130 INFO

Info-Package: g.3gpp.access-transfer-events
Content-Disposition: Info-Package
Content-Type: application/vnd.g.3gpp.access-transfer-events+xml 

Content-Length: (…)

<?xml version="1.0"?>

<events>

<event event-type="1"/>

</events>
application/vnd.3gpp.access-transfer-events+xml:
Contains the value 1 indicating that the MSC server sends the session transfer notification request to the ATCF.

6
SIP 200 OK response (ATCF to MSC server)

The ATCF acknowledge the SIP INFO request.

7.
ATCF reserves resources in ATGW


The ATCF reserves resources in ATGW towards UE A and the ATGW provides the SDP answer to the SDP which the UE A provided during the registration (see subclase A.3.w). Apart from the IP address and port, the SDP answer contains the same media pararameters as provided to the UE A after PS registration (see subclause A.3.w).

8.
SIP INFO request (ATCF to MSC server) - see example in table A.20.1-8

The ATCF sends a SIP INFO request containing the session transfer notification response contains the parameters required for the transfer, including IP address and media port allocated in the ATGW. 
Table A.20.2-8: SIP INFO request (ATCF to MSC server)

INFO sip:user1_public1@visited2.net SIP/2.0
Via: 

Max-Forwards: 
Record-Route: 
From: 
To: 
Call-ID: 

Cseq: 

Content-Disposition: Info-Package
Info-Package: g.3gpp.access-transfer-events

Contact: 
Content-Type: application/vnd.3gpp.access-transfer-events+xml

Content-Length: (…)

<?xml version="1.0"?>

<events>

<event event-type="2">

  <STNResp-params>

    <transfer-details>AVL0IrgAAAAAAAAAbwDeAU0BvA==</transfer-details> 

    <redirect-speech>false</redirect-speech>
  </STNResp-params>

</event>
</events>
application/vnd.3gpp.access-transfer-events+xml:
Contains the IPv6 address and port number of the ATGW. With the following <transfer-details>: ATGW-IPv6-address = 8888::111:222:333:444, ATGW-audio-UDP-port = 21236. Also indicates that the ATCF does not require the MSC server to redirect  the speech media component of the session transferred by the CS to PS SRVCC access transfer.
Info-Package: Indicates that the SIP INFO request contains the g.3gpp.access-transfer-events info package.

9.
SIP 200 OK response (MSC server to ATCF)

The MSC server acknowledge the SIP INFO request.

10.
The MSC server starts the preparation for the access transfer.

11.
When access transfer is prepared, the MSC server sends CS to PS handover command to the UE using access stratum signalling.

12.
SIP INFO request (MSC server to ATCF) - see example in table A.20.1-12


The MSC server sends a SIP INFO request containing a session transfer preparation to the ATCF to instruct the ATCF that media should be switched to the target access.
Table A.20.2-12: SIP INFO request (MSC server to ATCF)

INFO sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7
Max-Forwards: 70

Route: <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

From: <tel:+1-212-555-2222>;tag=171828

To: <sip:user1_public1@home1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 130 INFO

Content-Disposition: Info-Package
Info-Package: g.3gpp.access-transfer-events
Content-Type: application/vnd.3gpp.access-transfer-events+xml 

Content-Length: (…)

<?xml version="1.0"?>

<events>

<event event-type="3"/>

</events>
application/vnd.3gpp.access-transfer-events+xml:
Contains the event 3 indicating that MSC server requests ATCF to perform the CS to PS SRVCC access transfer, i.e. start sending media towards the UE instead of towards the MSC server. 
13.
SIP 200 (OK) response (ATCF to MSC server)


The ATCF acknowledge the SIP INFO request by means of a SIP 200 (OK) respons.

14.
ATCF configures resources in ATGW


The ATCF configures resources in the ATGW to start sending and receiving media towards the UE A instead of the MSC server.
15.
The media path is now reconfigured. The audio is sent between the UE A and ATGW using IMS signalling bearer.

16-17. SIP INVITE request (UE A to ATCF) - see example in table A.20.1-16

When the UE A receives the CS to PS handover command the UE A sends an SIP INVITE request towards the ATCF.

Table A.20.2-16: SIP INVITE request (UE A to ATCF)

INVITE sip:sti-rsr@atcf1.visited2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>,<sip:atcf.visited.net;lr, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <tel:+1-212-555-1111>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <tel:+1-212-555-1111>;tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Supported: 100rel, gruu 

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)
Accept: application/sdp,application/3gpp-ims+xml
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Request-URI:
contains the STI-rSR associated with the transferred call.
SDP offer:
The media parameters of the speech media component are the same as the UE A sent to ATCF during registraton (see subclause A.3.w).

18. SIP 200 (OK) response (ATCF to P-CSCF)- see example in table A.20.1-18

The ATCF sends the SIP 200 (OK) response towards the UE A with the media information allocated by the ATGW.
Table A.20.2-18: SIP 200 (OK) response (ATCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Record-Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>,<sip:atcf.visited.net;lr>

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: none

From: <tel:+1-212-555-1111>;tag=171828

To: <tel:+1-212-555-2222>;tag=aaaa

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Feature-Caps: *;+g.3gpp.ti="70D8"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Feature-Caps:
g.3gpp.ti feature-capability indicator with value containing the transaction identifier specified in figure 11.9 and table 11.3 of 3GPP TS 24.007 [75] encoded by hexadecimal digit. In this example, the transaction identifier 88 (decimal) and the transaction identifier flag as sent by the MSC server in CS signalling of the terminating CS call are shown.
19.
Bearer resource reservation


P-CSCF initiates bearer resource reservation based on the SDP answer received in the SIP 200 (OK) response.

20. SIP 200 (OK) response (P-CSCF to UE A)


The P-CSCF forwards the SIP 200 (OK) response to the UE A. The UE A associates the dialog established by the SIP 200 (OK) response with the CS call where the transaction identifier sent by MSC server were equal to the value of the g.3gpp.ti feature-capability indicator in the Feature-Caps header field of the SIP 200 (OK) response.
21-22. SIP ACK request (UE A to ATCF)


The UE A acknowledges the reception of the SIP 200 (OK) response.

23.
The media path is now reconfigured. The audio is sent between the UE A and ATGW using a dedicated bearer.

24-25. SIP INVITE request (ATCF to SCC AS) - see example in table A.20.1-25
Table A.20.2-25: SIP INVITE request (ATCF to SCC AS)
INVITE sip:cs2ps@sccas1.home1.net SIP/2.0

Record-Route: <sip:atcf2.visited2.net;lr>

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: <tel:+1-212-555-1111>

P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at"5555::aaa:bbb:ccc:ddd";orig-ioi=visited2.net

P-Preferred-Service: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Proxy-Require: 

Contact: 

Accept-Contact:

Allow: 

Content-Type: 

Content-Length:
Accept: 

v=0

o=- 22 333 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444

t=0 0

m=audio 8899 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Request-URI:
contains the ATU-STI for CS to PS SRVCC associated with the transferred call.
SDP:
The SDP contains the SDP used at ATGW towards the remote UE B.
P-Asserted-Identity:
the C-MSISDN of the served UE.
26-27. SIP 200 (OK) response (SCC AS to ATCF)


Since there is no update in the session description, no remote end update will be performed. The SCC AS sends confirmation response to the ATCF which contains the SDP answer that the SCC AS stored during the original session establishment procedure.
28-29. SIP ACK request (ATCF to SCC AS)

30-32. SIP BYE request (SCC AS to MSC server)


The SCC AS initiates the release of the source access leg. 

33-35. SIP 200 (OK) response (MSC server to UE A)

36.
The MSC server clears the call


The MSC server locally clears the call.
37.
The UA A clears the call


The UA locally clears the call.
****************** change 35 ******************

A.20.3
Signalling flows for CS to PS Access Transfer without CS media anchored in ATGW: CS to PS SRVCC occurs during an active call

The signalling flow shown in figure A.20.3-1 gives an example for CS to PS access transfer when using CS to PS SRVCC. The call is established, contains active speech media component and has not been anchored in ATGW during the establishment of the call.

The call may have been established either via the MSC server or as the result of the CS to PS SRVCC procedure.
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NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
Figure A.20.3-1
Signalling flows for CS to PS Access Transfer: CS to PS SRVCC occurs during a call.
1+2.
The UE A has an session with active speech media component with UE B

There is one CS bearer between the UE A and the MSC server, one PS bearer between the MSC server and the remote end UE B. The CS call has the transaction identifier 88 (decimal) and was originated by UE B and accepted by UE A.
3.
The UE A sends the measurement reports to E-UTRAN that decides to trigger a CS to PS SRVCC handover to the E-UTRAN access. 
4.
CS to PS request


The MSC server receives a CS to PS request indicating that a CS to PS SRVCC access transfer is initiated.
5.
SIP INFO request (MSC server to ATCF) - see example in table A.20.3-5



The MSC Server initiates the CS to PS SRVCC by means of a SIP INFO request sent towards the ATCF. The SIP INFO includes a session transfer notification request. The session transfer notification request is an indication to prepare for the transfer of media to PS. 
Table A.20.3-5: SIP INFO request (MSC server to ATCF)

INFO sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7
Max-Forwards: 70

Route: <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

From: <tel:+1-212-555-2222>;tag=171828

To: <sip:user1_public1@home1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 130 INFO

Content-Disposition: Info-Package
Info-Package: g.3gpp.access-transfer-events
Content-Type: application/vnd.g.3gpp.access-transfer-events+xml 

Content-Length: (…)

<?xml version="1.0"?>

<events>

<event event-type="1"/>
</events>
application/vnd.3gpp.access-transfer-events+xml:
Contains the value 1 indicating that the MSC server sends the session transfer notification request to the ATCF.

6
SIP 200 OK response (ATCF to MSC server)

The ATCF acknowledge the SIP INFO request.

7.
ATCF reserves resources in ATGW


The ATCF reserves resources in ATGW towards UE A and the ATGW provides the SDP answer to the SDP which the UE A provided during the registration (see subclase A.3.w). Apart from the IP address and port, the SDP answer contains the same media pararameters as provided to the UE A after PS registration (see subclause A.3.w).

8.
SIP INFO request (ATCF to MSC server) - see example in table A.20.3-8

The ATCF sends a SIP INFO request containing the session transfer notification response contains the parameters required for the transfer, including IP address and media port allocated in the ATGW. 
Table A.20.3-8: SIP INFO request (ATCF to MSC server)

INFO sip:user1_public1@visited2.net SIP/2.0
Via: 

Max-Forwards: 
Record-Route: 
From: 
To: 
Call-ID: 

Cseq: 

Content-Disposition: Info-Package
Info-Package: g.3gpp.access-transfer-events

Contact: 
Content-Type: application/vnd.3gpp.access-transfer-events+xml

Content-Length: (…)

<?xml version="1.0"?>

<events>

<event event-type="2">

  <STNResp-params>

    <transfer-details>AVL0IrgAAAAAAAAAbwDeAU0BvA==</transfer-details> 

    <redirect-speech>true</redirect-speech>
  </STNResp-params>

</event>
</events>
application/vnd.3gpp.access-transfer-events+xml:
Contains the IPv6 address and port number of the ATGW. With the following <transfer-details>: ATGW-IPv6-address = 8888::111:222:333:444, ATGW-audio-UDP-port = 21236. Also indicates that the ATCF requires the MSC server to redirect the speech media component of the session transferred by the CS to PS SRVCC access transfer.
Info-Package: Indicates that the SIP INFO request contains the g.3gpp.access-transfer-events info package.

9.
SIP 200 OK response (MSC server to ATCF)

The MSC server acknowledge the SIP INFO request.

10.
The MSC server starts the preparation for the access transfer.
11.
SIP INVITE request (MSC server to ATCF) - see example in table A.20.3-11

The MSC sends a SIP INVITE request to the ATCF to instruct the ATCF to establish the media bearer between MGW and ATGW.
Table A.20.3-11: SIP INVITE request (MSC server to ATCF)

INVITE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7
Max-Forwards: 70

Route: <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

From: <tel:+1-212-555-2222>;tag=171828

To: <sip:user1_public1@home1.net>; 
Call-ID: cb03a0s09a2sdfglkj490333
Contact: <sip:msc1.home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER
Cseq: 1 INVITE
Content-Type: application/sdp 

Content-Length: (…)

…
12.
SIP 200 (OK) response (ATCF to MSC server)


The ATCF acknowledge the SIP INVITE request by means of a SIP 200 (OK) respons.
13. SIP ACK request (MSC Server to ATCF)


The MSC Server acknowledges the reception of the SIP 200 (OK) response.
14.
When access transfer is prepared, the MSC server sends CS to PS handover command to the UE using access stratum signalling.
15.
The MSC Server instructs the MGW to switch the media path from the source access to the target access. 
16.
SIP INFO request (MSC server to ATCF) - see example in table A.20.3-16

The MSC server sends a SIP INFO request containing a session transfer preparation to the ATCF to instruct the ATCF that media should be switched to the target access.
Table A.20.3-16: SIP INFO request (MSC server to ATCF)

INFO sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357; branch=z9hG4bKnashds7
Max-Forwards: 70

Route: <sip:atcf.visited.net;lr>, <sip:scscf.home1.net;lr>, <sip:icscf.home1.net;lr>, <sip:sccas.home1.net;lr>

From: <tel:+1-212-555-2222>;tag=171828

To: <sip:user1_public1@home1.net>; tag=171828

Call-ID: cb03a0s09a2sdfglkj490333
Cseq: 130 INFO

Content-Disposition: Info-Package
Info-Package: g.3gpp.access-transfer-events
Content-Type: application/vnd.3gpp.access-transfer-events+xml 

Content-Length: (…)

<?xml version="1.0"?>

<events>

<event event-type="3"/>

</events>
application/vnd.3gpp.access-transfer-events+xml:
Contains the event 3 indicating that MSC server requests ATCF to perform the CS to PS SRVCC access transfer, i.e. start sending media towards the UE instead of towards the MSC server. 
17.
SIP 200 (OK) response (ATCF to MSC server)


The ATCF acknowledge the SIP INFO request by means of a SIP 200 (OK) respons.
18.
ATCF configures resources in ATGW


The ATCF configures resources in the ATGW to start sending and receiving media towards the UE A instead of the MSC server.
19.
The media path is now reconfigured. 
20-21. SIP INVITE request (UE A to ATCF) - see example in table A.20.3-20

When the UE A receives the CS to PS handover command the UE A sends an SIP INVITE request towards the ATCF.

Table A.20.3-20: SIP INVITE request (UE A to ATCF)

INVITE sip:sti-rsr@atcf1.visited2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>,<sip:atcf.visited.net;lr, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: "John Doe" <tel:+1-212-555-1111>

P-Preferred-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Privacy: none

From: <tel:+1-212-555-1111>;tag=171828

To: <tel:+1-212-555-2222>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Supported: 100rel, gruu 

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Accept: application/sdp, application/3gpp-ims+xml 
Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)


v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Request-URI:
contains the STI-rSR associated with the transferred call.
SDP offer:
The media parameters of the speech media component are the same as the UE A sent to ATCF during registration (see subclause A.3.w).

22. SIP 200 (OK) response (ATCF to P-CSCF) - see example in table A.20.3-22

The ATCF sends the SIP 200 (OK) response towards the UE A with the media information allocated by the ATGW.
Table A.20.3-22: SIP 200 (OK) response (ATCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Record-Route: <sip:pcscf1.visited2.net:7531;lr;comp=sigcomp>,<sip:atcf.visited.net;lr>

P-Asserted-Identity: <tel:+1-212-555-2222>

Privacy: none

From: <tel:+1-212-555-1111>;tag=171828

To: <tel:+1-212-555-2222>;tag=aaaa

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Contact: <sip:user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;comp=sigcomp>;+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"
Feature-Caps: *;+g.3gpp.ti="70D8"
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Feature-Caps:
g.3gpp.ti feature-capability indicator with value containing the transaction identifier specified in figure 11.9 and table 11.3 of 3GPP TS 24.007 [75] encoded by hexadecimal digit. In this example, the transaction identifier 88 (decimal) and the transaction identifier flag as sent by the MSC server in CS signalling of the terminating CS call are shown.
23.
Bearer resource reservation


P-CSCF initiates bearer resource reservation based on the SDP answer received in the SIP 200 (OK) response.

24. SIP 200 (OK) response (P-CSCF to UE A)


The P-CSCF forwards the SIP 200 (OK) response to the UE A. The UE A associates the dialog established by the SIP 200 (OK) response with the CS call where the transaction identifier sent by MSC server were equal to the value of the g.3gpp.ti feature-capability indicator in the Feature-Caps header field of the SIP 200 (OK) response.
25-26. SIP ACK request (UE A to ATCF)


The UE A acknowledges the reception of the SIP 200 (OK) response.

25.
The media path is now reconfigured. The audio is sent between the UE A and ATGW using a dedicated bearer.

27-28. SIP INVITE request (ATCF to SCC AS) - see example in table A.20.3-27
Table A.20.3-27: SIP INVITE request (ATCF to SCC AS)
INVITE sip:cs2ps@sccas1.home1.net SIP/2.0

Record-Route: <sip:atcf2.visited2.net;lr>

Via: SIP/2.0/UDP atcf.visited2.net:5060;branch=z9hG4bKnas55889, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;;branch=z9hG4bKnashds7

Max-Forwards: 69

Route: <sip:orig@scscf1.home1.net;lr>

P-Asserted-Identity: <tel:+1-212-555-1111>

P-Charging-Vector: icid-value="1234bc9876e";icid-generated-at"5555::aaa:bbb:ccc:ddd";orig-ioi=visited2.net

P-Preferred-Service: 
P-Access-Network-Info: 

Privacy: 

From: 

To: 

Call-ID: 

Cseq: 

Require: 

Supported: 

Proxy-Require: 

Contact: 
Accept:
Accept-Contact:

Allow: 

Content-Type: 

Content-Length: 


v=0

o=- 22 333 IN IP6 8888::111:222:333:444

s=-

c=IN IP6 8888::111:222:333:444

t=0 0

m=audio 8899 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 telephone-event 

Request-URI:
contains the ATU-STI for CS to PS SRVCC associated with the transferred call.
SDP:
The SDP contains the SDP used at ATGW towards the remote UE B.
P-Asserted-Identity:
the C-MSISDN of the served UE.
29-30. SIP 200 (OK) response (SCC AS to ATCF)


Since there is update in the session description, remote end update will be performed. The SCC AS sends confirmation response to the ATCF which contain the SDP answer that the SCC AS recevied during remote end update procedure.
31-32. SIP ACK request (ATCF to SCC AS)

33. SIP BYE request (ATCF to MSC Server)
Upon receiving the SIP 200(OK) response from SCC AS, the ATCF sends a SIP BYE request to MSC Server to release the session established by SIP INVITE requet in step 11.
34. SIP 200 (OK) response (MSC Server to ATCF)


MSC server sends the SIP 200 (OK) response to the ATCF.
35-37. SIP BYE request (SCC AS to MSC server)


The SCC AS initiates the release of the source access leg. 

38-40. SIP 200 (OK) response (MSC server to UE A)

41.
The audio is sent between the UE A and ATGW using a dedicated PS bearer.
42.
The MSC server clears the call


The MSC server locally clears the call.
43.
The UA A clears the call


The UA locally clears the call.
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