3GPP TSG CT WG1 Meeting #82bis






C1-131764
San Diego, 8 - 12 April 2013
Title:
LS on IPMS indication for trusted WLAN access
Release:
Rel-11
Work Item:
SAMOG_WLAN-CN
Source:
3GPP TSG CT WG1
To:
3GPP TSG SA WG1
Cc:
3GPP TSG CT WG4
Contact Person:
Name:
Christian Herrero-Veron
E-mail Address:
Christian.Herrero at Huawei.com
Attachments:
None
1. Overall Description:

In the context of trusted WLAN access network, CT1 has discussed for more than a year a number of change requests on how the network (3GPP AAA server) sets the AT_IPMS_RES attribute for the case the subscriber is only allowed for non-seamless WLAN offload (NSWO). The existing defined AT_IPMS_RES values are; NBM, DSMIP and MIPv4.
In CT1’s understanding in trusted WLAN access network the UE can be allowed by the network/operator to NSWO only based on requirements in TS 23.402.
Question 1: Can SA2 confirm?

According to the CT1 specification TS 24.302 when the operator’s network decides to allow NSWO only, there are two choices considering the existing defined AT_IPMS_RES values. 
1. One possible way is to reply the UE without providing the AT_IPMS_RES attribute. But for the case when the UE provides an explicit indication to the 3GPP AAA, the UE will treat the response from the network without the AT_IP_RES attribute (no IPMS indication) as an abnormal case. This results in undesirable effects since treating the NSWO as an abnormal case, then the UE will not access to the current access network. If all the WLAN network is subscribed as NSWO only, the UE cannot access to any WLAN network.
2. The other possible way is based on the existing Rel-11 behaviour of setting the AT_IPMS_RES attribute to the NBM value. Although the NBM value is currently used for EPC access in most cases according to the current specification, the UE cannot distinguish EPC access or the NSWO in SaMOG Rel-11 (Phase 1). Hence, there is no impact on the UE side for the network operator to use NBM value in the AT_IPMS_RES attribute.
CT1 understand that the annex F of TS 23.402 describes some possible deployments of trusted WLAN access network where in which one of them is on the use of different SSIDs by the operator for non-EPC access and NSWO. If this deployment is used, the issue of the UE treating NSWO as an abnormal should be avoided. However, CT1 questions of whether this deployment in TS 23.402 can be enforced.
Question 2: Can SA2 confirm if the deployment in annex F of TS 23.402 of using different SSIDs would be the only way used for providing EPS access and NSWO in the very same deployment so that networks can rely on not providing the AT_IPMS_RES attribute when NSWO is allowed?

2. Actions:

To SA2 group.

ACTION: 
CT1 kindly asks SA2 to answer the above questions.
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