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	In CR#0033 of 3GPP TS 33.222 (S3-120133), SA3 agreed that:

- NAF support of the shared key-based UE authentication with certificate-based NAF authentication (as in 33.222 subclause 5.3) is optional. 
- UICC support of the shared key-based UE authentication with certificate-based NAF authentication (as in 33.222 subclause 5.3) is mandatory. 
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	3GPP TS 24.109 is aligned with 3GPP TS 33.222:

- NAF support of the shared key-based UE authentication with certificate-based NAF authentication becomes optional.
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5.3.2.1
Authentication procedure

The authentication mechanism described in this section for ME-based application is mandatory to implement in the ME and optional to implement in the NAF.

The authentication mechanism described in this section for UICC-based application is mandatory to implement in the UICC and optional to implement in the NAF.

The UE and the NAF shall support the TLS version as specified in annex E of 3GPP TS 33.310 [25]. See chapter 5.3.1 in TS 33.222 [5] for the detailed profiling of TLS.

a)
When the UE starts communication via Ua reference point with the NAF, it shall establish a TLS tunnel with the NAF. The NAF is authenticated to the UE by means of a public key certificate. The UE shall verify that the server certificate corresponds to the FQDN of the NAF it established the tunnel with. No client authentication is performed as part of TLS (no client certificate necessary).

b)
The UE sends an HTTP request to the NAF inside the TLS tunnel (HTTPS, i.e. HTTP over TLS) as described in chapter 5.2.

c)
The NAF shall authenticate the HTTP request using HTTP Digest as specified in subclause 5.2. 

