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SA1 has requested that specificaion of iFire is prioritized to enable early deployments. CT1 specification work will start with terminal and core network behaviour for accessing IMS, as indicated Figure 1 below from TR 33.830 clause 4.2.
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 iFIRE and SMURF overview and Overlap

As can be seen from the figure, iFire is a subset of SMURF and can be extended later to cover the non-IMS scenarios.  
Restrictive Access Scenario 

A typical restrictive scenario is shown in Figure 2 below (from TR 33.830 clause 4.3) in which a firewall blocks any traffic that does not first connect to its HTTP proxy and use that proxy to access internet and other services.
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Figure 2 SIP IMS services blocking by “FW with HTTP Proxy”

SA3 Conclusions on iFire Solution 

SA3 concluded the following regarding the technical solution for iFire  in TR 33.830 clause 11 (please see TR 33.830 for all conclusions). 

The following is concluded:

· For fixed terminals:

·  The extensions (HTTP CONNECT and detection mechanism for determining firewall types and explicit mention of supporting TCP port 443) to STUN/TURN/ICE shall be standardized.

· For mobile terminals:

·  The tunnelling interface for the SMURF solution shall be terminated by a functional entity offering some of the functionality currently offered by an ePDG (e.g. IP address allocation), but use TCP (setup with HTTP CONNECT), use port 80 and 443, and look like HTTP/HTTPS.  The interfaces of this tunnelling endpoint towards the core networks shall be identical, as far as possible, to the current interfaces between an ePDG and the core network for SMURF. In order to meet early RCS deployment needs, the subset of SMURF functionality required for UE accessing IMS services through restrictive firewalls (e.g., IP allocation) is prioritized for specification.

The protocol specification must include tunneling to a terminating functional entity that uses TCP set up with HTTP CONNECT, uses port 80, 443, looks like HTTP/HTTPS and can assign an IP address to the UE. 

Location of iFire Functionality 

Not all scenarios for accessing the IMS involve the ePDG. 
1) According to a WLAN network model (3GPP TS 23.234). According to 3GPP TS 23.234, the WLAN Direct IP Access service allows authorized subscribers to access local IP networks such as the Internet or Intranet directly from the WLAN AN. The interface to the 3GPP AAA server is for signalling and user traffic goes directly to the intra/internet. 
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2) 3GPP TS 23.402 shows that in the case of trusted non-3GPP access, there is no ePDG involved and once the authentication is complete with the AAA server, the UE get access to the network without going through the ePDG.
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Therefore the iFire tunneling endpoint must be specified as a separate logical entity. 

Proposals 

The CT1 stage 3 protocol specification must follow stage 2 architecture and requirements specifications. The following two conclusions follow from the SA3 study and can be used as a basis to begin work in CT1. 
1. Because not all scenarios involve the ePDG, the iFire tunneling endpoint must be specified as a separate logical entity. 

2. The CT1 protocol specification will include tunneling to a terminating functional entity that uses TCP set up with HTTP CONNECT, uses port 80, 443, looks like HTTP/HTTPS and can assign an IP address to the UE.
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