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1. Introduction
In LS C1-124328 / S2-124190 SA2 ask CT1 group to answer whether it is feasible to enable identification of an SMS being a trigger using other means than the SMS Application port or using a range of application ports.
SA2 is investigating how to route a Trigger to specific enablement layer or directly to an application while keeping the  additional requirements that
-  a Network based solution for filtering SMS-delivered device trigger messages requires some identification whether a Short Message is a trigger
- any trigger identification should be included in CDRs, where TS 32.274 specifies which SMS information is made available in CDRs.
The discussion in this document evaluates the various SMS message attributes that are potentially available for this purpose.

2. Evaluation of SMS attributes
The following SMS message attributes are evaluated for the above requirements:
2.1 Protocol-Identifier (TP-PID)
23.040 definition:  "The Protocol Identifier is the information element by which the SM TL either refers to the higher layer protocol being used, or indicates interworking with a certain type of telematic device."

For mobile terminated messages the definition "higher layer protocol  being used" is most applicable. Apart from "replace message" types only a few such higher layer protocols are currently defined: ANSI-136 R-DATA, ME Data download, ME De‑personalization Short Message and (U)SIM Data download. 

Any reserved value is to be treated as DCS value 0 but given the nature of the other existing protocols it is uncertain that a newly introduced PID value will pass unchecked to roaming UEs. The replace functionality provided by existing PIDs is potentially of interest for re-use by certain trigger messages i.e. it should be possible to re-use existing PID values.

If, despite the above, a new PID were to be used it should be a distinct value for a well defined functionality. It is CT1s understanding that trigger message content and purpose is currently outside scope of 3GPP. TP-PID is not suitable or intended for general (trigger) addressing purposes.
2.2 Data Coding Scheme (TP‑DCS)
23.038 definition: "[TP-DCS]  indicates the data coding scheme of the TP‑UD field, and may indicate a message class."
The primary purpose of data coding is to specify whether the data is encoded in 7-bit alphabet, UCS2 or binary content. The primary purpose of message class is to identify the message for immediate display, ME-specific, (U)SIM specific or TE-Specific. TP-DCS encodings are also used to control various message waiting indications. 

Any reserved codings shall be assumed to be the GSM 7 bit default alphabet (the same as codepoint 00000000) by a receiving entity. A legacy UE will not interpret reserved or unsupported values but shall store them as received. A legacy SC may reject messages with a Data Coding Scheme containing a reserved value or one which is not supported. Note that the encoding of message class has no additional code points available. 
Given that the content of trigger messages is outside the scope of 3GPP it should also be taken into account that data coding  (i.e. is the trigger content in 7-bit alphabet, UCS2 or binary)  is likely to be required information.  Therefore, unless trigger content is well defined, TP-DCS has to remain availed for that purpose.

2.3 Application Port Addressing 16 bit address
23.040 definition: "This facility allows short messages to be routed to one of multiple applications, using a method similar to TCP/UDP ports in a TCP/IP network. An application entity is uniquely identified by the pair of TP-DA / TP-OA and the port address". 
Various port ranges are defined that can either be allocated by- and synchronized with IANA port assignments for IP protocols, others which can be allocated by 3GPP and other ranges that are available for application specific use. SA2 indicated that they considered to allocated a range for device trigger purposes as one option.
The definition above is in line with the declared purpose of SA2, to route a trigger directly to a specific application. 

Application ports, if  ports that identify device triggers are well defiend, are visible in mobile terminated messages and can be used for filetring purposes. Application ports are also available in billing  output according to TS 32.274 as part of the SM User Data Header information.  A possible enhancement could be to make port number information available explicitely.
3. Conclusions

The option to use  a range of Application Port addresses  to identify device triggers  is in line with intended purpose of this attribute in 23.040, satisfies filtering requirements and satisfies billing requirements. 
Use of well defined application ports is the recommended way forward.

