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Introduction
This discussion paper contains some extracts of 3GPP technical standards and SIP Forum documents concerning the OIP/OIR service.
During implementation of OIP/OIR in IMS networks it appears that different technical standards and other documents are not well aligned on which information is to be put/found in which headers, leading to incompatible implementations and unexpected behaviour.

Discussion

The following documents have been identified as concerning the OIP/OIR service:

· TS 24.607 (3GPP)

· TS 29.163 (3GPP)

· SIPConnect 1.1 (SIP Forum)

TS 24.607

4.3.2
Requirements on the originating network side
As part of the basic communication procedures specified in 3GPP TS 24.229 [3], the following requirements apply at the originating network side in support of the OIP service and the OIR service. Unless noted otherwise, these requirements are meant to apply to all requests meant to initiate either a dialog or a standalone transaction. These procedures apply regardless of whether the originating or terminating parties subscribe to the OIP service or the OIR service:

1
The originating UE can insert two forms of identity information that correspond to the following two purposes:


- As a suggestion to the network as to what public user identity the network should be included in the request as network asserted identity information.


- As a UE‑provided identity to be transparently transported by the network.

2
In the case where no identity information is provided by the originating UE for the purpose of suggesting a network‑provided identity, the network shall include identity information based on the default public user identity associated with the originating UE.

3
In the case where identity information is provided by the originating UE for the purpose of suggesting a network-provided identity, the network shall attempt to match the information provided with the set of registered public identities of the originating UE. If a match is found, the network shall include an identity based on the information provided by the originating UE.

As a network option, if the "no screening" special arrangement does not exist with the originating UE, the network may attempt to match the UE‑provided identity information with the set of registered public identities of the originating user. If a match is not found, the network shall replace the UE‑provided identity with one that includes the default public user identity.

The UE can include an indication that it wishes to have the presentation of its identity information to be restricted. The following cases exist:
-
If the originating user has subscribed to the OIR service in the permanent mode, then the network shall invoke the OIR service for each outgoing request.

-
If the originating user has subscribed to the OIR service in the temporary mode with default value "presentation restricted", then the network shall invoke the OIR service for each outgoing request unless the default value is overridden by subscriber request at the time of outgoing request.

-
If the originating user has subscribed to the OIR service in the temporary mode with default value "presentation not restricted", then the network shall only invoke the OIR service if requested by the subscriber at the time of outgoing initial request.

-
If the OIR service is not invoked, the network‑provided identity shall be considered to be presentation allowed.
NOTE 1A:
For the network to invoke the service, the S-CSCF will forward an initial request towards the AS that hosts the OIR service. This requires an initial filter criterion to be setup for the user who is subscribed to the service. Annex B provides an example of an initial filter criterion that can be applied for the OIR service.

As an originating network option, if the originating user invokes the OIR service for a particular request, the originating network may prevent any UE‑provided identification information (in addition to the trusted identity information) from being displayed to the terminating user.
NOTE 1:
As an informative description, for OIP/OIR this means the following procedures are expected to be provided by the P‑CSCF regardless of whether the originating user does or does not subscribe to the OIP service or OIR service. When the P‑CSCF receives an initial request for a dialog or a request for a standalone transaction, and the request contains a P‑Preferred‑Identity header field that matches one of the registered public user identities, the P‑CSCF is expected to identify the initiator of the request by that public user identity. In particular, the P‑CSCF is expected to  include a P‑Asserted‑Identity header field set to that public user identity. When the P‑CSCF receives an initial request for a dialog or a request for a standalone transaction, and the request contains as P‑Preferred‑Identity header field that does not match one of the registered public user identities, or does not contain a P‑Preferred‑Identity header field, the P‑CSCF is expected to identify the initiator of the request by a default public user identity. In particular, the P‑CSCF is expected to include a P‑Asserted‑Identity header field set to the default public user identity. If there is more then one default public user identity available, the P‑CSCF is expected to randomly select one of them.

NOTE 2:
In the case where the S‑CSCF has knowledge of an associated tel‑URI for a SIP URI contained in the P‑Asserted‑Identity header field received in the request, the S‑CSCF adds a second P‑Asserted‑Identity header field containing this tel‑URI.

NOTE 3:
For the S‑CSCF to forward an initial request towards the AS that hosts the OIR service, an initial filter criterion is to be setup for the user who is subscribed to the service. Annex B provides an example of an initial filter criterion that that can be applied for the OIR service.

NOTE 4:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.
4.3.3
Requirements on the terminating network side
For terminating users that subscribe to the OIP service, and if network provided identity information about the originator is available, and if presentation is allowed, the network shall include that information in the requests sent to the UE.

If the presentation of the public user identity is restricted, then the terminating UE shall receive an indication that the public user identity was not sent because of restriction.

If the public user identity is not available at the terminating network (for reasons such as interworking), then the network shall indicate to the terminating user that the public user identity was not included for reasons other than that the originating user invoked the OIR service.

For terminating users that do not subscribe to the OIP service, the network shall not send the network provided identity information about the originator in the requests sent to the UE, even if that information is available, and if presentation is allowed. Additionally, the network may prevent the transmission of any UE‑provided identity information.
NOTE 1:
The CSCF applies any privacy required by RFC 3325 [7] to the P‑Asserted‑Identity. In particular, if the Privacy header field is included and set to "id", the S‑CSCF removes any P‑Asserted‑Identity header fields from the request.

NOTE 2:
The priv-value "id" in the Privacy header is not expected be removed when removing any P-Asserted-Identity header as described in 3GPP TS 24.229 [3] subclause 5.4.3.3.
If the request contains the Privacy header field "header" or "user" the S‑CSCF forwards the request to the AS. 
NOTE 3:
For the S‑CSCF to forward an initial request or standalone request to an AS, an initial filter criterion is to be setup for the user who is subscribed to the service. Annex B provides an example of an initial filter criterion that that can be applied for the OIP service.

NOTE 4:
When removing the P‑Asserted‑identity any following service in the chain could be affected. Therefore service based on the originating identity (such as ICB and ACR), are expected to precede the OIP service in the chain.

NOTE 5:
It is assumed that the IBCF is responsible for stripping the P‑Asserted‑Identity from the SIP header when interworking with untrusted networks.

The above text in clause 4.3.2 indicates that the originator of a session can provide 2 types of identity information. Clause 4.5.2.1 (not shown above) indicates that the suggested public identity is put in the P-Preferred-ID header. unfortunately it is not indicated in which header the second identity information will be put.
Question: Can it be assumed that it is the From header ?

The network transports the “network provided identity” (possibly based on the suggested identity) in the P-asserted-ID header.

Clause 4.3.3 indicates that this “network provided identity” is delivered to the terminating user. There is no statement regarding the second type of identity.

Question: is it not to be delivered at all ?

Clause 4.5.2.12 (not shown above) states that the network provided identity MAY be presented to the user by the UE. No statement concerning the second type of identity.

Question: what is the value of providing 2 types of identity information at the originating side, if the terminating side only considers one of both ?

TS 29.163

7.2.3.2.2
Coding of the INVITE

7.2.3.2.2.0
Overview

Table 10aa provides a summary of how the header fields within the outgoing INVITE message are populated.

Table 10aa: Interworked contents of the INVITE message

	IAM(
	INVITE(

	Called Party Number 
	Request-URI

To

	Calling Party Number
	P-Asserted-Identity 

	
	Privacy

	
	From

	Generic Number ("additional calling party number")
	From

	Hop Counter
	Max-Forwards

	TMR/USI 
	Message Body (application/SDP)

	Location Number
	P-Access-Network-Info


The above table indicates that the P-asserted-id Header and the From header both contain the “calling party number” unless there is an “additional calling party number” parameter present.

In ISDN this additional calling party number parameter is used to transport 2 different calling identities (often one network provided and one user provided). The CLIP service in ISDN the user provided identity is transported in the first “calling party number” i.e., the network provided in the second i.e. resulting in the presentation of the user provided identity to the user. (mapping of ISUP parameters in DSS1 see table 92, table 93 and table 94 of ITU-T Q.699)
When emulating ISDN in an IMS network, the equivalent of the CLIP service is the OIP. An “emulated ISDN” user will be an IMS user with the OIP service. According to TS 24.607 it seems that the network provided identity will be delivered to the user, which is not consistent with the ISDN CLIP service where the user provided identity is delivered (first)

SIP Forum: SipConnect 1.1

10.1 Incoming Calls from the Service Provider to the Enterprise 

…
10.1.3 "From" header field 

For IP-based originations, there are no special restrictions on the contents of the "From" header field URI, beyond the requirements specified in [RFC 3261]. For example, the "From" header field URI could contain either a SIP or Tel URI. Typically the "From" header field URI is set by the originating UAC, and either carried transparently through to the terminating UAS, or modified en-route. For example, a network-based "anonymizing" service could update the "From" header field URI to obscure the identity of the caller and originating Service Provider. In cases where the SP-SSE needs to generate an anonymous URI (e.g., for a call incoming to the Service Provider Network from the PSTN for which calling number privacy is requested), the SP-SSE MUST send a URI as shown here. 

sip:anonymous@anonymous.invalid 

Note: Where a display-name is included, no semantic meaning should be attributed to the display name. This has resulted in reported interoperability problems, because the display name could be in any language.
If the originating SIP entity supplied an E.164 calling number, and the caller did not request calling number privacy, then the SP-SSE MUST populate the "From" header field with a SIP URI containing the E.164 calling number, the Service Provider domain name, and the "user=phone" parameter as shown below. If any display name information is available and has not been restricted for delivery, it SHOULD also be provided. 

sip:+15616261234@example.com;user=phone 

where "example.com" is the domain name of the Service Provider Network. 

If no caller identity is available and privacy has not been requested, the SP-SSE SHOULD send a URI containing a host portion with a top level domain of ".invalid", as shown below. 

unavailable@unknown.invalid 

There are no special requirements placed on the SIP-PBX in processing the "From" header field, beyond the requirements specified in [RFC 3261]. 
10.1.4 "P-Asserted-Identity" and "Privacy" header fields 

If the caller requested privacy, and the Service Provider Network does not trust the Enterprise Network,
then the SP-SSE MUST remove all "P-Asserted-Identity" header fields in the INVITE request before sending the request to the SIP-PBX. 

If the caller requested privacy, and the SP-SSE is able to assert an identity, and the Service Provider Network trusts the Enterprise Network, then the SP-SSE MUST include a "P-Asserted-Identity" header field and a "Privacy" header field with value 'id' in the INVITE request, in addition to providing an anonymous "From" header field URI as specified in Section 10.1.3, before sending the request to the SIP-PBX. 

If the caller did not request privacy, and the SP-SSE is able to assert an identity, then the SP-SSE MUST include a "P-Asserted-Identity" header field containing a URI identifying the calling user in the INVITE request before sending the request to the SIP-PBX. 

In general, there are no restrictions on the contents of the "P-Asserted-Identity" header field, beyond the requirements specified in [RFC 3325] and [RFC 5876]. This is due to the fact that when the SP-SSE receives a "P-Asserted-Identity" header field from a trusted entity that conforms to [RFC 3325] and [RFC 5876], it transparently passes the header field to the SIP-PBX without modification. This means that the SIP-PBX MUST support receiving a "P-Asserted-Identity" header field containing any form of URI permissible according to [RFC 3325] and [RFC 5876]
The "domain-name" identifies the domain of the originating network; e.g. "domain-name" could be domain of the Service Provider Network, domain of a peer to the Service Provider Network, or domain of another Enterprise Network. As described in [RFC 3325], the SIP-PBX MUST accept up to two "P-Asserted-Identity" header fields, one in the form of a Tel URI, and one in the form of a SIP URI, and MUST prefer the SIP URI when two are present. 

If the "P-Asserted-Identity" header field is to be included, then the SP-SSE SHOULD also include display name information along with the SIP or Tel URI in the "P-Asserted-Identity" header field, if the display name is available and has not been restricted for delivery. 

For example: 

P-Asserted-Identity: "John Smith" <sip:+ 15616261234@example.com;user=phone> 

The SIP-PBX MUST support receiving a "Privacy" header field from the SP-SSE that contains a priv-value of either ‘id’ or ‘none’, as per [RFC 3325], [RFC 5876] and [RFC 3323].
10.2 Outgoing Calls from the Enterprise to the Service Provider 

…

10.2.3 "P-Asserted-Identity" header field 

The SIP-PBX MUST include a "P-Asserted-Identity" header field in the INVITE request in accordance with the rules of [RFC 3325] and [RFC 5876] unless the SIP-PBX needs to withhold the identity for privacy reasons or the SIP-PBX is performing call forwarding and is unable to assert the identity of the original caller. The header field could contain an Enterprise Public Identity in accordance with Section 9 or, if received from another trusted node, could contain some other SIP or Tel URI. 

10.2.4 "From" header field 

The SIP-PBX MUST populate the "From" header field URI with a URI that the SIP PBX wishes to be used for caller identification. This may be an Enterprise Public Identity, an anonymous URI, or a SIP or Tel URI that the SIP-PBX has received from an entity behind the SIP-PBX. 

If the "From" URI is not an Enterprise Public Identity, the Service Provider's ability to deliver this information as caller identification will depend on policy. 

In cases where the Enterprise Network needs to generate an anonymous URI on behalf of a caller (as opposed to passing on a received anonymous URI), the SIP-PBX MUST send a URI of the form 

sip:anonymous@anonymous.invalid 

10.2.5 "Privacy" header field 

If the SIP-PBX requires privacy for a call by suppressing delivery of caller identity to downstream entities, it MUST include a "Privacy" header field with value 'id' in the INVITE request, in addition to providing an anonymous "From" header field URI as specified in Section 10.2.4. If the SP-SSE provides privacy by default and the SIP-PBX requires privacy to be overridden for a call, the SIP-PBX MUST include a "Privacy" header field with value 'none' in the INVITE request. 

The SP-SSE MUST support receiving a "Privacy" header, from the SIP-PBX that contains a priv-value of either ‘id’ or ‘none’, as per [RFC 3325], [RFC 5876] and [RFC 3323].

The above indicates that an IP-PBX will sent a “user provided identity” in the From header with the goal to have this identity presented to the called user.

However, TS 24.607 (see above) doesn’t state that this information is delivered to the terminating UE for presentation purposes.

End user devices

Current commercial available end user devices e.g. IP phones, softphones, etc.. seem to rather show the content of the From header then the P-asserted-id header.
Question: as it is not clear in TS 24.607 whether the From header is used for presenting the calling identity, can these end devices be considered as IMS compliant ?

Conclusion

There seems to be some inconsistency between different 3GPP technical standards and documents of other fora.

Some questions should be answered in order to allow the correct interoperable implementation of the OIP/OIR and CLIP/CLIR service.

Question 1: is OIP/OIR to be considered as the IMS service to be used for ISDN emulation in IMS ?

Question 2: which header(s) are to be used by the UE for presentation purposes ?

