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1. Background

In E-UTRAN the network can in some cases command the UE to perform a handover to a shared RAN cell where neither RPLMN nor its equivalent PLMN is available. In that case lower layers cannot indicate on which PLMN the UE is camped on but instead a list of PLMNs that are available on that cell. The UE shall trigger a tracking area update procedure and in the positive case the UE will find out the serving PLMN from the GUTI that is then received in TRACKING AREA UPDATE ACCEPT PDU.

2. Problem

In some cases, if the tracking area update procedure is rejected by the network, the PLMN code (or TAI code, which contains the PLMN code) must be added to forbidden lists in the UE. If TAU reject is received in a shared RAN, when the UE is in CONNECTED mode the UE cannot add a PLMN in the list because it does not know the PLMN identity behind the reject. It is mandatory UE requirement to add the PLMN that sent reject to forbidden list and in this case the UE would also need to know the PLMN ID of the core network that was responsible for reject.
3. Possible solutions

3.1 The forbidden tracking area list is populated with all PLMNs that broadcast in the cell

If the UE receives TRACKING AREA UPDATE REJECT in a shared network cell, all PLMNs broadcast in the cell (all PLMN+TAC combinations) shall be added in the forbidden tracking area list, knowing that one of them did initiate the reject. 
Advantage: No impact on network implementation.
Disadvantage: If just one network (PLMN) rejects the tracking area update then other PLMNs in the shared cell are unwantedly considered as forbidden.
3.2 PLMN identity is added in TRACKING AREA UPDATE REJECT message

Network includes an optional information element containing the PLMN code in the TRACKING AREA UPDATE REJECT message. This solution would require changes to both UE and network to include the PLMN ID in the reject message. It would be necessary to include the PLMN ID only if TAU is rejected in shared network.
Advantage: The PLMN that rejected the TAU request can be unambiguously identified and the forbidden PLMN lists can be populated correctly. The UE does not re-attempt registration to the PLMN that the UE is not allowed to use and it can still attempt registration (attach/TAU) to other PLMNs available on that cell.

Disadvantage: This has impact on both the UE and network implementations and protocol change.
3.3 Forbidden lists are not updated when TAU reject is received in CONNECTED mode in a shared network
If the UE receives TRACKING AREA UPDATE REJECT in a shared network cell in CONNECTED mode, it does not update forbidden lists as the UE is not aware of the PLMN nor PLMN+TAC combination that rejected the request.
Advantage: No changes to network implementation but the UE behaviour to be clarified in 24.301.
Drawback in this solution is that the UE cannot fulfil mandatory requirement in 24.301 to update forbidden lists.

Disadvantage: Forbidden lists are not updated and the UE can start registration procedure from IDLE mode to the same PLMN or tracking area. At the second reject the UE can update the list.
4. 


5. Conclusion
It seems that solution 3.1 causes a major drawback by populating forbidden list with all the PLMNs that broadcast in the cell and therefore it’s not a good solution.

Solution 3.2 would fulfil current requirements in 24.301 to populate forbidden lists though it would require changes in both UE and network.

Solution 3.3 would break current requirements to populate forbidden lists when certain cause values are received.
If CT1 can agree solution 3.2 as a working assumption, then Renesas Mobile Europe Ltd is willing to present corresponding CRs for the meeting. The CR containing solution 3.2 can be found in document C1-123562.
