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PROBLEM DESCRIPTION
According to 3GPP TS 22.088, “the barring serivces can be offered to a mobile subscriber with a password option allowing the activation and deactivation by the subscriber.” 3GPP TS 24.010 specifies procedures for password management (clause 4) including password check and password registraton. Detailed procedures are specified in TS 24.088 for the password management.When the password option is enabled and the user does not know the password, the user is unable to perform registration, deregistration, activation, deactivation and interrogation.
The use case for the password management support is that the CB settings should be under the control of the subscriber and not under the control of the user.

3GPP TS 24.611 does not specify any procedures for password managmenet. Users are allowed to perform registration, erasure, activation, deactivation and interrogation procedures using either SIP based mechanisms or using the Ut reference point, the implicit assumption being that the same person takes on the roles of the subscriber and the user.
When the different people take on the roles of the subscriber and the user, the procedures as described in 3GPP TS 24.611 do not allow these two roles to be distinguished, thus making this  supplementary service useless.
This shortcoming of the service can be addressed by following one of the three ways given below:
1. ACR/CB will continue to be provided without using a password. The user can modify the service settings at will. This makes this supplementary service useless, as anytime the user finds the settings to be constraining, the settings can be modified.
2. ACR/CB will be provided to the user without the user being able to modify the service settings in any way. This will require CRs to 24.611 to modify the text for registration, deregistration, activation, deactivation, and interrogation to disallow all these operations. This will imply that there is no need for the XML schema either.

3. Enhance the ACR/CB provisioning/withdrawal to allow for two subscription options:

a. Service configuration can be controlled by only the operator

b. Service configuration can be controlled by the operator and by the subscriber. The subscriber will be required to provide a password when performing operations related to service configuration.
CONCLUSION
It is proposed that CT1 discuss this issue and determine the way forward.
