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1. Introduction

IMS is designed to be access-agnostic and location-agnostic but there is such needs of deploying the IMS in distributed manner. 

For such deployment, allocating a new PCSCF based on the location where UE attached is the key aspect and current TS24.229 defines the UE behaviour that upon reception of 305 in response to (re-)REGISTER, the UE shall initiate either a new P-CSCF discovery or select a new P-CSCF in the list.  

This means that  there is no dedicated response code for the UE to initiate the P-CSCF discovery always. This contribution proposes to allocate a dedicated response code so that UE can initiate a new P-CSCF discovery always. 

We believe that such dedicated response code is essential to network provider for following two reasons under the assumption that network may select P-CSCF which is geologically close to where the UE is attached.

1. To ensure appropriate operation of Access Class Barring (ACB) and Service Specific Access Control (SSAC)

2. To reduce signalling traffic and to reduce signalling delays 

2. Discussion

2.1. Key assumption

In principle, IMS is designed to be access-agnostic and location-agnostic so that IMS service can be provided anywhere over any IP connectivity network. 

Especially, IMS provides its service layer above mobility management (e.g. GPRS/EPC); hence basically IMS doesn't care each local area so that network operator can provision IMS service in very flexible manner in which by deploying SIP servers at a particular site and they can cover entire network/entire subscribers nationwide from there. 
However, we would like to re-state the importance of distributed deployment of P-CSCF for example with following reasoning. 

· What happens when we encounter natural disaster or unexpected accident such as airplane clashes into the deployed site? Entire IMS service may be shut down. Per basic service assurance and also considering emerging OTT service, it is essential for network operator to deploy IMS in risk free as much as possible with distributed deployment of IMS. 

· Furthermore, taking into account of optimized network planning based on signalling traffic estimation and for the purpose of minimizing the delay of user data transmission, it is essential for network operator to having such means to allocate closest(local) P-CSCF with/without IMS-AGW to the user resides in particular area. 
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Figure 2.1-1: distributed deployment of PCSCF and local CSCF discovery

Now, with the restatement of importance of distributed deployment of P-CSCF, our assumption is that network may need to select P-CSCF which is geologically close to where the UE is attached. 

Having said that, we would like to clarify the issue of current specification with following case studies. 

1. To ensure appropriate operation of Access Class Barring (ACB) and Service Specific Access Control (SSAC)

2. To reduce signalling traffic and to reduce signalling delays 

2.2. Problem statements

1. To ensure appropriate operation of ACB and SSAC
During the situation where P-CSCF experiences severe failure or congestion, operator can activate ACB or SSAC to prohibit UEs from making requests in order to not worsen the situation.

Imagine the case where UEs connected to the P-CSCF deployed in the affected area (i.e., Fukuoka area; srea where under the control of ACB/SSAC meaning those areas that eNodeB(s) broadcasting the ACB/SSAC) moves out from the area to Sapporo area. Should we allow those access traffic from outside of the affected area? Our answer is NO. Once the user is outside of affected area, in ideal situation, we should be able to eliminate those unnecessary or "ineligible" access, which is from outside of affected area as much as possible. 
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Figure 2.2-1: Consideration of ensuring appropriate operation of ACB and SSAC
As the resolution, we would like to propose to allocate new P-CSCF i.e., in Sapporo area for the user who moved out from the affected area, so that the original P-CSCF in affected area would not suffer from access from outside. 

2. To reduce signalling traffic and to reduce signalling delays 

TS24.229 defines P-CSCF discovery using Protocol Configuration Option in PDP context activation procedure and PDN connectivity establishment procedures as method II. One of the benefits of method II is the UE can find the P-CSCF corresponds to the GGSN/PGW which is already deployed in particular service area. Such usage of PCO is discussed in S2-001305 (SA2 August 2000). As network operator that utilizes method II (e.g. IR.92), we would like to maximize the benefit of the procedure. 

Let's say that a user receives address list of P-CSCF (at e.g., Fukuoka area), and moves to different area (e.g., Sapporo area) which is far enough and corresponds to different PGW and in fact different P-CSCF than the ones in original area (Fukuoka area). 
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Figure 2.2-2: Consideration of reducing signalling traffic and to reduce signalling delays
Considering the IP backbone design based on estimated traffic volume we should be able to avoid irrelevant traffic routing such as the user at Sapporo area accessing P-CSCF at Fukuoka area. So, it is essential for network provider to have such dedicated option to allocate appropriate P-CSCF to the user. 

3. Proposal

With that, it is essential for network provider to have dedicated option to allocate appropriate P-CSCF which is close to where user is attached. 
More specifically, upon the reception of the REGISTER message(either re-registration on the expiration of registration time or user invocation) from the UE, the original P-CSCF (e.g., in affected area) based on the value of P-Access-Network-Info header field determines that user is accessing irrelevant P-CSCF and responds back a particular response code. By receiving the response code, the UE ignores the list of PCSCF address in the UE and initiates the new PCSCF discovery procedure 

For such response code, we consider following as candidates that all are already defined in standard (but not used in this way in 3GPP currently). 

1. 305(User Proxy) response

As defined in TS24.229, by receiving the 305 response to the unprotected REGISTER request, the UE shall initiate either a new PCSCF discovery or select a new PCSCF in the list. So with 305 UE has two choices; however, the nature of performing new PCSCF discovery and selecting new PCSCF from the list is quite different as former is actually discovering new PSCCF which are unknown to the UE and latter is just letting the UE to select from the list of known PCSCF. 

So, if we go for 305 response, it is proposed to simplify the UE behaviour that UE initiate new PCSCF discovery always when the UE receives the 305 response.

2. 403(Forbidden) response

Alternatively, if insist to leave the scenario where by receiving 305, the UE should be able to select another PCSCF from the list then it is proposed to use dedicated response code such as 403 to trigger new PCSCF discovery. 
In summary, the solution is either to limit the UE behaviour on the reception of 305 to always perform new PCSCF discovery or allocate a dedicated response code such as 403 to trigger new PCSCF discovery. For the 2nd solution as long as there is a dedicated response, whatever the response code, it suffices to resolve our concern so should be agreeable to us.
4. Conclusion and proposal

Out of above analysis, we would like to propose following CR. 

· C1-12xxxx
Additionally, we would like to propose another CR to clarify the UE behaviour after the UE tries all possible PCSCF address list.  When the UE tries all possible PCSCF address list, the UE should perform PCSCF discovery; however, there is no such description in current TS24.229, so following CR proposes to the clarification text.  
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