3GPP TSG CT WG1 Meeting #79





        C1-122612
3GPP TSG CT WG4 Meeting #58
C4-121374
Chicago, US; 6th – 10th August 2012
Source:
Deutsche Telekom
Title:
Public User Identity with user=phone 

Agenda item:
7.18 (CT4)
Document for:
DISCUSSION
Introduction

This contribution discusses the presence of PUID within different SIP header fields identifying the originating user.

Within TS 23.003 the following for the Public User Identity is stated:

13.4
Public User Identity

The Public User Identity shall take the form of either a SIP URI (see IETF RFC 3261 [26]) or a Tel URI (see IETF RFC 3966 [45]). A SIP URI for a Public User Identity shall take the canonical form "sip:username@domain". SIP URI comparisons shall be performed as defined in IETF RFC 3261 [26], section 19.1.4. 

A Tel URI for a Public User Identity representing an E.164 number shall take the canonical form "tel:<Global Number>" which contains a global number without visual separators (see IETF RFC 3966[45], section 3). Tel URI comparisons shall be performed as defined in IETF RFC 3966[45], section 4. 

A SIP URI representing an E.164 number shall include "user=phone" URI parameter. The "userinfo" part of this SIP URI shall follow the same format of the Tel URI for a Public User Identity (i.e. "<Global Number>").

NOTE 1:
The UE can use both local and global formats. The local to global numbering translation is performed in the originating network (see 3GPP TS 24.229 [81]).

NOTE 2: 
When corporate networks (Business Trunking and Centrex), service numbers, etc. make use of local numbering plan, the translation to the global format by the terminating network is based on local policy and is operator specific.
This text leads to the assumption that in each SIP header field where a PUID is present with a E.164 number the user=phone must be present.
Discussion

Within the IMS two header fields are used to identify the originating user.

1. The From header field that is set up by the UE

2. The P-Asserted-Identity which is set up by the P-CSCF

Within TS 23.003 Section 13.4 it is mentioned that “A SIP URI representing an E.164 number shall include "user=phone" URI parameter. “

Within TS 24.229 it is not mentioned neither for the From header field nor the P-Asserted-Header field if the user=phone parameter shall be present or not. Within the real implementation world this leads to different interpretations and also different implementations. 
Problem is that a P-Asserted-Identity will have different interpretations if shown in the following formats:
P-Asserted-Identity <sip:+4961512345@telekom.de>
P-Asserted-Identity <sip:+4961512345@telekom.de; user=phone>

Seen from SIP perspective we have now two different interpretations first would be an alphanumeric uri and the second one an E.164 number. Due to TS 23.003 the first presentation is not allowed.
Statements within TS 29.228/229, TS28.328/329 are stating that only canonical format of URI is sent towards the HSS/SLF but also the tel uri format. 

e.G in TS 29.228 (Section 6) it is stated:

When a procedure is required to determine the Public Identity used for an identity lookup in HSS and SLF, the HSS and SLF shall derive the Public Identity from the SIP URI or Tel URI contained in the Public-Identity AVP, if not already in canonical form as per 3GPP TS 23.003 [17], as described below:

-
If the Public-Identity AVP contains a SIP URI, the HSS and SLF shall follow rules for conversion of SIP URI into canonical form as specified in IETF RFC 3261 [11] chapter 10.3.

-
If the Public-Identity AVP contains a Tel URI in E.164 format, the HSS and SLF shall remove visual separators and remove all URI parameters.

This is seen from perspective for Lookup. But does this include also the procedures sending a P-Associated-URI towards the P-CSCF?
Finally TS 24.228 of Rel-5 is presenting the P-Associated-URI within the following format (Table 6.2-20: 200 OK response (S-CSCF to I-CSCF)):

P-Associated-URI: <sip:user1_public2@home1.net>, <sip:user1_public3@home1.net>, <sip:+1-212-555-1111@home1.net;user=phone>

Conclusion

Therefore it is proposed to have clear statement within TS23.003 and TS 24.229 and related TS to clarify the presentation of URI representing a E.164 number within the P-Asserted-Identity and/or From header field. 
