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1. Introduction
The current version of TR 24.820 (V0.4.0) indicates that there is currently no identified CT1 impact by the use of the procedures described under the sub-clauses 10.2 and 10.3.
2. Reason for Change
Though it is true that currently there is no identified CT1 impact, the TR text uses the mandatory word “shall” in the general description part of the procedures, which is actually not appropriate. For example, quote of §10.2.1:
The IPsec tunnel is established using the IKEv2 protocol as defined in IETF RFC 5996 [x] between the H(e)NB and the SeGW. And the IPSec ESP shall be supported (see IETF RFC 4303 [z]) in order to provide secure tunnels between the H(e)NB and the SeGW.
Also, CT1 should not repeat mandatory requirements which are already part of the CT4 TR, i.e., TR 29.839, and a description is needed in the CT1 TR in order to justify why CT1 gets to a conclusion that there is no CT1 impacts.

3. Conclusions
TR 24.820 is corrected by removing mandatory requirements from the general sections in 10.2.1 and 10.3.1 as well as the description of the procedures under these sub-clauses is made more general.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.820 v 0.4.0.
* * * First Change * * * *
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10.2
Tunnel management procedures
10.2.1
General
The IPsec tunnel is established using the IKEv2 protocol as defined in IETF RFC 5996 [16] between the H(e)NB and the SeGW. The IPSec ESP is supported (see IETF RFC 4303 [19]) in order to provide secure tunnels between the H(e)NB and the SeGW.  
If NAT is deployed in an IPv4 Fixed Broadband Access Network, the H(e)NB behind the NAT uses the NAT traversal for IKEv2. The IPsec tunnel is encapsulated over UDP in the Tunnel-Mode as specified in IETF RFC 5996 [x]. The H(e)NB can request the SeGW to return the H(e)NB local IP address as described in 3GPP TR 29.839 [20].
All the above means that there is not impact to the tunnel management procedures defined by the subclause 8.2 when H(e)NB is used.
10.2.2
Impacts to CT1
There is no identified impact to CT1 by using tunnel management procedures via the H(e)NB and the SeGW for 3GPP access and Fixed Broadband Access network interworking. 
10.3
Supporting QoS with H(e)NB procedure

10.3.1
General
When forwarding the UE uplink traffic, the H(e)NB supports DSCP marking on the outer IP header. Based on H(e)NB configuration either the QCI mapping or the Reflective QoS may be used as described in 3GPP TR 29.839 [20]. 
If the anti-replay feature is implemented, the H(e)NB(uplink) creates dedicated child SA for each IP flow which has the same DSCP marking value. The H(e)NB should map IP flows of different DSCP to different child SA.

When receiving a downlink data packet for a UE, the SeGW copies the DSCP value from the received IP header into the new IPsec header before forwarding to the H(e)NB using the IPsec tunnel, as specified in the subclause 7.3.
For the control-plane downlink traffic, the relevant message can be marked with the appropriate DSCP by the relevant network entity (e.g. H(e)MS, MME/SGSN) according to the preconfigured QoS. The SeGW copies this DSCP if it exists from the received IP header into the new IPsec header.
Optionally, the SeGW may perform DSCP marking remapping based on the operator's policy.

If the anti-replay feature is implemented, the SeGW(downlink) should create dedicated child SA for each IP flow which has the same DSCP marking value. The SeGW should map IP flows of different DSCP to different child SA.
All the above means that the QCI mapping and the Reflective QoS is achieved by the H(e)NB. Furthermore, the SeGW performs copy of the per-flow DSCP marking to the new outer header unless DSCP remapping is performed.
10.3.2
Impacts to CT1
There is no identified impact to CT1 by the use of QCI mapping and Refective QoS via the H(e)NB and the SeGW for 3GPP access and Fixed Broadband Access network interworking.
* * * End of Changes * * * *

