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1.
Introduction

The Stage 3 specification for supporting USSD over IMS (TS 24.390) assumes that USSD will be carried in the body of SIP messages between the UE and an Application Server. Three alternative solutions are currently described in this specification regarding the actual contents of the message body. This discussion paper adds a fourth alternative, provides an evaluation of the three current solutions and recommends that the fourth alternative be selected.

2.
Technical realization in the CS domain

In the CS domain, the UE and the network exchange USSD using REGISTER, FACILITY and RELEASE COMPLETE messages defined in 3GPP TS 24.080. Within these messages, USSD information is embedded in specific data structures known as “components” carried in Facility Information Elements, as part of the argument or result of “operations” (e.g. ProcessUnstructuredSS-Request) defined in 3GPP TS 29.002 and imported in TS 24.080. The argument and result of these operations contain a coding scheme indicator (ussd-DataCodingScheme) and the actual data (USSD-String). Possible values for the coding scheme indicator can be found in 3GPP TS 23.038. Arguments may also contain additional parameters (e.g., MSIDN, Alerting Pattern). 

Depending on several criteria (service code, coding scheme, roaming…), USSD-initiated requests are either processed locally by the MSC/VLR or forwarded to the HLR. The protocol used between the MSC/VLR and the HLR is the Mobile Application Part (MAP) as defined in TS 29.002. MAP messages are embedded in TCAP messages, which contain a component portion similar to that used in TS 24.080.

The protocol used between the MSC or the HLR and the server hosting the USSD application is outside the scope of standardization, except when USSD is used for CAMEL applications and IMS Centralized Services (ICS). In those cases, the MAP is used between the MSC (or the HSS) and the CAMEL server (or the SCC AS, respectively). In other cases, proprietary solutions are used, including the non-standard Short Message Peer-to-Peer (SMPP) protocol. Figure 1 provides an overview of the protocol stacks on the main involved interfaces. Annex 1 provides an overview of the message structures used on the UNI and the NNI.
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Figure 1

3.
IMS solution

3.1 
Overview

The Stage 3 specification for supporting USSD over IMS (TS 23.390) assumes that USSD will be carried in the body of SIP messages between the UE and an Application Server known as the USSI AS. The USSI AS acts as a gateway to USSD applications running on USSD servers. Since the USSI AS is located in the home network, its role can be compared to the role of the HLR in the CS domain when processing USSD requests.

The specification is silent about whether the USSI AS has direct access to USSD servers or has to access them through a CS entity using the MAP protocol. Regardless of the communication architecture, the protocol used on the interface from the USSI AS towards USSD applications will depend on the type of application and on network operator’s decisions. It will be either the MAP or a proprietary protocol (SMPP or other) already in use on installed USSD servers or a new proprietary protocol based on e.g. Web Services.  Therefore it should ne noted that using an MAP-like format on the interface between the UE and the USSI AS does not necessarily simplify  the task of the USSI AS.
TS 23.290 clause 5.1.3 assumes that a dedicated MIME type (application/vnd.3gpp.ussd) will be registered to represent the contents of SIP message bodies (or body parts) carrying USSD. Three alternative solutions are currently described in this document for the structure and encoding of the actual contents:

1) The MIME type is used to carry one or more components (depending on specific service requirements) of a facility information element

2) The MIME type is used to carry a REGISTER, FACILITY or RELEASE COMPLETE message

3) The MIME type is used to carry one Facility information element

It should be noted that the three above solutions lead to transport significant overhead information in SIP that is of no use to the USSI AS and USSD Servers/Applications. A companion Change Request recommends adding the following alternative:

1) The MIME type is used to carry a binary encoded USSD String whose contents depend on a MIME parameter value set to the hexadecimal representation of the USSD Data Coding Scheme value as defined in TS 23.038.

NOTE: The USSD String corresponds to a value of the ASN.1 USSD-String data type (i.e. BER Type and Length are not included) defined in TS 29.002.

The four alternatives are illustrated on figure 2. Grey background indicates elements that are included in the body of SIP messages.
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Figure 2

3.2 
Evaluation of solutions

Solution 1

The component type, invoke-id, operation codes and argument/result parameters other than those that are USSD-specific are superfluous and using them requires extra processing due to ASN.1 BER encoding. Even in the CS domain, the component header fields bring little or no value to USSD procedures. They are just there to comply with the protocol stack used by these networks for non-call related signalling. Moreover, a USSI AS will not even need them to perform a mapping between SIP and MAP:  

· In the SIP to MAP direction, the USSI AS can derive the component type and operation code (or even the error code) from the type of SIP message received. The actual mapping needs to be specified in TS 23.390 but is straightforward. The Invoke-Id significance being local to a MAP dialogue has to be set from scratch anyway and the value received on the UNI is of no use. Depending on the application, before sending a MAP processUnstructuredSS-Request operation to an HLR or an USSD server, a USSI AS may have to include an MSIDN parameter in the operation argument. However, this parameter can be set from the contents of the P-Asserted-Id field or the From field in the SIP header rather than from information contained in the message body.

· In the MAP to SIP direction, all these elements are of no use for the terminal. Correlation of requests with responses is implicit from the SIP dialogue machinery. MAP operations used for USSD may also contain an Alerting Pattern parameter. However, the scenarios where this parameter may be used are outside the scope of TS 22.173. Should this scope be extended in future 3GPP Releases, this parameter would be easily mapped to the SIP alert-info header field of INVITE or MESSAGE messages.

Solution #2

REGISTER, FACILITY and RELEASE COMPLETE messages are meaningless for USSD applications for network entities other than an MSC. Moreover, processing this header requires ISDN-like encoding/decoding functionality.

Solution #3

The header of a Facility IE is meaningless as well for USSD applications and network entities other than an MSC. Moreover, processing this header requires ISDN-like encoding/decoding functionality.

TS 24 390 includes an editor’s not in clause 5.1.2.1.3 (alternative 3), which indicates that alternative 3 assumes that the USSI AS plays the role of an MSC server.  This assumption does not seem to be compatible with the fact that the AS is located in the home network. However, even if the USSI AS was considered as playing the role of an MSC, a full TS 24.080 protocol stack would not be justified.
4.
Recommendation

Based on the above analysis, it is recommended that the 4th alternative proposed in this document be added to TS 24.390 and selected as the standard solution.

Annex 2 contains a MIME type description.

Annex 1: CS Message structure for USSD
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Annex 2: MIME type description for alternative 4

MIME media type name : Application
MIME subtype name : Vendor Tree – 3gpp.ussd

Required parameters : dcs
“dcs”: This parameter identifies variants in the encoding of information pertaining to this MIME type. It is encoded as the hexadecimal representation of binary values defined in 3GPP TS 23.038. The four bits appearing first in the binary value MUST be mapped to the first hexadecimal digit and the four subsequent bits in the binary value   MUST be mapped to the second hexadecimal digit.  When mapping 4 bits to a hexadecimal digit, the bit appearing first in the binary value shall be most significant.
Optional parameters : None

Encoding considerations : binary

This media type may require encoding on transports not capable of handling

binary.

Security considerations :

This media type does not make use of any executable content. 

This media type may contain customer confidential and network confidential information. 

Security mechanisms at the transport layer may thus be needed to provide integrity and privacy of the content.

Interoperability considerations :

N/A

Published specification :

3GPP TS 24.390

Applications which use this media :

Applications using USSD (Unstructured Supplementary Services Data) over the 3GPP IP Multimedia Subsystem (IMS).
Additional information :

1. Magic number(s) : N/A

2. File extension(s) : N/A

3. Macintosh file type code : N/A

4. Object Identifiers: N/A

Person to contact for further information:

Intended usage : Common

