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Next Change
5.1.2.1.5
Home agent address discovery based on DHCPv6
The HA address discovery via DHCPv6 is possible in the following cases:

-
in 3GPP access, or

-
in trusted non-3GPP access, when a DHCPv6 relay exists in the trusted non-3GPP access and the PDN GW is the DHCPv6 server, or 

-
in trusted non-3GPP access, when the DHCPv6 server is in the trusted non-3GPP access and it has the HA addresse information from static configuration, or received via STa reference point as specified in 3GPP TS 29.273 [20].
A UE performing HA discovery based on DHCPv6 shall support the implementation of stateless DHCPv6 as specified in IETF RFC 3736 [13] and the DHCPv6 options as specified in draft-ietf-mip6-hiopt [12].

In order to discover the address of the HA the UE shall send an Information-Request message including the "MIP6 Home Network ID FQDN Option" as described in draft-ietf-mip6-hiopt [12].

NOTE:
The new options described in draft-ietf-mip6-hiopt [12] are applicable to DSMIPv6.
In order to connect to a HA for a specific target PDN, the UE shall include the desired HA-APN in the Home Network Identification FQDN field contained in the "MIP6 Home Network ID FQDN Option" as described in draft-ietf-mip6-hiopt [12]. 
The HA information is provided to the UE as described in draft-ietf-mip6-hiopt [12] in the sub-option contained in the "MIP6 Identified Home Network Information Option". The sub-option can be:

-
a "MIP6 Home Agent Address Network Information Option" (the IPv6 address and if available, the IPv4 address of the HA); or
-
a "MIP6 Home Agent FQDN Network Information Option" (the HA FQDN) as described in draft-ietf-mip6-hiopt [12]. 
In the case of "MIP6 Home Agent Address Network Information Option", this shall include both the IPv6 addresses and the IPv4 address of the HA, if available. The IPv4 address, when provided, is as specified in IETF RFC 6052 [31].
In the case of "MIP6 Home Agent FQDN Network Information Option", the UE shall perform a DNS Lookup by Home Agent Name as specified in IETF RFC 5026 [10]. The QNAME shall be set to the received HA FQDN.
If a HA has both an IPv4 and an IPv6 address, the corresponding DNS record should be configured with both 'AAAA' and 'A' records. Accordingly the UE should perform one DNS lookup procedure to retrieve both 'AAAA' and 'A' records. The DNS server replies with one 'AAAA' and one 'A' record.
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