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1. Introduction

eSRVCC is designed for reducing the transfer time when the call is transferred. The architecture is defined in TS 23.237 as following:
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2.  Problem in case of roaming:

· There may be many IBCF between ATCF/ATGW (visit network) and SCC AS (Home network).

· Each IBCF may do IP address conversion and modify SDP. 
· When the ATCF initiates the access transfer update request towards SCC-AS using ATU-STI, it will create a new dialog.

· Before the access transfer update reaches SCC-AS, IP conversion could happen and the SDP maybe changed.

· SCC AS will find that SDP is different with the old session and then do the remote update. This will break the eSRVCC principle that only the media in visit network is updated. The eSRVCC will fail. 
See the following signaling flows: 
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In step 6, the ATCF sends the access transfer request (SIP INVITE request) which contains SDP1 to IBCF. When the IBCF forwards the request to target network, it may change the SDP1 to SDP4. When the SCC AS receives the access transfer request, it will find that the SDP info is changed and then do the remote leg update. 
A solution is needed to ensure the IBCF will not change the SDP in the access transfer request towards SCC AS. 

3. Proposed solution:
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1. In step 6, access transfer update request towards SCC-AS for active session includes the Target Dialog ID which identifies the old session.

2. In step 7, each IBCF will correlate the old session according to the Target Dialog ID, and use the old SDP (SDP2 in this case) of old session.

3. When the transfer update arrives at SCC AS, the remote update will not happen since the SDP is the same.

4.  Conclusion

It's proposed that CT1 discuss the problem and agree the solution as way forward. 
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