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1. Introduction
Extended access barring (EAB) is a mechanism which allows operators to control mobile originated (MO) access attempts from UEs that are configured for EAB in order to prevent from overloading the network. EAB was introduced as a Rel-10 mechanism in GERAN, and in Rel-11 the mechanism is going to be defined for both UTRAN and E-UTRAN.
RAN2 at their #76 meeting discussed the Rel-11 requirements on EAB considering the outcome from the joint session in San Francisco with SA1, SA2, CT1 and RAN2, and the liaison statements (LS) received from different working groups (WG) (see [1], [2] and [3]), and sent by CT1 on the topic (see C1-114451 [4]). The RAN2 discussion resulted in sending an LS to: CT1 cc: SA2 stating their current view and asking for CT1 action (see C1-120038 [5]).
This paper analyzes the information provided by the RAN2 LS, the discussion during the joint session and further discusses which sort of EAB-related information actually needs to be specified from the NAS layer of the UE.
2. Discussion
2.1 Current situation in 3GPP

Specifications allow a UE to be configured for EAB by means of indication in an OMA DM MO (see 3GPP TS 24.368 [6]) or the USIM (see TS 31.102 [7]). This is also indicated by CT1 in the Reply LS on “EAB requirements” (see C1-114451). 
SA2 has confirmed to CT1, which ask SA2 a particular question [4], that their specification contains a restriction in Rel-10 regarding EAB configuration [2], but however SA1 informs in their LS in [2] that sees there may be different use cases for EAB and RRC Connection Request for “delay tolerant”. There is no service requirement to bind the two configuration parameters, but this binding is acceptable for Rel-10 and Rel-11.

During the joint session in San Francisco it seems that NAS has to provide indication to AS of applicability of EAB [1]. Quote:

c)
Are RRC connection Request for “delay tolerant” (i.e. low priority) and ”RRC connection requests subject to EAB-check” one-to-one mapped?

[..]

Conclusion:

=>
In Rel-10/Rel-11 RRC connection Request for “delay tolerant” (i.e. low priority) and ”RRC connection requests subject to EAB-check” will always be used together.

=>
The current protocol design allows using them independently (call type and establishment cause) and we stick to that principle. That means there is a separate indication from NAS (call type for EAB) whether this RRC Connection Establishment is subject to EAB. There is one indication for LAPI and one for EAB.

Additionally, during the joint session it was concluded that the indication should be per RRC connection establishment and same principles as current design should remain.
d)
Should AS remain service agnostic, i.e., should NAS decide and indicate per RRC Connection establishment whether it is subject to EAB-check?
If this is the case CT1 can specify further details (applicability of AC0..9 or 11..15; dynamic or device property, …) and change this in later releases without impacting RAN2 specifications
conclusion:

=>
Per RRC Connection Establishment request it can be determined whether it is subject to EAB (same as current design).

It is important to note that CT1 is receiving new LS from RAN2 on “->AS indication for access requests subject to EAB” [5]  which asks CT1 to provide an indication of whether a RRC connection request should subject or not of EAB. Nothing else is needed from RAN2 point of view, quote:
For RAN2 it would then be acceptable to introduce a new NAS->AS indication for both UMTS and LTE (different from the ‘call type’ and the ‘establishment cause’), to indicate whether a RRC Connection request should be subject to the EAB check or not. However RAN2 leaves the decision to CT1.
2.2 Analysis

Based on the information provided by RAN2 in their LS [5], the NAS indication then would be a binary indication of applicability of EAB in line with the conclusion reached during the joint session in San Francisco [1]. Nothing else is needed from NAS [5].

It has been discussed by CT1 in #73 (In Malta, EU) a discussion paper and related CRs in order to mandate a very particular internal UE implementation to perform part of the EAB logic in NAS. Particularly, the EAB category checking (see C1-113093 [8], C1-113094 [9], and C1-113095 [10]). The CRs were not agreed since a number of companies commented that the analysis on the SA1 requirements on EAB done by the discussion paper [8] was wrong due to the configuration of the EAB information (including the EAB category) seems to be left up to implementation, and not mandated to NAS. If the EAB logic and information is configured at the lower layers, then there is no need for NAS to indicate the EAB category to AS.
During the last two conference calls on NIMTC/SIMTC, the originators of the contributions which attempt to mandate the particular internal UE implementation provided a new document for discussion.

We would like to analyze the stage 1 requirement and together with the information gained from the RAN2 LS [5] conclude on what CT1 has to do on EAB.
As specified in the sub-clause 4.3.4 of 3GPP TS 22.011 [11], quote:

-
EAB information shall define whether EAB applies to UEs within one of the following categories: 

a) 
UEs that are configured for EAB;

b) 
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c)  
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN."

From the above, there is no requirement indicating that NAS has to do anything particular. The requirements are clearly general on the sort of EAB information necessary to apply EAB. That is all. 

In order to perform EAB access control, the UE should know which EAB category it belongs to. The above quoted text describes each EAB category as a superset of another to follow, i.e., a) ( b) ( c). The category a) means all the EAB configured UEs will be subject to EAB. The category b) means only EAB configured UEs in VPLMN (which RPLMN is not in (E)HPLMN) will be subject to EAB. The category c) means only EAB configured UEs in VPLMN if the RPLMN is neither (E)HPLMN nor in the operator PLMN list will be subject to EAB. 

For the category a), the UE AS layer can determine based on the now requested NAS indication of applicability of EAB (binary indication of yes/no). For the category b) (Note that it is actually a sub-category of a)), the UE AS layer can further determine based on the current RPLMN. As specified in the RAN2 specifications 3GPP TS 36.331 [12]; sub-clause 5.3.3.4, and 3GPP TS 25.331 [13], quote:

1> set the content of RRCConnectionSetupComplete message as follows:

2>
set the selectedPLMN-Identity to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]) from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1;
During the RRC connection establishment, the UE NAS layer will indicate the current RPLMN to the UE AS layer. For the category c) (Note that it is actually a sub-category of b)), the UE AS layer can further determine based on the operator-defined PLMN selector list. Due to such operator-defined PLMN list is stored in the SIM/USIM, the UE AS layer can know this based on the UE internal implementation, similar to today’s case of the EHPLMN list.

It is important to bear in mind that for the common access control (ACB) performed at the UE AS layer (RRC), the AS layer already knows whether the UE is in its (E)HPLMN or VPLMN of home country (see 3GPP TS 36.331 [12]) for performing the ACB specified in SA1 3GPP TS 22.011 [11]; sub-clause 4.3.1. As specified in SA1 3GPP TS 22.011 [11]; sub-clause 4.3.1, quote:
Access Classes are applicable as follows:

Classes 0 - 9
  -       Home and Visited PLMNs;

Classes 11 and 15
  -       Home PLMN only if the EHPLMN list is not present or any EHPLMN;

Classes 12, 13, 14
-
Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.
Since the AS layer already  knows whether the UE is in (E)HPLMN or VPLMN for performing ACB, so in a similar way for EAB category checking the RRC layer already have all information for determine the categories a) and b) per TS 22.011. How this information is obtained by the AS layer is not specified in RAN2 specifications (i.e., implementation dependent).  The only thing missing for performing full EAB category checking in the AS layer iis the operator’s controlled PLMN preferred list (for category c)) which could be well added in the AS specifications as per EHPLMN list. Then, again how this is obtained would be UE implementation dependent (from the USIM or NAS or any internal entity in the UE).
Hence, if the EAB is performed at the AS layer, as indicated by RAN2 in their LS [5], then the AS layer can also determine the EAB category based on the existing information and internal UE implementation (different implementation are possible!). No NAS logic has to be mandated and standardized in CT1 for EAB category.

Please, note that to mandate to implement part of the EAB category logic in NAS results in complicated internal UE implementation since the NAS layer and the AS layer will be more tightly coupled of EAB category checking.

Finally, note that for GERAN EAB, there is not mandatory internal UE implementation for the EAB category, so in case of multi-mode terminals (GERAN, UTRAN/E-UTRAN) mandating EAB category for UTRAN/E-UTRAN can also complicate internal UE design with NAS providing EAB category for one or some access technology(ies) but not for all of them. 
3. Conclusion

This discussion paper analysed the key issues related to EAB in UTRAN and E-UTRAN and propose to follow the RAN2 LS in NAS providing an indication of applicability of EAB to the AS layer. That’s all.
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