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***** BEGIN MODIFICATION *****
5.1.6.8.2
Emergency session set-up in case of no registration

When establishing an emergency session for an unregistered user, the UE is allowed to receive responses to emergency requests and requests inside an established emergency session on the unprotected ports. The UE shall reject or silently discard all other messages not arriving on a protected port. Additionally, the UE shall transmit signalling packets pertaining to the emergency session from the same IP address and unprotected port on which it expects to receive signalling packets containing the responses to emergency requests and the requests inside the established emergency session.
Prior to establishing an emergency session for an unregistered user, the UE shall acquire a local IP address, discover a P-CSCF, and establish an IP-CAN bearer that can be used for SIP signalling. The UE shall send only the initial INVITE requests to the port advertised to the UE during the P-CSCF discovery procedure. If the UE does not receive any specific port information during the P-CSCF discovery procedure, the UE shall send the initial INVITE request to the SIP default port values as specified in RFC 3261 [26]. 

The UE shall apply the procedures as specified in subclause 5.1.2A.1 and subclause 5.1.3 with the following additions:

1)
the UE shall set the From header field of the INVITE request to "Anonymous" as specified in RFC 3261 [26]; 
2)
the UE shall include a Request-URI in the initial INVITE request that contains an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]. An additional sub-service type can be added if information on the type of emergency service is known;

NOTE 1:
Other specifications make provision for emergency service identifiers, that are not specifically the emergency service URN, to be recognised in the UE. Emergency service identifiers which the UE does not detect will be treated as a normal call by the UE.

3)
the UE shall insert in the INVITE request, a To header field with:

-
the same emergency service URN as in the Request-URI; or

-
if the UE cannot perform local dialstring interpretation for the dialled digits, a dialstring URI representing the dialled digits in accordance with RFC 4967 [103] or a tel URL representing the dialled digits;

NOTE 2:
This version of this document does not provide any specified handling of a URI with the dialled digits in accordance with RFC 4967 [103] at an entity within the IM CN susbsystem. Behaviour when this is used is therefore not defined.

4)
if available to the UE (as defined in the access technology specific annexes for each access technology), the UE shall include in the P-Access-Network-Info header field in any request for a dialog, any subsequent request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request. The UE shall populate the P-Access-Network-Info header field with the current point of attachment to the IP-CAN as specified for the access network technology (see subclause 7.2A.4). The P-Access-Network-Info header field contains the location identifier such as the cell id, the line id or the identity of the I-WLAN access node, which is relevant for routeing the emergency call;

5)
the UE shall populate the P-Preferred-Identity header field in the INVITE request with an equipment identifier as a SIP URI. The special details of the equipment identifier to use depends on the IP-CAN;

6)
a Contact header field set to include SIP URI that contains in the hostport parameter the IP address of the UE and an unprotected port where the UE will receive incoming requests belonging to this dialog. The UE shall not include either the public or temporary GRUU in the Contact header field;

7)
a Via header field set to include the IP address of the UE in the sent-by field and for the UDP the unprotected server port value where the UE will receive response to the emergency request, while for the TCP, the response is received on the TCP connection on which the emergency request was sent. The UE shall also include "rport" header field parameter with no value in the top Via header field. Unless the UE has been configured to not send keep-alives, and unless the UE is directly connected to an IP-CAN for which usage of NAT is not defined, it shall include a "keep" header field parameter with no value in the Via header field, in order to indicate support of sending keep-alives associated with, and during the lifetime of, the emergency session, as described in RFC 6223 [143];

NOTE 3:
The UE inserts the same IP address and port number into the Contact header field and the Via header field, and sends all IP packets to the P-CSCF from this IP address and port number.8)
if the UE has its location information available, the UE shall include the location information in the INVITE request in the following way:-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header field, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sipcore-location-conveyance [89]; or
-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sipcore-location-conveyance [89]. The Geolocation header field is set to a Content ID, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sipcore-location-conveyance [89]; and
9)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sipcore-location-conveyance [89] in the INVITE request.
NOTE 4:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.
NOTE 5:
During the dialog, the points of attachment to the IP-CAN of the UE can change (e.g. UE connects to different cells). The UE will populate the P-Access-Network-Info header field in any request or response within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information).

The UE shall build a proper preloaded Route header field value for all new dialogs. The UE shall build a Route header field value containing only the P-CSCF URI (containing the unprotected port number and the IP address or the FQDN learnt through the P-CSCF discovery procedures).

When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F expired, as described in subclause 5.1.1.4.

NOTE 6:
It is an implementation option whether these actions are also triggered by other means.

NOTE 7:
A number of header fields can reveal information about the identity of the user. Where privacy is required, implementers should also give consideration to other header fields that can reveal identity information. RFC 3323 [33] subclause 4.1 gives considerations relating to a number of header fields.

NOTE 8:
RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.

If the response for the initial INVITE request indicates that the UE is behind NAT, and the INVITE request was sent overt TCP connection, the UE shall keep the TCP connection during the entire duration of the emergency session. In this case the UE will receive all responses to the emergency requests and the requests inside the established emergency session over this TCP connection.

If the Via header field of any provisional response, or of the final 200 (OK) response, for the initial INVITE request contains a "keep" header field parameter with a value, unless the UE detects that it is not behind a NAT, the UE shall start to send keep-alives associated with the session towards the P-CSCF, as described in RFC 6223 [143].
If the UE included Geolocation and Geolocation-Routing header fields in the INVITE request, and if the UE sends a CANCEL or ACK request to a non-200 response to the INVITE request, the UE shall include identical Geolocation and Geolocation-Routing header field values in CANCEL or ACK request.
5.1.6.8.3
Emergency session set-up within an emergency registration

After a successful initial emergency registration, the UE shall apply the procedures as specified in subclause 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

1)
the UE shall insert in the INVITE request, a From header field that includes the public user identity registered via emergency registration or the tel URI associated with the public user identity registered via emergency registration, as described in subclause 4.2;

2)
the UE shall include a Request-URI in the INVITE request that contains an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]. An additional sub-service type can be added if information on the type of emergency service is known;

3)
the UE shall insert in the INVITE request, a To header field with:

-
the same emergency service URN as in the Request-URI; or

-
if the UE cannot perform local dialstring interpretation for the dialled digits, a dialstring URI representing the dialled digits in accordance with RFC 4967 [103] or a tel URL representing the dialled digits;
NOTE 1:
This version of this document does not provide any specified handling of a URI with the dialled digits in accordance with RFC 4967 [103] at an entity within the IM CN subsystem. Behaviour when this is used is therefore not defined.

4)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the P-Access-Network-Info header field shall contain a location identifier such as the cell id, line id or the identity of the I-WLAN access node, which is relevant for routeing the IMS emergency call;

NOTE 2:
The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

5)
the UE shall insert in the INVITE request, one or two P-Preferred-Identity header field(s) that include the public user identity registered via emergency registration or the tel URI associated with the public user identity registered via emergency registration as described in subclause 4.2;

NOTE 3:
Providing two P-Preferred-Identity header fields is usually supported by UE acting as enterprise network.
6)
void;

7)
if the UE has its location information available, then the UE shall include its location information in the INVITE request in the following way:
-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header field, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sipcore-location-conveyance [89]; or 

-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sipcore-location-conveyance [89]. The Geolocation header field is set to a Content ID, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sipcore-location-conveyance [89]; and
NOTE 4:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.
8)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sipcore-location-conveyance [89] in the INVITE request.
NOTE 5:
RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.

In the event the UE receives a 380 (Alternative Service) response with a P-Asserted-Identity header field with a value equal to the value of the last entry on the Path header field value received during registration, and the Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"), independent of the value or presence of the Content-Disposition header field, independent of the value or presence of Content-Disposition parameters, then this default content disposition, identified as "3gpp-alternative-service", is applied as follows:

1)
if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with the <type> child element set to "emergency" (see table 7.7AA), then the UE:

a)
if the CS domain is available to the UE, and no prior attempt using the CS domain for the current emergency call attempt has been made, attempt the emergency call via CS domain using appropriate access technology specific procedures; and
b)
if the CS domain is not available to the UE or the emergency call has already been attempted using the CS domain, then perform one of the following actions:

-
if the <action> child element of the <alternative-service> child element of the <ims-3gpp> element in the IM CN subsystem XML body as described in subclause 7.6 is set to "emergency-registration" (see table 7.7AB), perform an initial emergency registration using a different VPLMN if available, as described in subclause 5.1.6.2 and if the new emergency registration succeeded, attempt an emergency call as described in this subclause; or
-
perform implementation specific actions to establish the emergency call; and
2)
if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with the <ims-3gpp> element, including a version attribute, with the <alternative-service> child element with:

a)
the <type> child element set to "emergency" (see table 7.7AA); and
b)
the <action> child element set to "emergency-registration" (see table 7.7AB);


then the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element.

NOTE 6:
The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF.
If the UE included Geolocation and Geolocation-Routing header fields in the INVITE request, and if the UE sends a CANCEL or ACK request to a non-200 response to the INVITE request, the UE shall include identical Geolocation and Geolocation-Routing header field values in CANCEL or ACK request.
5.1.6.8.4
Emergency session setup within a non-emergency registration

The UE shall apply the procedures as specified in subclauses 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

1)
the UE shall include a Request-URI in the INVITE request that contains an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]. An additional sub-service type can be added if information on the type of emergency service is known;

2)
the UE shall insert in the INVITE request, a To header field with:

-
the same emergency service URN as in the Request-URI; or

-
if the UE cannot perform local dialstring interpretation for the dialled digits, a dialstring URI representing the dialled digits in accordance with RFC 4967 [103] or a tel URL representing the dialled digits;

NOTE 1:
This version of this document does not provide any specified handling of a URI with the dialled digits in accordance with RFC 4967 [103] at an entity within the IM CN subsystem. Behaviour when this is used is therefore not defined.

3)
the UE shall insert in the INVITE request, a From header field that includes the public user identity or the tel URI associated with the public user identity, as described in subclause 4.2; 

4)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the UE shall insert in the P-Access-Network-Info header field a location identifier such as the cell id, line id or the identity of the I-WLAN access node, which is relevant for routeing the IMS emergency call;

NOTE 2:
3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

5)
the UE shall insert in the INVITE request one or two P-Preferred-Identity header field(s) that include the public user identity or the tel URI associated with the public user identity as described in subclause 4.2;

NOTE 3:
Providing two P-Preferred-Identity header fields is usually supported by UE acting as enterprise network.

6)
if the UE has its location information available, then the UE shall include its location information in the INVITE request in the following way:
-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header field, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sipcore-location-conveyance [89]; or 

-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sipcore-location-conveyance [89]. The Geolocation header field is set to a Content ID, set the "inserted-by" header field parameter to indicate its hostport and set the "routing-allowed" header field parameter to "yes", all in accordance with draft-ietf-sipcore-location-conveyance [89]; and
7)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sipcore-location-conveyance [89] in the INVITE request; and
NOTE 4:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.
8)
if a public GRUU value ("pub-gruu" header field parameter) has been saved associated with the public user identity to be used for this request, then insert the public GRUU ("pub-gruu" header field parameter) value in the Contact header field as specified in RFC 5627 [93]. Otherwise the UE shall include the address in the Contact header field set to contain the IP address or FQDN of the UE, and the UE shall also include:
-
if IMS AKA or SIP digest with TLS is being used as a security mechanism, the protected server port value as in the initial registration; or

-
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled Authentication is being used as a security mechanism, the port value of an unprotected port where the UE expects to receive subsequent mid-dialog requests. The UE shall set the unprotected port value to the port value used in the initial registration.
In the event the UE receives a 380 (Alternative Service) response with a P-Asserted-Identity header field with a value equal to the value of the SIP URI of the P-CSCF received in the Path header field during registration, and the Content-Type header field set according to subclause 7.6 (i.e. "application/3gpp-ims+xml"), independent of the value or presence of the Content-Disposition header field, independent of the value or presence of Content-Disposition parameters, then this default content disposition, identified as "3gpp-alternative-service", is applied as follows:

a)
if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.7AA), then the UE shall:

-
if the <action> child element of the <alternative-service> child element of the <ims-3gpp> element in the IM CN subsystem XML body as described in subclause 7.6 is set to "emergency-registration" (see table 7.7AB), perform an initial emergency registration, as described in subclause 5.1.6.2 and attempt an emergency call as described in subclause 5.1.6.8.3;

-
attempt emergency call via CS domain using appropriate access technology specific procedures, if available and not already tried; or

-
perform implementation specific actions to establish the emergency call; and
b)
if the 380 (Alternative Service) response includes a 3GPP IM CN subsystem XML body as described in subclause 7.6 with an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element:

i)
with the <type> child element set to "emergency" (see table 7.7AA); and
ii)
with the <action> child element set to "emergency-registration" (see table 7.7AB);


then the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element.
NOTE 5:
RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.

NOTE 6:
The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF.
If the UE included Geolocation and Geolocation-Routing header fields in the INVITE request, and if the UE sends a CANCEL or ACK request to a non-200 response to the INVITE request, the UE shall include identical Geolocation and Geolocation-Routing header field values in CANCEL or ACK request.
***** NEXT MODIFICATION *****
A.2.1.4.2
ACK method

Prerequisite A.5/1 – ACK request

Table A.7: Supported header fields within the ACK request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c10
	c10

	2
	Allow-Events
	[28] 7.2.2
	c1
	c1
	[28] 7.2.2
	c2
	c2

	3
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Content-Disposition
	[26] 20.11
	o
	o
	[26] 20.11
	m
	m

	7
	Content-Encoding
	[26] 20.12
	o
	o
	[26] 20.12
	m
	m

	8
	Content-Language
	[26] 20.13
	o
	o
	[26] 20.13
	m
	m

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	m
	m

	11
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	13
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	ixg-ack
	Geolocation
	[89] 4.1
	cACK
	cACK
	[89] 4.1
	cACK
	cACK

	ixp-ack
	Geolocation-Routing
	[89] 4.1
	cACK
	cACK
	[89] 4.1
	cACK
	cACK

	13A
	Max-Breadth
	[117] 5.8
	n/a
	c14
	[117] 5.8
	c15
	c15

	14
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c16

	15
	MIME-Version
	[26] 20.24
	o
	o
	[26] 20.24
	m
	m

	15A
	P-Debug-ID
	[140]
	o
	c12
	[140]
	o
	c13

	15B
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	16
	Proxy-Authorization
	[26] 20.28
	c5
	c5
	[26] 20.28
	n/a
	n/a

	17
	Proxy-Require
	[26] 20.29
	o
	n/a
	[26] 20.29
	n/a
	n/a

	17A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c8
	c8

	17B
	Recv-Info
	[25] 5.2.3
	c17
	c17
	[25] 5.2.3
	c17
	c17

	17C
	Reject-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c10
	c10

	17D
	Request-Disposition
	[56B] 9.1
	c9
	c9
	[56B] 9.1
	c10
	c10

	18
	Require
	[26] 20.32
	o
	o
	[26] 20.32
	m
	m

	18A
	Resource-Priority
	[116] 3.1
	c11
	c11
	[116] 3.1
	c11
	c11

	19
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	n/a

	20
	Timestamp
	[26] 20.38
	c7
	c7
	[26] 20.38
	m
	m

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	m
	m

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN o ELSE n/a - - SIP specific event notification extension.

c2:
IF A.4/20 THEN m ELSE n/a - - SIP specific event notification extension.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c10:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c11:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c12:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c13:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c14:
IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling).

c15:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c16:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.
c17:
IF A.4/13 THEN m ELSE IF A.4/13A THEN m ELSE n/a - - SIP INFO method and package framework, legacy INFO usage.
cACK:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.


Prerequisite A.5/1 – ACK request

Table A.8: Supported message bodies within the ACK request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** NEXT MODIFICATION *****
A.2.1.4.4
CANCEL method

Prerequisite A.5/4 - - CANCEL request

Table A.23: Supported header fields within the CANCEL request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c11
	c11

	5
	Authorization
	[26] 20.7
	c3
	c3
	[26] 20.7
	c3
	c3

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	8
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	9
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	10
	Date
	[26] 20.17
	c4
	c4
	[26] 20.17
	m
	m

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	ixg-can
	Geolocation
	[89] 4.1
	cCAN
	cCAN
	[89] 4.1
	cCAN
	cCAN

	ix-can
	Geolocation-Routing
	[89] 4.1
	cCAN
	cCAN
	[89] 4.1
	cCAN
	cCAN

	11A
	Max-Breadth
	[117] 5.8
	n/a
	c16
	[117] 5.8
	c17
	c17

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	n/a
	c18

	13
	P-Debug-ID
	[140]
	o
	c14
	[140]
	o
	c15

	14
	Privacy
	[33] 4.2
	c6
	n/a
	[33] 4.2
	c6
	n/a

	15
	Reason
	[34A] 2
	c7
	c10
	[34A] 2
	c12
	c12

	16
	Record-Route
	[26] 20.30
	n/a
	c18
	[26] 20.30
	n/a
	c18

	17
	Reject-Contact
	[56B] 9.2
	c9
	c9
	[56B] 9.2
	c11
	c11

	17A
	Request-Disposition
	[56B] 9.1
	c9
	c9
	[56B] 9.1
	c11
	c11

	17B
	Resource-Priority
	[116] 3.1
	c13
	c13
	[116] 3.1
	c13
	c13

	18
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	n/a
	c18

	19
	Supported
	[26] 20.37
	o
	o
	[26] 20.37
	m
	m

	20
	Timestamp
	[26] 20.38
	c8
	c8
	[26] 20.38
	m
	m

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c6:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c8:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c9:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c10:

IF A.3/2 THEN m ELSE IF A.4/38 THEN o ELSE n/a - - P-CSCF, the Reason header field for the session initiation protocol.

c11:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.
c12:
IF A.4/38 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.
c13:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.
c14:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol. 

c15:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c16:
IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c17:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c18:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.
cCAN:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.


Prerequisite A.5/4 - - CANCEL request

Table A.24: Supported message bodies within the CANCEL request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	XML Schema for PSTN
	[11B]
	
	c1
	[11B]
	
	c1

	c1:
IF A.3/6 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/9B THEN o ELSE n/a - -  MGCF, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control, IBCF (IMS-ALG).


Prerequisite A.5/5 - - CANCEL response for all status-codes

Table A.25: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	m
	m

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	ixr-can
	Geolocation-Error
	[89] 4.3
	cCANr
	cCANr
	[89] 4.3
	cCANr
	cCANr

	5A
	P-Debug-ID
	[140]
	o
	c4
	[140]
	o
	c5

	5B
	Privacy
	[33] 4.2
	c3
	n/a
	[33] 4.2
	c3
	n/a

	6
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	c2
	c2

	7
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7A
	User-Agent
	[26] 20.41
	o
	o
	[26] 20.41
	o
	o

	8
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	9
	Warning
	[26] 20.43
	o (note)
	o
	[26] 20.43
	o
	o

	c1:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c2:
IF A.4/6 THEN m ELSE n/a - - timestamping of requests.

c3:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).
c4:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol. 

c5:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
cCANr:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

	NOTE:
For a 488 (Not Acceptable Here) response, RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.


Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/102 - - Additional for 2xx response

Table A.26: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	2
	Record-Route
	[26] 20.30
	n/a
	n/a
	[26] 20.30
	n/a
	n/a

	4
	Supported
	[26] 20.37
	o
	m
	[26] 20.37
	m
	m

	c1:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/103 OR A.6/104 OR A.6/105 OR A.6/106 - - Additional for 3xx – 6xx response

Table A.26A: Supported header fields within the CANCEL response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	o
	o
	[26] 20.18
	o
	o


Table A.27: Void

Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/17 OR A.6/23 OR A.6/30 OR A.6/42 OR A.6/45 OR A.6/50 OR A.6/51 - - Additional for Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.28: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Retry-After
	[26] 20.33
	o
	o
	[26] 20.33
	o
	o


Table A.29: Void

Table A.30: Void

Prerequisite A.5/5 - - CANCEL response

Prerequisite: A.6/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.30A: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.4/70B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.5/5 - - CANCEL response

Table A.31: Supported message bodies within the CANCEL response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** NEXT MODIFICATION *****
A.2.2.4.2
ACK method

Prerequisite A.163/1 - - ACK request

Table A.165: Supported header fields within the ACK request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	2
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	3
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	7
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	8
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	c3

	11
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	13
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	ixpg-ack
	Geolocation
	[89] 4.1
	cACKp
	cACKp
	[89] 4.1
	cACKp
	cACKp

	ixp-ack
	Geolocation-Routing
	[89] 4.1
	cACKp
	cACKp
	[89] 4.1
	cACKp
	cACKp

	13A
	Max-Breadth
	[117] 5.8
	c15
	c15
	[117] 5.8
	c16
	c16

	14
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	15
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	c3

	15A
	P-Debug-ID
	[140]
	o
	c13
	[140]
	o
	c14

	15B
	Privacy
	[33] 4.2
	c6
	c6
	[33] 4.2
	c7
	c7

	16
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	17
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	17A
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c9
	c9

	17B
	Recv-Info
	[25] 5.2.3
	c17
	c17
	[25] 5.2.3
	c18
	c18

	17C
	Reject-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	17D
	Request-Disposition
	[56B] 9.1
	c10
	c10
	[56B] 9.1
	c11
	c11

	18
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	18A
	Resource-Priority
	[116] 3.1
	c12
	c12
	[116] 3.1
	c12
	c47

	19
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	20
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.3/2 OR A.3/4 THEN m ELSE i - - P-CSCF or S-CSCF.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c7:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c8:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c10:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c11:
IF A.162/50 THEN i ELSE n/a - - caller preferences for the session initiation protocol.
c12:
IF A.162/80 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.
c13:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c14:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c15:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c16:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
c17:
IF A.162/20 THEN m ELSE n/a - - SIP INFO method and package framework.

c18:
IF A.162/20 THEN i ELSE n/a - - SIP INFO method and package framework.
cACKp:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/1 - - ACK request

Table A.166: Supported message bodies within the ACK request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** NEXT MODIFICATION *****
A.2.2.4.4
CANCEL method

Prerequisite A.163/4 - - CANCEL request

Table A.181: Supported header fields within the CANCEL request

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	8
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	9
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	10
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	ixgp-can
	Geolocation
	[89] 4.1
	cCANp
	cCANp
	[89] 4.1
	cCANp
	cCANp

	ixp-can
	Geolocation-Routing
	[89] 4.1
	cCANp
	cCANp
	[89] 4.1
	cCANp
	cCANp

	11A
	Max-Breadth
	[117] 5.8
	c15
	c15
	[117] 5.8
	c16
	c16

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	13
	P-Debug-ID
	[140]
	o
	c13
	[140]
	o
	c14

	14
	Privacy
	[33] 4.2
	c3
	c3
	[33] 4.2
	c4
	c4

	15
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c9
	c9

	16
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	17
	Reject-Contact
	[56B] 9.2
	c10
	c10
	[56B] 9.2
	c11
	c11

	17A
	Request-Disposition
	[56B] 9.1
	c10
	c10
	[56B] 9.1
	c11
	c11

	17B
	Resource-Priority
	[116] 3.1
	c12
	c12
	[116] 3.1
	c12
	c12

	18
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	19
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	20
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	21
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	22
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	23
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c4:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN o ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c10:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c11:
IF A.162/50 THEN i ELSE n/a - - caller preferences for the session initiation protocol.
c12:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.
c13:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c14:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c15:
IF A.162/81 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.
c16:
IF A.162/81 AND A.162/6 THEN m ELSE IF A.162/81 AND NOT A.162/6 THEN i ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies, forking of initial requests.
cCANp:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/4 - - CANCEL request

Table A.182: Supported message bodies within the CANCEL request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	XML Schema for PSTN
	[11B]
	
	c1
	[11B]
	
	i

	c1:
A.3/3 OR A.3/4 OR A.3/5 OR A.3/7C OR A.3/9A OR A.3/10 OR A.3/11 THEN m ELSE n/a - - I-CSCF, S-CSCF, BGCF,  AS acting as proxy, IBCF (THIG), additional routeing functionality, E-CSCF.


Prerequisite A.163/5 - - CANCEL response for all status-codes

Table A.183: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c1
	c1

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	ixrp-can
	Geolocation-Error
	[89] 4.3
	cCANrp
	cCANrp
	[89] 4.3
	cCANrp
	cCANrp

	5A
	P-Debug-ID
	[140]
	o
	c4
	[140]
	o
	c5

	5B
	Privacy
	[33] 4.2
	c2
	c2
	[33] 4.2
	c3
	c3

	6
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	7
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7A
	User-Agent
	[26] 20.41
	o
	
	[26] 20.41
	o
	

	8
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	9
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c2:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c3:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.
c4:
IF A.162/90 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.

c5:
IF A.162/90 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
cCANrp:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.


Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.184: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c4
	c4
	[116] 3.2
	c4
	c4

	2
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c3
	c3

	4
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c3:
IF A.162/15 THEN o ELSE i - - the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing.
c4:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/103 OR A.164/104 OR A.164/105 OR A.164/106 - - Additional for 3xx – 6xx response

Table A.184A: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Error-Info
	[26] 20.18
	m
	m
	[26] 20.18
	i
	i


Table A.185: Void

Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/17 OR A.164/23 OR A.164/30 OR A.164/42 OR A.164/45 OR A.164/50 OR A.164/51 - - Additional for Entity Too Large), 480(Temporarily not available), 486 (Busy Here), 500 (Internal Server Error), 503 (Service Unavailable), 600 (Busy Everywhere), 603 (Decline) response

Table A.186: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	4
	Retry-After
	[26] 20.33
	m
	m
	[26] 20.33
	i
	i


Prerequisite A.163/5 - - CANCEL response

Prerequisite: A.164/26A - - Additional for 417 (Unknown Resource-Priority) response

Table A.186A: Supported header fields within the CANCEL response

	Item
	Header field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Resource-Priority
	[116] 3.2
	c1
	c1
	[116] 3.2
	c1
	c1

	c1:
IF A.162/80B THEN m ELSE n/a - - inclusion of CANCEL, BYE, REGISTER and PUBLISH in communications resource priority for the session initiation protocol.


Table A.187: Void

Table A.188: Void

Prerequisite A.163/5 - - CANCEL response

Table A.189: Supported message bodies within the CANCEL response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


***** END MODIFICATION *****
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