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***********Start of 1st change**********
4.3
Operational requirements

4.3.1
Provision/withdrawal

The CDIV services (Communication forwarding unconditional, Communication forwarding busy, Communication forwarding no reply, Communication forwarding not logged-in, Communication deflection and Communication Diversion Notification) is provided after prior arrangement with the service provider.

The CDIV services are withdrawn at the served user's request or for administrative reasons.

The CDIV supplementary services can be offered separately with subscription options. The notification service CDIVN is offered together with at least one CDIV supplementary service. For each subscription option, only one value can be selected. These subscription options are part of the call diversion profile for the served user. The subscription options are shown in table 4.3.1.1.

Table 4.3.1.1: Subscription options for CDIV services

	Subscription options
	Value
	Applicability

	Served user receives indication that a communication has been forwarded (indication of communication diversion to the diverting user).
	No (default)
________________________

Yes
	CFU
CFB
CFNR 

CFNRc

	Originating user receives notification that his communication has been diverted (forwarded or deflected).
	No
________________________

Yes (default)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Served user allows the presentation of diverted to URI to originating user in diversion notification.
	No
________________________

Not reveal as GRUU
________________________

Yes (default)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Served user receives reminder indication on outgoing communication that CDIV is currently activated.
	No (default)
________________________

Yes
	CFU
CFB
CFNR 

CFNRc
CFNL
CDIVN

	Served user allows the presentation of his/her URI to diverted‑to user.
	No
________________________

Not reveal as GRUU
________________________

Yes (default)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Served user allows the presentation of his/her URI to originating user in diversion notification.
	No 
________________________

Not reveal as GRUU
________________________

Yes (default)
	CFU
CFB
CFNR
CFNRc
CFNL
CD


The following network provider options are available for the CDIV services:

Table 4.3.1.2: Network provider options for CDIV services

	Network provider option
	Value
	Applicability

	Served user communication retention on invocation of diversion (forwarding or deflection).
	Retain communication to the served user until alerting begins at the diverted-to user
________________________

Clear communication to the served user on invocation of call diversion
	CFNR
CD

	Served user communication retention when diverting is rejected at 
diverted-to user.
	Continue to alert the diverting user (see note 1)
________________________

No action at the diverting user (see note 2)
	CFNR
CD

	Total number of all diversions for each communication.
	Maximum number of diverted connections 
( upper limit is based on operator policy)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	AS behaviour when a new diversion will exceed the maximum number of diversions for a communication.
	Reject the communication (default)

________________________

Deliver the communication to the latest diverting party


	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	CDIV Indication Timer.
	Timer duration is a service provider option
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Communication forwarding on no reply timer.
	Timer default duration is a service provider option (NOTE 3)
	CFNR

	CDIVN Buffer Timer; Timer Value for AS to store CDIVN, if it cannot be delivered as per CDIVN Configuration.
	Timer duration set by the service provider. Default value is 1 day
	CFNL, CFNRc in case of CDIVN

	NOTE 1:
This applies to the retention of the communication at invocation of communication diverting.

NOTE 2:
This applies to the clearing communication option on invocation of communication diverting.
NOTE 3:
As a network provider option, it shall be possible to change the timer duration by the served user.
	
	

	


***********End of 1st change**********
***********Start of 2nd change**********
4.5.2.6.1
Checking of the diversion limits

When receiving an INVITE request and the AS determines that the AS shall divert a communication the AS shall check if diverting the communication exceeds the number of diversions allowed within the network. The AS shall calculate the number of diversions by examination of the History-Info header; 

-
using the entries including a cause-param URI parameter with cause values specified in subclause 4.5.2.6.2.2; or
-
examine the entries in the Index entries parameter, 

to see if another diversion is allowed due to network provider allowed limit of diversions

If the number of diversions exceeds the given limit then:
-
If the diverted-to destination is known to be a final (i.e. non-retargeting) destination (e.g. Voicemail), then it is based on operator policy to allow the communication diversion to be executed.

Else:
· If the network option “AS behaviour when a new diversion will exceed the maximum number of diversions for a communication” is set to “Reject the communication”, then the AS shall send one of the following responses to the originating user:

a)
if communication diversion forwarding busy a 486 (Busy Here);

b)
if communication forwarding no reply, a 480 (Temporarily Unavailable);

c)
if communication forwarding unconditional a 480 (Temporarily Unavailable);

d)
if communication deflection, a 480 (Temporarily Unavailable);

e)
if communication forwarding not logged in, a 480 (Temporarily Unavailable); or

f)
if communication forwarding not reachable, a 480 (Temporarily Unavailable)


· If the network option “AS behaviour when a new diversion will exceed the maximum number of diversions for a communication” is set to “Deliver the communication to the latest diverting party”, then the communication is delivered to the latest diverting party if it is known.
In all cases a Warning header field indicating that the communication is released due to the extension of diversion hops (e.g. "Too many diversions appeared") shall be sent.

***********End of 2nd change**********

