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1. Overall Description:

SA3 conditionally approved the attached Work Item Description on “GBA extensions for re-use of SIP Digest credentials” at SA3#65, the condition being that SA1 would not raise any objections to this WID. 
The justification of the envisaged work is as follows (excerpt from the WID): 

“This Work Item defines an extension of the Generic Bootstrapping Architecture (GBA) to allow the re-use of bootstrapping procedure based on ... SIP Digest credentials. GBA is a generic security tool or security enabler which can be used for a variety of purposes, e.g. bootstrapping security for accessing XCAP servers for user self-management over the 3GPP-defined Ut interface.

The Generic Bootstrapping Architecture (GBA), as defined in 3GPP TS 33.220, … is limited to UICC-based credentials. This means that SIP Digest credentials cannot benefit from GBA. …

Extending the GBA bootstrapping procedure to re-use SIP Digest credentials … would reduce the cost of the security infrastructure for the operator whose subscribers use SIP Digest credentials, but do not have a UICC available.”

During the discussions in SA3, two companies expressed concerns that SA1 should be involved prior to the approval of the WID regarding requirements and business cases relating to the work described in the WID. Other companies, including those listed as supporters of this WID, mentioned that one well-acknowledged use case was already mentioned in the WID, namely enhanced security for the Ut interface (cf. above), but that no complete list of potential use cases was required due to the generic nature of the envisaged GBA extension as a security tool. It was further mentioned that security tools would fall within the remit of SA3. 
It was agreed to inform SA1 of the WID in an LS and ask SA1 to raise any objections on the WID directly to the SA plenary, due to the timing constraints given by the meeting schedule. 
2. Actions:
To SA1:
SA1 is kindly asked to study the WID and raise any objections, e.g. regarding the use cases, directly to the SA plenary #54. 
To CT1, CT4:

Please note that the WID, if approved by SA, will have an impact on the specifications TS 24.109 and TS 29.109
3. Date of Next SA3 Meetings:

SA3#66
6-10 Feb 2012
Vancouver, Canada

SA3#67
21-25 May 2012
TBD
