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Introduction

At the last meeting, we received an LS in C1-114113 from GSMA on the subject of "Use of SDP Capability Negotiation". Our response at the last meeting is contained in C1-114447.
At this meeting there are proposed a sequence of CRs proposed in C1-114571 onwards. This discussion document raised some issues and concerns with regard to those CRs. 

The issue was also discussed by SA4 last week.

Discussion

There are two halves to this issue:

1) the support of SDP capneg (RFC 5939)

2) the support of RTP/AVPF (RFC 4585)

SDP capneg (RFC 5939)
We regard this as one of the fundamental negotiation mechanisms in SDP which is slowly being needed in an increasing number of issues, among other things to solve problems of forward compatibility.

Essentially it allows the presentation of two options to the recipient (one in the legacy part of the SDP) and one in the additional attributes. And the recipient can decide which it prefers.

If capneg is not supported then the additional attributes are ignored and the recipient is only aware of one half of the offer. It responds to the sender with its response to that one half. As a result the sender learns that the remote side does not support capneg, but only learns the position of the recipient on the half of the SDP that was in the legacy half.

So if a new capability comes along to replace an old capability, then if we put the old capability in the legacy half, we will never learn if the new capability is supported, and if we put the new capability in the legacy half, and the recipient only supports the old; we have to retry the call with the old capability just in case that is what is supported (as opposed to neither old not new). Net result is that we end up with UEs continually retrying calls on the network just to find out what the remote UE is supporting.
The support in 3GPP TS 26.114 is as follows:

"When offering AVP and AVPF using SDPCapNeg, the MTSI client shall offer AVP on the media (m=) line and shall offer AVPF using SDPCapNeg mechanisms. The SDPCapNeg mechanisms are used as follows:

· The support for AVPF is indicated in an attribute (a=) line using the transport capability attribute ‘tcap’. AVPF shall be preferred over AVP.

· At least one configuration using AVPF shall be listed using the attribute for potential configurations ‘pcfg’."
That is the the legacy part (AVP) is indicated in the main media lines, and the enhancement part (AVPF) is indicated in the capneg attributes. Therefore if the remote side does not support capneg, AVP will end up being used, unless the local side reoffers AVPF directly, in the hope that the remote side might support that capability even though no indication was received in the SDP answer (only the knowledge that capneg was not supported).
RTP/AVPF (RFC 4585)

This was introduced at the behest of SA4 in the release 7 timeframe. However SA4 is responsible only for 3GPP codec usage, and ETSI, Cablelabs and 3GPP2 all have there own codec usage specifications. All these access technologies are covered by 24.229 and by 24.173 are these are both common IMS documents. At the moment the situation on AVPF support on these other access technologies is not clear. As the only input on this issue has come from groups responsible only to 3GPP accesses, it would seem premature to remove a requirement to support protocol mechanisms on all access technologies.
Need for SDP compatibility mechanisms

There are a number of other areas that have been raised already in various for a where SDP capneg is used as a forward compatibility mechanism.

· G.725 terminal emulation

· VBDoIP (V.152)

· FoIP (T.38)

see also

http://tools.ietf.org/html/draft-schwarz-mmusic-sdp-offer-answer-examples-05
Media security is just another area where the support of capneg is potentially useful
The following documents already refer to SDP capneg for support.
· ITU-T Recommendation V.152 (09/2010)

· ITU-T Recommendation T.38 (Version 4, 09/2010) do refer already to capneg!
Compatibility in protocols should normally be introduced from the first release of a protocol. Forward compatibility provides the essential tools for newer versions to communication their desire to use new enhancements, but allows the older version to fallback to using the older version. While repeated attempts is a mechanism of achieving this, it increases network load, and still leaves the possibility that only the lowest common functionality will be supported, which of course should be tried last. See ITU-T Recommendation Q.1400 for a discussion of compatibility issues.
We therefore believe rather than the dependence on MMTEL support that is there at the moment, that the support of capneg should become mandatory for all SDP endpoints, on the basis it is an essential forward compatibility mechanism.

Other SDP capneg (RFC 5939) issues

While RFC 5939 is currently specified as mandatory for MMTEL AS and for MGCF, there appears to be some gaps in the procedures.
1) At the MGCF, there is not support specified between the MGCF and the associated MGW. This requires the support of H.248.80 in the H.248 profile. While this could be covered at the MGCF by configuration only, this is not the appropriate mechanism. In any case, the required mechanisms at the MGCF are not specified.

2) At the MMTEL AS, it is not clear what support of capneg means. Because the MMTEL AS is not directly handling media, in many cases it will merely pass on the SDP, and therefore it needs to understand the extension sufficiently in order to do that.

3) The functionality at the P-CSCF where PCC is supported is unclear. Presumably the SDP (including all the attributes) is passed to the PCRF. How does the PCRF interpret the capneg attributes and what is their effect on resource control?

4) At the IBCF where Ix is supported the same issues as for the MGCF arise. (Otherwise the handling is support in order to pass on).
5) Only optional support is specified at the MRF. Does this mean that the intention is never to use AVPF, or that network operators will specify as required?
Proposal

1) It is proposed that we remove the mandatory requirement for capneg support on the current specifications versions referenced by IR 92 and IR 94, and all releases before that. That presumably removes the immediate requirement for terminal vendors to implement capneg, and gives them more time to do the implementation, which is I believe all the LS asked for.

"Several UE and network vendors represented in GSMA IREG RILTE consider the SDP Capability Negotiation mechanism to be rather complex and costly to implement, and is seen as a threat to the timely roll out of video calling based on the 3GPP specifications."

As and when IR92 and IR 94 are then updated in the future to support a later release, the requirements for support would kick back in.

2) No change is made to the current release of 3GPP TS 24.229 pending discussion of 3) below.

3) That the compatibility mechanisms of SDP are discussed, including forward compatibility mechanisms, and as a result any compatibility mechanisms identified become mandatory for all entities. Currently SDP capneg (RFC 5939) appears to us to be one of those mechanisms.
4) We communicate with CT3 and CT4 on issues regarding capneg support. Even if the capability is optional in an entity, the issues raised apply when it is used.
We note that while capneg is not the cleanest of protocol mechanisms, it is not desperately complex, and there are many other more complex issues in deploying IMS phones. Some of the SRVCC add-ons might be quoted as an example.

We also note that when this was first discussed, the option of making repeated call requests was discussed and discarded. The reason for this was that CT1 had spent considerable work optimizing call setup times with resource reservation using SDP, and doing this essentially negated that work.

Miscellaneous
Aside from the above discussion, we note the following issues with C1-114571:

a) The statement " The status of SDPCapNeg is changed from mandatory to optional." On the cover sheet does not accurately represent the contents. The status remains mandatory for MGCF and MMTEL AS .

b) We fail to see how the statement "Delayed deployment of MMTel/MTSI. Different vendors could follow different recommendations, which could potentially lead to incompatible clients." applies. Because there is the freedom for all SDP entities to implement capneg, every recipient must receive and process SDP that contains it. It remains mandatory for MMTEL AS, for example, still to send using capneg. Is this what causes the incompatible clients? Or is it poorly developed and poorly tested clients that implement the specification? If so not bad for a requirement that has been there for nearly 4 years.

c) Putting material in 26.114 about what SDP the first call should contain and what the second should contain will only address 3GPP device talking to 3GPP device. It will not address devices on any access technology outside 3GPP talking to a 3GPP device. So a major group of calls is not covered by the SA4 CR and cannot be covered by SA4 because it is out of scope.

d) It is not clear how the SDP changes in 26.114 can impact the MGCF. My interpretation is that the MGCF only implements the specific parts of 26.114 that are referenced from 29.163 or 24.229 (and that is consistent with 29.163 being a common IMS document), and therefore the changes made in the CR do not apply to the MGCF, because there are no references covering that area. The MGCF in any case will make its offers using capneg, but what ends up missing is what it does when the recipient apparently does not support capneg.

