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In SA2 the work item Data Identification in ANDSF (DIDA) has been opened for Release 11 in order “to provide to operators a better control of the network resources used for each application or IP flow”. Specifically SA2 felt that the Rel 10 mechanism to identify classes of traffic an Inter-system routing policy ISRP applies to do not satisfy all the scenarios and patterns of IP traffic exchanged by applications currently available. 

Architectural solution 

SA2 agreed to extend current ISRP with additional information. Based on 3GPP TR 23.855 [1], such information will be included only in ForFlowBased or ForNonSeamlessWLAN or both branches of ISRP. Figures 1 and 2 show an example of the implementation of such extensions in current ANDSF MO. The extensions of these figures are provided as an example only: no decision nor agreement on such extensions is expected to be taken in CT1 meeting #75.
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Figure 1 – Example of DIDA extensions in ANDSF MO – IFOM case

[image: image2.emf]DIDA extension?

StartSourcePortNumber?

QoS?

ProtocolType?

IPFlow <X> +

RoutingRule <X> +

RoutingCriteria?

ValidityArea?

StartDestPortNumber?

APN?

AccessId?

AccessNetworkPriority

SecondaryAccessId ?

AddressType?

StartSourceIPaddress ?

EndSourceIPaddress ?

StartDestIPaddress?

EndDestIPaddress?

EndSourcePortNumber?

EndDestPortNumber?

PLMN

TAC ?

LAC ?

GERAN_CI ?

<X>+ 3GPP_Location ?

Geo_Location ?

3GPP2_Location ? 1x ? <X>+

WiMAX_Location ?

WLAN_Location ?

HRPD ?

SID

NID ?

Base_ID ?

<X>+ Sector_ID

<X>+ NAP-ID

BS-ID

<X>+

SSID ?

BSSID

Netmask

UTRAN_CI ?

EUTRA_CI ?

HESSID ?

Circular ? <X>+

AnchorLatitude

AnchorLongitude

Radius

TimeStart ? TimeOfDay ? <X>+

TimeStop ?

DateStart ?

DateStop ?

ForNonSeamlessOffload ?

<X> +

<X> +

RulePriority


Figure 2 – Example of DIDA extensions in ANDSF MO – Non Seamless WLAN offload case

DIDA extensions- identification patterns 
This section describes the current status of 3GPP TR 23.55 [1] reflecting the possible solutions for data pattern identification. Such data pattern identification solutions are not mutually exclusive (their relation is out of scope of SA2):
Identification of traffic based on application 
· IP flows are identified based on an application identifier or the name of the application which generated them. 
· The operator may want to set the preferred or restricted access technology for specific applications (e.g., a specific video streaming application). This is a way for the operator to provide control over the usage of resources even for different applications which use the same port number and for services which are hosted in the same servers.
· To enable ANDSF policies based on application, the DIDA extensions may include a globally unique identifier of the application.

NOTE:
the details of this unique identifier are still under discussion in SA2  
Identification of traffic based on content type 
· IP flows are identified based on the content type
· The operator may want to set the preferred or restricted access technology for IP flows which carry a specific content type (e.g.  All IP flows associated with a given MIME media type such as video, image, text). 
· To enable ANDSF policies based on content type, the DIDA extensions may include a string identifying the Content Type (e.g. video, image, text)
Identification of traffic based on destination domain  
· IP flows are identified based on the application peer’s FQDN.
· The operator prefers that all traffic destined to www.example.com is routed through WLAN when available. 
· To enable ANDSF policies based on destination domain, the DIDA extensions may include  a Fully Qualified Domain Name (e.g. www.example.com) that was resolved into the destination IP address
Identification of traffic based on content size  

· The content size determination will be carried out in the UE with implementation specific means.

· The operator prefers that traffic generated from a large content file is transferred over a specific access e.g. to protect users with limited data plans and/or to offload the 3GPP network from excess data traffic. 

· To enable ANDSF policies based on content size the DIDA extensions may include s set of leaves identifying the range of content size (e.g. video, image, text)
Conclusion

This discussion paper has shown the main aspects of DIDA Work item to make CT1 aware of status of the work item in SA2 and hence assess the possible impacts on the specifications controlled by CT1.  
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