Page 1



3GPP TSG CT WG1 Meeting #72
















C1-112947
Shanghai (P.R. China), 27 June - 1 July 2011
	CR-Form-v9.9

	CHANGE REQUEST

	

	(

	24.611
	CR
	0022
	(

rev
	1
	(

Current version:
	10.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Service configuration signalling flow

	
	

	Source to WG:
(

	Nokia, Nokia Siemens Networks

	Source to TSG:
(

	C1

	
	

	Work item code:
(

	TEI11
	
	Date: (

	29/06/2011

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	Service configuration signalling flow does not exist.

	
	

	Summary of change:
(

	Signaling flow added.

	
	

	Consequences if 
(

not approved:
	Example of the configuration of the CB service is not shown.

	
	

	Clauses affected:
(

	3.2, A, A.2 (new)

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
(

	


------------------------------------------------Change 1-----------------------------------------------------------

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:
ACR
Anonymous Communication Rejection

AP
Authentication Proxy

AS
Application Server

CB
Communication Barring

CDIV
Communication DIVersion services

CONF
CONFerence calling

ECT
Explicit Communication Transfer

HOLD
communication session HOLD
ICB
Incoming Communication Barring

IFC
Initial Filter Criteria
IP
Internet Protocol

MCID
Malicious Call IDentification

OCB
Outgoing Communication Barring

OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

S-CSCF
Server - Call Session Control Function

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UE
User Equipment

XCAP
eXtended Camel Application Part

XML 
eXtensible Markup Language

------------------------------------------------End of Change 1--------------------------------------------------

------------------------------------------------Change 2-----------------------------------------------------------

Annex A (informative):
Signalling flows

The following signalling flows show examples of the configuration and the use of the ACR and CB services. These flows are not implying that other scenarios are not valid.
------------------------------------------------End of Change 2--------------------------------------------------

------------------------------------------------Change 3-----------------------------------------------------------

A.2
Service configuration
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Figure A.2.1: Service configuration example
1.
HTTP GET request (UE to AP) - see example in table A.2-1
The UE wants to retrieve the supported conditions for communication barring from the AS.
Table A.2-1: HTTP GET request (UE to AP)

GET /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-barring-serv-cap HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org
Date: Thu, 16 Jun 2011 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:user1@home1.net"

2.
HTTP 401 (Unathorized) response (AP to UE) - see example in table A.2-2

Upon receiving an unauthorized HTTP GET request the AP authenticates the UE.
Table A.2-2: HTTP 401 (Unathorized) request (AP to UE)

HTTP/1.1 401 Unauthorized

Date: Thu, 16 Jun 2011 10:50:34 GMT
WWW-Authenticate: Digest realm="xcap.mnc012.mcc345.ipxuni.3gppnetwork.org", nonce="47364c23432d2e131a5fb210812c", qop=auth-int

Content-Length: 0

3.
HTTP GET request (UE to AP) - see example in table A.2-3
The UE repeats the HTTP GET request including the Authorization header.

Table A.2-3: HTTP GET request (UE to AP)

GET /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-barring-serv-cap HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org
Date: Thu, 16 Jun 2011 10:50:36 GMT
Authorization: Digest realm="xcap.mnc012.mcc345.ipxuni.3gppnetwork.org", nonce="47364c23432d2e131a5fb210812c", username="sip:user1@home1.net", qop=auth-int,
uri="/simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-barring-serv-cap", response="2c8ee200cec7f6e966c932a9242554e4", cnonce="dcd99agsfgfsa8b7102dd2f0e8b1", nc=00000001
X-3GPP-Intended-Identity: "sip:user1@home1.net"

4.
HTTP GET request (AP to AS) - see example in table A.2-4
The AP forwards the HTTP GET request to the AS.
Table A.2-4: HTTP GET request (AP to AS)

GET /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/communication-barring-serv-cap HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org
Via: HTTP/1.1 ap.home1.net
Date: Thu, 16 Jun 2011 10:50:38 GMT
X-3GPP-Asserted-Identity: "sip:user1@home1.net"

5.
HTTP 200 (OK) response (AS to AP) - see example in table A.2-5
The AS returns the supported conditions for communication barring. The <serv-cap-media> child element of the <serv-cap-conditions> element describes that audio and video media are allowed to be used as Communication Barring rule conditions. The other child elements of the <serv-cap-conditions> element list the conditions that are not provisioned for the user. If a service capability for a condition is not listed from the list of conditions specified in subclause 4.9.1.4 then the condition is provisioned for the user. The following conditions are provisioned: roaming, international, international-exHC.
Table A.2-5: HTTP 200 (OK) response (AS to AP)

HTTP/1.1 200 OK

Date: Thu, 16 Jun 2011 10:50:40 GMT
Etag: "eti87"
Content-Type: application/xcap-el+xml; charset="utf-8"

Content-Length: (...)

  <communication-barring-serv-cap active="true">

    <serv-cap-conditions>

       <serv-cap-anonymous provisioned="false"></serv-cap-anonymous>

       <serv-cap-communication-diverted provisioned="false"></serv-cap-communication-diverted>

       <serv-cap-external-list provisioned="false"></serv-cap-external-list>

       <serv-cap-identity provisioned="false"></serv-cap-identity>

       <serv-cap-media>

          <media>audio</media>

          <media>video</media>

       </serv-cap-media>

       <serv-cap-other-identity provisioned="false"></serv-cap-other-identity>

       <serv-cap-presence-status provisioned="false"></serv-cap-presence-status>

       <serv-cap-rule-deactivated provisioned="false"></serv-cap-rule-deactivated>
    <serv-cap-validity provisioned="false"></serv-cap-validity>

    </serv-cap-conditions>

</communication-barring-serv-cap>

6.
HTTP 200 (OK) response (AP to UE) - see example in table A.2-6

The AP routes the HTTP 200 (OK) response to the UE.
Table A.2-6: HTTP 200 (OK) response (AP to UE)

HTTP/1.1 200 OK

Via: HTTP/1.1 ap.home1.net
Date: Thu, 16 Jun 2011 10:50:42 GMT
Authentication-Info: nextnonce="e966c32a924255e42c8ee20ce7f6"

Etag: "eti87"
Content-Type: application/simservs+xml; charset="utf-8"

Content-Length: (...)

(...)
7.
HTTP PUT request (UE to AP) - see example in table A.2-7
The UE creates a new rule to activate the ICB service without conditions. If a rule with id="rule1" previously existed then the new rule replaces that rule. The rule has an empty <conditions> element.
Table A.2-7: HTTP PUT request (UE to AP)

PUT /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/~~/incoming-communication-barring/ruleset/rule%5b@id=%22rule1%22%5d HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org
Date: Thu, 16 Jun 2011 10:52:33 GMT
Authorization: Digest realm="xcap.mnc012.mcc345.ipxuni.3gppnetwork.org", nonce="e966c32a924255e42c8ee20ce7f6", username="sip:user1@home1.net", qop=auth-int,
uri="/simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/~~/incoming-communication-barring/ruleset", response="adq3283hww88whhjw98822333ddd32", cnonce="wqesatt874873j3gg3kk39944hhhee", nc=00000001
X-3GPP-Intended-Identity: sip:user1@home1.net
Content-Type: application/xcap-el+xml; charset="utf-8"

Content-Length: (...)
      <cp:rule id="rule1">

        <cp:conditions>

        </cp:conditions>

        <cp:actions>

          <allow>false</allow>

        </cp:actions>

      </cp:rule>
8.
HTTP PUT request (AP to AS) - see example in table A.2-8
The AP forwards the HTTP PUT request to the AS.
Table A.2-8: HTTP PUT request (AP to AS)

PUT /simservs.ngn.etsi.org/users/sip:user1@home1.net/simservs/~~/incoming-communication-barring/ruleset/rule%5b@id=%22rule1%22%5d HTTP/1.1

Host: xcap.mnc012.mcc345.ipxuni.3gppnetwork.org
Via: HTTP/1.1 ap.home1.net
Date: Thu, 16 Jun 2011 10:52:35 GMT
X-3GPP-Asserted-Identity: sip:user1@home1.net
Content-Type: application/xcap-el+xml; charset="utf-8"

Content-Length: (...)
(...)
9.
HTTP 200 (OK) response (AS to AP) - see example in table A.2-9
The AS acknowledges the addition of the new ICB rule with a HTTP 200 (OK) response.
Table A.2-9: HTTP 200 (OK) response (AS to AP)

HTTP/1.1 200 OK

Date: Thu, 16 Jun 2011 10:52:37 GMT
Etag: "efefefef"

Content-Length: 0
10. HTTP 200 (OK) response (AP to UE) - see example in table A.2-10
The AP routes the HTTP 200 (OK) response to the UE.
Table A.2-10: HTTP 200 (OK) response (AS to AP)

HTTP/1.1 200 OK

Via: HTTP/1.1 ap.home1.net
Date: Thu, 16 Jun 2011 10:52:38 GMT
Authentication-Info: nextnonce="737jkjssj733hjjk3hjk3999ss3kj"

Etag: "efefefef"
Content-Length: 0
------------------------------------------------End of Change 3--------------------------------------------------
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