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1.8
Handling of NAS signalling low priority indication
An MS configured for NAS signalling low priority indicates this by including the Device properties IE in the appropriate NAS message and setting the low priority indicator to "MS is configured to NAS signalling low priority".
The network may use the NAS signalling low priority indication for NAS level congestion control on a per Core Network Node basis.
If the NAS signalling low priority indication is provided in an ACTIVATE PDP CONTEXT REQUEST message, the MME stores the NAS signalling low priority indication within the default PDP context activated due to this request.
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2.1.2
Vocabulary

For the purposes of the present document, the following terms and definitions apply:

-
A GSM security context is established and stored in the MS and the network as a result of a successful execution of a GSM authentication challenge. The GSM security context for the CS domain consists of the GSM ciphering key and the ciphering key sequence number. The GSM security context for the PS domain consists of the GPRS GSM ciphering key and the GPRS ciphering key sequence number.
-
A UMTS security context is established and stored in the MS and the network as a result of a successful execution of a UMTS authentication challenge. The UMTS security context for the CS domain consists of the UMTS ciphering key, the UMTS integrity key, the GSM ciphering key, the ciphering key sequence number and the GSM Kc128 (if an A5 ciphering algorithm that requires a 128-bit ciphering key is in use). The UMTS security context for the PS domain consists of the GPRS UMTS ciphering key, the GPRS UMTS integrity key, the GPRS GSM ciphering key, the GPRS ciphering key sequence number and the GPRS GSM Kc128 (if a GEA ciphering algorithm that requires a 128-bit ciphering key is in use).
-
An MS is attached for emergency bearer services if it has successfully completed an attach for emergency bearer services or if it has only a PDN connection for emergency bearer services established.
-
idle mode: In this mode, the mobile station is not allocated any dedicated channel; it listens to the CCCH and the BCCH;

-
group receive mode: (only applicable for mobile stations supporting VGCS listening or VBS listening) In this mode, the mobile station is not allocated a dedicated channel with the network; it listens to the downlink of a voice broadcast channel or voice group call channel allocated to the cell. Occasionally, the mobile station has to listen to the BCCH of the serving cell as defined in 3GPP TS 43.022 [82] and 3GPP TS 45.008 [34];

-
dedicated mode: In this mode, the mobile station is allocated at least two dedicated channels, only one of them being a SACCH;
-
EAB: Extended Access Barring, see 3GPP TS 22.011 [138].
-
group transmit mode: (only applicable for mobile stations supporting VGCS talking) In this mode, one mobile station of a voice group call is allocated two dedicated channels, one of them being a SACCH. These channels can be allocated to one mobile station at a time but to different mobile stations during the voice group call; 

-
packet idle mode: (only applicable for mobile stations supporting GPRS) In this mode, mobile station is not allocated any radio resource on a packet data physical channel; it listens to the PBCCH and PCCCH or, if those are not provided by the network, to the BCCH and the CCCH, see 3GPP TS 44.060 [76].

-
packet transfer mode: (only applicable for mobile stations supporting GPRS) In this mode, the mobile station is allocated radio resource on one or more packet data physical channels for the transfer of LLC PDUs.

-
main DCCH: In Dedicated mode and group transmit mode, only two channels are used as DCCH, one being a SACCH, the other being a SDCCH or a FACCH; the SDCCH or FACCH is called here "the main DCCH";

-
A channel is activated if it can be used for transmission, in particular for signalling, at least with UI frames. On the SACCH, whenever activated, it must be ensured that a contiguous stream of layer 2 frames is sent;

-
A TCH is connected if circuit mode user data can be transferred. A TCH cannot be connected if it is not activated. A TCH which is activated but not connected is used only for signalling, i.e. as a DCCH;

-
The data link of SAPI 0 on the main DCCH is called the main signalling link. Any message specified to be sent on the main signalling link is sent in acknowledged mode except when otherwise specified;

-
The term "to establish" a link is a short form for "to establish the multiframe mode" on that data link. It is possible to send UI frames on a data link even if it is not established as soon as the corresponding channel is activated. Except when otherwise indicated, a data link layer establishment is done without an information field.

-
"channel set" is used to identify TCHs that carry related user information flows, e.g., in a multislot configuration used to support circuit switched connection(s), which therefore need to be handled together. 

-
A temporary block flow (TBF) is a physical connection used by the two RR peer entities to support the uni-directional transfer of LLC PDUs on packet data physical channels, see 3GPP TS 44.060 [76].

-
RLC/MAC block: A RLC/MAC block is the protocol data unit exchanged between RLC/MAC entities, see 3GPP TS 44.060 [76].

-
A GMM context is established when a GPRS attach procedure is successfully completed.

-
Network operation mode
The three different network operation modes I, II, and III are defined in 3GPP TS 23.060 [74].

The network operation mode shall be indicated as system information. For proper operation, the network operation mode should be the same in each cell of one routing area.

-
GAN mode: See 3GPP TS 43.318 [75a].
-
GPRS MS operation mode
The three different GPRS MS operation modes A, B, and C are defined in 3GPP TS 23.060 [74]. 

-
RR connection: A RR connection is a dedicated physical circuit switched domain connection used by the two RR or RRC peer entities to support the upper layers' exchange of information flows. 

-
PS signalling connection is a peer to peer Iu mode connection between MS and CN packet domain node.

-
Inter-System change is a change of an MS from A/Gb mode to Iu mode of operation or vice versa. or from S1 mode to A/Gb mode or Iu mode of operation.

-
GPRS: Packet Services for systems which operate the Gb or Iu-PS interfaces.

-
GSM ciphering key: A 64-bit CS GSM ciphering key

-
GSM Kc128: A 128-bit CS GSM ciphering key

-
GPRS GSM ciphering key: A 64-bit PS GSM ciphering key

-
GPRS GSM Kc128: A 128-bit PS GSM ciphering key

-
The label (A/Gb mode only) indicates this section or paragraph applies only to a system which operates in A/Gb mode, i.e. with a functional division that is in accordance with the use of an A or a Gb interface between the radio access network and the core network. For multi system case this is determined by the current serving radio access network. 

-
The label (Iu mode only) indicates this section or paragraph applies only to a system which operates in Iu mode. The Iu mode includes UTRAN and GERAN Iu modes, i.e. with a functional division that is in accordance with the use of an Iu-CS or Iu-PS interface between the radio access network and the core network. For multi system case this is determined by the current serving radio access network. 

-
In A/Gb mode,... Indicates this paragraph applies only to a system which operates in A/Gb mode. For multi system case this is determined by the current serving radio access network. 

-
In Iu mode,... Indicates this paragraph applies only to a system which operates in Iu mode. The Iu mode includes both UTRAN Iu mode and GERAN Iu mode. For multi system case this is determined by the current serving radio access network. 

-
In A/Gb mode and GERAN Iu mode,... Indicates this paragraph applies only to a system which operates in A/Gb mode or GERAN Iu mode. For multi system case this is determined by the current serving radio access network. 

-
In UTRAN Iu mode,... Indicates this paragraph applies only to a system which operates in UTRAN Iu mode. For multi system case this is determined by the current serving radio access network.

-
In a shared network,... Indicates this paragraph applies only to a shared network. For the definition of shared network see 3GPP TS 23.122 [14].
NOTE:
According to this definition, a multi-operator core network (MOCN) with common GERAN is not considered a shared network in 3GPP TS 23.122 [14] and in the present specification.

-
Multi-Operator Core Network (MOCN) with common GERAN: a network in which different core network operators are connected to a shared GERAN broadcasting only a single, common PLMN identity.
-
A default PDP context is a PDP context activated by the PDP context activation procedure that establishes a PDN connection. The default PDP context remains active during the lifetime of the PDN connection.
-
A PDP context for emergency bearer services is a default PDP context which was activated with request type "emergency", or any secondary PDP contexts associated to this default PDP context.

-
Non-emergency PDP context: any PDP context which is not a PDP context for emergency bearer services.
-
SIM, Subscriber Identity Module (see 3GPP TS 42.017 [7]).

-
USIM, Universal Subscriber Identity Module (see 3GPP TS 21.111 [101]).

-
MS, Mobile Station. The present document makes no distinction between MS and UE.

-
Cell Notification is an (optimised) variant of the Cell Update Procedure which uses the LLC NULL frame for cell change notification which does not trigger the restart of the READY timer

-
DTM: dual transfer mode, see 3GPP TS 44.018 [84] and 3GPP TS 43.055 [87]
-
The term "eCall only" applies to a mobile station which is in the eCall only mode, as described in 3GPP TS 22.101 [8].
-
"removal of eCall only restriction" means that all the limitations as described in 3GPP TS 22.101 [8] for the eCall only mode do not apply any more.

-
Access domain selection: The process to select whether the CS domain or the IMS/IP‑CAN is used to transmit the call control signalling between MS and core network. Definition derived from 3GPP TS 23.221 [131].
-
NAS level congestion control: Congestion in the network at the Core Network Node level (MSC/SGSN/GGSN/PDN gateway). NAS level congestion control consists of "subscribed APN based congestion control" and "general NAS level Mobility Management control".
-
General NAS level Mobility Management control: The type of congestion control that is applied at a general overload or congestion situation in the network, e.g. lack of processing resources.

-
Subscribed APN based congestion control: Congestion control in mobility management where the network can reject mobility management requests from MSs with a certain APN in the subscription.
-
Mapped P-TMSI: a P-TMSI which is mapped from a GUTI previously allocated to the MS by an MME. Mapping rules are defined in 3GPP TS 23.003 [10]. Definition derived from 3GPP TS 23.401 [122].
-
Native P-TMSI: a P-TMSI previously allocated by an SGSN. Definition derived from 3GPP TS 23.401 [122].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.401 [122], subclause 3.2, apply:

Globally Unique MME Identifier (GUMMEI)

Globally Unique Temporary Identity (GUTI)

Idle Mode Signalling Reduction (ISR)
M-Temporary Mobile Subscriber Identity (M-TMSI)

PDN connection

Tracking Area Identity (TAI)

Temporary Identity used in Next update (TIN)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [120] apply:

CSG cell
CSG ID
CSG selection
LIPA PDN connection
PDN connection for emergency bearer services

S1 mode

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.272 [133] apply:

CS fallback
SMS over SGs
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.401 [123] apply:
Current EPS security context

Mapped security context
eKSI

CK' and IK'
NAS downlink COUNT

NAS uplink COUNT

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.251 [109] apply:
Common PLMN

Network Sharing non-supporting MS: see non-supporting UE.

Network Sharing supporting MS: see supporting UE.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.122 [14] apply:

Suitable Cell
************************************** next modified section *******************************

4.1.1.7
Handling of NAS level congestion control in mobility management
The network may detect GMM/MM signalling congestion and perform NAS level congestion control in mobility management. PS domain NAS level congestion control consists of general NAS level mobility management control and subscribed APN based congestion control. CS domain NAS level congestion control consists of general NAS level mobility management control.
Under general overload conditions the network may reject mobility management signalling requests from MSs. When general NAS level mobility management control is active, the network may reject messages including the NAS signalling low priority indicator before rejecting messages without the NAS signalling low priority indicator.
When subscribed APN based congestion control is active for a particular APN, the network may reject mobility management NAS messages from MSs with subscription to this APN
In mobility management the network may detect NAS signalling congestion. The network may start or stop performing the subscribed APN based congestion control based on mobility management level criteria such as:

-
rate of mobility management NAS messages from a group of MSs with a subscription to a particular APN exceeds or falls below certain thresholds; or

-
setting in network management.

When the NAS level congestion control is active in mobility management, the network may include a value for the mobility management back-off timer (T3246 or T3346) in the reject messages. The MS starts the mobility management back-off timer with the value received in the mobility management reject messages. To avoid that large numbers of MSs simultaneously initiate deferred requests, the network should select the value for the mobility management back-off timer for the rejected MSs so that timeouts are not synchronised.

For subscribed APN based congestion control the back-off timer value for a particular APN may be APN dependent.
If the MS is switched off when the timer T3246 or T3346 is running, the MS shall behave as follows when the MS is switched on:

-
let t1 be the time remaining for T3246/T3346 timeout and let t be the time elapsed due to switch off. If t1 is greater than t, then the timer shall be restarted with the value t1 – t. If t1 is equal to or less than t, then the timer need not be restarted. If the MS is not capable of determining t, then the MS shall restart the timer with the value t1.
If the MS enters a new PLMN it shall stop timer T3246/T3346 when initiating mobility management procedures in the new PLMN.
Editor’s note: How to handle timer T3346 at RAT change needs further study.

*************************** next modified section *************************

4.2.2.1
Service State, NORMAL SERVICE

When in state MM IDLE and service state NORMAL SERVICE, the mobile station shall:

-
provided that T3246 is not running, perform normal location updating when a new location area is entered;

-
perform location updating procedure at expiry of timer T3211 or T3213;

-
perform periodic updating at expiration of timer T3212;

-
perform IMSI detach;

-
provided that T3246 is not running, support requests from the CM layer;
-
support request for emergency calls

-
respond to paging; and

-
for an eCall only mobile station (as determined by information configured in USIM), perform the eCall inactivity procedure at expiry of timer T3242 or timer T3243.

In addition, mobile stations supporting VGCS listening or VBS listening shall:

-
indicate notifications to the GCC or BCC sublayer;

-
respond to notification if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for which no channel description has been received in the notification by the RR sublayer;

-
request the RR sublayer to receive a voice group or broadcast call if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for which a channel description has been received in the notification by the RR sublayer and then go to the service state RECEIVING GROUP CALL (NORMAL SERVICE).

4.2.2.2
Service State, ATTEMPTING TO UPDATE

When in state MM IDLE and service state ATTEMPTING TO UPDATE the mobile station shall:

-
perform location updating procedure at expiry of timer T3211 or T3213 or T3246;

-
unless T3246 is running, perform normal location updating when the location area identification of the serving cell changes;

-
if entry into this state was caused by c) or d) or f) (with cause different from "abnormal release, unspecified") or g) (with cause "retry upon entry into a new cell") of subclause 4.4.4.9, then location updating shall be performed when a new cell is entered;

-
if entry into this state was caused by e) or f) (with cause "abnormal release, unspecified") or g) (with cause different from "retry upon entry into a new cell") of subclause 4.4.4.9, then location updating shall not be performed because a new cell is entered;

-
perform normal location updating at expiry of timer T3212 provided that T3246 is not running;

-
not perform IMSI detach;

-
support request for emergency calls;

-
provided that T3246 is not running, use other request from CM layer as triggering of normal location updating procedure (if the location updating procedure is successful, then the request for MM connection is accepted, see subclause 4.5.1);

-
respond to paging (with IMSI) ; and

-
for an eCall only mobile station (as determined by information configured in USIM), perform the eCall inactivity procedure at expiry of timer T3242 or timer T3243.

In addition, mobile stations supporting VGCS listening or VBS listening shall:

-
indicate notifications to the GCC or BCC sublayer for which a channel description has been received in the notification by the RR sublayer;

-
reject requests of the GCC or BCC sublayer to respond to notifications for which no channel description has been received in the notification by the RR sublayer;

-
request the RR sublayer to receive a voice group or broadcast call if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for which a channel description has been received in the notification by the RR sublayer and then go to the service state RECEIVING GROUP CALL (LIMITED SERVICE).

*************************** next section is NOT modified*************************

4.4.2
Periodic updating

Periodic updating may be used to notify periodically the availability of the mobile station to the network. Periodic updating is performed by using the location updating procedure. The location updating type information element in the LOCATION UPDATING REQUEST message shall indicate periodic updating.

The procedure is controlled by the timer T3212 in the mobile station. If T3212-Multiplier is received in the last LOCATION UPDATING ACCEPT message, then the MS shall calculate the periodic location updating timer by multiplying timer T3212, received in the system information, with T3212-Multiplier. If the timer is not already started, the timer is started each time the mobile station enters the MM IDLE substate NORMAL SERVICE or ATTEMPTing TO UPDATE. When the MS leaves the MM Idle State the timer T3212 shall continue running until explicitly stopped.

The timer is stopped (shall be set to its initial value for the next start) when:

-
a LOCATION UPDATING ACCEPT or LOCATION UPDATING REJECT message is received;

-
an AUTHENTICATION REJECT message is received;

-
the first MM message is received, or security mode setting is completed in the case of MM connection establishment, except when the most recent service state is LIMITED SERVICE;

-
the mobile station has responded to paging and thereafter has received the first correct layer 3 message except RR message;

-
the mobile station is deactivated (i.e. equipment powered down or SIM/USIM removed).

When the timer T3212 expires, the location updating procedure is started and the timer shall be set to its initial value for the next start. If the mobile station is in other state than MM Idle when the timer expires the location updating procedure is delayed until the MM Idle State is entered.

The conditions under which the periodic location updating procedure is used by a mobile station in the MM IDLE state are defined for each service state in subclause 4.2.2.

If the mobile station is in service state NO CELL AVAILABLE, LIMITED SERVICE, PLMN SEARCH or PLMN SEARCH-NORMAL SERVICE when the timer expires the location updating procedure is delayed until this service state is left.

In A/Gb mode and GERAN Iu mode, the (periodic) location updating procedure is not started if the BCCH information at the time the procedure is triggered indicates that periodic location shall not be used. The timeout value is broadcasted in the L3-RR SYSTEM INFORMATION TYPE 3 message on the BCCH, in the Control channel description IE, see 3GPP TS 44.018 [84] subclause 10.5.2.11.

In UTRAN Iu mode, the (periodic) location updating procedure is not started if the information on BCCH or in the last received dedicated system information at the time the procedure is triggered indicates that periodic location shall not be used. The timeout value is included in the CS domain specific system information element.

The T3212 timeout value shall not be changed in the NO CELL AVAILABLE, LIMITED SERVICE, PLMN SEARCH and PLMN SEARCH-NORMAL SERVICE states.

When a change of the T3212 timeout value has to be taken into account and the timer is running (at change of the serving cell or, change of the broadcast value of T3212), the MS shall behave as follows:

-
if the MS did not receive T3212-Multiplier, let t1 be the new T3212 timeout value and let t be the current timer value at the moment of the change to the new T3212 timeout value; then the timer shall be restarted with the value t modulo t1; and

-
if the MS received T3212-Multiplier, let t1 be the new T3212 timeout value and let t be the current timer value at the moment of the change to the new periodic location updating timeout value; then the timer shall be restarted with the value t modulo t1* T3212-Multiplier.
When the mobile station is activated, or when a change of the T3212 timeout value has to be taken into account and the timer is not running, the mobile station shall behave as follows:

-
if the MS did not receive T3212-Multiplier, let t1 be the new T3212 timeout value, the new timer shall be started at a value randomly, uniformly drawn between 0 and t1; and
-
if the MS received T3212-Multiplier, let t1 be the new T3212 timeout value, the new timer shall be started at a value randomly, uniformly drawn between 0 and t1* T3212-Multiplier.
*************************** the next section is NOT modified *********************************
4.4.4.5
Attempt Counter

To limit the number of location updating attempts made, where loca​tion updating is unsuccessful, an attempt counter is used. It counts the number of consecutive unsuccessful location update attempts.

The attempt counter is incremented when a location update procedure fails. The specific situations are specified in subclause 4.4.4.9.

The attempt counter is reset when:

-
the mobile station is powered on;

-
a SIM/USIM is inserted;

-
location update is successfully completed;

-
location update completed with cause #11, #12,#13, #15 or #25 (see subclause 4.4.4.7).

and in case of service state ATTEMPTING to UPDATE:

-
a MS detects that a new location area is entered;

-
expiry of timer T3212;

-
location update is triggered by CM sublayer requests.

The attempt counter is used when deciding whether to re-attempt a location update after timeout of timer T3211.

***************************** next modified section ***********************

4.4.4.7
Location updating not accepted by the network

If the location updating cannot be accepted, the network sends a LOCATION UPDATING REJECT message to the mobile station. The mobile station receiving a LOCATION UPDATING REJECT message shall stop the timer T3210, store the reject cause, start T3240, enter state LOCATION UPDATING REJECTED await the release of the RR connection triggered by the network, and for all causes except #12, #15 and #25 deletes the list of "equivalent PLMNs".
If the location updating request is rejected due to NAS level congestion control in mobility management, the network  can set the MM cause value to #22 "congestion" and assign a back-off timer T3246
Upon the release of the RR connection, the mobile station shall take the following actions depending on the stored reject cause:

# 2:
(IMSI unknown in HLR);

# 3:
(Illegal MS); or

# 6:
(Illegal ME).


The mobile station shall set the update status to ROAMING NOT ALLOWED (and store it in the SIM/USIM according to subclause 4.1.2.2), and delete any TMSI, stored LAI and ciphering key sequence number and shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed.

# 11:
(PLMN not allowed);


The mobile station shall delete any LAI, TMSI and ciphering key sequence number stored in the SIM/USIM, reset the attempt counter, and set the update status to ROAMING NOT ALLOWED (and store it in the SIM/USIM according to subclause 4.1.2.2). The mobile station shall store the PLMN identity in the "forbidden PLMN list".


The MS shall perform a PLMN selection when back to the MM IDLE state according to 3GPP TS 23.122 [14].

An MS in GAN mode shall request a PLMN list in GAN (see 3GPP TS 44.318 [76b]) prior to performing a PLMN selection from this list according to 3GPP TS 23.122 [14].
# 12:
(Location Area not allowed);


The mobile station shall delete any LAI, TMSI and ciphering key sequence number stored in the SIM/USIM, reset the attempt counter, and set the update status to ROAMING NOT ALLOWED (and store it in the SIM/USIM according to subclause 4.1.2.2). 

 
The mobile station shall store the LAI in the list of "forbidden location areas for regional provision of service". 

 
The MS shall perform a cell selection when back to the MM IDLE state according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98].

NOTE 1:
The cell selection procedure is not applicable for an MS in GAN mode.
# 13:
(Roaming not allowed in this location area).

 
The mobile station shall reset the attempt counter, and set the update status to ROAMING NOT ALLOWED (and store it in the SIM/USIM according to subclause 4.1.2.2). 

 
The mobile station shall store the LAI in the list of "forbidden location areas for roaming".

 
The mobile station shall perform a PLMN selection instead of a cell selection when back to the MM IDLE state according to 3GPP TS 23.122 [14].


An MS in GAN mode shall request a PLMN list in GAN (see 3GPP TS 44.318 [76b]) prior to performing a PLMN selection from this list according to 3GPP TS 23.122 [14].

# 15:
(No Suitable Cells In Location Area).

 
The mobile station shall reset the attempt counter, set the update status to ROAMING NOT ALLOWED (and store it in the SIM/USIM according to subclause 4.1.2.2).


The mobile station shall store the LAI in the list of "forbidden location areas for roaming".


The mobile station shall search for a suitable cell in another location area or a tracking area in the same PLMN according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98] or 3GPP TS 36.304 [121].

NOTE 2:
The cell selection procedure is not applicable for an MS in GAN mode.
# 22
(Congestion);


If the T3246 value IE is present in the LOCATION UPDATING REJECT message and the value indicates that this timer is neither zero nor deactivated, the MS shall proceed as described in subclause 4.4.4.9 below but using timer T3246 instead of T3211 or T3212, otherwise it shall be considered as an abnormal case and the behaviour of the MS for this case is specified in subclause 4.4.4.9.

If the LOCATION UPDATING REJECT message is received integrity protected, the MS shall start timer T3246 with the value provided in the T3246 value IE.

If the LOCATION UPDATING REJECT message is not received integrity protected, the MS shall start timer T3246 with a random value from the default range specified in table 11.1.
# 25:
(Not authorized for this CSG ).


Cause #25 is only applicable in UTRAN Iu mode and when received from a CSG cell. Other cases are considered as abnormal cases and the specification of the mobile station behaviour is given in subclause 4.4.4.9.

If the LOCATION UPDATING REJECT message with cause #25 was received without integrity protection, then the MS shall discard the message.

The MS shall reset the attempt counter, and set the update status to ROAMING NOT ALLOWED (and store it in the SIM/USIM according to subclause 4.1.2.2).


If the CSG ID of the cell where the MS has sent the LOCATION UPDATING REQUEST message is contained in the Allowed CSG list stored in the MS, the MS shall remove the entry corresponding to this CSG ID from the Allowed CSG list.

If the CSG ID of the cell where the MS has sent the LOCATION UPDATING REQUEST message is contained in the Operator CSG list, the MS shall proceed as specified in 3GPP TS 23.122 [14] subclause 3.1A.

The MS shall search for a suitable cell in the same PLMN according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98].

Other values are considered as abnormal cases and the specification of the mobile station behaviour in those cases is given in subclause 4.4.4.9.

4.4.4.8
Release of RR connection after location updating

When the Location updating procedure is finished (see subclauses 4.4.4.6 and 4.4.4.7) the mobile station shall (except in the case where the mobile has a follow-on CM application request pending and has received the follow-on proceed indication, see subclause 4.4.4.6) set timer T3240 and enter the state WAIT FOR NETWORK COMMAND, expecting the release of the RR connection. The network may decide to keep the RR connection for network initiated establishment of a MM connection, or to allow for mobile initiated MM connection establishment.

Any release of the RR connection shall be initiated by the network according to subclause 3.5 in 3GPP TS 44.018 [84], and 3GPP TS 25.331 [23c]. If the RR connection is not released within a given time controlled by the timer T3240, the mobile station shall abort the RR connection. In both cases, either after a RR connection release triggered from the network side or after a RR connection abort requested by the MS-side, the MS shall return to state MM IDLE.

At transition to state MM IDLE, substates NORMAL SERVICE or RECEIVING GROUP CALL (NORMAL SERVICE) or ATTEMPTING TO UPDATE either timer T3212 or timer T3211 is started as described in subclause 4.4.4.9, or, timer T3246 is started as described in subclauses 4.4.4.7, 4.4.4.9 and 4.5.1.1.

4.4.4.9
Abnormal cases on the mobile station side

The different abnormal cases that can be identified are the following:

a)
Access barred because of access class control

The location updating procedure is not started. The mobile station stays in the current serving cell and applies normal cell reselection process. The procedure is started as soon as possible and if still necessary (when the barred state is ended or because of a cell change).
b)
The answer to random access is an IMMEDIATE ASSIGNMENT REJECT message (A/Gb mode only)

The location updating is not started. The mobile station stays in the chosen cell and applies normal cell selection process. The waiting timer T3122 is reset when a cell change occurs. The procedure is started as soon as possible after T3122 timeout if still necessary.

c)
Random access failure (A/Gb mode only)

Timer T3213 is started. When it expires the procedure is attempted again if still necessary.

NOTE 1:
As specified in 3GPP TS 45.008 [34], a cell reselection then takes place, with return to the cell inhibited for 5 seconds if there is at least one other suitable cell. Typically the selection process will take the mobile station back to the cell where the random access failed after 5 seconds.

If at the expiry of timer T3213 a new cell has not been selected due to the lack of valid information (see 3GPP TS 45.008 [34]), the mobile station may as an option delay the repeated attempt for up to 8 seconds to allow cell re-selection to take place. In this case the procedure is attempted as soon as a new cell has been selected or the mobile station has concluded that no other cell can be selected.

If random access failure occurs for two successive random access attempts for location updating the mobile station proceeds as specified below.

d)
RR connection failure

The procedure is aborted and the mobile station proceeds as specified below.

e)
T3210 timeout

The procedure is aborted, the RR connection is aborted and the MS proceeds as specified below.

f)
RR release before the normal end of procedure

The procedure is aborted and the mobile station proceeds as specified below, except in the following implementation option case f.1.

f.1)
RR release in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", "User inactivity" or "Directed signalling connection re-establishment" (see 3GPP TS 25.331 [32c] and 3GPP TS 44.118 [111])


The location updating procedure shall be initiated again, if the following conditions apply: 


i)
The original location updating procedure was initiated over an existing RRC connection; and


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the CS signalling connection (e.g. CS authentication procedures, see subclause 4.3.2), were received after the LOCATION UPDATING REQUEST message was transmitted. 

NOTE 2: 
The RRC connection release cause that triggers the re-initiation of the location updating procedure is implementation specific.
g)
Location updating reject, other causes than those treated in subclause 4.4.4.7

Upon reception of the cause codes # 95, # 96, # 97, # 99 and # 111 the MS should set the attempt counter to 4. The MS waits for release of the RR connection as specified in subclause 4.4.4.8, and then proceeds as specified below. 

h)
RR connection establishment failure (Iu mode only)

The procedure is aborted and the mobile station proceeds as specified below.

NOTE 3:
Case h) covers all cases when the signalling connection cannot be established (except for case i) below), including random access failure and access reject. As the RRC protocol has error specific retransmission mechanisms (see 3GPP TS 25.331 [23c]), there is no need to distinguish between the different error cases within MM.
i)
"CN congestion" indication and "Wait time" from the lower layers (Iu mode only)

If the “CN congestion” indication is received integrity protected, the MS shall start timer T3246 with the value provided in the “Wait time” from lower layers. If the "CN congestion" indication is not received integrity protected, and the “Wait time” indicated by lower layers is less than 15 minutes, then the the MS shall start timer T3246 with the value provided in the “Wait time” from lower layers. If the "CN congestion" indication is not received integrity protected, and the “Wait time” indicated by lower layers is greater than or equal to 15 minutes, the MS shall start timer T3246 with a random value from the default range specified in table 11.1. The procedure is aborted and the mobile station proceeds as specified below.

In cases d) to i) (except in the case f.1) above, and, for repeated failures as defined in c) above, and for the case of cause code #22 received (as described in subclause 4.4.4.7 and 4.5.1.1) the mobile station proceeds as follows. Timer T3210 is stopped if still running. The RR Connection is aborted in case of timer T3210 timeout. The attempt counter is incremented. The next actions depend on the Location Area Identities (stored and received from the BCCH of the current serving cell) and the value of the attempt counter.

–
the update status is UPDATED, and the stored LAI is equal to the one received on the BCCH from the current serving cell and the attempt counter is smaller than 4:


The mobile station shall keep the update status to UPDATED, the MM IDLE sub-state after the RR connection release is NORMAL SERVICE. The mobile station shall memorize the location updating type used in the location updating procedure. It shall start timer T3211 (or, if the conditions for cause code #22 specified in subclause 4.4.4.7 or subclause 4.5.1.1 are met, shall start timer T3246 and not start timer T3211) when the RR connection is released. When timer T3211 or T3246 expires the location updating procedure is triggered again with the memorized location updating type;

–
either the update status is different from UPDATED, or the stored LAI is different from the one received on the BCCH from the current serving cell, or the attempt counter is greater or equal to 4:


When the RR connection is released the mobile station shall delete any LAI, TMSI, ciphering key sequence number stored in the SIM/USIM, and list of equivalent PLMNs, set the update status to NOT UPDATED and enter the MM IDLE sub-state ATTEMPTING TO UPDATE (see subclause 4.2.2.2 for the subsequent actions) or optionally the MM IDLE sub-state PLMN SEARCH (see subclause 4.2.1.2) in order to perform a PLMN selection according to 3GPP TS 23.122 [14]. If the attempt counter is smaller than 4, the mobile station shall memorize that timer T3211 (or, if the conditions for cause code #22 specified in subclause 4.4.4.7 or subclause 4.5.1.1 are met, shall start timer T3246 and not start timer T3211) is to be started when the RR connection is released, otherwise it shall memorize that timer T3212 (or, if the conditions for cause code #22 specified in subclause 4.4.4.7 or subclause 4.5.1.1 are met, shall start timer T3246 and not start timer T3212) is to be started when the RR connection is released.

*************************** next modified section **************************

4.5.1
MM connection establishment

4.5.1.1
MM connection establishment initiated by the mobile station

Upon request of a CM entity to establish an MM connection the MM sublayer first decides whether to accept, delay, or reject this request:

-
An MM connection establishment may only be initiated by the mobile station when the following conditions are fulfilled:

-
Its update status is UPDATED.

-
The MM sublayer is in one of the states MM IDLE, RR CONNECTION RELEASE NOT ALLOWED or MM connection active but not in MM connection active (Group call).


An exception from this general rule exists for emergency calls (see subclause 4.5.1.5). A further exception is defined in the following clause.

-
If an MM specific procedure is running at the time the request from the CM sublayer is received, and the LOCATION UPDATING REQUEST message has been sent, the request will either be rejected or delayed, depending on implementation, until the MM specific procedure is finished and, provided that the network has not sent a "follow-on proceed" indication, the RR connection is released. If the LOCATION UPDATING REQUEST message has not been sent, the mobile station may include a "follow-on request" indicator in the message. The mobile station shall then delay the request until the MM specific procedure is completed, when it may be given the opportunity by the network to use the RR connection: see subclause 4.4.4.6.

In order to establish an MM connection, the mobile station proceeds as follows:

a)
If no RR connection exists, the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR RR CONNECTION (MM CONNECTION). This request contains an establishment cause and a CM SERVICE REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer, the MM sublayer of the mobile station starts timer T3230, gives an indication to the CM entity that requested the MM connection establishment, and enters MM sublayer state WAIT FOR OUTGOING MM CONNECTION.

b)
If an RR connection is available, the MM sublayer of the mobile station sends a CM SERVICE REQUEST message to the network, starts timer T3230, stops and resets timer T3241, gives an indication to the CM entity that requested the MM connection establishment, and enters:

-
MM sublayer state WAIT FOR OUTGOING MM CONNECTION, if no MM connection is active;

-
MM sublayer state WAIT FOR ADDITIONAL OUTGOING MM CONNECTION, if at least one MM connection is active;

-
If an RR connection exists but the mobile station is in the state WAIT FOR NETWORK COMMAND then any requests from the CM layer that are received will either be rejected or delayed until this state is left.

c)
Only applicable for mobile stations supporting VGCS talking:


If a mobile station which is in the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE), receives a request from the GCC sublayer to perform an uplink access, the MM sublayer requests the RR sublayer to perform an uplink access procedure and enters MM sublayer state WAIT FOR RR CONNECTION (GROUP TRANSMIT MODE).


When a successful uplink access is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).


When an uplink access reject is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE).


In the network, if an uplink access procedure is performed, the RR sublayer in the network provides an indication to the MM sublayer together with the mobile subscriber identity received in the TALKER INDICATION message. The network shall then enter the MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).

d)
When the MS is IMSI attached for CS services via EMM combined procedures, as described in 3GPP TS 24.301 [120], and the MS is camping on an E-UTRAN cell, the MM sublayer requests EMM to initiate a service request procedure for CS fallback. The MM connection establishment is delayed until the MS changes to a GERAN or UTRAN cell.

If the MS enters a GERAN or UTRAN cell, then the MS shall initiate the MM connection establishment and send a CM SERVICE REQUEST message. The MS shall include the Additional update parameters information element indicating "CS fallback mobile originating call". If the MS determines that it is in a different location area than the stored location area, the MS shall first initiate a normal location updating procedure or a combined routing area update procedure, depending on Network Mode of Operation. If the location area of the current cell is not available, the MS may initiate a normal location updating procedure directly. The MM connection establishment is delayed until successful completion of the normal location updating or combined routing area update procedure. The MS may perform location area updating procedure instead of combined routing area update procedure in NMO I. If the normal location updating procedure is initiated, the MS shall indicate the "follow-on request pending",and shall include the Additional update parameters information element indicating"CS fallback mobile originating call", in the LOCATION UPDATING REQUEST message.
In case a, b and d, the CM SERVICE REQUEST message contains the:

-
mobile identity according to subclause 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number; and

-
CM service type identifying the requested type of transaction (e.g. mobile originating call establishment, emergency call establishment, short message service, supplementary service activation, location services).

A MS supporting eMLPP may optionally include a priority level in the CM SERVICE REQUEST message.

A collision may occur when a CM layer message is received by the mobile station in MM sublayer state WAIT FOR OUTGOING MM CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION. In this case the MM sublayer in the MS shall establish a new MM connection for the incoming CM message as specified in subclause 4.5.1.3.

Upon receiving a CM SERVICE REQUEST message, the network shall analyse its content. The type of semantic analysis may depend on other on going MM connection(s). Depending on the type of request and the current status of the RR connection, the network may start any of the MM common procedures and RR procedures.

In A/Gb mode, the network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see subclause 4.3.3) may be invoked for instance if a TMSI provided by the mobile station is not recognized.

The network may invoke the authentication procedure (see subclause 4.3.2) depending on the CM service type.

In A/Gb mode, the network decides also if the ciphering mode setting procedure shall be invoked (see subclause 3.4.7 in 3GPP TS 44.018 [84]).

In Iu mode, the network decides also if the security mode control procedure shall be invoked (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

NOTE 1:
If the CM_SERVICE_REQUEST message contains a priority level the network may use this to perform queuing and pre-emption as defined in 3GPP TS 23.067 [88].

In A/Gb mode, an indication from the RR sublayer that the ciphering mode setting procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

In Iu mode, an indication from the RR sublayer that the security mode control procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station. The procedures in subclause 4.1.1.1.1 shall always have precedence over this subclause.

In Iu mode, during a MM connection establishment for all services, except for emergency call (see subclause 4.1.1.1.1), the security mode control procedure with activation of integrity protection shall be invoked by the network unless integrity protection is already started (see subclause 4.1.1.1.1).

The MM connection establishment is completed, timer T3230 shall be stopped, the CM entity that requested the MM connection shall be informed, and MM sublayer state MM CONNECTION ACTIVE is entered. The MM connection is considered to be active.

If the service request cannot be accepted, the network returns a CM SERVICE REJECT message to the mobile station.

The reject cause information element (see subclause 10.5.3.6 and annex G) indicates the reason for rejection. The following cause values may apply:

#4:


IMSI unknown in VLR

#6:


Illegal ME

#17:
Network failure

#22:
Congestion

#25
Not authorized for this CSG

#32:
Service option not supported

#33:
Requested service option not subscribed

#34:
Service option temporarily out of order

If no other MM connection is active, the network may start the RR connection release (see subclause 3.5 of 3GPP TS 44.018 [84] (A/Gb mode only), 3GPP TS 25.331 [23c] (UTRAN Iu mode only), or in 3GPP TS 44.118 [111] (GERAN Iu mode only) when the CM SERVICE REJECT message is sent.

If a CM SERVICE REJECT message is received by the mobile station, timer T3230 shall be stopped, the requesting CM sublayer entity informed. Then the mobile station shall proceed as follows:

-
If the cause value is not #4 or #6 or #25 received from a CSG cell and the MS is in UTRAN Iu mode, the MM sublayer returns to the previous state (the state where the request was received). Other MM connections shall not be affected by the CM SERVICE REJECT message.

-
If cause value #4 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to NOT UPDATED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating). Whether the CM request shall be memorized during the location updating procedure, is a choice of implementation.

-
If cause value #6 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The mobile station shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed. 
-
If cause value # 22 is received and the T3246 value IE is present and the value indicates that this timer is neither zero nor deactivated, the MS shall abort any MM connection, and proceed as specified in subclause 4.4.4.9. If the CM SERVICE REJECT message is received integrity protected, the MS shall start timer T3246 with the value provided in the T3246 value IE. If the CM SERVICE REJECT message is not received integrity protected, the MS shall start timer T3246 with a random value from the default range specified in table 11.1. The MS stays in the current serving cell and applies the normal cell reselection process. The CM SERVICE REQUEST procedure may be started, if still needed, when timer T3246 expires or is stopped.
-
If cause value #25 is received from a CSG cell and the MS is in UTRAN Iu mode, the MS shall check whether the CM SERVICE REJECT message with cause #25 is integrity protected. If the message is not integrity protected, the MS shall discard the message. Otherwise, the MS shall abort any MM connection, remove the entry corresponding to the CSG ID of the cell where the MS has sent the CM SERVICE REQUEST message from the Allowed CSG list if the CSG ID is contained in the Allowed CSG list, and enter the MM sublayer state WAIT FOR NETWORK COMMAND. If the CSG ID of the cell where the MS has sent the CM SERVICE REQUEST message is contained in the Operator CSG list, the MS shall proceed as specified in 3GPP TS 23.122 [14] subclause 3.1A. Subsequently, after the RR connection is released or aborted, the MS applies normal cell reselection process.


If cause value #25 is received and the cell is not a CSG cell or the MS is not in UTRAN Iu mode, the MS shall discard the CM SERVICE REJECT message.
******************************* next section is NOT explicitly modified  ******************************

4.5.1.5
MM connection establishment for emergency calls

A MM connection for an emergency call may be established in all states of the mobility management sublayer which allow MM connection establishment for a normal originating call. In addition, establishment may be attempted in all service states where a cell is selected (see subclause 4.2.2) but not in the MM CONNECTION ACTIVE state (GROUP TRANSMIT MODE) state. However, as a network dependent option, a MM connection establishment for emergency call may be rejected in some of the states.

When a user requests an emergency call establishment the mobile station will send a CM SERVICE REQUEST message to the network with a CM service type information element indicating emergency call establishment. If the network does not accept the emergency call request, e.g., because IMEI was used as identification and this capability is not supported by the network, the network will reject the request by returning a CM SERVICE REJECT message to the mobile station.

The reject cause information element indicates the reason for rejection. The following cause values may apply:

#3


"Illegal MS"

#4


"IMSI unknown in VLR"

#5


"IMEI not accepted"

#6


"Illegal ME"

#17
"Network failure"

#22
"Congestion"

#25
"Not authorized for this CSG"
#32
"Service option not supported"

#34
"Service option temporarily out of order"

With the above defined exceptions, the procedures described for MM connection establishment in subclauses 4.5.1.1 and 4.5.1.2 shall be followed.

NOTE:
Normally, the mobile station will be identified by an IMSI or a TMSI. However, if none of these identifiers is available in the mobile station, then the mobile station shall use the IMEI for identification purposes. The network may in that case reject the request by returning a CM SERVICE REJECT message with reject cause: #5
"IMEI not accepted".

************************** next modified section **************************

4.5.1.6.1
Call re-establishment, initiation by the mobile station

NOTE:
The network is unable to initiate call re-establishment.

If at least one request to re-establish an MM connection is received from a CM entity as a response to the indication that the MM connection is interrupted (see subclause 4.5.2.3.) the mobile station initiates the call re-establishment procedure. If several CM entities request re-establishment only one re-establishment procedure is initiated. If any CM entity requests re-establishment, then re-establishment of all transactions belonging to all Protocol Discriminators that permit Call Re-establishment shall be attempted.

Upon request of a CM entity to re-establish an MM connection the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR REESTABLISH. This request contains an establishment cause and a CM RE-ESTABLISHMENT REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer, the MM sublayer of the mobile station starts timer T3230, gives an indication to all CM entities that are being re-established, and remains in the MM sublayer state WAIT FOR REESTABLISH.

The CM RE-ESTABLISHMENT REQUEST message contains the

-
mobile identity according to subclause 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number.

NOTE:
Whether or not a CM entity can request re-establishment depends upon the Protocol Discriminator. The specifications for Short Message Service (3GPP TS 24.011 [22]), Call Independent Supplementary Services (3GPP TS 24.010 [21]) and Location Services (3GPP TS 44.071 [23a]) do not currently specify any re-establishment procedures.

Upon receiving a CM RE-ESTABLISHMENT REQUEST message, the network shall analyse its content. Depending on the type of request, the network may start any of the MM common procedures and RR procedures.

The network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see subclause 4.3.3) may be invoked.

The network may invoke the authentication procedure (see subclause 4.3.2).

In A/Gb mode, the network decides if the security mode setting procedure shall be invoked (see 3GPP TS 44.018 [84] subclause 3.4.7).

An indication from the RR sublayer that the security mode setting procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station. 

In Iu mode, the network decides if the security mode control procedure shall be invoked (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). An indication from the RR sublayer that the security mode control procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

The MM connection re-establishment is completed, timer T3230 shall be stopped, all CM entities associated with the re-establishment shall be informed, and MM sublayer state MM CONNECTION ACTIVE is re-entered. All the MM connections are considered to be active.

If the network cannot associate the re-establishment request with any existing call for that mobile station, a CM SERVICE REJECT message is returned with the reject cause:

#38
"call cannot be identified"

If call re-establishment cannot be performed for other reasons, a CM SERVICE REJECT is returned, the appropriate reject cause may be any of the following (see annex G):

# 4


"IMSI unknown in VLR";

# 6


"illegal ME";

#17
"network failure";

#22
"congestion";

#25
"not authorized for this CSG";
#32
"service option not supported";

#34
"service option temporarily out of order".

Whatever the reject cause a mobile station receiving a CM SERVICE REJECT as a response to the CM RE-ESTABLISHMENT REQUEST shall stop T3230, release all MM connections and proceed as described in subclause 4.5.3.1. In addition:

-
if cause value #4 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to NOT UPDATED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating. The CM re-establishment request shall not be memorized during the location updating procedure.

-
if cause value #6 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The MS shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed. 
-
If cause value # 22 is received and the T3246 value IE is present and the value indicates that this timer is neither zero nor deactivated, the MS shall abort any MM connection, and proceed as specified in subclause 4.4.4.9. If the CM SERVICE REJECT message is received integrity protected, the MS shall start timer T3246 with the value provided in the T3246 value IE. If the CM SERVICE REJECT message is not received integrity protected, the MS shall start timer T3246 with a random value from the default range specified in table 11.1. The MS stays in the current serving cell and applies the normal cell reselection process. The CM RE-ESTABLISHMENT REQUEST procedure should not be restarted when timer T3246 expires or is stopped.
-
if cause value #25 is received from a CSG cell and the mobile station is in UTRAN Iu mode, the MS shall check whether the CM SERVICE REJECT message with cause #25 is integrity protected. If the message is not integrity protected, the MS shall discard the message. Otherwise, the MS shall remove the entry corresponding to the CSG ID of the cell where the MS has sent the CM SERVICE REQUEST message from the Allowed CSG list if the CSG ID is contained in the Allowed CSG list, and enter the MM sublayer state WAIT FOR NETWORK COMMAND. If the CSG ID of the cell where the MS has sent the CM SERVICE REQUEST message is contained in the Operator CSG list, the MS shall proceed as specified in 3GPP TS 23.122 [14] subclause 3.1A.


If cause value #25 is received and the cell is not a CSG cell or the MS is not in UTRAN Iu mode, the MS shall discard the CM SERVICE REJECT message.
*************************** next modifed section ********************

9.2.6
CM service reject

This message is sent by the network to the mobile station to indicate that the requested service cannot be provided. See table 9.2.8/3GPP TS 24.008.

Message type:
CM SERVICE REJECT

Significance:

dual

Direction:


network to mobile station

Table 9.2.8/3GPP TS 24.008: CM SERVICE REJECT message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Mobility management
	Protocol discriminator
	M
	V
	1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Skip Indicator
	Skip Indicator
	M
	V
	1/2

	
	
	10.3.1
	
	
	

	
	CM Service Reject
	Message type
	M
	V
	1

	
	message type
	10.4
	
	
	

	
	Reject cause
	Reject cause
	M
	V
	1

	
	
	10.5.3.6
	
	
	

	
	T3246 value
	MM Wait Timer
	O
	TLV
	3

	
	
	10.5.3.16
	
	
	


9.2.6.1
T3246 value
This IE may be included when the NAS level congestion control is active.
************************** next modified section **********************************************

9.2.14
Location updating reject

This message is sent by the network to the mobile station to indicate that updating or IMSI attach has failed. See table 9.2.16/3GPP TS 24.008.

Message type:
LOCATION UPDATING REJECT

Significance:

dual

Direction:


network to mobile station

Table 9.2.16/3GPP TS 24.008: LOCATION UPDATING REJECT message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Mobility management
	Protocol discriminator
	M
	V
	1/2

	
	protocol discriminator
	10.2
	
	
	

	
	Skip Indicator
	Skip Indicator
	M
	V
	1/2

	
	
	10.3.1
	
	
	

	
	Location Updating
	Message type
	M
	V
	1

	
	Reject message type
	10.4
	
	
	

	
	Reject cause
	Reject cause
	M
	V
	1

	
	
	10.5.3.6
	
	
	

	
	T3246 value
	MM Wait Timer
	O
	TLV
	3

	
	
	10.5.3.16
	
	
	


9.2.14.1
T3246 value
This IE may be included when the NAS level congestion control is active.
******************************* next section NOT modified**********************

10.5.3.6
Reject cause

The purpose of the Reject Cause information element is to indicate the reason why a request from the mobile station is rejected by the network.

The Reject Cause information element is coded as shown in figure 10.5.81/3GPP TS 24.008 and table 10.5.95/3GPP TS 24.008.

The Reject Cause is a type 3 information element with 2 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Reject cause IEI
	octet 1

	reject cause value
	octet 2


Figure 10.5.81/3GPP TS 24.008 Reject Cause information element

Table 10.5.95/3GPP TS 24.008: Reject Cause information element

	Reject cause value (octet 2)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	1
	0
	
	IMSI unknown in HLR

	0
	0
	0
	0
	0
	0
	1
	1
	
	Illegal MS

	0
	0
	0
	0
	0
	1
	0
	0
	
	IMSI unknown in VLR

	0
	0
	0
	0
	0
	1
	0
	1
	
	IMEI not accepted

	0
	0
	0
	0
	0
	1
	1
	0
	
	Illegal ME

	0
	0
	0
	0
	1
	0
	1
	1
	
	PLMN not allowed

	0
	0
	0
	0
	1
	1
	0
	0
	
	Location Area not allowed

	0
	0
	0
	0
	1
	1
	0
	1
	
	Roaming not allowed in this location area

	0
	0
	0
	0
	1
	1
	1
	1
	
	No Suitable Cells In Location Area

	0
	0
	0
	1
	0
	0
	0
	1
	
	Network failure

	0
	0
	0
	1
	0
	1
	0
	0
	
	MAC failure

	0
	0
	0
	1
	0
	1
	0
	1
	
	Synch failure

	0
	0
	0
	1
	0
	1
	1
	0
	
	Congestion

	0
	0
	0
	1
	0
	1
	1
	1
	
	GSM authentication unacceptable

	0
	0
	0
	1
	1
	0
	0
	1
	
	Not authorized for this CSG

	0
	0
	1
	0
	0
	0
	0
	0
	
	Service option not supported

	0
	0
	1
	0
	0
	0
	0
	1
	
	Requested service option not subscribed

	0
	0
	1
	0
	0
	0
	1
	0
	
	Service option temporarily out of order

	0
	0
	1
	0
	0
	1
	1
	0
	
	Call cannot be identified

	0
	0
	1
	1
	0
	0
	0
	0
	
	}

	to
	
	  } retry upon entry into a new cell

	0
	0
	1
	1
	1
	1
	1
	1
	
	}

	0
	1
	0
	1
	1
	1
	1
	1
	
	Semantically incorrect message

	0
	1
	1
	0
	0
	0
	0
	0
	
	Invalid mandatory information

	0
	1
	1
	0
	0
	0
	0
	1
	
	Message type non-existent or not implemented

	0
	1
	1
	0
	0
	0
	1
	0
	
	Message type not compatible with the protocol state

	0
	1
	1
	0
	0
	0
	1
	1
	
	Information element non-existent or not implemented

	0
	1
	1
	0
	0
	1
	0
	0
	
	Conditional IE error

	0
	1
	1
	0
	0
	1
	0
	1
	
	Message not compatible with the protocol state

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	
	
	
	
	
	
	
	
	
	

	Any other value received by the mobile station shall be treated as 0010 0010, 'Service option temporarily out of order'. Any other value received by the network shall be treated as 0110 1111, 'Protocol error, unspecified'.

	
	
	
	
	
	
	
	
	
	

	NOTE:
The listed reject cause values are defined in Annex G.

	
	
	
	
	
	
	
	
	
	


*************************** next modified section *************************

10.5.3.15
Multiplier
The purpose of the Multiplier information element is to provide the MS with a longer value for the periodic location updating timer T3212.

The Multiplier information element is coded as shown in figure 10.5.84e/3GPP TS 24.008 and in table 10.5.97c/3GPP TS 24.008.

The Multiplier information element is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Multiplier IEI


	0 spare
	Multiplier value
	octet 1


Figure 10.5.84e/3GPP TS 24.008: Multiplier information element
Table 10.5.97c/3GPP TS 24.008: Multiplier information element
	Multiplier value (octet 1, bit 1 to 3)

	

	Bits

	3
	2
	1
	
	

	0
	0
	0
	
	Multiplier value 5

	0
	0
	1
	
	Multiplier value 6

	0
	1
	0
	
	Multiplier value 7

	0
	1
	1
	
	Multiplier value 8

	1
	0
	0
	
	Multiplier value 9

	1
	0
	1
	
	Multiplier value 10

	1
	1
	0
	
	Multiplier value 11

	1
	1
	1
	
	Multiplier value 12

	

	Bit 4 of octet 1 is spare and shall be coded as zero. 

	


10.5.3.16
MM Wait Timer
The purpose of the MM Wait Timer information element is to specify MM specific timer values, e.g. for the timer T3246.

The MM Wait Timer is a type 4 information element with 3 octets length.

The MM Wait Timer  information element is coded as shown in figure 10.5.84f/3GPP TS 24.008 and table 10.5.97d/3GPP TS 24.008.

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	MM Wait Timer IEI
	octet 1

	
	Length of MM Wait Timer  contents
	octet 2

	
	MM Wait Timer value
	octet 3


Figure 10.5.84f/3GPP TS 24.008: MM Wait Timer information element

Table 10.5.97d/3GPP TS 24.008: MM Wait Timer information element

	MM Wait Timer value is coded as octet 2 of the GPRS timer information element.




********************************* next modified section *************************
11
List of system parameters

The description of timers in the following table should be considered a brief summary. The precise details are found in clauses 3 to 6, which should be considered the definitive descriptions.

11.1
Timers and counters for radio resource management

See 3GPP TS 44.018 [84].

11.2
Timers of mobility management

Table 11.1/3GPP TS 24.008: Mobility management timers - MS-side

	TIMER

NUM.
	MM
STATE

	TIME
OUT
VAL.
	CAUSE FOR START
	NORMAL STOP
	AT THE EXPIRY

	T3210
	LOCATION UPDATING INITIATED
	20s
	-
LOC_UPD_REQ sent
	-
LOC_UPD_ACC

-
LOC_UPD_REJ

-
AUTH_REJ

-
Lower layer failure
	

Start T3211

	T3211
	MM IDLE, 
	15s
	-
LOC_UPD_REJ with cause#17 netw. failure

-
lower layer failure or RR conn. released after RR conn. abort during loc. updating
	-
cell change

-
request for MM connection establishment

-
change of LA


	Restart the Location update proc.

	T3212
	MM IDLE
	Note 1
	-
termination of MM service or MM signalling
	-
initiation of MM service or MM signalling
	initiate periodic updating

	T3213
	LOCATION UPDATING INITIATED
	4s
	-
location updating failure
	-
change of BCCH parameter
	new random attempt

	T3214
	LOCATION UPDATING INITIATED

WAIT FOR OUTGOING MM CONNECTION

IMSI DETACH INITIATED
	20s
	AUTHENT FAILURE

Cause = ‘MAC failure’ or ‘GSM authentication unacceptable’ sent

	AUTHENT REQ received
	Consider the network as ’false’ (see 4.3.2.6.1)

	T3216
	LOCATION UPDATING INITIATED

WAIT FOR OUTGOING MM CONNECTION

IMSI DETACH INITIATED
	15s
	AUTHENT FAILURE

Cause = Synch failure sent


	AUTHENT REQ received
	Consider the network as ’false’ (see 4.3.2.6.1)

	T3218
	LOCATION UPDATING INITIATED

WAIT FOR OUTGOING MM CONNECTION

IMSI DETACH INITIATED
	20s
	RAND and RES stored as a result of of a UMTS authentication challenge

	-
Cipher mode setting (A/Gb mode only)

· Security mode setting (Iu mode only) 

· CM_SERV_ACCEPT received 
· CM SERVICE REJECT received
-
LOCATION UPDATING ACCEPT received
-
AUTHENT REJ received

-
AUTHENT FAIL sent

-
enter MM IDLE or NULL
	Delete the stored RAND and RES

	T3220
	IMSI DETACH INITIATED
	5s
	-
IMSI DETACH

	-
release from RM-sublayer
	enter Null or Idle, ATTEMPTING TO UPDATE

	T3230
	WAIT FOR OUTGOING MM CONNECTION

WAIT FOR ADDITIONAL OUTGOING MM CONNECTION

WAIT FOR REESTABLISH
	15s
	-
CM SERV REQ

CM RE-EST REQ


	-
Cipher mode setting

-
CM SERV REJ

-
CM SERV ACC
	provide release ind.

	T3240
	WAIT FOR NETWORK COMMAND

LOCATION UPDATE REJECTED
	10s
	see subclause 11.2.1

	see subclause 11.2.1
	abort the RR connection

	T3241
	RR CONNECTION RELEASE NOT ALLOWED
	300s
	see subclause 11.2.1

	see subclause 11.2.1
	abort the RR connection

	T3242
	All except NULL
	12 hours
	eCall only MS enters MM IDLE state after an emergency call
	-
Removal of eCall only restriction
	Perform eCall Inactivity procedure in subclause 4.4.7

	T3243
	All except NULL
	12 hours
	eCall only MS enters MM IDLE state after a test/reconfiguration call
	-
Removal of eCall only restriction
	Perform eCall Inactivity procedure in subclause 4.4.7

	T3245
	All except NULL
	Note 2
	PLMN ID identity added to "forbidden PLMN list" or "forbidden PLMNs for GPRS service" list or "forbidden PLMNs for attach in S1 mode" or SIM/USIM is set to invalid for non-GPRS services or GPRS services or both, and timer T3245 not running
	- SIM/USIM is removed


	Erase the 

"forbidden PLMN list", "forbidden PLMNs for GPRS service" list, "forbidden PLMNs for attach in S1 mode" list and set the SIM/USIM to valid for non-GPRS and GPRS services.

	T3246
	MM IDLE, 
	Note 3
	-
LOC_UPD_REJ or CM SERV REJ with cause #22 netw. failure

-
RR conn failure with “CN congestion” indication
	-
paging
-
timer expiry

	Restart the Location update proc.

	NOTE 1:
The timeout value is broadcasted in a SYSTEM INFORMATION message.

NOTE 2: 
The MS starts the timer with a random value, uniformly drawn from the range between 24h and 48h.
NOTE 3:
The timer value is provided by the network in a LOCATION UPDATING REJECT or CM SERVICE REJECT message or as a "Wait time" value by the lower layers, or chosen randomly from a default value range of 15 – 30 minutes.



Table 11.2/3GPP TS 24.008: Mobility management timers - network-side

	TIMER

NUM.
	MM
STATE
	TIME
OUT
VAL.
	CAUSE FOR START
	NORMAL STOP
	AT THE EXPIRY
	AT THE SECOND EXPIRY

	T3250
	TMSI REALLOCATION INITIATED
	12s
	TMSI-REAL-CMD or LOC UPD ACC with new TMSI sent
	TMSI-REALL-COM received
	Optionally Release RR connection
	

	T3255
	
	Note 2
	LOC UPD ACC sent with"Follow on Proceed"
	CM SERVICE REQUEST
	Release RR Connection or use for mobile station terminating call
	

	T3260
	AUTHENTICATION INITIATED
	12s
	AUTHENT-REQUEST sent
	AUTHENT-RESPONSE received

AUTHENT-FAILURE received
	Optionally Release RR connection


	

	T3270
	IDENTIFICATION INITIATED
	12s
	IDENTITY REQUEST sent
	IDENTITY RESPONSE received
	Optionally Release RR connection
	


NOTE 2:
The value of this timer is not specified by this recommendation.

************************ next modified section *****************************************************

G.3
Causes related to PLMN specific network failures and congestion/Authentication Failures

Cause value = 20 MAC failure


This cause is sent to the network if the USIM detects that the MAC in the AUTHENTICATION REQUEST or AUTHENTICATION_AND_CIPHERING REQUEST message is not fresh (see 3GPP TS 33.102 [5a]).

Cause value = 21 Synch failure


This cause is sent to the network if the USIM detects that the SQN in the AUTHENTICATION REQUEST or AUTHENTICATION_AND_CIPHERING REQUEST message is out of range (see 3GPP TS 33.102 [5a]).

Cause value = 17 Network failure


This cause is sent to the MS if the MSC cannot service an MS generated request because of PLMN failures, e.g. problems in MAP.

Cause value = 22 Congestion


This cause is sent if the service request cannot be actioned because of congestion (e.g. congestion of the MSC or SGSN or GGSN or PDN Gateway; no channel; facility busy/congested etc.).

Cause value = 23 GSM authentication unacceptable


This cause is sent to the network in Iu mode if a USIM is inserted in the MS and there is no Authentication Parameter AUTN IE present in the AUTHENTICATION REQUEST or AUTHENTICATION_AND_CIPHERING REQUEST message.
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