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<<Begin Change 1>>
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP 3GPP TR 21.905 [1].
Controller capable UE: A UE that is capable of becoming a controller UE.
Dynamic STI: An STI dynamically assigned by the SCC AS, representing the SIP dialog identifier (Call-ID header field and the values of tags in To and From header fields) and used for session transfer request when Gm service control is available.

Inter UE Transfer SCC AS URI: A SIP URI which is a public service identity hosted by SCC AS and which is used in inter UE transfer procedures.

Additional transferred session SCC AS URI: A SIP URI which is a public service identity hosted by SCC AS and which is used during PS-CS access transfer with the MSC Server assisted mid-call feature.

Static STI: An STI configured in the SC UE either as a SIP URI or as an E.164 number in tel URI or SIP URI representation of tel URI. The static STI is used for CS-PS transfer when dynamic STI is unavailable.

ATCF URI for originating requests: A URI of ATCF where the ATCF receives requests sent by the served UEs.

ATCF URI for terminating requests: A URI of ATCF where the ATCF receives requests targeted to the served UEs.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.237 [9] apply:

Access Leg

Access Transfer Control Function (ATCF)

Access Transfer Gateway (ATGW)

Access Transfer Update - Session Transfer Identifier (ATU-STI)

Local Operating Environment
Remote Leg
Target Access Leg

Source Access Leg

Session Transfer Identifier (STI)

Session Transfer Number (STN)
Session Transfer Number for SR-VCC (STN-SR)
Collaborative session

Controllee UE

Controller UE

Inter-UE transfer
Emergency Session Transfer Number for SR VCC(E-STN-SR)
Correlation MSISDN

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.292 [4] apply:

CS call

CS media
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [12] apply:

IP Multimedia Routeing Number (IMRN)

For the purposes of the present document, the following terms and definitions given in IETF RFC 5012 [16] apply:

Emergency service URN
For the purposes of the present document, the following terms and definitions given in IETF RFC 4353 [55] apply:

Conference

Conference URI

Focus

Participant
For the purposes of the present document, the following terms and definitions given in IETF RFC 3264 [58] apply:

Directionality
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

EATF
Emergency Access Transfer Function

E-STN-SR
Emergency Call Session Transfer Number – Single Radio
E-SR-VCC
Emergency Single Radio Voice Call Continuity

IMRN
IP Multimedia Routing Number
SC
Service Continuity

SCC
Service Centralization and Continuity
SM
Session Management
SR-VCC
Single Radio VCC
STI
Session Transfer Identifier

STN
Session Transfer Number

STN-SR
Session Transfer Number - Single Radio

<<End Change 1>>
<<Begin Change 2>>
23
Roles for establishment of a collaborative session during session setup
23.1
Introduction
This clause specifies the procedures for establishment of a collaborative session during both originating and terminating session setup. Procedures are specified for the controller capable UE and the SCC AS.
23.2
Originating session setup
23.3
Terminating session setup
23.3.1
Controller capable UE

Upon receiving a SIP initial INVITE request from the remote party, the controller capable UE shall send a SIP 300 (Multiple Choices)  response to the remote party in accordance with the procedures specified in 3GPP TS 24.229 [2] as follows:

1)
a Contact header field for each UE that is to be a participant in the collaborative session (including the controller capable UE if the controller capable UE is also a participant) containing the SIP URI of that UE
NOTE:
The SIP URI of the UE needs to be a GRUU if any of the UEs that are participants of the collaborative session share the same public user identity.
2)
a Content-Type header field containing the MIME type application/vnd.3gpp.iut+xml; and 
3)
an application/vnd.3gpp.iut+xml MIME body containing a <controlTransfer> element as containing
i)
an <activeController> element containing the SIP URI of the controller UE for the collaborative session and additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being assigned to the controller capable UE with the port number set to zero

-
media line(s) that are to be assigned to the controller capable UE containing the port number for the corresponding media types received in the media line of the SDP offer in the SIP INVITE request; and
ii)
a <Controllee> element for each controllee UE that is to be a participant in the collaborative session containing the SIP URI of the controllee UE for the collaborative session and additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being assigned to that controllee UE with the port number set to zero

-
media line(s) that are to be assigned to that controllee UE containing the port number for the corresponding media types received in the media line of the SDP offer in the SIP INVITE request;
If  the controller capable UE indicated in the SIP 300 (Multiple Choices) response that it will be a participant in the collaborative session then the controller capable UE will receive a SIP INVITE request containing an SDP offer . The controller capable UE shall handle the SIP INVITE request in accordance with the procedures specified in 3GPP TS 24.229 [2].
If  the controller capable UE indicated in the SIP 300 (Multiple Choices) response that it will be the controller UE for the collaborative session then the controller capable UE shall when accepting the session behave as a controller UE of the collaborative session, otherwise the controller capable UE shall act as a controllee UE for the collaborative session.
23.3.2
SCC AS serving the collaborative session
Upon receiving a SIP INVITE request from the remote party, the SCC AS shall forward the SIP INVITE request to the controller capable UE in accordance with the procedures specified in 3GPP TS 24.229 [2] adding the following:

1)
an Accept-Contact header field containing the media feature tag  g.3gpp.iut-controller along with the explicit parameter; and
2)
an Accept header field containing the MIME type application/vnd.3gpp.iut+xml.
Upon receiving a SIP 300 (Multiple Choices) response containing the MIME body application/vnd.3gpp.iut+xml  from the controller capable UE in response to the initial SIP INVITE request, the SCC AS sends a SIP ACK request to the controller capable UE in accordance with the procedures specified in 3GPP TS 24.229 [2] and then authorizes the request for the collaborative session setup with the controllee UE(s) identified in the <Controllee> element  in the MIME body of the SIP 300 (Multiple Choices) response. The UE identified in <activeController> element in the MIME body of the SIP 300 (Multiple Choices) will become the controller UE for the collaborative session.

If authorised the SCC AS shall send a SIP 183 (Session Progress) response to the remote UE containing an SDP answer for all media lines indicated in the MIME body of the SIP 300 (Multiple Choices) response with a=INACTIVE set and for any media lines in the original offer that are not indicated in the MIME body of the SIP 300 (Multiple Choices) response with port numbers set to zero.

To establish the media the SCC AS sends a SIP INVITE request to each UE identified in the Contact header fields of the SIP 300 (Multiple Choices) response including:
1) the Request-URI set to the URI of UE from a Contact header of the SIP 300 (Multiple Choices) response; 
2)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE in the original SIP INVITE request; and 

3)
the SDP information for the media component to be transferred to that UE as follows:

a)
the media type(s) from the media (m=) lines from the hname "body" URI header field in the corresponding SIP URI in the <activeController> element and <Controllee> element(s) in the <controlTransfer> element of the application/vnd.3gpp.iut+xml MIME body of the SIP 300 (Multiple Choices) response; and
b)
for media lines which have non zero port numbers the SDP parameters from the corresponding media lines as received in the SDP offer from the remote UE and extended with

i)
sendonly directionality; and

ii)
bandwidth information with RS set to zero and RR set to zero.

If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and the SCC AC shall send to the controller capable UE either a SIP re-INVITE request if a 2xx response has been received from the controller UE or a SIP UPDATE request if a final response has not yet been received from the controller capable UE following the procedures described in 3GPP TS 24.229 [2] as follows:

1)
containing SDP reoffering the  media component(s) that were offered to the UE that did not accept the SDP offer.

If the a response containing an SDP answer is received from a local UE, the SCC AC shall send a SIP UPDATE request on the dialog for the remote leg to the remote UE as specified in 3GPP TS 24.229 [2]. The SCC AS shall:

1)
send a SIP UPDATE request containing SDP information as follows:

a)
for the transferred media component(s), set the SDP information as from the SDP answer received in the response from the UE; and

b)
for all other media components in the collaborative session, include the SDP information as from the previous offer answer exchange with the remote leg.

Upon receipt of a 2xx response for the SIP UPDATE request sent to the remote UE, the SCC AS shall send a SIP UPDATE request to the local UE that terminates the media component accepted in the SDP answer from the remote UE following the procedures described in 3GPP TS 24.229 [2] and set the directionality (i.e. sendrecv/sendonly/recvonly/inactive) attributes associated to the transferred media component to according to the SDP answer received from the remote UE.

Upon receipt of a 2xx response for the SIP INVITE  request sent to the controller capable UE, the SCC AS shall send a SIP 2xx response to the remote UE following the procedures described in 3GPP TS 24.229 [2] to establish the session with the remote UE.

Upon receiving a SIP ACK request from the remote UE, the SCC AS shall send a SIP ACK request to each local UE once a SIP 200 (OK) response has been received from the local UE.

<<End Change 2>>
<<Begin Change 3>>
A.18
Signalling flows for for establishment of a collaborative session during session setup
A.18.1
Introduction

The signalling flows in this subclause demonstrate how a UE-1 can establish a Collaborative Session during originating and terminating session setup.
A.18.2
Collaborative session establishment upon originating session setup
A.18.3
Collaborative session establishment upon terminating session setup
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Figure A.18.3-1: Call flows for establishment of collaborative session upon terminating IMS session setup using SIP 300 (Multiple Choices) response
NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.

1-2.
SIP INVITE request (UE-3 to SCC AS) - see example in table A.18.3-1

The UE-3 sends SIP INVITE request to UE-1 to setup the session. 
Table A.18.3-1: SIP INVITE request (UE-3 to Intermediate IM CN subsystem entities)

INVITE sip:user1@example1.net SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:uesr3@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user3@example1.net>; tag=171828

To: <sip:user1@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user3@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 28540 RTP/AVP 98
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
3-4.
SIP INVITE request (SCC AS to UE-1) - see example in table A.18.3-3

The SCC AS adds an Accept-Contact header field containing the media feature tag g.3gpp.iut-controller along with the explicit parameter to indicate a preference to reach a controller capable UE and also includes the MIME type application/vnd.3gpp.iut+xml to indicate that it supports the MIME type and  then sends the SIP INVITE request to UE-1 to setup the session. 
Table A.18.3-3: SIP INVITE request (SCC AS to Intermediate IM CN subsystem entities)

INVITE sip:user1@example1.net SIP/2.0

Via: 

Max-Forwards: 

Route: 

P-Asserted-Identity: <sip:uesr3@example1.net>

Privacy: none

From: 

To: 
Cseq: 

Supported: 

Require: 

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Accept-Contact: *;+g.3gpp.iut-controller;explicit
Contact: 

Allow: 

Accept: application/sdp; application/3gpp-ims+xml; application/vnd.3gpp.iut+xml 

Content-Type: 

Content-Length: (…)

v=

o=
s=

t=

c=
m=

b=

a=

a=

a=

a= 

a=

a=

a= 

a=
m=

b=

a=

a=

a=
5-6.
SIP 300 (Multiple Choices) response to SIP INVITE request (UE-1 to SCC AS) see example in table A.18.3-5

 The UE-1 responds with SIP 300 (Multiple choices) response to SCC AS including in the body the media characteristics (Audio and Video) associated with the contact addresses of UE-1 and UE-2 respectively. 
Table A.18.3-5: SIP 300 (Multiple Choices) response (UE-1 to SCC-AS)

SIP/2.0 300 Multiple Choices

Via:

To: 

From:

Call-ID: 

CSeq: 

P-Asserted-Identity: sip:user1@example.net
Contact: <sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>,
<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>

Allow:

Content-Type=application/vnd.3gpp.iut+xml 

Content-Length: (…)

<controlTransfer> 


<activeController=<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz?body=m%3Daudio%2049170%20RTP%2FAVP%97%0D>/> 


<Controllee=<sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6?body=m%3Dvideo%2028540%20RTP%2FAVP%98%0D>/>  

</ControlTansfer>
7-8.
SIP ACK request (SCC AS to UE-1)

9.
SCC AS authorizes the request for the collaborative session setup involving UE-2.

10-11.
SIP 183 (session progress) response to SIP INVITE request (SCC AS to UE-3)


 The SCC AS responds with SIP 183 (session progress) response to UE-3 including an SDP answer based on the media types contained in the SIP 300 (Multiple choices) response and containing the discard port number "9"  for those media lines. 

12-13.
SIP INVITE request (SCC AS to UE-1)- - see example in table A.18.3-12

The SCC AS sends the SIP INVITE request to initiate the audio media setup in UE-1. 

Table A.18.3-12: SIP INVITE request (SCC AS to Intermediate IM CN subsystem entities)

INVITE sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: 

P-Preferred-Identity: <sip:uesr3@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user3@example1.net>; tag=171828

To: <sip:user1@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user3@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 49170 RTP/AVP 0 8 3

b=AS:25.4

a=curr:qos local sendrecv

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20
m=video 0 RTP/AVP 98

14-15.
SIP INVITE request (SCC AS to UE-2)- - see example in table A.18.3-14

The SCC AS sends the SIP INVITE request to initiate the video media setup in UE-2. 
Table A.18.3-14: SIP INVITE request (SCC AS to Intermediate IM CN subsystem entities)

INVITE sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via: SIP/2.0/UDP 192.0.2.5;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: 

P-Preferred-Identity: <sip:uesr3@example1.net>

P-Access-Network-Info: 
Privacy: none

From: <sip:user3@example1.net>; tag=171828

To: <sip:user1@example1.net>

Call-ID: cb03a0s09a2sdfglkj490237

Cseq: 127 INVITE 

Supported: 100rel; precondition, gruu, 199

Require: sec-agree, replaces

Proxy-Require: sec-agree

Accept-Contact: *;+g.3gpp.icsi-ref="urn%3Aurn-7%3gpp-service.ims.icsi.mmtel"

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Contact:<sip:user3@example1.net;gr= urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6>;
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Accept: application/sdp; application/3gpp-ims+xml 

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 192.0.2.5
s=

t=0 0

c=IN IP4 192.0.2.5
m=audio 0 RTP/AVP 97

m=video 28540 RTP/AVP 98

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES
20-21.
SIP UPDATE request (SCC AS to UE-3)- - see example in table A.18.3-20


The SCC AS then sends the SIP UPDATE request to UE-3 with the SDP answer of UE-1 and UE-2 received in the SIP 183 (session progress) responses. 

Table A.18.3-20: SIP UPDATE request (SCC AS to Intermediate IM CN subsystem entities)

UPDATE sip:user3@example1.net SIP/2.0

Via:

To: sip:user3@example.net;tag = 66666

From: sip:user1@example.net; tag=33333

Call-ID: 

CSeq: 

Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip:user1@example.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz 

Allow:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-

t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89

b=AS:25.4

a=rtpmap:96 AMR 

a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event 

a=maxptime:20

m=video 1500 RTP/AVP 98

c=IN IP4 123.45.67.42

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

22-23.
SIP 200 (OK) response to SIP UPDATE request (UE-3 to SCC AS)


UE-3 sends the SIP 200 (OK) response to the SIP UPDATE request. 
24-25.
SIP UPDATE request (SCC AS to UE-1)


The SCC AS sends the SIP INVITE request to the UE-1 based on the SDP content in the SIP 200 (OK) response to the SIP UPDATE request received from UE-3.

26-27.
SIP UPDATE request (SCC AS to UE-2)


The SCC AS sends the SIP INVITE request to the UE-2 based on the SDP content in the SIP 200 (OK) response to the SIP UPDATE request received from UE-3.

28-29.
SIP 200 (OK) response to SIP UPDATE request (UE-1 to SCC AS)

30-31.
SIP 200 (OK) response to SIP UPDATE request (UE-2 to SCC AS)

32-33.
SIP 200 (OK) response to SIP INVITE request (UE-1 to SCC AS)
When the UE-1 answers the call, it sends the SIP 200 (OK) response to the initial SIP INVITE request.

34-35.
SIP 200 (OK) response to SIP INVITE request (UE-2 to SCC AS)
When the UE-2 answers the call, it sends the SIP 200 (OK) response to the initial SIP INVITE request.

36-37.
SIP 200 (OK) response to SIP INVITE request (SCC AS to UE-3)

The SCC AS sends the SIP 200 (OK) response to the UE-3.

38-39.
SIP ACK request (UE-3 to SCC AS)

40-41.
SIP ACK request (SCC AS to UE-1)

42-43.
SIP ACK request (SCC AS to UE-2)
<<End Change 3>>
<<Begin Change 4>>
D.3
IUT transfer feature XML schema

D.3.1
General

This subclause defines XML schema and MIME type related to the IUT transfer features.

D.3.2
XML schema
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified"

  attributeFormDefault="unqualified">

  <xs:element name="controlTransfer" type="TcontrolTransfer"/>

  <xs:complexType name="TcontrolTransfer">

    <xs:sequence>

      <xs:element name="controllee" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>

      <xs:element name="targetController" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>

      <xs:element name="requestedBy" type="xs:anyURI" minOccurs="0" maxOccurs="1"/>

      <xs:element name="activeController" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

</xs:schema>
D.3.3
IANA registration template
Editor’s note: The MIME type "application/vnd.3gpp.iut+xml" as defined in this subclause is to be registered in the IANA registry for Application Media Types based upon the following template.

MIME media type name:

application

MIME subtype name:

application/vnd.3gpp.iut+xml
Required parameters: 

None

Optional parameters: 

"charset"
the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in IETF RFC 3023 [21].

Encoding considerations:

Same as encoding considerations of application/xml as specified in IETF RFC 3023 [21]
Security considerations: 

Same as general security considerations for application/xml as specified in section 10 of IETF RFC 3023 [21]. In addition, this content type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 [19] apply.

Interoperability considerations:

Same as interoperability considerations as specified in section 3.1 of IETF RFC 3023 [21].

Published specification: 

3GPP TS 24.237 "IP Multimedia Subsystem (IMS) Service Continuity", version 10.X.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media: 

Applications supporting the Inter UE Transfer as described in the published specification.

Intended usage: 

COMMON

Additional information:

1.
Magic number(s): none

2.
File extension(s): none

3.
Macintosh file type code: none

4.
Object Identifiers: none

<<End Change 4>>
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